3GPP TSG-SA4 Meeting #91
S4-161233
Bangalore, India, 24-28 Oct 2016


	CR-Form-v11.1

	CHANGE REQUEST

	

	
	SpecNumber
	CR
	CRNum
	rev
	-
	Current version:
	x.y.z
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	TMB2 Architecture consideration

	
	

	Source to WG:
	Huawei Technologies

	Source to TSG:
	

	
	

	Work item code:
	MI_MTV
	
	Date:
	2016-10-24

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	

	
	

	Summary of change:
	

	
	

	Consequences if not approved:
	

	
	

	Clauses affected:
	

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


5.x.1 MBMS Session Creation
The content provider creates a new delivery session. The SCEF requests the BM-SC to set up the MBMS session and generate the USD. The SCEF forwards received information from the content provider to the BM-SC. The BM-SC uses received information to create a MBMS session and generate associated USD. The generated USD is passed to the content provider via SCEF from the BM-SC. The content provider distributes the USD to the application in the UE which is outside of scope of 3GPP.
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Figure 5.x.1: MBMS Session Creation

1. The Content provider wishes to create a new delivery session via network capability exposure interface. The SCEF sends the Create MBMS Session Request message to the BM-SC. The SCEF encapsulates received following information from the content provider in the message body.
· Provider ID: ID of the 3rd party content provider.
· Service details: The details of the eMBMS service offered by the 3rd party content provider. Service details have all the detailed information about the service (e.g., service identification, start and end times, expected geographic area, etc.).
NOTE 1: If expected geographic area information is not presented, it implies whole network.
· Transport mode indication. This indicates if the transport mode preferred by the 3rd party provider is broadcast only, hybrid broadcast/unicast or dynamic broadcast/unicast (MooD operation).

· MBMS security feature allowed indicating whether MBMS security (e.g., integrity, confidentiality TS 33.346) applies or not (between BM-SC and UE).

· Caching indication (yes, no). This indicates to the MNO whether the 3GPP allows the content to be cached in the MNO's network (e.g., for Video on Demand service, Time shifting) or not.

· Media layer information indicating the codec details of the TV content (e.g., H.264/H.265 for video; AMR-WB, AMR-NB, EVS for audio)  and content transcoding capability indication. This content transcoding capability indicates whether the content provider wants the content to be transcoded (e.g., from DVB-IPI format to 3GPP) or not.

· Filters: The 3rd party content provider provides details about any filters that need to be applied to end users (e.g., subscription, time etc.) that help the MNO decide if a UE has to be included or excluded for a service.

· QoE reporting indication. This indicates the content provider expects QoE reporting provided by the BM-SC.

2. The BM-SC allocates a TMGI and an IP Multicast address for the new delivery session. The BM-SC constructs the USD, the URL of USD and BM-SC data entry point information (including IP address and port number of BM-SC) are contained in the Create MBMS Session Response.
5.x.2 Activate MBMS Session

The SCEF requests the BM-SC to activate the MBMS session for content delivery. The SCEF sends Activate MBMS Session Request message including provider ID, service ID and TMGI to the BM-SC. The BM-SC uses received information to activate MBMS bearer. Once the MBMS bearer is activated, the BM-SC replies Activate MBMS Session Response message to the SCEF.
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Figure 5.x.2: Activate MBMS Session

1. The SCEF requests the BM-SC to activate the MBMS session for content delivery.
2. The BM-SC uses received information to activate MBMS bearer. Once the MBMS bearer is activated, the BM-SC replies Activate MBMS Session Response message to the SCEF.

5.x.3 MBMS Capability Negotiation

The SCEF queries MBMS capability with the BM-SC. The SCEF initiates the MBMS Capability Query message to the BM-SC. The BM-SC reports supported the MBMS capability information to the SCEF. The SCEF stores reported MBMS capability information and associated BM-SC ID locally for future MBMS session related processing.
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Figure 5.x.3: MBMS Capability Query

1. The SCEF initiates MBMS Capability Query procedure to the BM-SC. 

2. The BM-SC reports its MBMS capability information to the SCEF. The MBMS capability information includes following information: 
· MBMS capacity information. This indicates the MBMS capacity supported by the BM-SC. 

· MBMS coverage information. This indicates the physical broadcast network coverage information.

· MBMS timing information. This indicates the windows that the MBMS user service is allowed or not.
· Transport mode indication. This indicates which transport mode (i.e., broadcast only, hybrid broadcast/unicast or dynamic broadcast/unicast (MooD operation) is supported by the BM-SC.

· MBMS security feature allowed indicating whether MBMS security (e.g., integrity, confidentiality TS 33.346) is supported or not.

· Caching indication (yes, no). This indicates whether the content could be cached in the BM-SC or not.

· Content transcoding capability indication. This content transcoding capability indicates whether the BM-SC supports transcoding or not.

· ADP capability indication. This indicates the file repair, QoE reporting capability supported by the BM-SC.

5.x.4 QoE reporting

The BM-SC reports the QoE reporting result to the SCEF. The SCEF then can forward the QoE reporting result to the content provider.
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Figure 5.x.4: QoE Reporting
1. The BM-SC reports QoE reporting to the SCEF. The QoE reporting message also includes provider ID and service ID to allow the SCEF to identify which content provider’s service is associated with the QoE reporting result.
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