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8.18 MBMS TV Content Ingestion (TMB2)

8.18.1 Introduction

TMB2 reference point between the content provider and BM-SC provides facilities for the content provider to request BM-SC for

· authorization for provisioning TV services and content ingestion into the MBMS network 

· network capabilities for running TV services 

· provisioning of TV services for subscribed users as well as users with receive only mode devices i.e. for users with no MNO subscription

· activation, modification, and de-activation of MBMS bearers for carrying TV service payload

· activation and de-activation of a TV service within the initially provisioned TV services

TMB2 reference points also provides facilities for the BM-SC to send to the content provider, the information such as

· reports (e.g., quality, consumption metrics etc.) of different TV services 

· notifications of bearer and service events 

This section describes the TMB2 control and data plane procedures for service management and content delivery. Sectione 8.18.2 – 8.18.7 describe the TMB2 control plane procedures (TMB2-C) and section 8.18.8 describes the data plane procedures. 
8.18.2
Authentication and Authorization 
The content provider and the BM-SC have to follow secure practices for authentication, authorization, and secure communication using the TMB2 interface. Both the signaling and media between the content provider and the BM-SC have to be secured. 

Before provisioning of services at the BM-SC, the content provider has to be authenticated and authorized to perform service management functions using the TMB2 interface. If the content provider wants to modify or remove the provisioned services, it can do so by re-authorizing to the BM-SC.  

8.18.2.1
Authentication Procedure
The authentication procedure is used by the content provider and the BM-SC to authenticate to each other. The content provider has to be authenticated with the BM-SC when it wants to provision new services or manage existing services. Similarly, the BM-SC has to be authenticated with the content provider when it needs to send reports and notifications to the content provider. 

Figure 8.18.2.1-1 shows the authentication procedure used between the content provider and the BM-SC.  
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Figure 8.18.2.1-1: Authentication Procedure between Content Provider and BM-SC
1. The content provider and the BM-SC authenticate to each other for performing service management and status reporting and notification respectively. During this authentication step, the content provider and BM-SC exchange unique identifiers (BM-SC ID for BM-SC and Provider ID for content provider) that identify themselves to other party, and the credentials required for authentication. 

2. As part of the mutual authentication procedure, the content provider and the BM-SC also exchange authentication tokens and authentication intervals with each other. The authentication token received by the content provider from the BM-SC is used by the content provider while invoking service management procedures on the BM-SC. Similarly, authentication token received by the BM-SC from the content provider is used by the BM-SC while invoking service reporting and notification procedures on the content provider. The authentication interval shall indicate the time period until which the authentication is valid. After the expiry of the authentication interval, the parties need to re-authenticate with each other
For authentication, the content provider and BM-SC can perform mutual authentication using TLS [6]. IKE/IPSec peer authentication [7][9] can also be used by the content provider and BM-SC to authenticate to each other. Optionally, HTTP Digest authentication can be used to authenticate the content provider to the BM-SC, but this would be the least recommended option. 
Alternatively, instead of authenticating the content provider on its own, the BM-SC can use the services of an authentication server for these tasks. In these cases, the authentication and authorization server and the BM-SC can use a protocol like OAuth [10] for exchange of valid token Ids.
NOTE: The details of authentication procedure between the content provider and the BM-SC are to be checked by SA3. 
8.18.2.2
Content Provider Authorization Procedure
The Content Provider Authorization procedure is used by the content provider to get authorization from BM-SC to use the MBMS network for service delivery.

Figure 8.18.2.2-1 shows the procedure for content provider authorization by the content provider. 
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Figure 8.18.2.2-1: Content Provider Authorization Procedure by the Content Provider
1. When the content provider wishes to provision new services, it has to get authorized by the BM-SC to do so. For the authorization request, the content provider shall send Authorization Request message to the BM-SC. Included in the Authorization Request message are the authentication token which is the token received by the content provider from the BM-SC during the authentication procedure, service area which represents the area in which the content provider wishes to activate the service, start time and end time which represent the time period during which the content provider wishes to delivery service content, number of services which represent the total number of services that the content provider wishes to provision and deliver, and the bit rate which indicates the total bit rate required by the content provider for delivering the content for the above services. 

2. The BM-SC upon receiving the Authorization Request message from the content provider, shall verify that the content provider is authenticated to provision services in the requested service area and time period. 

3. Upon successful authentication and verification, the BM-SC shall respond back with an Authorization Response message to the BM-SC indicating details such as the service area where the content provider can provision services, the start and end time during which the content provider can perform service delivery, number of services that the content provider is authorized to provision, and the total bit rates for delivering the authorized number of services. The parameters in the response message such as service area, the start and end time, number of services, and bit rates may or may not be identical to the corresponding parameters in the Authorization Request message from the content provider.

8.18.2.3
Content Provider De-Authorization Procedure
The Content Provider De-Authorization procedure is used by the content provider to rescind authorization from BM-SC for using the MBMS network for service delivery.

Figure 8.18.2.3-1 shows the procedure for content provider de-authorization by the content provider. 
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Figure 8.18.2.3-1: Content Provider De-Authorization Procedure by the Content Provider
1. When the content provider wishes to stop using MBMS for service delivery, it shall issue a De-Authorization Request message to request the BM-SC for rescinding authorization. With this message, content provider includes the Authentication token it received from the BM-SC during the authentication procedure 

2. The BM-SC upon receiving the De-Authorization Request message from the content provider, shall verify that the content provider is authenticated and authorized to manage services. Further, the BM-SC verifies that there are no end users receiving service from this content provider. 

3. Upon successful authentication and verification, and confirming that there are no users receiving service from the content provider, the BM-SC shall respond with De-Authorization Response message indicating if it has agreed to rescind the authorization privileges of the content provider. Upon successful de-authorization of the content provider, the authentication token that the content provider received from the BM-SC shall be invalidated and any future correspondence from the content provider with the BM-SC should begin with the content provider authentication procedure described in 8.18.2.1
8.18.3
Service Management
8.18.3.1
Services Configuration Procedure
The Services Configuration Procedure is used by the content provider to configure services at the BM-SC. This procedure shall be used for provisioning new services. 

Figure 8.18.3.1-1 shows the procedure for services configuration from the content provider to the BM-SC.
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Figure 8.18.3.1-1: Services Configuration Procedure between Content Provider and BM-SC
1. When the content provider wishes to provision services, it can send a Services Configuration Request message to the BM-SC. The content provider includes the following information inside the Services Configuration Request message. 

	Parameter Name
	Parameter Description

	Authentication Token
	Token received by the content provider from BM-SC during authentication procedure

	Provider ID
	Unique identifier of the content provider

	Service configuration list
	List of service configurations


Table 8.18.3.1-1: List of parameters in the Services Configuration Request message
Table 8.18.3.1-1 shows the list of parameters included in the Services Configuration Request message from the content provider to the BM-SC. Each service configuration in the Service configuration list has the parameters described in Table 8.18.3.1-2. 

	Parameter Name
	Parameter Description

	Service ID
	Unique ID for identifying the service

	Service class
	Class that service belongs to

	Service language
	Language of the service content

	start time
	Service start time. The service start time should be after the start time negotiated during the content authorization procedure. 

	end time
	Service end time. The service end time should be before the end time negotiated during the content provider authorization procedure.

	service area
	Area where the service will be delivered

	file descriptor list
	List of file descriptors using which the BM-SC can download content for the service to send to the UEs. Each file descriptor constitutes of

· filename: which represents the name of the content file

· file type: type of file

· file URL: URL of the content file

· delivery start time: start time of delivery of this file

· delivery end time: end time of delivery of this file

	Sdp
	SDP that the BM-SC can use to receive the content as a stream from the content provider. This sdp from the content provider tells the BM-SC about the number and type of media streams and where they are originating from.

	adpd repair service descriptor list
	List of repair service descriptors where each descriptor provides details for a repair service. Each repair service descriptor constitutes of

· URI: The URI of file repair server. This URI will be used by the MBMS client at the UE while making file repair requests as described in 3GPP TS 26.346

· Support for byte range file repair: Indicates if the repair service supports byte range based file repair

· Support for symbol based file repair: Indicates if the repair service supports symbol based file repair

· Priority: Indicates the priority of this file repair server among all the repair services.

· Availability time: Time until which the UE can expect that the file repair server will return requested repair data 

	report descriptor list
	Lis of report descriptors where each report descriptor describes the details of reports sought. Each report descriptor constitutes of 

· Report type: Type of report (e.g., QoE, consumption etc.)

· Metric name: Name of the metric

· Metric type: Type of metric 

· Reporting Interval: The periodic interval after which the BM-SC has to report back to the content provider with report for above metric 

	filter descriptor
	Describes the filters for BM-SC to apply while delivering the service. The filter rules are provided for the UEs to selectively receive contents at the file/session level. The filter descriptor describing a filter constitutes of

· Location filter: Used to specify location based filter (e.g., list of cell Ids)

· Filter start time: start time at which the contents can be accessed by the UEs

· Filter end time: time at which the contents can no longer be accessed by the UEs

· Duration: how long the UEs can access the content

· Group: group filter (based on social group, age group, gender, profession, ethnic group etc.)

	security descriptor
	Indicates whether the BM-SC should apply transport layer security for data between BM-SC and the UE

	activate FEC
	Indicates that BM-SC should apply FEC protection to content delivered to the UEs

	enable MooD
	Request to enable MooD at the BM-SC

	enable multicast sourcing
	Request to enable multicast sourcing at the BM-SC. With this option, instead of the content provider sourcing the multicast, the BM-SC shall receive the content from the content provider and will source the multicast

	enable service announcement
	Request the BM-SC to perform service announcement based on the received service configurations. When BM-SC sees that the enabling of  service announcement is requested, it shall attempt to perform service announcement as described in 3GPPTS 26.346

	enable QoE and consumption reporting
	Request to enable reporting of QoE and consumption reports. The type of metrics and reporting interval are described in individual report descriptors in the report descriptor list

	transport mode
	Indicates the delivery mode preferred by the content provider (e.g., broadcast only, hybrid broadcast/unicast). For dynamic broadcast/unicast, the content provider requests enabling MooD using the enable MooD parameter above

	receive only mode
	Indicates if the service can be delivered to receive only mode devices

	service type
	Indicates the type of delivery service type. Two delivery service types are defined:

· Transport Mode only service type: With this service type, the BM-SC has to function as a pass through for the service content i.e. content from the content provider is not converted, but instead is delivered as is to the UEs. In addition, with this service type, the content provider has complete control of service content delivery and can choose appropriate transport mode above 

· Full MBMS service mode service type: With this delivery service type, the BM-SC converts the content received from the content provider to BM-SC preferred content type and delivered to the UE. In addition, with this mode, it is up to the BM-SC to decide on the transport mode  



	transcoding capability
	Indicates if the content provider wants the content to be transcoded before being delivered to the UEs. If not specified, by default, the content will not be transcoded if the service is operating in Transport mode only service type, and will be transcoded if the service is operating in Full MBMS service mode. 

	caching indication
	Indicates if the content can be cached in the operator network 


Table 8.18.3.1-2: List of parameters in each service configuration
2. The BM-SC upon receiving the Services Configuration Request message from the content provider, shall verify that the content provider is authenticated to provision services. The BM-SC also authorizes the content provider by checking if the requested service parameters such as start and end times, service area, and bit rate for each of the service configuration inside the Services Configuration Request message fall within the values negotiated during the content provider authorization request. 

3. Upon successful authentication and authorization, the BM-SC will send a Services Configuration Response message to the content provider to indicate if the BM-SC has accepted to provision the requested services 

4. Upon agreeing for configuration of services, the BM-SC uses the services configuration details it has received from the content provider in the Services Configuration Request message to build complete USD fragments. The BM-SC then performs service announcement functions as detailed in 3GPP TS 26.346[2] using these USD fragments.

5. Upon receiving service announcement from the BM-SC, the UE shall activate MBMS bearers for reception of service content from the BM-SC 

NOTE : Steps 4-5 are shown for illustrative purposes only

8.18.3.2
Service Content Encoding Procedure
The Service Content Encoding Procedure is used by the content provider to request BM-SC for service content format conversion. This procedure is used by the content provider to set the content conversion details when the service is setup in Full MBMS service mode type (described in 8.18.3.1). This procedure needs to be invoked by the content provider before it attempts to initiate a service. 

The content encoding can be performed in two different ways before the transcoded content is delivered to the UE:

· Option 1: Transcoding by BM-SC 

· Option 2: Transcoding by a separate node (called a Transcoding Node)

8.18.3.2.1
Option1:
Content Encoding Procedure with Transcoding by BM-SC

Figure 8.18.3.2-1 shows the procedure for service content encoding from the content provider to the BM-SC when the BM-SC is performing the content transcoding tasks.
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Figure 8.18.3.2-1: Service Content Encoding Procedure between Content Provider and BM-SC when BM-SC performs Content Transcoding
1. When the content provider wishes to setup content format conversion at the BM-SC for a service, it shall do so using the Service Content Encoding Request message. The content provider includes the following information inside this message.  

	Parameter Name
	Parameter Description

	Authentication Token
	Token received by the content provider from BM-SC during authentication procedure

	Provider ID
	Unique identifier of the content provider

	Service ID
	Unique identifier of the service

	file_media_descritptor_list
	List of file media descriptors. Each file media descriptor provides format conversion details for different content files in the file descriptor list included in the Services Configuration Request message for this particular service. The list of parameters in each file media descriptor is described in Table 8.18.3.2-2.     

	streaming_media_descritptor_list
	List of streaming media descriptors. Each streaming media descriptor provides format conversion details for content that the BM-SC will receive as a stream from the content provider. The list of parameters in each streaming media descriptor is described in Table 8.18.3.2-3.    


Table 8.18.3.2-1: List of parameters in the Service Content Encoding Request message
Table 8.18.3.2-1 shows the list of parameters included in the Service Content Encoding Request message from the content provider to the BM-SC. Table 8.18.3.2-2 describes the list of parameters in the file media descriptor. 

	Parameter Name
	Parameter Description

	inputfile_name
	Name of the content file. The content file should have been included in the in service configuration file Descriptor list for this service in the Services Configuration Request message 

	inputfile_encryption_details
	Provides details for decrypting the content file if the file is encrypted. The details  include:

· Encryption algorithm used for encrypting the content file

· File MD5: MD5 hash of the file before decryption

· Key: Key to be used to decrypt the content file before format conversion

· IV: Initialization vector to be used during decryption

	inputfile_framerate
	Frame rate of input content file

	inputfile_resolution
	Resolution of input content file

	inputfile_container
	Container format of input content file

	inputfile_aspectratio
	Aspect ratio of input content file

	inputfile_interlaced
	Indicates if the input content file is interlaced

	outputfile_name
	File name to be used for content post conversion (encoding). This file name shall be used in the USD from BM-SC to the UE

	outputfile_audiocodecdescriptor
	Audio codec details for format conversion. Details in this descriptor include:

· Codec type: Type of audio codec

· Codec options: Provides different codec options such as profile, bit depth, bit order

· Sample rate: Audio codec sample rate

· Channels: Number of audio channels in output

	outputfile_videocodecdescriptor
	Video codec details for format conversion. Details in this descriptor include:

· Codec type: Type of video codec

· Codec options: Provides different codec options such as profile, level, max reference frames, maximum bit rate, buffer size, chroma subsampling, loop count, interlaced mode, color space conversion

· Key space maximum distance: Maximum distance between key frames

· GOP: Indicates if GOP(Group of Pictures) is fixed or not

· Bit rate: Video codec bit rate

· Frame rate: Video codec frame rate

· Max Frame rate: Maximum frame rate for the video codec

· Max Width: Maximum Width

· Max Height: Maximum Height

· Display Aspect Ratio: Intended display aspect ratio

· Resolution: Intended resolution

	outputfile_thumbnaildescriptor
	Provides details for thumbnail creation such as number of thumbnails to be extracted, times at which thumbnails have to be extracted

	outputfile_watermarkdescriptor
	Provides details for watermarks to be added during format conversion such as watermark image, time at which watermark to be added

	outputfile_albumartdescriptor
	Provides details for the album art to be associated with the output file

	outputfile_compositiondescriptor
	Provides details for creating an output file that contains an excerpt from the input file (e.g., clipping). Details include

· Time at which the composition is to be created

· Duration of the composition

	outputfile_captiondescriptor
	Provides details for transcoding captions during the format conversion process. Details include:

· Caption type: Embedded, Sidecar options

· Caption source: Source files for input sidecar options

· Key: Name of sidecar options file to be used during transcoding


Table 8.18.3.2-2: List of parameters in the file media descriptor
Table 8.18.3.2-3 describes the list of parameters in the streaming media descriptor. 

	Parameter Name
	Parameter Description

	inputstream_encryption_details
	Provides details for decrypting the content stream if the stream is encrypted. The details  include:

· Encryption algorithm used for encrypting the content stream

· Key: Key to be used to decrypt the content stream before format conversion

· IV: Initialization vector to be used during decryption

	inputstream_framerate
	Frame rate of input content file

	inputstream_resolution
	Resolution of input stream content 

	inputstream_aspectratio
	Aspect ratio of input stream content 

	inputstream_interlaced
	Indicates if the input content is interlaced

	outputstream_audiocodecdescritor
	Audio codec details for format conversion. Details in this descriptor include:

· Codec type: Type of audio codec

· Codec options: Provides different codec options such as profile, bit depth, bit order

· Sample rate: Audio codec sample rate

· Channels: Number of audio channels in output

	outputstream_videocodecdescriptor
	Video codec details for format conversion. Details in this descriptor include:

· Codec type: Type of video codec

· Codec options: Provides different codec options such as profile, level, max reference frames, maximum bit rate, buffer size, chroma subsampling, loop count, interlaced mode, color space conversion

· Key space maximum distance: Maximum distance between key frames

· GOP: Indicates if GOP(Group of Pictures) is fixed or not

· Bit rate: Video codec bit rate

· Frame rate: Video codec frame rate

· Max Frame rate: Maximum frame rate for the video codec

· Max Width: Maximum Width

· Max Height: Maximum Height

· Display Aspect Ratio: Intended display aspect ratio

· Resolution: Intended resolution

	outputstream_thumbnaildescriptor
	Provides details for thumbnail creation such as number of thumbnails to be extracted, times at which thumbnails have to be extracted

	outputstream_watermarkdescriptor
	Provides details for watermarks to be added during format conversion such as watermark image, time at which watermark to be added

	outputstream_albumartdescriptor
	Provides details for the album art to be associated with the output file

	outputstream_compositiondescriptor
	Provides details for creating an output file that contains an excerpt from the input file (e.g., clipping). Details include

· Time at which the composition is to be created

· Duration of the composition

	outputstream_captiondescriptor
	Provides details for transcoding captions during the format conversion process. Details include:

· Caption type: Embedded, Sidecar options

· Caption source: Source files for input sidecar options

· Key: Name of sidecar options file to be used during transcoding


Table 8.18.3.2-3: List of parameters in the streaming media descriptor
2. The BM-SC, upon receiving Service Content Encoding Request message from the content provider shall verify that the content provider is authenticated and authorized to manage service content

3. Upon successful authentication and authorization, the BM-SC will send a Service Content Encoding Response message to the content provider to indicate if the BM-SC has accepted the format conversion request  

Based on the content conversion parameters negotiated, BM-SC shall convert the content before sending it to the UEs.
8.18.3.2.2

Option 2: Content Encoding Procedure with Transcoding by a Separate Transcoding Node

Figure 8.18.3.2-2 shows the procedure for service content encoding from the content provider to the BM-SC when a separate Transcoding Node (TN) performs the content transcoding tasks.
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 Figure 8.18.3.2-2: Service Content Encoding Procedure between Content Provider and BM-SC when Transoding Node performs Content Transcoding
1. When the content provider wishes to setup content format conversion, it shall do so using the Service Content Encoding Request message. The content provider includes the authentication token, which represents the token it received from the BM-SC during the authentication procedure, Provider ID which represents the unique identifier of the content provider, and Service ID which represents the unique identifier of the service 
2. The BM-SC, upon receiving Service Content Encoding Request message from the content provider shall verify that the content provider is authenticated and authorized to manage service content.

3. Upon successful authentication and authorization of the content provider, the BM-SC and the Transcoding Node will perform Bi-direction authentication to authenticate to each other. As part of the authentication, BM-SC and Transcoding Node will exchange authentication tokens and authentication intervals. The authentication token from BM-SC to the Transcoding Node can be used by the Transcoding Node in subsequent requests to the BM-SC before the expiry of the authentication interval. Similarly, authentication token from Transcoding Node to the BM-SC can be used by the BM-SC in subsequent requests to the Transcoding Node before the expiry of the authentication interval
4. The BM-SC shall enquire about the content transcoding capabilities of the Transcoding Node by sending a Content Transcoding Capability Request. As part of this message, the BM-SC will include its identifier BM-SC ID and the authentication token it received from the Transcoding during the authentication procedure in step 3.
5. For the Content Transcoding Capability Request from the BM-SC, the Transcoding Node shall respond with a Content Transcoding Capability Response with details such as TN ID which represents the unique identifier of the Transcoding Node, authentication token which it received from BM-SC during the authentication procedure in step 3, supported codecs which represent the details of audio and video codecs it supports for transcoding, and its support for thumbnail extraction, composition, watermark insertion, and captioning
6.  Based on the capabilities of the Transcoding Node, the BM-SC will set content transcoding parameters for the service by sending a Set Content Transcoding Request message to the Transcoding Node. This message shall include the BM-SC ID which represents the unique identifier of the BM-SC, service token which is a token generated by the BM-SC for this service audio codec details, video codec details, thumbnail descriptor, watermark descriptor, composition descriptor, caption descriptor which are described in section 8.18.3.2.1

7. For the Set Content Transcoding Request message with transcoding parameters, the Transcoding Node shall reply with Set Content Transcoding Response message which include TN ID which represents the unique identifier of the Transcoding Node, service token which is same as the service token sent by the BM-SC in the request message, and the TN address which represents the address where the Transcoding Node shall receive the content for transcoding purposes

8. The BM-SC will respond back to the Service Content Encoding Request from the content provider using a Service Content Encoding Response. As part of this message, BM-SC includes the BM-SC ID which represents the unique identifier of the BM-SC, Service ID which represents the unique identifier of the service (which is same as the one in corresponding request message), service token which is the token generated by BM-SC and exchanged with Transcoding Node for content transcoding, and TN address which represents the address of the Transcoding Node where the content provider needs to send the content to. 
NOTE 1: The bi-directional authentication between the BM-SC and the Transcoding Node is optional if the Transcoding Node and the BM-SC are in the same network and managed by the operator.
NOTE 2: The Content Transcoding Capability Request and Content Transcoding Capability Response exchange between the BM-SC and the Transcoding Node can be performed only once instead of for every service as shown in the above call flow  

8.18.3.3
Service Initiation Procedure

The Service Initiation Procedure is used by the content provider to request the BM-SC for activation of a service. The service initiation and content delivery can be done in two ways depending on which of the BM-SC or the Transcoding Node is transcoding the content
8.18.3.3.1

Option 1: Service Initiation when BM-SC is transcoding the content

Figure 8.18.3.3-1 shows the procedure for service initiation from the content provider to the BM-SC when BM-SC is transcoding the content.
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Figure 8.18.3.3-1: Service Initiation Procedure between Content Provider and BM-SC when BM-SC is transcoding the Content
1. When the content provider wishes to initiate a service, it shall send a Service Initiation Request message to the BM-SC. The content provider includes authentication token it received from the BM-SC during the authentication procedure. In addition, the content provider includes the Provider ID and the service Id that it wants to initiate. 

2. The BM-SC upon receiving the Service Initiation Request message from the content provider, shall verify that the content provider is authenticated and authorized to initiate the requested service. The BM-SC will start fetching the content indicated by the file descriptor list of this service in the previous Services Configuration Request message.  

3. Upon successful authentication and verification, the BM-SC will send a Service Initiation Response message to the content provider to indicate if the BM-SC has accepted the service initiation request. As part of this message, the BM-SC includes the authentication token it received from the content provider during the authentication procedure, the BM-SC ID which represents the BM-SC unique identifier, Service ID which represents the service identifier, and an optional SDP. The SDP is sent to the content provider if the content provider included an SDP for this service in the Services Configuration Request message. This SDP from the BM-SC to the content provider indicates to the content provider where the BM-SC would like to receive the content. At this time, the BM-SC will open all the ports required for receiving all the media streams from the content provider and waits to receive the content.  

4. BM-SC performs MBMS bearer setup to transmit the service content. 

5. BM-SC receives the service content from the content provider
6. BM-SC optionally performs service content transcoding based on if the service is setup using Full MBMS service type mode. The procedure for content transcoding at the BM-SC is described in 8.18.3.2.1 (Option 1) 

7.  BM-SC transmits the transcoded content to the UE using the established MBMS bearers. 
8.18.3.3.2

Option 2: Service Initiation when Transcoding Node is transcoding the content

Figure 8.18.3.3-2 shows the procedure for service initiation from the content provider to the BM-SC when the Transcoding Node is performing the transcoding of the content.
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Figure 8.18.3.3-2: Service Initiation Procedure between Content Provider and BM-SC when Transcoding Node is transcoding the Content
1. When the content provider wishes initiate a service, it shall send a Service Initiation Request message to the BM-SC. The content provider includes authentication token it received from the BM-SC during the authentication procedure. In addition, the content provider includes the Provider ID which represents the unique identifier of the content provider, and the service ID which represents the unique identifier of the service that it wants to initiate. 

2. The BM-SC upon receiving the Service Initiation Request message from the content provider, shall verify that the content provider is authenticated and authorized to initiate the requested service. 

3. Upon successful authentication and verification, the BM-SC will send a Service Initiation Response message to the content provider to indicate if the BM-SC has accepted the service initiation request. As part of this message, the BM-SC includes the BM-SC ID which represents the unique identifier of the BM-SC, Service ID which represents the unique identifier of the service (which is same as the one in corresponding request message), service token which is the token generated by BM-SC and exchanged with Transcoding Node for content transcoding. The service token shall be the same token that was shared with the content provider using the Service Content Encoding Response (section 8.18.3.2.2). Based on the received service token from the BM-SC, the content provide shall extract the TN address from the corresponding Service Content Encoding Response. From this TN address, content provider knows the address of the Transcoding Node where to send the content to.

4. BM-SC performs MBMS bearer setup to transmit the service content. 

5. The content provider will perform bi-directional authentication with the Transcoding Node using the TN address it inferred in step 3.  As part of the authentication, content provider and Transcoding Node will exchange authentication tokens and authentication intervals. The authentication token from content provider to the Transcoding Node can be used by the Transcoding Node in subsequent messages to the content provider before the expiry of the authentication interval. Similarly, authentication token from Transcoding Node to the content provider can be used by the content provider in subsequent messages to the Transcoding Node before the expiry of the authentication interval

6.  Content provider shall send a Content Transcoding Request to the Transcoding Node to request transcoding of service content before sending the content to the BM-SC. As part of this request, content provider will include the authentication token that it received from the Transcoding Node during the authentication procedure in step 5, Provider ID which represents the unique identifier of the content provider, service token which is the token it received from BM-SC in the Service Content Encoding Response,  file_media_descritptor_list which represents the list of file media descriptors (as described in section 8.18.3.2.1), streaming_media_descritptor_list which represents the list of streaming media descriptors (as described in section 8.18.3.2.1) . 
7. The Transcoding Node, upon receiving Content Transcoding Request from the content provider shall validate the request by comparing the received service token with the service token it received from BM-SC in the Set Content Transcoding Request (section 8.18.3.2.2).

8. The Transcoding Node, upon service token validation, shall respond back with Content Transcoding Response and includes details such as authentication token which it received from content provider during authentication procedure (in step 5), TN ID which represents the unique identifier of the Transcoding Node, service token which is the token it received from content provider, and an optional SDP. The SDP is sent to the content provider if the content provider included an SDP in the Content Transcoding Request message. This SDP from the Transcoding Node to the content provider indicates to the content provider where the Transcoding Node would like to receive the content. At this time, the Transcoding Node will open all the ports required for receiving all the media streams from the content provider and waits to receive the content.
9. Transcoding Node receives the service content from the content provider
10. Transcoding Node performs service content transcoding based on the transcoding parameters configured by the BM-SC using the Set Content Transcoding Request. The procedure for content transcoding at the Transcoding Node is described in 8.18.3.2.2 (Option 2) 

11. When the transcoded content is available, the Transcoding Node shall send Content Availability Request message to the BM-SC to inform the BM-SC that the Transcoding Node has the service content. Included in this message are the authentication token it received from the BM-SC, TN ID which represents the unique identifier of the Transcoding Node, service token which is the token it received from BM-SC and the content provider, file descriptor list which represents the list of file descriptors that the BM-SC can use to download service content (as described in section 8.18.3.1),  sdp which represents the SDP that the BM-SC can use to receive the content as a stream from the Transcoding Node (as described in section 8.18.3.1), and repair service descriptor list which describes list of repair service descriptors where each descriptor provides details for a repair service (as described in section 8.18.3.1). The SDP in this message tells the BM-SC about the number and type of media streams and where they are originating from. 

12.  The BM-SC, upon receiving Content Availability Request message from the Transcoding Node shall respond back with Content Availability Response message. This response message shall includes details such as the authentication token it received from the Transcoding Node, BM-SC ID which represents the unique identifier of the BM-SC, service token whish is the token it received from Transcoding Node, and an optional sdp which represents the SDP specifying details where the BM-SC would like to receive the service content. The sdp from the BM-SC is included in the response message only if the Transcoding Node included the sdp in the Content Availability Request
13. BM-SC receives the transcoded content from the Transcoding Node by downloading the content using the files described in file descriptor list, and as a stream setup using SDP negotiation 

14. BM-SC will transmit the content to the UEs using the established MBMS bearers. 
8.18.3.4
Activate Bearer Procedure

The Activate Bearer Procedure is used by the content provider to request the BM-SC for activation of a MBMS bearer for a previously configured service. 

Figure 8.18.3.4-1 shows the procedure for bearer activation from the content provider to the BM-SC.
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Figure 8.18.3.4-1: Activate Bearer Procedure between Content Provider and BM-SC
1. When the content provider wishes to activate a MBMS bearer for a previously configured service, it shall send an Activate Bearer Request message to the BM-SC. The content provider includes authentication token it received from the BM-SC during the authentication procedure. In addition, the content provider includes the Provider ID which represents the unique identifier of the content provider, Service ID which represents the unique identifier of the service, Qos which represents the intended QoS for the bearer, and MBMS Broadcast Area which represents the broadcast area where the bearer needs to be activated. The QoS shall be mapped into appropriate QoS parameters of the MBMS bearer. The MBMS broadcast area parameter shall include a list of MBMS Service Area Identities, or a list of cell IDs, or both. 

2. The BM-SC upon receiving the Activate Bearer Request message from the content provider, shall verify that the content provider is authenticated and authorized to initiate the requested service. 
3. BM-SC activates the MBMS bearers to transmit the service content. 

4. Upon successful authentication and verification, the BM-SC will send an Activate Bearer Response message to the content provider to indicate if the BM-SC has accepted the bearer activation request. As part of this message, the BM-SC includes the authentication token it received from the content provider during the authentication procedure, the BM-SC ID which represents the BM-SC unique identifier, Service ID which represents the service identifier, and an SDP which indicates to the content provider where the BM-SC would like to receive the content. At this time, the BM-SC will open all the ports required for receiving all the media streams from the content provider and waits to receive the content.  

5. BM-SC receives the service content from the content provider and transmits it to the UE using the established MBMS bearers. 

8.18.3.5
Service Modification Procedure

The Service Modification Procedure is used by the content provider to request the BM-SC for modification of a service. 

Figure 8.18.3.5-1 shows the procedure for service modification from the content provider to the BM-SC.
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Figure 8.18.3.5-1: Service Modification Procedure between Content Provider and BM-SC
1. When the content provider wishes to modify services, it can send a Service Modification Request message to the BM-SC. The content provider includes the authentication token that it received from the BM-SC during the authentication procedure, Provider ID which represents the content provider identifier, and Service ID which represents the service identifier. With this message, the content provider can modify one or more of Service class, Service language, start time, end time, service area, file descriptor list, sdp, adpd repair service descriptor list, report descriptor list, filter descriptor, security descriptor, activate FEC, enable MooD, enable multicast sourcing, enable service announcement, enable QoE and consumption reporting, transport mode, receive only mode, service type, transcoding capability, caching indication, and security feature parameters. Description of these parameters is provided in 8.18.3.1.

2. The BM-SC upon receiving the Service Modification Request message from the content provider, shall verify that the content provider is authenticated and authorized to modify the requested service with the given values.

3. Upon successful authentication and verification, the BM-SC will send a Services Modification Response message to the content provider to indicate if the BM-SC has accepted to modify the requested service

4. Upon agreeing for modification of the service, the BM-SC uses the updated service details it has received from the content provider in the Service Modification Request message to build updated USD. The BM-SC then performs service announcement functions as detailed in 3GPP TS 26.346[2] using this updated USD.

5. Upon receiving updated service announcement from the BM-SC, the UE shall modify any parameters on its end to continue receiving service content  

NOTE: Steps 4-5 are shown for illustrative purposes only
8.18.3.6
Service Termination Procedure

The Service Modification Procedure is used by the content provider to request the BM-SC for termintion of a service. 

Figure 8.18.3.6-1 shows the procedure for service modification from the content provider to the BM-SC.
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Figure 8.18.3.6-1: Service Termination Procedure between Content Provider and BM-SC
1. When the content provider wishes to terminate a service, it can send a Service Termination Request message to the BM-SC. The content provider includes the authentication token that it received from the BM-SC during the authentication procedure, Provider ID which represents the content provider identifier, and Service ID which represents the service identifier that the content provider wants to terminate. 

2. The BM-SC upon receiving the Service Termination Request message from the content provider, shall verify that the content provider is authenticated and authorized to terminate the requested service.

3. Upon successful authentication and verification, the BM-SC will send a Services Termination Response message to the content provider to indicate if the BM-SC has accepted to terminate the requested service

4. Upon agreeing for termination of the service, the BM-SC de-activates the bearer that was used to transmit the service content.

8.18.3.7
Deactivate Bearer Procedure

The Deactivate Bearer procedure is used by the content provider to deactivate bearer for a service. 

Figure 8.18.3.7-1 shows the procedure for bearer deactivate from the content provider to the BM-SC.
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Figure 8.18.3.7-1: Service Termination Procedure between Content Provider and BM-SC
1. When the content provider wishes to deactivate a bearer for a service, it shall send a Deactivate Bearer Request message to the BM-SC. The content provider includes the authentication token that it received from the BM-SC during the authentication procedure, Provider ID which represents the content provider identifier, and Service ID which represents the service identifier for which the content provider wants to deactivate the bearer. 

2. The BM-SC upon receiving the Deactivate Bearer Request message from the content provider, shall verify that the content provider is authenticated and authorized to manage the service.

3. Upon successful authentication and verification, the BM-SC shall deactivate the bearer to stop transmitting the service content to the UEs
4. The BM-SC shall send a Deactivate Bearer Response message to the content provider to indicate if the BM-SC has accepted the bearer deactivate request

Once the bearer for a service is deactivated, the content provider shall activate the bearer again using the Activate Bearer procedure if it intends to send new content for the service. 

8.18.3.8
Content Addition Procedure

The Content Addition Procedure is used by the content provider to request BM-SC for adding new content for an already in progress service. This procedure is required for the Content Provider if it wishes to add new content that was not available when the service was initially provisioned.
Content addition for a service can be done in two ways:

· Option 1: Content addition through BM-SC

· Option 2: Content addition through Transcoding Node

8.18.3.8.1

Option 1: Content Addition through BM-SC

 Figure 8.18.3.8-1 shows the procedure for adding content for an existing service through a BM-SC. With this option, BM-SC receives the content from the content provider and optionally performs content transcoding before sending it to UEs. 
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Figure 8.18.3.8-1: Content Addition Procedure for Adding New Content to Existing Service through BM-SC
1. When the content provider wishes to add new content to an already existing service, it can do so by sending a Content Addition Request message to the BM-SC. Included in the message are the Authentication token which the content provider received from BM-SC during the authentication procedure, Provider ID which represents the unique identifier of the content provider, Service ID which represents the service the content provider wishes to add the content to, start time which represents the availability start time of the content when the BM-SC can fetch it, end time which represents the availability end time of the content when the BM-SC can fetch it, file descriptor list which represents the list of file descriptors that BM-SC can use to download content for the service (detail structure of file descriptor is in section 8.18.3.1), sdp which represents the SDP that the BM-SC can use to receive the content as a stream from the content provider, adpd repair service descriptor list which represents the list of repair service descriptors the UEs can use for repair service (detail structure of adpd repair service descriptor list is in section 8.18.3.1), and client availability time which represents the time at which the new content has to be available at the client. The content provider can include one or both of the file descriptor list and sdp in the Content Addition Request message depending upon its proposal for content addition using download delivery or streaming delivery respectively. 

2. Upon receiving the Content Addition Request message from the content provider, the BM-SC checks to see if the content provider is authenticated and authorized to add content to existing service

3. On successful authentication and verification, BM-SC sends a Content Addition Response message to the content provider. In this message, the BM-SC includes the authentication token it received from the content provider during the authentication procedure, BM-SC ID which represents the unique identifier of the BM-SC, Service ID which represents the service identifier that the BM-SC will add the content to, sdp which represents where and how the BM-SC wishes to receive the content. The sdp in the Content Addition Response message is mandatory only if the content provider has included its sdp in the Content Addition Request message

4. On receiving new content information from the content provider, the BM-SC exchanges updated USD to inform the UE about the availability of new content for the existing service. 

5.  BM-SC will receive the service content from the content provider and will transmit it to the UEs before the client availability time. BM-SC will transcode the content if the service was configured to be in Full MBMS service type mode. 
8.18.3.8.2

Option 2: Content Addition through Transcoding Node

 Figure 8.18.3.8-2 shows the procedure for adding content for an existing service through a Transcoding Node. With this option, BM-SC provides the details of the Transcoding node to the content provider. The Transcoding node receives the service content from the content provider, performs content transcoding and sends it to BM-SC for distribution.
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Figure 8.18.3.8-1: Content Addition Procedure for Adding New Content to Existing Service through Transcoding Node
1. When the content provider wishes to add new content to existing service, it shall send a Content Addition Request message to the BM-SC. The content provider includes authentication token it received from the BM-SC during the authentication procedure. In addition, the content provider includes the Provider ID which represents the unique identifier of the content provider, service ID which represents the unique identifier of the service that it wants to initiate, and client availability time which represents the time at which the new content has to be available at the client. 

2. The BM-SC upon receiving the Content Addition Request message from the content provider, shall verify that the content provider is authenticated and authorized to add content to existing service. 

3. Based on the capabilities of the Transcoding Node, the BM-SC will set content transcoding parameters for the service by sending a Set Content Transcoding Request message to the Transcoding Node. This message shall include the BM-SC ID which represents the unique identifier of the BM-SC, service token which is a token generated by the BM-SC for this service, audio codec details, video codec details, thumbnail descriptor, watermark descriptor, composition descriptor, caption descriptor which are described in section 8.18.3.2.1

4. For the Set Content Transcoding Request message with transcoding parameters, the Transcoding Node shall reply with Set Content Transcoding Response message which include TN ID which represents the unique identifier of the Transcoding Node, service token which is same as the service token sent by the BM-SC in the request message, and the TN address which represents the address where the Transcoding Node shall receive the content for transcoding purposes

5. The BM-SC shall send a Content Addition Response message to the content provider to indicate if the BM-SC has accepted the content addition request. As part of this message, the BM-SC includes the authentication token that it received from the content provider during authentication procedure, BM-SC ID which represents the unique identifier of the BM-SC, Service ID which represents the unique identifier of the service (which is same as the one in corresponding request message), service token which is the token generated by BM-SC and exchanged with Transcoding Node for content transcoding, and  TN address which represents the address of the Transcoding Node where the content provider needs to send the content to.

6. BM-SC informs UE about new content using updated USD. 

7. The content provider will perform bi-directional authentication with the Transcoding Node.  As part of the authentication, content provider and Transcoding Node will exchange authentication tokens and authentication intervals. The authentication token from content provider to the Transcoding Node can be used by the Transcoding Node in subsequent messages to the content provider before the expiry of the authentication interval. Similarly, authentication token from Transcoding Node to the content provider can be used by the content provider in subsequent messages to the Transcoding Node before the expiry of the authentication interval

8.  Content provider shall send a Content Transcoding Request to the Transcoding Node to request transcoding of new content before sending the content to the BM-SC. As part of this request, content provider will include the authentication token that it received from the Transcoding Node during the authentication procedure in step 7, Provider ID which represents the unique identifier of the content provider, service token which is the token it received from BM-SC in the Content Addition Response message,  file_media_descritptor_list which represents the list of file media descriptors (as described in section 8.18.3.2.1) for new content, streaming_media_descritptor_list which represents the list of streaming media descriptors (as described in section 8.18.3.2.1) for new content 

9. The Transcoding Node, upon receiving Content Transcoding Request from the content provider shall validate the request by comparing the received service token with the service token it received from BM-SC in the Set Content Transcoding Request.

10. The Transcoding Node, upon service token validation, shall respond back with Content Transcoding Response and includes details such as authentication token which it received from content provider during authentication procedure (in step 7), TN ID which represents the unique identifier of the Transcoding Node, service token which is the token it received from content provider, and an optional SDP. The SDP is sent to the content provider if the content provider included an SDP in the Content Transcoding Request message. This SDP from the Transcoding Node to the content provider indicates to the content provider where the Transcoding Node would like to receive the new content. At this time, the Transcoding Node will open all the ports required for receiving all the media streams from the content provider and waits to receive the content.

11. Transcoding Node receives the service content from the content provider
12. Transcoding Node performs service content transcoding based on the transcoding parameters configured by the BM-SC using the Set Content Transcoding Request. 

13. When the transcoded content is available, the Transcoding Node shall send Content Availability Request message to the BM-SC to inform the BM-SC that the Transcoding Node has the service content. Included in this message are the authentication token it received from the BM-SC, TN ID which represents the unique identifier of the Transcoding Node, service token which is the token it received from BM-SC and the content provider, file descriptor list which represents the list of file descriptors that the BM-SC can use to download service content (as described in section 8.18.3.1),  sdp which represents the SDP that the BM-SC can use to receive the content as a stream from the Transcoding Node (as described in section 8.18.3.1), and repair service descriptor list which describes list of repair service descriptors where each descriptor provides details for a repair service (as described in section 8.18.3.1). The SDP in this message tells the BM-SC about the number and type of media streams and where they are originating from. 

14.  The BM-SC, upon receiving Content Availability Request message from the Transcoding Node shall respond back with Content Availability Response message. This response message shall includes details such as the authentication token it received from the Transcoding Node, BM-SC ID which represents the unique identifier of the BM-SC, service token whish is the token it received from Transcoding Node, and an optional sdp which represents the SDP specifying details where the BM-SC would like to receive the new service content. The sdp from the BM-SC is included in the response message only if the Transcoding Node included the sdp in the Content Availability Request

15. BM-SC receives the transcoded content from the Transcoding Node by downloading the content using the files described in file descriptor list, and as a stream setup using SDP negotiation 

16. BM-SC will transmit the content to the UEs using the established MBMS bearers before the client availability time
NOTE: The BM-SC and Transcoding Node can optionally authenticate with each other, and perform capability enquiry before step 3. The authentication and capability enquiry procedures are described in section 8.18.3.2
8.18.4
Reporting and Notification
8.18.4.1
Service Reporting Procedure

The Service Reporting Procedure is used by the BM-SC to send reports to the content provider. These reports could be any of the QoE, consumption, service registration etc. reports generated by the BM-SC.   

Figure 8.18.4.1-1 shows the procedure for service reporting from BM-SC to the content provider.
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Figure 8.18.4.1-1: Service Reporting Procedure between Content Provider and BM-SC
1. When the BM-SC wants to send a service report to the content provider, it shall send a Service Reporting Request message to the content provider. The BM-SC includes the authentication token that it received from the content provider during the authentication procedure. In addition, the BM-SC includes the BM-SC ID which represent the BM-SC unique identifier, Service ID which represents the service identifier, and the detailed service report.  Only those service reports are shared with the content provider which the content provider requested using the report Descriptor list in the service configuration of this service in the Services Configuration Request message. 

2. The content provider, upon receiving the Service Reporting Request message from the BM-SC, shall verify that the BM-SC is authenticated and authorized to provide reports for the requested service.

3. The content provider shall then respond back to the BM-SC with a Service Reporting Response message to indicate to BM-SC if it has accepted the service report. 

Based on the service reports sent by the BM-SC using the Service Reporting Request message, the content provider can infer valuable feedback about the service and can take appropriate actions for better user experience and optimal delivery. 

Alternatively, instead of sending complete service reports to the content provider, the BM-SC can only send the URL of a report server and the path to the report. The content provider can download the reports from the report server. 

8.18.4.2
Service Notification Procedure

The Service Notification Procedure is used by the BM-SC to send notifications to the content provider. 

Figure 8.18.4.2-1 shows the procedure for service notification from BM-SC to the content provider.
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Figure 8.18.4.2-1: Service Notification Procedure between Content Provider and BM-SC
1. When the BM-SC wants to send a notification to the content provider, it shall send a Service Notification Request message to the content provider. The BM-SC includes the authentication token that it received from the content provided during the authentication procedure. In addition, the BM-SC includes the BM-SC ID which represent the BM-SC unique identifier, Service ID which represents the service identifier, and notification which represents the detailed notification.  

2. The content provider, upon receiving the Service Notification Request message from the BM-SC, shall verify that the BM-SC is authenticated and authorized to provide notifications for the requested service.

3. The content provider shall then respond back to the BM-SC with a Service Notification Response message to indicate to BM-SC if it has accepted the notification. 

8.18.5
Broadcast-Only Bootstrapping

Bootstrapping procedure refers to the procedure when the UE gets to know the available MBMS services that it can choose to receive. Using the service announcement procedures described in 3GPP TS 26.346[2], the BM-SC can inform the UE about available MBMS services, and the UE can choose to register to a service and receive content for that service.  However, this method of service accouncement and discovery may not be possible for all devices such as receive only mode devices. For receive only mode devices, an uplink channel from the device to the network does not exist. Due this, the standard procedure for service configuration using USD may not be possible. In this context, one of the two following methods can be adopted for service configuration for receive only mode devices: 
1. Having a pre-configured USD or TMGI that the receive only mode devices can use to see the available MBMS services

2. Perform MBMS services discovery on the MCCH channel when the UE receives a SIB13 information block [11]. When the UE reads the MCCH, it gets to know the available broadcast services and receive service information so it can wait to receive service content.
8.18.6
Service Continuity

Service Continuity describes the procedures when the UE receiving content using unicast moves into an MBMS coverage area or receiving content through MBMS bearers moves into a location with no MBMS coverage.

8.18.6.1
Switching from Unicast Delivery to MBMS Delivery

The Service Continuity Procedure is used when the UE switches from unicast delivery to MBMS delivery.

Figure 8.18.6.1-1 shows the procedure for service continuity when the UE switches from unicast delivery to MBMS delivery.
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Figure 8.18.6.1-1: Service Continuity when UE switching from Unicast Delivery to MBMS Delivery 
1. The UE has an ongoing session with the content provider using unicast delivery. The UE keeps reading the MTCH for availability of any MBMS bearers to receive service content using MBMS delivery

2. UE is receiving content over unicast from the content provider

3. UE detects that it has entered the MBMS coverage area. It starts receiving data from the MTCH about available MBMS services and starts monitoring the channel

4. UE receives USD from the BM-SC indicating the details of all available MBMS services

5. For some time, UE receives data using both the MBMS bearers and unicast channel

6. The UE notifies the content provider to stop sending content over unicast as it can receive content over MBMS bearers

7. UE receives content using MBMS bearers using the MBMS bearers. If the service is configured with transport mode service type, the content from the content provider is forwarded as is by the BM-SC to the UE. Alternatively, if the service is configured for full MBMS service type, the content from the content provider is received by the BM-SC, and then optionally transcoded before being forwarded to the UE.  
8.18.6.2
Switching from MBMS Delivery to Unicast Delivery
The Service Continuity Procedure is used when the UE switches from MBMS delivery to unicast delivery. The switching from MBMS delivery to unicast delivery can happen in two ways – 

a) MBMS delivery to unicast delivery (make-before-break)

b) MBMS delivery to unicast delivery (break-before-make)
Depending on the type of switch from MBMS delivery to unicast delivery as shown above, the service continuity procedure differs in how and when the UE receives the service continuity because of the switch. 

a) MBMS delivery to unicast delivery (make-before-break)

Figure 8.18.6.2-1 shows the procedure for service continuity when the UE switches from MBMS delivery to unicast delivery in make before break mode. 
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Figure 8.18.6.2-1: Service Continuity when UE switching from Unicast Delivery to MBMS Delivery (make-before-break)
1. The UE has an ongoing session using MBMS delivery

2. The UE is receiving service content over MBMS bearers from the BM-SC

3. UE detects that the MBMS coverage is weak and detects the target area is not in MBMS coverage area

4. UE notifies the content provider that it is moving to an area which does not have MBMS coverage and would need to setup unicast 

5. The content provider acknowledges the switch request and starts sending service content over unicast

6. For a brief time, the UE receives service content over both the MBMS bearers as well as through unicast

7. UE stops receiving data through the MBMS bearers and receives service content only over unicast. The UE starts monitoring MTCH to see if it has moved to MBMS coverage area
b) MBMS delivery to unicast delivery (break-before-make)

Figure 8.18.6.2-2 shows the procedure for service continuity when the UE switches from MBMS delivery to unicast delivery in break before make mode.
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Figure 8.18.6.2-2: Service Continuity when UE switching from Unicast Delivery to MBMS Delivery (break-before-make)
1. The UE has an ongoing session using MBMS delivery

2. The UE is receiving service content over MBMS bearers from the BM-SC

3. UE detects that the MBMS coverage is weak and is no longer receiving data over MBMS bearers

4. UE notifies the content provider that it has moved to an area which does not have MBMS coverage and would need to setup unicast 

5. The content provider acknowledges the switch request and starts sending service content over unicast

6. The UE starts monitoring MTCH to see if it has moved to MBMS coverage area 

8.18.7
Capability Exposure

TBD
8.18.8
Data Plane Procedures

This section describes the data plane design aspects of the TMB2 interface between the content provider and the BM-SC (TMB2-U). The TMB2-U provides capabilities for the content provider and the BM-SC to exchange data in formats negotiated in the TMB2-C control plane. 

When receiving the Service Initiation Request message from the content provider, the BM-SC shall extract the Service ID from the message to know which message is being initiated. 

Upon knowing the service to be initiated, the BM-SC shall extract all the file descriptors from the file descriptor list for this service in the Services Configuration Request message. For each file descriptor, the BM-SC shall download the file using the file URL and will make individual decision to store-and-forward or directly forward the downloaded content onto the corresponding bearers at the Sgi-mb interface. This decision is based on several factors such as the service type (transparent mode or Full MBMS mode) requested for this service in the Services Configuration Request message, and the availability time at the UE for content consumption. The availability time is based on the start time and end time of the service, and when the BM-SC is downloading the content from the content provider. The BM-SC will continue to download the content using file descriptors either until the complete data is downloaded or until the time the service provider adds new content to the service or terminates the service. Upon receiving add new content message from the content provider, the BM-SC will start downloading the content using the new file descriptors. Alternatively, if the content provider sends a Service Terminate Request messag to the BM-SC, the BM-SC will cease downloading any more content and will start the service termination procedures described in 3GPP TS 26.346[2].  

 Alternatively, if the service configuration for this service in the Services Configuration Request message has an sdp, the BM-SC shall extract the SDP from the service configuration to know the host identifiers and media stream information for the media streams which it is going to receive. Also, the BM-SC will reply back to the content provider with SDP of its own in the Service Initiation Response message to tell the content provider where to send the content to. Once the SDP is sent to the content provider, the BM-SC opens all the ports to receive the media streams. While receiving the streaming content, the BM-SC will make individual decision to store-and-forward or directly forward the media stream onto corresponding bearers at the Sgi-mb interface. This decision is based on several factors such as the service type (transparent mode or Full MBMS mode) requested for this service in the Services Configuration Request message, and the availability time at the UE for consumption. The availability time is based on the start time and end time of the service, and when the BM-SC is downloading the content from the content provider.
The BM-SC will continue receiving the streaming content until the complete data is received or until the time the content provider adds new content to the service or terminates the service. Upon receiving add new content message from content provider, the BM-SC will extract the SDP from the received message and will send back to the content provider with any modified SDP of its own. If it wishes to modify the receiving ports, it will close unneeded ports and open any new ports as indicated in the modified SDP. The BM-SC will then receive the new content and will send it to the UEs on corresponding bearers. If the content provider sends a Service Termination Request message to the BM-SC, the BM-SC will cease receiving any more content and will start the downstream service termination procedures described in 3GPP TS 26.346[2].

The content from the content provider to the BM-SC can be encrypted using SRTP [8] or DTLS[5]. Any keys required to decrypt the content to perform content conversion, when the service is setup using the Full MBMS service type mode, have to be negotiated by the BM-SC and the content provider. 
If transport layer security is requested for the data between the BM-SC and the UE (indicated by the security descriptor parameter in service configuration of this service in the Services Configuration Request message), the BM-SC should apply transport security for data between the UE and itself. 
If FEC activation is requested for the service (indicated by the activate FEC parameter in service configuration of this service in the Services Configuration Request message), the BM-SC will choose an appropriate FEC and will apply it to the downstream data to the UE.
If the content provider requested the BM-SC to enable multicast sourcing (indicated by the enable multicast sourcing parameter in service configuration of this service in the Services Configuration Request message), the BM-SC will receive the content from the content provider at the IP layer, and will source the multicast data to the UEs. 

If the content provider requested the BM-SC to enable service announcement at the BM-SC (indicated by the enable service announcement parameter in service configuration of this service in the Services Configuration Request message), the BM-SC will perform the service announcement procedures described in 3GPP TS 26.346[2].

If the content provider requested the BM-SC to enable QoE and consumption reporting (indicated by the enable QoE and consumption reporting parameter in service configuration of this service in the Services Configuration Request message), the BM-SC, during the MBMS session, will share the computed QoE and consumption statistics with the content provider.

If the content provider requested the BM-SC to enable caching in the operator network (indicated by the caching indication parameter in service configuration of this service in the Services Configuration Request message), then the BM-SC shall enable content caching in the network while the content is being delivered to the UEs.
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