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9.6 (MBS/TRAPI)
1 Introduction


In document 803 we have come criteria; and in 26.852/14.1 we have some forms. This document evaluates the forms against the criteria.
2 Forms
(A) URL with ServiceID (6.2.2)
Example:

mbms://urn:uuid:6e8bc430-9c3a-11d9-9669-0800200c9a66&plmn=3a06de&label=http://www.example.com/content.mpd
 (B) Non-restricted MBMS (6.2.3)
Example:

mbms-https://www.example.com/resource.mpd
 (C) DNS Resolution (6.3)
mbms://soapopera.example.com:8054/episode1.usd&start=X&label=http://example.com/tv/episode3.mpd

Evaluation

Summary
	
	
	A
	B
	C

	Requirement
	Section
	URL with ServiceID (6.2.2)
	Non-restricted MBMS (6.2.3)
	DNS Resolution (6.3)

	Form is specific to the interface behavior
	2.1
	√
	–
	√

	Locates a resource of an identifiable type
	2.2
	√
	√
	√

	Acts purely as a locator, not protocol engine
	2.3
	√
	
	√

	Conforms to the relevant W3C and IETF specs
	2.4
	√
	√
	√

	Allows for fragment locators on the resource
	2.4
	√
	√
	√

	Uses HTTP parsing, special characters, and composition rules
	2.4
	√
	√
	√

	Supports relative URLs and composition against a base URL
	2.5
	√
	√
	√

	Emulates client-side behavior of protocols of its type
	2.6
	√
	√
	√

	Readable and self-describing
	2.7
	
	√
	√

	Enough information to enable bootstrapping
	2.8
	–
	
	√

	Little or no dependency on other preparatory steps
	2.8
	
	
	√

	Enables cache sharing, does not dictate URL form of the resource
	2.9
	√
	–
	√

	Uses existing technologies, is simple
	2.10
	√
	√
	√

	Few restrictions on the service
	2.11
	√
	
	√

	Rapid failure is possible (out of time interval, off network)
	2.12
	√
	
	√

	Maps to MBMS APIs
	2.13
	?
	?
	?

	(Future) Can be made to work when last hop is not 3GPP
	3.1
	–
	–
	√


Concerns
Here are some comments on the rows that have blanks, i.e. concerns, from the above table.
2.1 Acts purely as a locator, not protocol engine
2.2 Form B mixes the behaviour of the MBMS/MOOD protocol with the URL form. Instead, I think that the declarative documents for the session (the USD, notably) should document how to do fail-over.
2.3 Readable and self-describing
2.4 Form (A) above is anything but; reading the URL, one sees a URN with perhaps little or no idea of who publishes it, etc.  One only finds that out by USD matching.
2.5 Enough information to enable bootstrapping
2.6 Form (A) is weak in this respect, relying on the ability to match URNs. Form (B) seems to lack this; for example, it relies on finding the desired URL in one or more USDs, but doesn't seem to know how to decide which one to use. Even if the resource is identical across multiple USDs (i.e. it doesn't matter which one is chosen, the same file is returned), the terminal may end up initializing, and keeping alive, the wrong session.
2.7 Little or no dependency on other preparatory steps
2.8 Both (A) and (B) absolutely rely on configuration of the terminal and pre-reception of USDs on the signalling channel.
2.9 Enables cache sharing, does not dictate URL form of the resource
2.10 Form (B) assume cache sharing with the same protocol; but it has the opposite problem. How does one express that a resource is only available here in the MBMS session, that there is no fallback?
2.11 Few restrictions on the service
2.12 Form (B) really restricts what URLs can be used and how the service is used.
2.13 Rapid failure is possible (out of time interval, off network)
2.14 Forms (A) and (C) have explicit provision for indicating the time interval and network(s) over which the resource is available. In contrast form (B) will have to wait for some time for a suitable USD to arrive that enables the reception of the resource, and if it doesn't, conclude that we're on the wrong network or in the wrong time interval.
2.15 Maps to MBMS APIs
2.16 I leave this row incomplete as the MBMS API is a work in progress.
2.17 (Future) Can be made to work when last hop is not 3GPP

There are actually two possibilities here. 
One is that on the last hop, we see the underlying file delivery protocol (e.g. Flute), not in its MBMS incarnation. In this case, it seems that only form (C) could be made to work on e.g. an 802.x (wifi, Ethernet) network; the multicast address could be derived from the URL.
The other possibility is more open-ended: that in future we define how some MBMS protocols can be accessed via a gateway on the other side of an 802.X network. That case is necessarily for further study.
Other Concerns

Form (B) has the intriguing sentence:

"If the resource is not found, the MBMS URL scheme handler will revert to MooD for receiving the resource/stream. It sends the request using the unicast URL to the MooD proxy server, which will either retrieve the resource over unicast or redirect the receiver to MBMS reception."

But what is the form of the URL to which the MooD proxy server re-directs us?  It cannot be mbms-http or mbms-https because that's a form that failed in the first place. Overall, I remain concerned that the detailed operation of this form is under-specified.
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