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Introduction

The xMBMS study item has mad good progress on setting the use cases and scope of the work. The current TR lays out the structure of the study and addresses the key issues of this study. In this contribution, we propose content for section 6 on the interface design using IDL and we provide a mapping of this design using a RESTful API as part of an Annex.
2
Interface Description

6

Interface Design
This section describes design details for interface between service provider and BM-SC. The Xm reference point between the MBMS user service provider and BM-SC allows either party to call procedures supported by the other to perform required functions. 

6.1
Exposed Capabilities on the Interface 
This section describes the exposed capabilities on the Xm reference point. The capabilities described in this document will help BM-SC realize all the capabilities for user service management described in 3GPP TS 26.346[2]. In particular, capabilities described in this document include control plane and data plane for:

· Authorization procedure so service provider can authenticate to BM-SC and request/configure user services at BM-SC  

· Session announcement from service provider to BM-SC so BM-SC can perform service announcements procedures described in 3GPP TS 26.346[2]

· User service initiation, modification, and termination so BM-SC can perform the same functions on the interface between BM-SC and MBMS GW with any of the supported delivery methods described in 3GPP TS 26.346[2]
·  Service status and notification procedures from BM-SC to service provider to indicate service usage metrics and delivery metrics
6.2
Control plane Interface Design
This section describes the control plane design aspects of proposed Xm reference point (Xm-C) between the MBMS user service provider and BM-SC. The Xm-Creference point can be described using OMG IDL as follows:

module mbmsUserServices {
//global identifiers and procedures

interface BM-SC

{

 
};

interface ServiceProvider

{

}; 

}; 

As can be seen from the above IDL description, the Xm reference point is described within a module called mbmsUserServices. The module defines a set of global identifiers and procedures that can be used by all interfaces, and two IDL interfaces: BM-SC and ServiceProvider. The BM-SC interface type provides the identifiers and procedures supported by the BM-SC and the serviceProvider interface type describes the identifiers and procedures supported by the user service provider. The following sections describe different procedures supported by BM-SC and the user service provider. 

6.2.1
Service Description
A service description provides details of a service. Since both the BM-SC and user service provider needs to understand the details of a service, the service definition is defined at the global scope of the IDL description. The structure of a user service definition can be shown using IDL as below: 


struct service {



serviceDetails sDetails;



deliveryMethod dMethods;




associateDeliveryProcedures adpd;




Boolean activateFec;



string securityDescription;


filter filterDescription;



Boolean mood;


};

As described above, a basic service description includes the following information:

· serviceDetails: Includes basic details of the service. A brief description of these details is provided in section 6.2.1.1. 

· dMethods: This field indicates the list of delivery methods supported by the service. The detail structure of delivery methods in a service definition is discussed in section 6.2.1.2. Each service is associated with one ore more delivery methods  
· adpd:  This field provides details about the associated delivery procedures for the service. The detail structure of this field is presented in section 6.2.1.3.  
· activateFec: Indicates if BM-SC should activate the FEC. If set to true, BM-SC will apply FEC to the downstream packets to UE. If set to false, FEC is not used. The FEC procedures for download delivery method are described in section 7 and 9 of 3GPP TS 26.346[2]. The FEC procedures for streaming delivery method are described in section 8 of 3GPP TS 26.346[2]. 
· securityDescription: Type of security sought is used by the BM-SC to translate it to appropriate security descriptions which can then be used during the service initiation stage at BM-SC. The type of information to be included in securityDescription is to be studied. 
· filterDescription: Filter rules is used by the BM-SC to create the filter description to be included in the user service description that is sent to individual UEs. The detail structure of this field is presented in section 6.2.1.4.

· mood: Request to support MOOD for the service content delivery if the number of users receiving the service exceeds the threshold. The MOOD feature is described in section 12 of 3GPP TS 26.346[2].
6.2.1.1
Service Details 
The service details structure of the service definition provides the basic details about the service as shown using IDL representation as below: 


struct serviceDetails {



string serviceName;



string serviceId;



string startTime;






string endTime;

};

Following is a brief description of each of the fields in the service details structure:

· serviceName: Name that identifies the underlying service 

· serviceId: A unique identifier for the service whose value is set by the BM-SC upon new service configuration request by the user service provider
· startTime: time at which the service has to be started
· endTime: time at which the service has to be stopped
6.2.1.2
Delivery Method 
The delivery method structure of a service definition provides details about supported delivery methods for the underlying service. The set of delivery methods supported for a service is one or more of download delivery, streaming delivery, and group delivery methods. A structure of the delivery method field can be shown using IDL as below:


struct deliveryMethod {



downloadDeliveryMethod ddMethod;



streamingDeliveryMethod sMethod;



groupDeliveryMethod gMethod;








};
Following is a brief description of the fields inside a delivery method structure:

· ddMethod:  This field describes a download delivery method structure with details that the BM-SC can use to download the content using download delivery before sending it to the UE. A brief description of download delivery structure is presented in 6.2.1.2.1

· sMethod: This field describes a streaming delivery method structure with details that the BM-SC can use to receive the content using streaming delivery before sending it to the UE. A brief description of streaming delivery structure is presented in 6.2.1.2.2

· gMethod: This field describes a group delivery method structure with details that the BM-SC can use to receive the content using group delivery before sending it to the UE. A brief description of group delivery structure is presented in 6.2.1.2.3

6.2.1.2.1
Download Delivery 
The download delivery structure provides details that the user service provider can provide to the BM-SC for downloading the content before sending it to the UE. The structure of the download delivery field can be described using IDL as follows:

Struct downloadDeliveryMethod {



sequence< fileDescription > fileList;


};

Following is a brief description of the fields inside a download delivery method structure:

· fileList: The list of files is used by the BM-SC to download the file content and then use any of the delivery methods described in 3GPP TS 26.346[2] to send the content to the UEs.
Each file in the above file list indicated to the BM-SC above can be described using a fileDescription structure whose IDL representation can be shown as below:


struct fileDescription{



string filename;



string fileType;



string fileURL;



string deliveryStartTime;
// time to start delivering file



string deliveryEndTime;

// time to end delivering file


} ;

 Following is a brief description of the fields inside a fileDescription structure:

· fileName: Name of the file to be downloaded using download delivery method

· fileType: Type of the file to be downloaded using download delivery method

· fileURL: URL of the file to be downloaded using download delivery method

· deliveryStartTime: Time to start delivery of the file
· deliveryEndTime: Time to end delivery of the file

6.2.1.2.2
Streaming Delivery
The streaming delivery structure provides details that the user service provider can provide to the BM-SC for receiving the content before sending it to the UE. The structure of the streaming delivery field can be described using IDL as follows:

Struct streamingDeliveryMethod {



string sdp;








};

Following is a brief description of the fields inside a streaming delivery structure:

· sdp: This field provides the SDP that the BM-SC can use to get the content from the user service provider. The content fetched can then be sent to the UEs using any of the delivery methods described in 3GPP TS 26.346[2].
6.2.1.2.3
Group Delivery
The group delivery structure provides details that the user service provider can provide to the BM-SC for receiving the content before sending it to the UE. The structure of the group delivery structure can be described using IDL as follows:

struct groupDeliveryMethod {




string tmgi;




gdQos qos;




mbmsBroadcastArea broadcastArea;




string priorityAndPreemption;




sequence<string> userList;


};

Following is a brief description of the fields inside a group delivery structure:

· tmgi: TMGI is the identity information of the group that will be mapped to a MBMS bearer by the BM-SC for group delivery method described in 3GPP TS 26.346[2]. TMGI is extensively discussed in 3GPP TS 23.246 [20].  Based on the TMGI provided by the MBMS user service provider, BM-SC performs TMGI management as described in 3GPP TS 23.468[19].
· qos: QoS sought during content delivery using group delivery method. Type of QoS information that can be passed is discussed in 3GPP TS 23.468[19] and briefly described below

· broadcastArea: Description of the area where the group delivery method needs to be used. Broadcast area description is discussed in 3GPP TS 23.468[19] and briefly described below
· priorityAndPreemption: This indicates the priority and pre-emption characteristics to be applied to the MBMS bearer that is allocated during group communication. The priority and pre-emption for group communication is extensively discussed in 3GPP TS 23.468[19]
· userList: List of users (e.g., MSISDN numbers) to include in the service. Primarily used during group delivery  
The gdQoS structure in the groupDeliveryMethod structure above represents the QoS sought during group delivery method and can be described using IDL as follows:


struct gdQos {




string qosClassIdentifier;




float maxRequestedBandwidth;




float guaranteedBitRate;




string allocationRetentionPriority;


};

Following is a brief description of the fields inside a gdQos structure: 
· qosClassIdentifier: Indicates the QoS class identifier as described in 3GPP TS 29.212[29]

· maxRequestedBandwidth: Indicates the maximum requested bandwidth as described in 3GPP TS 29.212[29]

· guaranteedBitRate: Indicates the guaranteed bit rate as described in 3GPP TS 29.212[29]

· allocationRetentionPriority: Indicates the allocation retention priority information as described in 3GPP TS 29.212[29]

The mbmsBroadcastArea structure in the groupDeliveryMethod structure above represents the MBMS broadcast area and can be described using IDL as follows:


struct mbmsBroadcastArea {




sequence<string> serviceAreaIdentities;




sequence<string> cellIds;


};

Following is a brief description of the fields inside a mbmsBroadcastArea structure: 
· serviceAreaIdentities: List of MBMS service area identities as described in 3GPP TS 23.468[19]
· cellIds: List of cell Ids as described in 3GPP TS 23.468[19]

6.2.1.3
Associated Delivery Procedure
This field of the service definition provides details for the BM-SC for performing the associated delivery procedures described in 3GPP TS 26.346[2]. The structure of the associate delivery procedure field can be shown using IDL as follows:  

struct associateDeliveryProcedures {



fileRepairService repairService;



sequence<report> qoeReports;



sequence<report> consumptionReports;








};
Following is a brief description of the fields inside a associateDeliveryProcedures structure:

· repairService: This field provides file repair service details for the BM-SC to use while compiling the file repair service information inside user service description fragment that is sent to the UE during service announcement. A brief description of the fileRepairService structure is described in section 6.2.1.3.1.

·  qoeReports: The list of QoE metrics the BM-SC should collect and report them back to the MBMS user service provider. QoE statistic computation and reporting procedures are described in section 8 and 9 of 3GPP TS 26.346[2]. A brief description of the report structure is described in section 6.2.1.3.2 

· consumptionReports: The list of Consumption metrics the BM-SC should collect and report them back to the MBMS user service provider. Consumption statistic computation and reporting procedures are described in section 9 of 3GPP TS 26.346[2]. A brief description of the report structure is described in section 6.2.1.3.2

6.2.1.3.1
File Repair Service Description
The MBMS user service provider can provide file repair service details to the BM-SC so BM-SC can appropriately build the ADPD fragment (associated delivery procedures delivery fragment). The fileRepairService structure can be shown using IDL as follows: 

struct fileRepairService {



string uri;

Boolean supportsByteRangeFileRepair;



Boolean supportsSymbolBasedFileRepair;



short priority;



string availabilityTime;


}; 
Following is a brief description of the fields inside a fileRepairService structure: 
· uri: The URI of the file repair server. This URI will be used by the MBMS client while making the file repair request as described in 3GPP TS 26.346[2]
· supportsByteRangeFileRepair: Indicates if the file repair server with URI uri supports byte range based file repair. If this is set to true, the indicated file repair server supports byte range based file repair, and can be used by the MBMS client to request missing file data. If set to false, the indicated file repair server does not support byte range based file repair

· supportsSymbolBasedFileRepair: Indicates if the file repair server with URI uri supports symbol based file repair. If this is set to true, the indicated file repair server supports symbol based file repair, and can be used by the MBMS client to request missing file data. If set to false, the indicated file repair server does not support symbol based file repair
· priority: Priority of the file repair server with URI uri. The BM-SC can use this priority information to indicate relative priority among similar file repair servers. 

· availabilityTime: Time until which the UE can expect that the file repair server will return requested repair data

When the MBMS user service provider configures user services at the BM-SC, the user service provider can provide a list of repair services with above information. Based on this information, the BM-SC can build the ADPD fragment and perform file repair procedures with the UE as described in 3GPP TS 26.346[2].
6.2.1.3.2
Report Description
The report structure provides details for BM-SC to execute QoE reporting and consumption reporting procedures described in 3GPP TS 26.346[2]. As described in 3GPP TS 26.346[2], the BM-SC can collect QoE and consumption reports periodically. The user service provides a list of such structures to the BM-SC to provide details about various QoE and consumption reports the BM-SC has to collect and report back. Each structure in the list provides the details of one QoE or consumption report detail as shown using IDL as follows: 

struct report {




string metricName;




string type:




short reportingInterval;


};

Following is a brief description of the fields inside a report structure: 
· metric: Name of the metric that the BM-SC should collect and report back 
· type:Type of the metric that the BM-SC should collect and report back
· reportingInterval: The interval after which the BM-SC has to report back to the user service provider with report for the above metric
Based on the reportingInterval parameter in the report description structure, the BM-SC can report back the collected QoE and consumption metrics to the user service provider. 

Alternatively, the BM-SC can inform the user service provider that the QoE or consumption reports or both are available for user service provider to fetch. Based on this notification, the user service provider can request QoE or consumption reports from the BM-SC.

The mechanism for fetching QoE or consumption reports from BM-SC to the user service provider is to be studied.     

6.2.1.4
Service Filters 
The MBMS user service provider can provide filter rules to the BM-SC so BM-SC can appropriately build the filter description fragment during service announcement. The filter rules are provided for the UEs to selectively receive contents at the file/session level. The structure of the service filter field can be shown using IDL as follows: 


struct filter {



sequence<string> cellIds;



string startTime;



string endTime;



long duration;



string group;


};

Following is a brief description of the fields inside a service filter structure: 
· cellIds: Filter rule specifying the location filter by providing a list of cell Ids 

· startTime: start time at which the contents can be accessed by the UEs
· endTime: time at which the contents can no longer be accessed by the UEs
· duration: how long the UEs can access the content
· group:  group filter (e.g., based on social group, age group, gender, profession, ethnic group etc.)
In addition to the above filters, more filters can be added to the filter description. Any other filter options to limit content access to the UE are to be studied. 

6.2.2
Service Provider Authorization
Before the MBMS user service provider configures service announcements and initiates/terminates sessions, it has to first authenticate with the BM-SC and get authorized to perform above functions. The authentication and authorization of user service provider to BM-SC is discussed in detail in section 8.1. As described in section 8.1, upon successful authentication and authorization, the user service provider gets an authorization token from BM-SC which the service provider uses in all its requests directed towards the BM-SC. The BM-SC executes the procedures called by the user service provider only if the authorization token validation is successful.  

6.2.3
User Service Announcement
User service announcement is the process of informing the UEs about the available MBMS user services that they can access. User service discovery and user service announcement is discussed in 3GPP TS 26.346[2].

The MBMS user service description metadata fragments that can be carried inside the user service announcement messages from BM-SC to the UE are discussed in detail in 3GPP TS 26.346[2]. The list of metadata fragments as described in 3GPP TS 26.346[2] include

· metadata fragments describing details of single or a bundle of MBMS user services

· metadata fragment describing details of MBMS user service

· metadata fragment describing details of associated delivery procedures

· metadata fragment describing details of service protection

· metadata fragment describing details of FEC repair data stream

· metadata fragment describing details of media presentation description (when DASH formatted contents are carried in user service)

· metadata fragment describing details of application service description

· metadata fragment providing initialization segments 

· metadata fragment providing scheduling information description

For BM-SC to make a service announcement using one or more of the above metadata fragments, the MBMS user service provider has to provide to the BM-SC an announcement consisting of all the information that can be used to build the above meta data fragments. 

The available MBMS user services above consists of all the available MBMS user services that the end users can access, and the services schedule includes information such as recurrence information, refresh interval (when and how the schedule information will be updated), service id/service class to which this schedule may apply etc. Further, the service description includes the detail descriptions of each of the available user services.  

The BM-SC, upon receiving the announcement consisting of list of user services, their schedules and descriptions, will compile/build the service announcement and shares it with the UE using the service announcement procedures described in 3GPP TS 26.346[2]. To inform the BM-SC about available user services, the MBMS user service provider uses the Xm reference point to call service announcement procedure supported by BM-SC. The service announcement procedure at BM-SC can be represented using OMG IDL as follows:


interface BM-SC

{



….





// procedures and identifiers for authorization

typedef sequence<service>
services;
// list of available services

Boolean setAnnouncement (in services userServices, in string tokenId);
// announcement       // procedure 
};

The above IDL representation of announcement procedure supported at BM-SC can be used by the MBMS user service provider to provide the service announcement to the BM-SC. The services is an array of services where each element is an individual service. The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider. 

Upon receiving this message from the user service provider, BM-SC checks to the see if the authorization token is a valid authorization token. Once the authorization token is validated, BM-SC compiles the service announcement and distributes it to UEs using the procedures described in 3GPP TS 26.346[2]. The BM-SC returns back to the MBMS user service provider if the announcement configuration was completed successfully.  

In addition to using the setAnnouncement procedure for configuring the service announcement, the MBMS user service provider can use the same procedure to update any previously created service announcement. The updated service announcement can be shared with the UEs using the announcement procedures described in 3GPP TS 26.346[2]. The BM-SC returns back to the MBMS user service provider a response indicating if the announcement update operation succeeded or failed.

Usually, the MBMS service provider is the one that configures/creates the announcement. However, it is beneficial if the service provider has a procedure to query a previously created announcement for a service in case it wants to update it. To read a previously created announcement for a service, the MBMS service provider can use a procedure supported by BM-SC as shown below


interface BM-SC

{



….





// procedures and identifiers for authorization



….





// procedures and identifiers for set announcement



service readAnnouncement (in string serviceId, in string tokenId);
// read announcement 
};
As observed from above, the MBMS service provider can call the readAnnouncement procedure to query the previously configured announcement for a service with id serviceId. The serviceId is the service identifier that the BM-SC set for the service when the initial configuration was requested by the service provider and then passed to service provider when the result of such configuration was processed.  The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider.  The BM-SC returns back to the MBMS user service provider with the announcement details about the service. 

 In addition to reading and creating/updating an announcement, it is also often required to remove a previously created announcement. For removing the announcement of a service, the service provider can call a procedure to remove the announcement for the service as shown below. 


interface BM-SC

{



….





// procedures for authorization



….





// procedures and identifiers for set and read announcement



Boolean deleteAnnouncement (in string serviceId, in string tokenId); // delete announcement 
};
Using the deleteAnnouncement procedure supported by the BM-SC, the service provider can remove an existing service announcement for the service and re-configure a new announcement. The serviceId is the service identifier that the BM-SC set for the service when the initial configuration was requested by the service provider and then passed to service provider when the result of such configuration was processed.  The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider. The BM-SC returns back to the MBMS user service provider a response indicating if the requested operation succeeded or failed.  

Based on the create, read, update, and delete announcement procedures using the procedures described in this section, the MBMS user service provider can provide new/updated announcements to BM-SC. Based on the completion status of these operations at BM-SC, the BM-SC can perform

· User service announcement over MBMS bearer as described in section 5.2.3 of 3GPP TS 26.346[2]

· User service announcement using interactive announcement function as described in section 5.2.4 of 3GPP TS 26.346[2]

· User service announcement over point-to-point push bearers as described in section 5.2.5 of 3GPP TS 26.346[2]

6.2.4
User Service Registration/De-registration
As described in 3GPP TS 26.346[2], the UEs perform service registration once they receive the complete USDs during service announcement.  The user service provider does not have any role in user service registration or de-registration. However, it is helpful for the user service provider to know the feedback information (such as number of users registered for a service etc.) from the BM-SC based on service registration/de-registration by the UEs. 

To facilitate the exchange of service registration information, a registration reporting procedure can be defined at the service provider which the BM-SC will use to send service registration information to the service provider. The OMG IDL representation of such registration reporting procedure can be shown as below: 


interface ServiceProvider

{





Boolean registrationReport (in string serviceId, in string report);         // registration report 
};
As shown above, the BM-SC can invoke the registrationReport procedure to provide user service registration information to the service provider. The serviceId is the identifier of the service whose report is being shared. And report is the actual registration report for the given service.  

 Upon completion of registration report reception, the service provider returns back to the BM-SC with a response indicating if the reception operation succeeded or failed. Based on the registration report sent by the BM-SC, the user service provider can infer valuable feedback about the service and can take appropriate actions for better user experience and optimal delivery (e.g., request for MOOD if high registrations etc.). 
6.2.5
Initiation/Modification/Termination of MBMS User Services
This section describes initiation/modification/termination procedure of MBMS user services using the proposed Xm interface. The MBMS user service provider uses the Xm interface to call service initiation/modification/termination procedures supported by BM-SC. Upon receiving such messages from the MBMS user service provider, the BM-SC would translate them to initiation/modification/termination messages as described in 3GPP TS 26.346[2]. 

6.2.5.1
Download Delivery Service Initiation/Modification/Termination of MBMS User Services 
The MBMS user service provider can initiate a service by invoking a service initiation procedure supported by the BM-SC. The service initiation procedure at BM-SC can be represented using OMG IDL as follows:

interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement

// service initiation


string initiateService (in string serviceId, in string deliveryMethod, in string tokenId); 

};
The initiateService service initiation procedure supported at BM-SC as shown above can be used by the MBMS user service provider to initiate a service. The serviceId is the service identifier that the BM-SC set for the service when the initial configuration was requested by the service provider and then passed to service provider when the result of such configuration was processed. The deliveryMethod is the identifier to tell the BM-SC what kind of delivery method the BM-SC has to use to get the content from the user service provider. For download delivery service initiation, value of deliveryMethod identifier should identify download delivery method. The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider.

Upon receiving the service initiation message from the user service provider, BM-SC checks to the see if the authorization token is a valid authorization token. Once the authorization token is validated, BM-SC performs the download delivery service initiation procedure for the requested service. The BM-SC returns back to the MBMS user service provider with a status response for the requested operation.    

In addition to requesting initiation of service to BM-SC, the user service provider can request modification of an existing service. The representation of service modification using download delivery can be shown using OMG IDL representation as follows:


interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement

 

….





// procedures for service initiation

// service modification                 



string modifyService (in string serviceId, in string deliveryMethod, in string tokenId);

};
As shown above, the MBMS user service provider can invoke modifyService procedure supported by the BM-SC to modify an existing service. The serviceId is the service identifier of the existing service that the user service provider wishes to modify. The deliveryMethod is the identifier to tell the BM-SC what kind of delivery method the BM-SC has to use to get the content from the user service provider. The user service provider can request to change the delivery method of an existing method by providing a different delivery method compared to the delivery method requested during service initiation. If the delivery method is being updated, then the service description should have information for BM-SC to start using the new delivery method. The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider before performing the service modification procedure. Upon completion of the modifyService procedure, BM-SC returns back to the MBMS user service provider with a status response for the requested operation.

The MBMS user service provider can also request termination of an existing user service session. The representation of user service session termination can be shown using OMG IDL representation as follows: 


interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement



….





// procedures for initiating and modifying service



Boolean terminateService (in string serviceId, in string tokenId);       // service termination

};
As shown above, the MBMS user service provider can invoke terminateService procedure supported by the BM-SC to terminate an existing service. The serviceId is the service identifier of the existing service that the user service provider wishes to terminate. The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider before performing the service termination procedure. Upon completion of the terminateService procedure, BM-SC returns back to the MBMS user service provider a response indicating if the requested operation succeeded or failed.

In addition to procedures for initiation/modification/termination of user services using download delivery method, it is beneficial for the service provider to have a procedure to add additional content that was not shared during the initial announcement. Having a procedure to add content will lessen the burden on the user service provider to modify the complete service description. This procedure can be described using the OMG IDL representation as follows:


interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement



….





// procedures for service initiation/modification/termination













// add new download content

Boolean addDownloadContent (in string serviceId, 

in sequence<fileDescription> newFileDescs, in string tokenId);  

};
As described above, the user service provider can invoke the addDownloadContent procedure on the BM-SC to provide new content to the BM-SC that was not shared during the service announcement stage. The serviceId is the service identifier of the existing service that the user service provider wishes to provide additional content for. The sequence<fileDescription>newFileDescs is an array of new file descriptors that the BM-SC would download using the download delivery method to receive the new content. The new content downloaded by the BM-SC can then be sent to the UEs on the existing bearers. The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider before executing the requested operation. 

6.2.5.2
Streaming Delivery Service Initiation/Modification/Termination of MBMS User Services 
To initiate a user service session to use streaming delivery between the user service provider and BM-SC, the user service provider can invoke the initiateService procedure described in section 6.2.5.1. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1. However, for deliveryMethod parameter, the value should be an identifier that identifies streaming delivery option. For initiating a streaming delivery user service session, the MBMS user service provider should have included the sdp parameter in the delivered service descriptions so the BM-SC knows the number and type of media streams and where they are originating from. The BM-SC will then reply to the user service provider with its own SDP indicating to the service provider where the BM-SC would like to receive the content. At this time, the BM-SC will open all the ports required for receiving all the media streams from the user service provider and waits to receive the streamed content. Once the BM-SC receives the content from the user service provider using streaming delivery, the BM-SC can use different delivery methods described in 3GPP TS 26.346[2] to send the content to the UEs. Upon completion of the service modification procedure using the streaming delivery option, the BM-SC returns back to the MBMS user service provider if the service modification request succeeded or failed.

During the service initiation, based on the activateFec parameter in the service description, BM-SC will apply the FEC to downstream packets as described in 3GPP TS 26.346[2].

To modify a user service session to use streaming delivery between the user service provider and BM-SC, the user service provider can invoke the modifyService procedure described in section 6.2.5.1. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1. However, for deliveryMethod parameter, the value should be an identifier that identifies streaming delivery option. For modifying a user service session to use streaming delivery, the MBMS user service provider should have included the sdp parameter in the delivered service descriptions so the BM-SC knows the number and type of media streams and where they are originating from. The BM-SC will then reply to the user service provider with any modified SDP indicating to the service provider where the BM-SC would like to receive the content. At this time, the BM-SC will open all the ports required for receiving all the media streams from the user service provider and waits to receive the streamed content. Upon completion of the service modification procedure using the streaming delivery option, the BM-SC returns back to the MBMS user service provider if the service modification request succeeded or failed.
To terminate a user service session using streaming delivery between the user service provider and BM-SC, the user service provider can invoke the terminateService procedure described in section 6.2.5.1. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1. Upon completion of the service termination procedure using the streaming delivery option, the BM-SC returns back to the MBMS user service provider if the service termination request succeeded or failed. 

In addition to procedures for initiation/modification/termination of user services using streaming delivery method, it is beneficial for the service provider to have a procedure to add additional content that was not shared during the initial announcement. Having a procedure to add content will lessen the burden on the user service provider to modify the complete service description. This procedure can be described using the OMG IDL representation as follows:


interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement



….





// procedures for service initiation/modification/termination



….





// procedures for add download content









// add new streaming content



  



string addStreamingContent (in string serviceId, in string sdp , in string tokenId);

};
As described above, the user service provider can invoke the addStreamingContent procedure on the BM-SC to provide new SDP to the BM-SC. Upon receiving this message from the user service provider, the BM-SC can reply back with SDP of its own. Once the service provider and BM-SC agree on the media descriptions, the BM-SC can open the new ports (if any) and receive the new content. The serviceId is the service identifier of the existing service that the user service provider wishes to provide additional content for. The tokenId is the authorization token the BM-SC would use to validate the authorization of the service provider before executing the requested operation.

6.2.5.3
Group Communication Service Initiation/Modification/Termination of MBMS User Services 
3GPP TS 23.468[19] specifies the Group Communication System Enabler for LTE (GCSE_LTE) and MB2 reference point. The MB2 control and data plane interfaces (MB2-C and MB2-U respectively) enable a Group Communication Service Application Server (GCS AS) to establish a connection with a BM-SC and feed data into the BM-SC to be transmitted over MBMS broadcast. The MB2 reference point provides the ability for  

· the GCS AS to request the allocation/deallocation of a set of TMGIs to the BM-SC

· the GCS AS to request the activation, deactivation, and modification of an MBMS bearer to the BM-SC

· the BM-SC to notify the GCS AS about expiry of TMGI and the status of an MBMS bearer

The MBMS user service provider can initiate a MBMS user service using group communication delivery method on the Xm reference point in two steps:

· initiation of MBMS user service session with group delivery method

· activation of MBMS bearers for carrying the user service content

To initiate a user service session to use group delivery, the user service provider can invoke the initiateService procedure described in section 6.2.5.1. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1. However, for deliveryMethod parameter, the value should be an identifier that identifies group delivery option. For initiating a group delivery user service session, the MBMS user service provider should have included the tmgi and userList parameters in the service descriptions. Based on the TMGI provided by the MBMS user service provider, BM-SC performs TMGI management as described in 3GPP TS 23.468[19]. Upon completion of the service initiation procedure using the group delivery option, the BM-SC returns back to the MBMS user service provider if the service initiation request succeeded or failed.

Once the request for initiation of user service session to use a group delivery is successful, the MBMS user service procedure can request for activation of MBMS bearers to carry the user service content. The representation of the bearer activation procedure supported by BM-SC can be shown using OMG IDL representation as follows:


interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement



….





// procedures for service activation, modification, and termination



….





// procedures for adding download and streaming content



Boolean activateBearer (in serviceId, in deliveryMethod, in tokenId); // bearer activation

};
As shown above, the MBMS user service provider can invoke the activateBearer procedure if the corresponding initiateService procedure using group delivery was successful. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1. For deliveryMethod parameter, the value should be an identifier that identifies group delivery option. For bearer activation, the service description sent by the MBMS user service provider to the BM-SC while initiating group delivery based user service should have included the qos, broadcastArea,tmgi, and startTime parameters.  

Based on the received bearer activation message from the user service provider, the BM-SC will perform bearer activation procedures as described in 3GPP TS 23.468[19] on the Sgi-mb interface and respond back to the user service provider with at least the following information:

· TMGI: Identifier associated with the MBMS bearer 
· FlowID: Unique identifier used by BM-SC to refer to the MBMS bearer as described in 3GPP TS 23.246 [20]. 
· Expiration Time: Gives the time of expiry of the TMGI associated with this MBMS bearer 
· Service Description: Contains MBMS related configuration information as defined in 3GPP TS 23.246 [20].
· BM-SC IP address and port: The IP address and port of BM-SC for receiving user plane traffic which will subsequently be forwarded to the UEs using the established MBMS bearers.
In addition to allocation of an MBMS bearer, the user service provider can request the BM-SC for modification and de-activation of the allocated MBMS bearer. The representation of these procedures supported at BM-SC can be shown using the OMG IDL representation as follows:


interface BM-SC

{



….





// procedures for authorization



….





// procedures for announcement



….





// procedures for service activation, modification, and termination



….





// procedures for adding download and streaming content



….





// procedures for bearer activation



Boolean modifyBearer (in serviceId, in string priorityAndPreemption, in gdQos qos, in 

mbmsBroadcastArea broadcastArea, in tokenId) // bearer modification

Boolean deActivateBearer (in serviceId, in string tmgi, in string flowId, in tokenId); 

// bearer de-activation

};
As shown above, the MBMS user service provider can invoke the modifyBearer procedure to modify an existing bearer that was allocated using the activateBearer procedure. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1. The priorityAndPreemption parameter indicates any updated priority and pre-emption characteristics of the allocated bearer. The qos indicates the updated qos information for the bearer. The broadcastArea parameter indicates the updated broadcast area for the MBMS bearer. Based on the received modifyBearer message from the user service provider, the BM-SC will perform bearer modification procedures described in 3GPP TS 23.468[19]. 

The MBMS user service provider can invoke the deActivateBearer procedure supported by BM-SC to de-activate an existing bearer allocated for group communication. The serviceId and tokenId fields for this procedure will be same as described in section 6.2.5.1.  The tmgi parameter is the TMGI of the bearer to be de-activated. The flowId is the flow Id of the bearer to be de-activated. Based on the received deActivateBearer message from the user service provider, the BM-SC will perform bearer de-activation procedures described in 3GPP TS 23.468[19].   

6.2.6
User Service Status Notification/Update
Based on the procedures requested by the service provider at the BM-SC (e.g., during service announcement and service initiation/modification procedures), the BM-SC shares collected and aggregated data with the user service provider. This exchange of data to the user service provider is achieved using the notification procedures supported at the user service provider. These notification procedures can be invoked either during the data transmission or after the completion of the service.

Section 6.2.4 describes a notification procedure using which the BM-SC provides a registration report to the user service provider. 

In addition to registration reports, the BM-SC can share QoE reports, consumption reports etc. with the user service provider. These reports are aggregated based on the request from the user service provider during the service announcement (e.g., based on contents of service description as described in section 6.2.1) and initiation/modification procedures (as described in section 6.2.5). 

The BM-SC can provide a feedback to the user service provider with QoE reports as shown using the OMG IDL representation as follows:


interface ServiceProvider

{





…. 





// registration report procedures and identifiers 


Boolean qoeReport (in string serviceId, in string report);
// QoE reporting



Boolean consumptionReport (in string serviceId, in string report); // Consumption reporting

};
As shown above, the BM-SC can invoke the qoeReport procedure to provide aggregated QoE results to the user service provider. The serviceId is the identifier of the service whose report is being shared. And report is the aggregated QoE report for the given service.

Similarly, the BM-SC can invoke the consumptionReport procedure to provide consumption reports to the user service provider. The serviceId is the identifier of the service whose report is being shared. And report is the aggregated consumption report for the given service. 

Upon completion of QoE or consumption report reception, the service provider returns back to the BM-SC with a response indicating if the reception operation succeeded or failed. Based on the QoE and consumption reports sent by the BM-SC, the user service provider can infer valuable feedback about the service and can take appropriate actions for better user experience and optimal delivery. 

Alternatively, instead of sending complete QoE or consumption report to the user service provider, the BM-SC can only send the URL of a report server and the path to the report to the user service provider. The user service provider can download the reports from the report server. The type of information to be exchanged during report delivery procedures is to be studied.

For user service data transmission using group delivery method, the BM-SC can also notify the user service provider about TMGI expiry and bearer events as shown using OMG IDL as follows:  


interface ServiceProvider

{





…. 





// registration reporting procedures and identifiers


 
…. 





// QoE and consumption reporting procedures and identifiers



Boolean tmgiExpiry ( in sequence<string> tmgiList);



Boolean bearerEventNotification (in tmgi, in flowId, in notification); 

};

As shown above, the BM-SC can invoke the tmgiExpiry procedure to notify the user service provider about all the expiring TMGIs. The tmgiList is the list of TMGIs of all the groups that are expired. 

Similarly, the BM-SC can invoke the bearerEventNotification procedure to notify the user service provider about the status of any bearer. The tmgi is the TMGI of the group that is mapped to the MBMS bearer. The flowId is the location dependent subflow of the MBMS bearer. And notification is the event information for informing the user service provider about the corresponding bearer.
For the TMGI expiry and bearer event notification messages from the BM-SC, the user service provider returns back to the BM-SC with a response indicating if the respective reporting operations have succeeded or failed.
Alternatively, instead of waiting for notification about TMGI expiry and bearer event, the user service provider can periodically poll the BM-SC to check for the status of a TMGI and bearer. The mechanism for event notification, either through a polling mechanism from the user service provider or through notification procedure by the BM-SC is to be studied. 

6.3
Data Plane Interface Design
This section describes the user plane design aspects of proposed Xm reference point between the MBMS user service provider and BM-SC (Xm-U). The Xm-U provides capabilities for the user service provider and BM-SC to exchange data in formats and schedule negotiated in the Xm-C control plane. 

This document defines user service management for three types of user services – download data, streaming data, and group delivery. In this section, we define the data transfer procedure for these three types of user services using the Xm-U interface.  

6.3.1
Transfer of MBMS User Service Download Data  
When receiving a service initiation message from the MBMS user service provider using download delivery method, the BM-SC shall extract the serviceId from the service initiation message to know which service is being initiated. 

Upon knowing the service to be initiated, the BM-SC shall extract all the file descriptions (field fileList) from the corresponding service description. The file descriptions provide detail information about the file identification, type, location (URL) etc. For each of the files in the fileList, the BM-SC will download the file using the file URL and will make individual decision to store-and-forward or directly forward the downloaded content onto corresponding bearers at the Sgi-mb interface.  

If the activateFec field is set to true in the corresponding service description, the BM-SC will apply FEC on the downstream data to the UE. 

The BM-SC will continue to download the content using file descriptions either until the complete data is downloaded or until the time the service provider adds new content to the user service or terminates the user service. Upon receiving add new content message for download delivery from user service provider, the BM-SC will start downloading the content using the new file descriptions. Alternatively, if the user service provider sends a terminate user service message to the BM-SC, the BM-SC will cease downloading any more content and will start the user service termination procedures described in 3GPP TS 26.346[2]. 

The scope of MBMS protection is based on MBMS user service layer. As described in 3GPP TS 33.236 [21], similar to the protection of MBMS download data from BM-SC to the UE, OMA DRM V2.0 DCF as defined in OMA DRM V2.0 DCF [22] can be used to protect the MBMS download data from user service provider to BM-SC. In addition, since the data from the user service provider to BM-SC happens on top of UDP, DTLS [23] could also be used for protecting MBMS download data. The choice of the protection mechanism for MBMS download data from the user service provider to BM-SC is to be studied.   
6.3.2
Transfer of MBMS User Service Streaming Data  
When receiving a service initiation message from the MBMS user service provider using streaming delivery method, the BM-SC shall extract the serviceId from the service initiation message to know which service is being initiated. 

Upon knowing the service to be initiated, the BM-SC shall extract the SDP from the corresponding service description to know the host identifiers and media stream information for the media streams which it is going to receive. Also, the BM-SC will reply back to the service provider with SDP of its own to tell the service provider where to send the content to. Once the SDP is sent to the user service provider, the BM-SC opens all the ports to receive the media streams. While receiving the streaming content, the BM-SC will make individual decision to store-and-forward or directly forward the media stream onto corresponding bearers at the Sgi-mb interface.

If the activateFec field is set to true in the corresponding description, the BM-SC will apply FEC on the downstream data to the UE. 

The BM-SC will continue receiving the streaming content until the complete data is received or until the time the service provider adds new content to the user service or terminates the user service. Upon receiving add new content message using streaming delivery from user service provider, the BM-SC will extract the SDP from the received message and will send back to the service provider with any modified SDP of its own. If it wishes to modify the receiving ports, it will close unneeded ports and open any new ports as indicated in the modified SDP. The BM-SC will then receive the new streaming content and will send it to the UEs on corresponding bearers.  

 Alternatively, if the user service provider sends a terminate user service message to the BM-SC, the BM-SC will cease receiving any more streamed content and will start the user service termination procedures described in 3GPP TS 26.346[2].

As described in 3GPP TS 33.236 [21], similar to the protection of MBMS streaming data from BM-SC to the UE, SRTP [26] can be used to protect the MBMS streaming data from user service provider to BM-SC. In addition, since the data from the user service provider to BM-SC happens on top of UDP, DTLS [23] could also be used for protecting MBMS streaming data. The choice of the protection mechanism for MBMS streaming data from the user service provider to BM-SC is to be studied.

6.3.3
Transfer of MBMS User Service Group Communication Data  
When receiving a service initiation message from the MBMS user service provider using group delivery method, the BM-SC shall extract the serviceId from the service initiation message to know which service is being initiated. 

Upon knowing the service to be initiated, the BM-SC shall select an own IP address and port for receiving user plane data from the user service provider. While receiving the content, the BM-SC will make individual decision to store-and-forward or directly forward the media stream onto corresponding bearers at the Sgi-mb interface.

If the activateFec field is set to true in the corresponding description, the BM-SC will apply FEC on the downstream data to the UE. 
The BM-SC will continue receiving the content until the complete data is received or until the time the service provider terminates the user service. If the user service provider sends a terminate user service message to the BM-SC, the BM-SC will cease receiving any more content and will start the user service termination procedures described in 3GPP TS 26.346[2].

TLS [24] can be used for confidentiality and integrity protection of Xm-C interface during the group delivery method. IKE/IPsec [25] can also be used for protecting Xm-C interface during group delivery method. The choice of the protection mechanism for MBMS group delivery data from the user service provider to BM-SC over Xm-C is to be studied.

For integrity protection of Xm-U interface, DTLS [23] should be used. IKE/IPsec/ESP [25][27] may also be used of integrity protection of Xm-U. In addition, since the data from the user service provider to BM-SC happens on top of UDP, DTLS could also be used for protecting MBMS group delivery data over Xm-U. The choice of the protection mechanism for MBMS group delivery data from the user service provider to BM-SC over Xm-U is to be studied.

1.1.1.1.1.1.1.1.1 Annex A:
Mapping Abstract Representation to Protocol APIs
This section describes the mapping of abstract protocol API representation described in sections 6, 7, and 8 to an example API mapping (using REST)

A.1
REST API Mapping
Here, we describe an example mapping of the procedures described in section 7.2 to protocol APIs using the REST framework. The detailed header fields, payload content and formats of the REST requests and responses are to be studied. For describing the APIs using REST, we assume a REST client at MBMS user service provider is invoking REST APIs supported by BM-SC and vice versa. 
A.1.1
REST API
In this section, we present basic REST API specification using HTTP methods and a set of requests and responses using those methods. A brief description about REST architectural framework is described in section 9.

With REST, application components are modelled as resources and their state is modified using four types of operations – create, read, update, and delete. 

Resource Creation:

To create a resource using REST, HTTP PUT or HTTP POST methods are used. A resource can be created using HTTP PUT method as shown below:

PUT /<collection-resource>/<instance-resource-id>
Host: <Server Host URL>

Content-Type: <content-type>
Content-Length: <content-length>

<

Content body 

>
 As shown above, a REST client can invoke a REST API using PUT method to create an instance resource with id <instance-resource-id> over the parent collection resource <collection-resource>. The Host field is the host identity information (e.g., IP address) of the REST server. The Content-Type field specifies the type of content being carried in the request body. The Content-Length field is the length of the content body. These header fields are followed by the content body in the format indicated by the Content-Type field.   

Optionally, a resource can be created using HTTP POST method as shown below:

POST /<collection-resource>
Host: <Server Host URL>

Content-Type: <content-type>
Content-Length: <content-length>

<

Content body

>
As shown above, for resource creation using HTTP POST method, the URI in the request only contains the parent collection resource. All other fields in the HTTP POST request are similar to the header fields in the HTTP PUT request as shown before.   

For such API calls using HTTP PUT or HTTP POST methods from the REST client, the REST server returns back with a response message indicating the status of the requested operation. For example, a success response from the REST server for a request to create a resource described above can be shown as follows:

HTTP/1.1 201 Created

Location: /<collection-resource>/<instance-resource-id>
The above response message from the REST server to the REST client indicates that the HTTP PUT or HTTP POST request from REST client was successfully completed and the location of the created resource is /<collection-resource>/<instance-resource-id>. For the list of all error codes that can be sent in the response, the error codes described in [18] should be used.  

Resource Update:

To update a resource, HTTP PUT or HTTP POST methods can be used. A resource can be updated using HTTP PUT method as follows:

PUT /<collection-resource>/<instance-resource-id>
Host: <Server Host URL>

Content-Type: <content-type>
Content-Length: <content-length>

<

Updated Content body 

>
As shown above, an updated content body is sent inside the HTTP PUT request to update the resource identified by the PUT request URI. The semantics of all the other header fields is same as that of during resource creation. It should be noted that since PUT is an idempotent operation, when a resource is updated, all the properties of the resource have to be included in the PUT request. If however, only a partial update of the resource is needed, then HTTP POST method should be used as shown below 

 POST /<collection-resource>/<instance-resource-id>
Host: <Server Host URL>

Content-Type: <content-type>
Content-Length: <content-length>

<

Updated Content body 

>
Similar to response while creating a new response, the response for updating a resource is sent from the REST server to the REST client. 

Resource Fetch/Read:

To read a previously created resource, the REST client can use the HTTP GET method as follows:

GET /<collection-resource>/<instance-resource-id>
Host: <Server Host URL>
As shown above, the REST client invokes an API using HTTP GET method to read a resource with id <instance-resource-id> in the parent collection resource <collection-resource>.  

Upon a HTTP GET request from the REST client, the REST server returns back with a response message having details about the requested resource. For example, a success response from the REST server for a request to return a resource representation can be shown as follows:

HTTP/1.1 200 OK
Location: /<collection-resource>/<instance-resource-id>

Content-Type: <content-type>
Content-Length: <content-length>

<

Content body with resource information 

>
From the above response, it can be clearly seen that the response includes content body with information about the requested resource. For the list of all error codes that can be sent in the response, the error codes described in [18] should be used.  

Resource Deletion:

In addition to reading and creating/updating a resource, it is also often required to remove a previously created resource. For this kind of an operation, the HTTP DELETE method should be used. To delete a previously created resource, a HTTP DELETE request as the following should be issued by the REST client. 

DELETE /<collection-resource>/<instance-resource-id>
Host: <Server Host URL>
Based on the above DELETE request from the REST client, the REST server will delete a previously created resource (with id <instance-resource-id>) and will send the status of the delete operation back to the REST client as follows:

HTTP/1.1 200 OK
For the list of all error codes that can be sent in the response, the error codes described in [18] should be used.

A.1.2
Service Provider Authorization
The REST client at the MBMS user service provider has to authenticate and get authorized by the BM-SC to perform service announcement and initiation procedures. So, an API call is required to be supported by the BM-SC to receive authorization requests from the user service provider. 

To send an authorization request to BM-SC, the REST client at MBMS user service provider requests for creation of an authorization instance over the parent “authorizations” collection resource as described in A.1.1. The content body of this request consists of authorization credentials of the user service provider in an XML document. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML. 

When the BM-SC receives an authorization request, it extracts the authorization credentials of the user service provider and performs authorization checks to see if the user service provider is authorized to perform service announcement and initiation procedures. Upon successful authorization check, the BM-SC sends a response to the user service provider with an authorization token and refresh interval. The authorization token and refresh interval are sent inside the response body as described in A.1.1.

When the user service provider receives a success response from BM-SC for an authorization request, the service provider extracts the authorization token and refresh interval from the content body. The service provider will use the token in every subsequent message to the BM-SC until the refresh interval expires. 

Upon expiry of refresh interval received in the response for authorization request, the user service provider has to re-authenticate to the BM-SC. To achieve this, the authorization instance created before needs to be updated using the resource update mechanisms described in A.1.1. The REST client at MBMS user service provider includes the authorization credentials in the update request. Upon receiving an authorization resource update request with MBMS user service provider credentials, the BM-SC performs authorization checks to see if the user service provider is still authorized to perform service related procedures. Upon successful authorization check, the BM-SC sends a response to the user service provider with a new authorization token and refresh interval. The authorization token and refresh interval are sent inside the response body as described in A.1.1.  

The user service provider can request termination of a previously created authorization when it needs to stop using BM-SC’s services for user service content delivery. To terminate the authorization, the user service provider uses resource deletion procedures described in A.1.1.  

A.1.3
User Service Announcement
To inform the BM-SC about available user services, the REST client at MBMS user service provider uses the Xm reference point to create an announcement at BM-SC. To create an announcement, the REST client requests for creation of an announcement instance over the parent announcements collection resource called “announcements” as described in A.1.1. The content body of this announcement resource creation request consists of XML formatted list of available MBMS user services and the authorization token. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML. The content body has detail information about the service(s) being configured at the BM-SC. 
Upon receiving an announcement instance creation request over the parent collection resource “announcements”, the BM-SC extracts the authorization token and checks to see if it is valid. Once the authorization token is validated, the BM-SC responds back to the user service provider with a response as described in A.1.1.

To update a previously created announcement, the REST client at MBMS user service provider uses resource update mechanism described in A.1.1. The content body of the update request consists of the authorization token of the user service provider and the update service announcement details. The BM-SC validates the authorization token and then executes instance update procedures if the token validation passes. BM-SC will then respond back to the user service provider as described in A.1.1. 

Usually, the MBMS service provider entity is the one that configures/creates the announcement, however, it is beneficial is the service provider entity has a procedure to query a previously created announcement in case it wants to update it.  It is a good practice to see the latest representation of an announcement (possibly updated through multiple HTTP POST messages) before updating it. To read a previously created announcement, the REST client at the MBMS service provider can use the resource read/fetch mechanisms described in A.1.1. The content body of the fetch request consists of the authorization token of the user service provider. The BM-SC validates the authorization token and then returns the instance representation if the token validation passes. BM-SC will respond back to the user service provider as described in A.1.1.

In addition to reading and creating/updating an announcement, it is also often required to remove a previously created announcement. For removing an announcement, the REST client at MBMS user service provider uses the resource deletion mechanism described in A.1.1. The content body of the delete request consists of the authorization token of the user service provider. The BM-SC validates the authorization token and then executes instance deletion procedures if the token validation passes. BM-SC will then respond back to the user service provider as described in A.1.1.

A.1.4
User Service Registration/De-registration
As described in section 7.2.4, the BM-SC can send registration reports to the user service provider to notify the number of users that have registered for a service etc. 

To send a registration report to the user service provider, the BM-SC requests for creation of a report instance over the parent collection resource “reports” as described in A.1.1. The content body of this report instance creation request consists of an XML document with details such as service information (e.g., serviceId), report type (“registration” for registration report), and the complete registration report for the service. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML.

When the user service provider receives a report instance creation request over the parent collection resource “reports”, it will execute its report reception procedures and then returns back to the BM-SC as described in A.1.1.  

If the BM-SC wishes to modify a previously sent registration report for a service, it can do so using resource update mechanism described in A.1.1 by requesting for an update of a report instance. The content body of this report instance modification request consists of an XML document with details such as service information (e.g., serviceId), report type (“registration” for registration report), and the updated registration report for the service. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML.

If the BM-SC wishes to delete a previously sent registration report for a service, it can do so using resource deletion mechanism described in A.1.1 by requesting for a deletion of a report instance. The content body of this report instance modification request consists of an XML document with details such as service information (e.g., serviceId) and report type (“registration” for registration report). The Content-Type of this request is set to “application/xml” as the content body is formatted using XML.
A.1.5
Initiation/Modification/Termination of MBMS User Services
This section describes initiation/modification/termination procedure of MBMS user services using the REST API supported at BM-SC. The REST client at MBMS user service provider uses the Xm interface to call REST APIs for managing user service sessions using any of the delivery methods described in 3GPP TS 26.346[2]. 

A.1.5.1
Download Delivery Service Initiation/Modification/Termination of MBMS User Services
The REST client at MBMS user service provider can initiate a download delivery MBMS user service by requesting creation of a user service instance over the parent collection resource “services” as described in A.1.1. The content body of this request consists of an XML document with at least the following details:

· service identifier

· delivery method

· authorization token

The service identifier indicates the identifier of the service. The delivery method indicates the type of delivery to be used for the service. For MBMS user services using download delivery method, this will be set to “download” in service initiation message to BM-SC. 

Upon reception of creation of a service instance over the parent “services” collection resource, BM-SC validates the authorization token and then executes instance creation procedures if the token validation passes. BM-SC will then respond back to the user service provider as described in A.1.1. Based on the creation of a service at BM-SC, the BM-SC can perform service initiation procedures to the UE as described in 3GPP TS 26.346[2].

The MBMS user service provider can modify a download delivery MBMS user service created before by modifying the service instance using resource update mechanisms described in A.1.1. The content body of this update request consists of the authorization token of the user service provider. The BM-SC validates the authorization token and then executes instance update procedures if the token validation passes. BM-SC will then respond back to the user service provider as described in A.1.1. 

 To read a previously created service, the MBMS user service provider can use the resource fetch/read mechanism described in A.1.1 for reading the service instance.  The content body of this read request consists of the authorization token of the user service provider. The BM-SC validates the authorization token and then returns the instance information back to the service provider as described in A.1.1 if the token validation passes. The content body in the responses will have the XML representation of the service instance (that includes detailed service description with associated delivery information). Reading a previously created service helps the MBMS user service provider to modify any of the service description and session management information (provided in content body during service creation as described before).

If the user service provider wishes to terminate a download delivery user service, it can do so by requesting deletion of service instance as described in A.1.1. The content body of this deletion request consists of the authorization token of the user service provider. The BM-SC validates the authorization token and then executes instance deletion procedures if the token validation passes. BM-SC will then respond back to the user service provider as described in A.1.1.

A.1.5.2
Streaming Delivery Service Initiation/Modification/Termination of MBMS User Services
The REST client at MBMS user service provider can initiate a streaming delivery MBMS user service by requesting creation of a user service instance as described in A.1.5.1. However, for the streaming delivery MBMS user service, the content body will have the delivery method set to “streaming” in service initiation message to BM-SC. 

Similar to download delivery user service modification, the streaming delivery user service modification can be performed using the resource update mechanisms described in A.1.1. The content body of the update request will have the delivery method set to “streaming” in service modification message to BM-SC. And similar to download delivery user service modification, the authorization token of the user service provider needs to be validated before performing any service update procedures. 

The streaming delivery user service can be read similar to the reading procedure described for download delivery user service in A.1.5.1. 

Similar to service deletion procedures for download delivery user service as described in A.1.5.1, the streaming delivery user service can be removed by BM-SC upon the request from the user service provider.

A.1.5.3
Group Communication Service Initiation/Modification/Termination of MBMS User Services
The REST client at MBMS user service provider can initiate a MBMS user service using a group communication delivery method in two steps:

· initiation of MBMS user service session with group delivery method

· activation of MBMS bearers for carrying the user service content

For initiation of MBMS user service session with group delivery method, the REST client at MBMS user service provider can request creation of a user service instance over the parent collection resource “services” as described in A.1.5.1. However, for the group communication delivery MBMS user service, the content body will have the delivery method set to “group” in service initiation message to BM-SC.  

The MBMS user service created above can be updated using resource update mechanism described in A.1.1. The content body of such update request carries information about bearer activation which will be used to update the service instance. Upon receiving such service update request with bearer activation information, the BM-SC will perform bearer activation procedures as described in 3GPP TS 23.468[19]. 

Once the bearer activation is completed, the BM-SC responds back to the MBMS user service provider with a response as described in A.1.1. The body of this response will have the fields as described in section 7.2.5.3. 
Based on the response received from BM-SC (including information such as TMGI, service description etc.), the MBMS user service provider can use the group delivery method described in 3GPP TS 26.346[2] to send the content to the required set of users. Once the bearer activation is completed, the BM-SC has completed the initiation of user service session using the group delivery method.
Similar to download delivery user service modification described in A.1.5.1, the group delivery user service modification can be performed using the resource update mechanism described in A.1.1. The content body of the update request will have the delivery method set to “group” in service modification message to BM-SC. And similar to download delivery user service modification, the authorization token of the user service provider needs to be validated before performing any service update procedures. 

The bearer activated during bearer activation described before can be modified by modifying the group service created above as shown for download delivery user service modification in A.1.5.1. The content body of the update request will have the serviceId for the underlying group service, modified priority and pre-emption information if any, modified broadcast area information if any, and the authorization token. When BM-SC receives this update bearer request, it validates the authorization token and performs the bearer modification procedures described in 3GPP TS 23.468[19].
Alternatively, if just the bearer corresponding to the group service is to be de-activated, the group service created above can be modified. The content body of the update request will have the serviceId for the underlying group service and the authorization token. When BM-SC receives this bearer de-activation request, it validates the authorization token and performs e-activation procedures described in 3GPP TS 23.468[19].
The group delivery user service can be read similar to the reading procedure described for download delivery user service in A.1.5.1. The contents of the response for such a fetch request constitutes all the information about the group delivery user service such as the TMGI, bearer information etc.

Similar to service deletion procedures for download delivery user service as described in A.1.5.1, the group delivery user service can be removed by BM-SC upon the request from the user service provider.

A.1.6
User Service Status Notification/Update
As described in section 7.2.6, based on the procedures requested by the service provider at the BM-SC (e.g., during service announcement and service initiation/modification procedures), the BM-SC notifies collected and aggregated data with the user service provider. Using these notification procedures, the BM-SC can share QoE reports, consumption reports, and events such as TMGI expiry and bearer notifications. 

QoE Reporting:

Similar to sharing registration report with user service provider as shown in section A.1.4, the BM-SC can request creation of a report instance over the parent resource “reports”. The content body of this report instance creation request consists of an XML document with details such as service information (e.g., serviceId), report type (“QoE” for QoE report), and the complete QoE report for the service. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML. When the user service provider receives a report instance creation request over the parent collection resource “reports”, it will execute its report reception procedures and then returns back to the BM-SC as described in A.1.1.
If the BM-SC wishes to modify a previously sent QoE report for a service, it can do so using resource update mechanism described in A.1.1 by requesting for an update of a report instance. The content body of this report instance modification request consists of an XML document with details such as service information (e.g., serviceId), report type (“QoE” for QoE report), and the updated QoE report for the service. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML.

If the BM-SC wishes to delete a previously sent QoE report for a service, it can do so using resource deletion mechanism described in A.1.1 by requesting for deletion of a report instance. The content body of this report instance termination request consists of an XML document with details such as service information (e.g., serviceId) and report type (“QoE” for QoE report). The Content-Type of this request is set to “application/xml” as the content body is formatted using XML. When the user service provider receives a report removal request, it deletes the QoE report from the parent collection resource reports and responds back to BM-SC as described in A.1.1.

Consumption Reporting:

Similar to sharing registration report with user service provider as shown in section A.1.4, the BM-SC can request creation of a report instance over the parent resource “reports”. The content body of this report instance creation request consists of an XML document with details such as service information (e.g., serviceId), report type (“consumption” for consumption report), and the complete consumption report for the service. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML. When the user service provider receives a report instance creation request over the parent collection resource “reports”, it will execute its report reception procedures and then returns back to the BM-SC as described in A.1.1.
If the BM-SC wishes to modify a previously sent consumption report for a service, it can do so using resource update mechanism described in A.1.1 by requesting for an update of a report instance. The content body of this report instance modification request consists of an XML document with details such as service information (e.g., serviceId), report type (“consumption” for consumption report), and the updated consumption report for the service. The Content-Type of this request is set to “application/xml” as the content body is formatted using XML.

If the BM-SC wishes to delete a previously sent consumption report for a service, it can do so using resource deletion mechanism described in A.1.1 by requesting for deletion of a report instance. The content body of this report instance termination request consists of an XML document with details such as service information (e.g., serviceId) and report type (“consumption” for consumption report). The Content-Type of this request is set to “application/xml” as the content body is formatted using XML. When the user service provider receives a report removal request, it deletes the consumption report from the parent collection resource reports and responds back to BM-SC as described in A.1.1.

TMGI Expiry Event Notification:

The BM-SC can inform about the expiry of one or more TMGIs to the user service provider by requesting for creation of an event over the parent collection resource “events” using the resource creation mechanism described in A.1.1. The content body of this event instance creation request consists of an XML document with details such as event type (“tmgiExpiry” for TMGI expiry event) and a list of all expired TMGIs. Upon receiving an event creation request such as above, the user service provider responds back to the BM-SC as described in A.1.1.

If the BM-SC wishes to modify a previously sent TMGI expiry notification, it can do so using resource update mechanism described in A.1.1 by requesting for an update of an event instance. The content body of this update request will have the updated list of expired TMGIs. Upon receiving an event modification request such as above, the user service provider responds back to the BM-SC as described in A.1.1.

If the BM-SC wishes to delete a previously sent TMGI expiry notification event, it can do so using resource deletion mechanism described in A.1.1 by requesting for deletion of an event instance. When the user service provider receives an event removal request, it deletes the event from the parent collection resource events and responds back to BM-SC as described in A.1.1.

Bearer Event Notification:

The BM-SC can inform about the status of an MBMS bearer to the user service provider by requesting for creation of an event over the parent collection resource “events” using the resource creation mechanism described in A.1.1. The content body of this event instance creation request consists of an XML document with details such as event type (“bearerEvent”), TMGI, flowId, and the actual event information. Upon receiving an event creation request such as above, the user service provider responds back to the BM-SC as described in A.1.1.

 If the BM-SC wishes to modify a previously sent bearer notification, it can do so using resource update mechanism described in A.1.1 by requesting for an update of a bearer event instance. The content body of this update request will have the event type (“bearerEvent”), TMGI, flowId, and the updated event information. Upon receiving an event modification request such as above, the user service provider responds back to the BM-SC as described in A.1.1.

If the BM-SC wishes to delete a previously sent bearer event notification, it can do so using resource deletion mechanism described in A.1.1 by requesting for deletion of an event instance. When the user service provider receives an event removal request, it deletes the event from the parent collection resource events and responds back to BM-SC as described in A.1.1.

3
Proposal

We propose to adopt the content of section 2 to the xMBMS TR.

