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1 Introduction

The Study Item “MBMS Extensions for Provisioning and Content Ingestion” (FS_xMBMS) was approved by last SA Plenary. The intention of this document is to present a set of use cases and discuss principles. 
2 Provisioning and Content Ingestion Use-Cases

2.1 Live Video from multiple cameras angles into a stadium

2.1.1 Use Case Description

A content provider wants to offer multiple camera angles of a sports match into stadiums. The role of the content provider and the role of the network operator may be in the same organization. When the roles are separated across companies, the procedure remains the same and additional security and policy functions are added. 
The content provider wants to offer for example four live feeds and a statistics channel around the ongoing match into the stadium. 
Only devices inside of the stadium are supposed to receive the content streams.

The content provider negotiates service related aspects like the broadcast areas (i.e. locations of the stadiums), the broadcast times (i.e. times of the matches) and the media quality (i.e. desire bitrates, etc) with the operator. 

The content provider secures a dedicated App for consuming the service. The App uses the MBMS APIs as defined in the TRAPI work. 

For each live feed, the content provider sets up a encoding and segmentation chain. Each chain is activated only during the time of the matches. So, the content provider needs to provide “fresh” content related information such as MPD and Initialization Segments for each transmission session to the operator. The operator makes the information together with other metadata fragments available to the devices.

For the statistics channel, the content provider sets up a carousel which is updated with every change. The content provider is may need to provide with every event some information about the content. For example, the content provider may a fresh MPD for every broadcast session.
The content provider and the operator negotiate the ingestion procedure for the content. For each feed, unique content ingestion identifies are provided. 

For Live DASH, there are two common practices for ingestion: 

· WebDAV (HTTP) is a common practice for segmenters to upload segments into servers. 
· HTTP is a common practice for pulling DASH content from a CDN.

For File Delivery, the content provider should provide the files or the file URLs to the operator. The file may be processed only shortly before the transmission to ensure that the latest version is distributed. For large files such as operating system images, the operator may more preparation time as for small files.
The statistics channel provides latest match statistics. The Content provider is repeatedly sending the file with a certain interval so that newly entering receivers gets the latest information. When updates occur then the operator updates the statistics channel. 
2.1.2 Recommended requirements and working assumption

Working assumptions

· The content provider and the operator have a business agreement.
· The content provider and the network operator role may belong to the same company.

· The content provider secures a dedicated App for consuming the service.

· The content provider controls the content preparation chain.

· The device may use unicast and MBMS.

It is recommended that 

· The transactions between content provider and operator are separated into three steps: Service Provision, Session Provision and Content Provision
· General Content Ingestion procedures are negotiated during initial service provisioning. The Content Provider receives descriptions of Content Ingestion points when creating individual transmission sessions.
· The content provider provides only a single quality representation for the in-venue feeds. 
· The content provider provides updated information for Service Announcement prior to any transmission session. With any reconfiguration, the content provider provides updated or new information (i.e. MPD and Initialization Segments)
Editor’s Note: The list of assumptions and recommendations is not completed.
2.2 Nation-Wide TV channels

2.2.1 Use Case Description

A content provider wants to offer nation-wide TV channels. The content provider negotiates with the operator the media quality and the service area (i.e. nation-wide). 
The content provider does not control the precise delivery option, i.e. unicast or MBMS bearers. The operator selects the mode of transmission, e.g. based on current popularity or based on predictions from past events. The complexity of switching between unicast and MBMS is hidden from the content provider.
The content provider receives consumption statistics and / or quality of experience statistics from the operator.

The operator may have an agreement with multiple content providers so that a certain set of TV channels can be provided.

The content provider secures a dedicated App for consuming the service. The App uses the MBMS APIs as defined in the TRAPI work. 

The content provider and the operator negotiate the ingestion procedure for the content. For each feed, unique content ingestion identifies are provided. 

For Live DASH, there are two common practices for ingestion: 

· WebDAV (HTTP) is a common practice for segmenters to upload segments into servers. For unicast delivery, the segmenter should upload multiple quality representations. 

· HTTP is a common practice for pulling DASH content from a CDN.

2.2.2 Recommended requirements and working assumption

Working assumptions

· The content provider and the operator have a business agreement

· The content provider and the network operator role may belong to the same company.

It is recommended that 

· Content ingestion should allow for continuous ingestion of small files (segments) of a single quality representation.

· The content provider provides multiple quality representations to the operator for each provisioned channel. Devices in unicast areas select an appropriate quality according to an adaptive bitrate (ABR) algorithm. Devices in MBMS service areas receive only a single quality representation.

· Complexity of unicast or MBMS bearer usage is hidden to the content provider. 

· MBMS internals like TMGIs, Service Area IDs (SAIs), etc are hidden to the content provider. 

· The content provider uses generic content ingestion points to ingest content for a given service in a given service area

· Potential MBMS Service areas are identified during Service Provision. The content provider selects from the earlier negotiated potential MBMS Service Areas.

Editor’s Note: The list of assumptions and recommendations is not completed.
2.3 VoD prepositioning

2.3.1 Use Case Description

A content provider wants to preposition VoD clips on the device. The content provider negotiates distribution areas and the distribution duration with the operator. The content provider estimates the VoD clip size so that the needed transmission resources for the target duration can be assessed. 
The content provider plans transmission sessions in the desired geographical area and for the desired time. The content provider may use a self-service portal or the operator may configure the transmission sessions on behave of the content provider. 

The content provider wants to decide just before the actual transmission, which VOD Clips should be distributed. So, the content provider provisions the system at a later stage.

Before time is due, the content provider instructs the BM-SC to load the VoD clips into the memory in order to execute file partitioning and FEC calculation. When time is due for the MBMS transmission, the BM-SC triggers MBMS bearer establishment and starts sending the content.
The content provider provides a dedicated App, which handles the reception of the VoD clips and offers the prepositioned clips to the user. The App may also offer additional VOD clips, which are not pre-positioned in order to increase the choice. However, prepositioned clips are marked, since consumption is independent from network connectivity or network availability.

2.3.2 Recommended requirements and working assumption

Working assumptions

· The content provider and the operator have a business agreement

· The content provider and the network operator role may belong to the same company.

It is recommended that 

· Since VOD files can be large and a transmission start time may be provided by the content provider, content ingestion should support for “cache content” and “add content” procedures. The first procedure instructs the BM-SC to download the file into local cache and start file partitioning and FEC redundancy preparation. The second procedure instructs the BM-SC to start the transmission process over MBMS Download Delivery.
Editor’s Note: The list of assumptions and recommendations is not completed.
2.4 Software update

2.4.1 Use Case Description

The use-case is similar to the VoD prepositioning use-case with the difference, that a binary software packet is distributed. The content provider is the provider of either the App software or the operating software, thus, is authorized to provide the software updates. The content provider also provides an software update management App.

The software update management App utilizes the TRAPI APIs and interacts with the MBMS client. The software update management App is also able to identify the correct software version for the device and can also verify correct reception.
2.4.2 Recommended requirements and working assumption

Working assumptions

· The content provider and the operator have a business agreement

· The content provider and the network operator role may belong to the same company.

It is recommended that 

· Since binary files can be large and a transmission start time may be provided by the content provider, content ingestion should support for “cache content” and “add content” procedures. The first procedure instructs the BM-SC to download the file into local cache and start file partitioning and FEC redundancy preparation. The second procedure instructs the BM-SC to start the transmission process over MBMS Download Delivery.
Editor’s Note: The list of assumptions and recommendations is not completed.
3 Principles
3.1 Introduction

The principles described in this section are based on the TRAPI work flow and on the usage of a Service Announcement Channel (SACH) as defined in Annex L.2 or L.3. 

The entire workflow is sub-divided into three provisioning steps, being Service, Session and content provisioning. The actual content ingestion method is negotiated during Service Provisioning and then selected during session provisioning for each delivery session instance. The ingestion method may differ from Live DASH and generic file delivery.

Content ingestion is defined here as the method to provide the actual content stream for a given delivery method. 

TS 22.246 and TS 26.346 allow carrying multiple user services on the same MBMS bearer service. To enable independence between MBMS User Services and MBMS Bearer services as required by 22.246, the ingestion should be separated for each delivery method. 
The Service Announcement Profile in Annex L.2 / L.3 constrains that each User Service Description (which defines a User Service) can only provide a single delivery method.
3.2 Architecture
The architecture depicts some existing sub-functions of the BM-SC. Interface realization between sub-functions are up to implementation, i.e. not specified in 3GPP. 
It is assumed, that a Service Announcement Channel is established as defined in Annex L.2 / L.3 of TS 26.346.

The existing MBMS Architecture allows either internal or external content provider. The content provider may interact with multiple of these sub functions.
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Figure 1: Relevant components of the provisioning and ingestion architecture, including BM-SC sub-functional structure
SAF: User Service Discovery / Announcement Function 

MDF: MBMS (Download & Streaming) Delivery Function 

ADF: Associated Delivery Function

4 Service, Session and Content Provisioning Overview

The entire workflow is sub-divided into three provisioning steps, being Service, Session and content provisioning.

The following figure illustrates how Service Provisioning is undertaken once (defining the Service and the planned APP(s) ) and Session and Content provisioning are repeated, depending on the number of Delivery Sessions appropriate to the Service and thus defined in Service Provisioning.
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Figure 2 Illustrating the Main Provisioning Workflow

For example, if the planned user service defines a UE application requiring 3 DASH Streaming feeds and 2 on-demand file download content sources, then the Session and Content provisioning steps are run 5 times.

A simple but generic actor grouping is defined that would suit the business requirements both today and into the foreseeable future. The actors we have chosen here are the Content Provider operations people and the Operator operations people.

Depending on the business relationships these people may either be fulfilling a role within the operator’s business (meaning both actor groups are operator trusted employees but from different organizations), or may be people employed by separate, different and several businesses in their own right, but with a business affiliation with the operator to deliver their content over the operator’s transport network.

The separation of the provisioning steps and the actors is independent whether the content provider is an “internal content provider” or an “external / 3rd Party content provider”. The security and privacy procedures surrounding the operations may differ, simply put – the operator trusts his employees, the operator may have varying trust with different Content Providers and Content Providers are unlikely to trust each other (i.e. 3rd Party Content Providers should be shielded against each other).

4.1 Service Provisioning
The Service Provisioning phase is largely concerned with negotiation concerning the planned service. It includes a lot of Service design and iterative discussion which takes place in meetings, phone calls, emails etc. This stage would include APP design and allocation of ServiceClass, ServiceID information. 

There comes a point when the transport aspects of the service design must be checked and “committed” towards the Content Provider. This will involve Network Analysis - running RAN capacity analysis to determine if the service could be committed (resources available and no collisions exist in the Broadcast Area (i.e. MBMS Service Area, represented as a SAI list) arising from (collisions) other committed broadcasts services using resource allocation in those areas.

The Network Analysis includes assessment of the RAN site in order to establish the MBMS Single Frequency Network (MBSFN). In particular suitable Modulation and Coding Schemes (MCS) should be identified in combination with an amount of Application Layer FEC to reach the negotiated service quality. The feasible Modulation and Coding Schemes with AL-FEC for the MBSFN defines feasible service layer bitrates (GBR).

When the bitrates in the protential broadcast areas can be committed, then an agreement can be made between the operator and Content Provider followed by the Service Layer and RAN, Packet Core provisioning of SAIs. 

There is no traffic transmission associated with this process – it is purely provisioning.

4.2 Session Provisioning
This is the main provision procedure which has to be repeated for each Delivery Session specified in the Service provisioning process. It requires a number of steps in order to setup all the required eMBMS and Delivery Session Instances. It involves checking the negotiated content bit rate budget negotiated in Service Provisioning is not exceeded and it also involves providing content ingestion points towards Content Provider.
As for Service Provisioning, there is no traffic transmission associated with this process. Individual delivery session instances are planned and potentially already announced on the Service Announcement Channel.
The content provider may indicate during session provisioning, whether QoE or consumption reporting feedback is expected. The operator may activate QoE and / or consumption reporting independently from the content provider selection in order to understand the service quality.
The content provider selects the content ingestion procedure during Session Provisioning. Different types of ingestion procedures are possible, depending on the Use-Case:

· WebDAV (HTTP) for continuous data like media segments or other small files. Here, the BM-SC forwards each file immediately via the MBMS download delivery session, which is associated to the WebDAV folder. During Session Provisioning, the BM-SC provides a unique WebDAV Folder URL as content ingestion point description to the content provider.
· CacheAdd & AddContent for large files in case of on-request transactions: during in case of large files, where the download duration or the file partitioning duration or the FEC redundancy duration is of unknown duration, the content provider should have a separate cache procedure (i.e. CacheAdd) and send procedure (AddContent to delivery session instance). During session provisioning, the BM-SC provides a unique delivery session instance id to the content provider, so that subsequence Cache and Add commands can be uniquely associated to the a delivery session instance.
4.3 Content Provisioning
This provisioning step targets the correct content to the correct transmission BM-SC(s) and then ensuring ingested the traffic flow using the content ingestion points provided to the Content Provider during Session Provisioning.

There are different types of provisioning for live DASH and on-request ingestion and delivery, requiring differing ingestion and transmission. The content provider received the content ingestion point identifies (e.g. a WebDAV Folder URL or a delivery session instance id) during the session provisioning step. 
For on-request delivery of large files like binary data or VOD clips, the content provider may define a transmission start time or may provide a relative sequence for each file in the delivery session instance. The start time may be provided with the AddContent command.
Content Provisioning is traffic related and requires the corresponding availability and reliability.
	


5 Summary and Proposal

It is proposed to include sections 2, 3 and 4 into the new Technical Report “MBMS Extensions for Provisioning and Content Ingestion”.
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