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Abstract: This contribution discusses a more robust criteria for MCPTT codec selection. It also proposes text to be added to TR 26.879 to capture this criteria. 
1 Introduction
Public Safety grade broadband services must operate with higher availability and reliability than standard consumer/enterprise based services in order to protect the lives of First Responders and the citizens they serve. At a high-level the following aspects need to be considered.
· Large number of available devices

· Impacts:  National/regional/global deployment timeframes; Interoperability; Device cost

· Time line for rollout of MCPTT capable devices

· Impacts:  National/regional/global deployment timeframes; Interoperability; Device cost

· Performance considerations related to processing power

· Impacts:  Availability and reliability; Device cost; Meets deployment scenarios; Performance

· Considerations related to deployment, configuration, and complexity of MCPTT

· Impacts:  Availability and reliability; MCPTT service Op-X; Meets deployment scenarios; 

· Considerations related to codec maturity for MCPTT service

· Impacts : Availability and reliability; National/regional/global deployment timeframes; Interoperability; Performance; MCPTT service Op-X; 

· Considerations related to voice quality for MCPTT

· Impacts: Performance; Intelligibility 

2 Discussion

The selection of the proper broadband codec for MCPTT is one of the most important decisions to be made with respect to the success of the MCPTT service. Voice quality, which translates into intelligibility, is one factor in a long list of factors to be considered. This discussion attempts to identity a list of factors to be considered which can impact the overall success and deployment of the MCPTT service.
Large number of available devices
      More flexibility in deployment of devices will better meet Public Safety needs. More devices that are available for MCPTT will help drive down cost. The following factors are captured as part of the selection criteria.

· C1:  Use of existing devices with MCPTT application
· Many devices exist today and are currently under development. These devices can be used for MCPTT based on 3GPP Release 13 standards and by using an existing widely available broadband codec such as AMR-WB that is already on the device and in use for other voice services, such as VoLTE.

· C2:  Use of MCPTT application with non-3GPP devices 
· Devices used by dispatchers (console interfaces) may have the MCPTT application with wire-line connectivity. These devices typically do not have LTE chipsets with integrated DSP processing of voice.

· If CPU performance of these platforms employing a soft codec with multiple voice streams (10+) uses excessive MIPS, custom voice accelerator hardware may be needed in order to maintain acceptable performance.

Time line for rollout of MCPTT capable devices
      More flexibility in deployment of devices will better meet Public Safety needs. The sooner MCPTT capable devices are available, the more effective the rollout of MCPTT service will be.

· C3:  Time to market of devices that use an existing broadband codec such as AMR-WB vs. a new codec that is under development such as EVS
· Devices with chipsets containing a new codec (based on a 3GPP Release 13 code set) will not be widely available until well into 2017 or 2018. Most devices that contain EVS today use a pre-release 13 version of EVS (i.e. release 11 or release 12).

· C4:  Wide availability of commercial devices going forward that contain an existing broadband codec such as AMR-WB codec vs. a new codec that is under development such as EVS 
· Uses cases exist where deployment of the MCPTT application may be desired but the latest new codec is not available on a device (i.e., low cost devices where CPU power is limited and/or native chip set support is not accessible, e.g. BYOD; device where vendor does not support new codec). This prevents flexibility in deployment of MCPTT services. 

Performance considerations related to processing power
      More flexibility in deployment of devices will better meet Public Safety needs. Processing power of the CPU of the device needs be considered. 

· C5:  Codec complexity and its relationship to available CPU processing power required 

· Complexity of the codec (MIPS required) can prevent effectively running a soft codec on the base CPU. This can limit the MCPTT application to only devices with native chip set support, or have sluggish performance of other applications using the CPU because of the MIPS used by a soft codec.

Consideration related to deployment and configuration of MCPTT
      Easy in configuration and deployment of the MCPTT service will better meet Public Safety needs. Complexity in codec configuration and operation needs be considered. 

· C6:  Codec complexity and its relationship to configuration of the MCPTT service 

Complexity of the codec increases development effort to configure and properly use the codec in voice applications. Increased complexity can cause problems with codec configuration and inconsistent use across deployments
Consideration related to codec complexity and reliability of MCPTT
      Complexity in codec design and operation needs be considered with respect to its impact on MCPTT reliability. 

· C7:  Codec complexity and its relationship to reliability of the MCPTT service 

· As complexity of the codec increases this can lead to yet unknown reliability issues, since there are more error legs that have not been tested in real world conditions. Many of these error legs will be discovered during operation by PS First Responders under life and death situations.

Consideration related to codec maturity for MCPTT service
      Maturity in development and deployment of the codec selected for MCPTT needs to be considered. 

· C8:  Maturity in development of an existing broadband codec such as AMR-WB vs. a new codec that is under development such as EVS
· As maturity of the codec decreases this can lead to yet unknown reliability issues. Changes in codec codebase show a lack of maturity. Over time these changes (untested under real world conditions) can adversely impact reliability and lead to unknown errors in the field.

· C9:  Maturity in deployment of an existing broadband codec such as AMR-WB vs. a new codec that is under development such as EVS
Deployment of MCPTT service with devices that contain different versions of a new codec that is still under development (not widely deployed) may result in inconsistent user experience and unpredictable behavior across devices due to codec operation with different versions.
Considerations related to voice quality for MCPTT service
      Voice quality, which translates into intelligibility, needs to be considered.

· C10:  Intelligibility of MCPTT voice using an existing broadband codec such as AMR-WB vs. a new codec that is under development such as EVS
Current widely available codecs used for voice services (e.g. VoLTE) need to be compared to new codecs under development for MCPTT service. Tests under various conditions with PS noise, and in clear and lossy conditions need to be assessed.
 ************************** Text Recommendations for TR 26.897 ***********************
It is recommended that a new sub-clause 5.1.6 be added as follows and the other sub-clauses renumbered accordingly

5.1.6
Criteria for MCPTT codec selection 
It is recommended that the text of clause 2, Discussion, of this contribution be included here. 

