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1 Introduction

During SA4 #83, use cases and related sets of relevant/necessary tools as described in Tdoc S4-150433 [1] were agreed to be incorporated in the MEPRO permanent document (when that document gets created). This follow-up contribution proposes the Download Delivery Profile. The described profile is based on existing deployments in representing actually used mechanisms within the broader functionality defined in TS 26.346 pertaining to download delivery of MBMS User Services. Due to limited time, this document was only briefly introduced during the MBS AH#44 call, so it is re-submitted to SA4 #84.
The Download Delivery Profile represents FLUTE delivery of MBMS services/contents, either real-time streaming or non-real-time (NRT) file delivery in nature, as well as service announcement metadata fragments. It mainly defines FDT generation rules, usage of FDT parameters, and settings of certain ALC/LCT parameters, in reflecting the initial deployments of eMBMS.
Note: The following text is intended to be contained in an Annex in TS 26.346, for example, Annex X “MBMS Profiles” in which the Service Announcement Profile for MBMS will also be specified. The normative references as shown below pertain to those references cited in TS 26.346.
2 Download Delivery Method Background
The MBMS download delivery method uses the FLUTE protocol [9] when delivering content over MBMS bearers. FLUTE is an application of Asynchronous Layered Coding (ALC) [10] protocol instantiation of the Layered Coding Transport (LCT) building block [11]. ALC uses the FEC building block [12] to provide reliability. Either real-time (RT) streaming or non-real-time (NRT) file download services may be delivered over FLUTE (download delivery) sessions. 
FLUTE defines a table of XML file elements transmitted as a special file and referred to as a File Delivery Table (FDT). The FDT contains descriptors for various attributes of files for transport in the download delivery session. Within the FLUTE session, the FDT is delivered as FDT Instances. An FDT Instance contains one or more file description entries of the FDT. Each file description entry must include the Transmission Object Identifier (TOI) for the file that it describes, and the URI identifying the file (“Content-Location”). FLUTE packets that transport file objects vs. FDTs are typically interleaved in the FLUTE session. TOI value ‘0’ is reserved for the delivery of FDT Instances. The value of the TOI field in the FLUTE packet header identifies whether file data or an FDT Instance is carried by that packet, with TOI = ‘0’ reserved for FDT Instances. The LCT Header Extension ‘EXT_FDT’ is used to carry the FDT Instance ID, and typically, multiple FDT Instances are used to describe the overall set of files transported in the FLUTE session. The file descriptions in an FDT Instance are considered valid until the FDT Instance expiration time, given by the Expires attribute of the FDT-Instance element of an FDT.
3 Download Delivery Profile Details
3.2 Profile on FDT Generation

3.2.1 Introduction

Two alternative methods for FDT generation are described below. One or both alternatives shall be employed by the BM-SC and shall be supported by the MBMS client in the download delivery profile. The main intent of this clause is to describe how BM-SC generation and delivery of FDTs and associated files objects may impact UE processing and storage efficiency at the FLUTE level, as well as battery power consumption. The key difference between options 1 and 2 as described in clauses 3.1.2 and 3.1.3 is in the contents of the FDT. In the first, each delivered FDT Instance at a given time will contain the attributes of a single content file. In the second, each delivered FDT Instance at a given time will contain the attributes of a set of content files – possibly all the files to be delivered in the scope of the FLUTE session. The common characteristics of both options are:
· Separate FDTs for in-band metadata fragment delivery vs. content file delivery. This is desirable since metadata fragments are typically sent in-band for the entire duration of the FLUTE session, whereas content files are not. This also allows for expiration of the FDT for metadata fragments to be set at a much greater time in the future, thus allowing FDTs to be reused (same FDT instance sent), to minimize UE processing.
· Expiring the FDT soon after the end of associated file(s) transmission avoids unnecessary UE battery consumption and storage for maintaining a database of valid file descriptors, as well as avoids unnecessary caching of partially received files.
· Enables unicast file repair to be scheduled as soon as possible (defined in MBMS to commence upon expiration of the FDT for the associated file).
3.2.2 Single File Described per FDT Instance

FDT generation option 1 is shown in Figure 1 below. It is assumed in the diagram that all content files and inband metadata fragments, and their associated FDT Instances, are delivered on a common FLUTE session.
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Figure 1: FDT Generation Option 1 – Single File Described per FDT Instance

Separate FDT Instances are used to describe content files and in-band USD metadata fragments. Each transmitted FDT Instance describing content files shall list only one file. FDT Instances describing content files or metadata fragments should expire shortly after the transmission for the files they describe ends (e.g., several seconds later). As an illustrative example, it is shown in Figure 1 that the expiration times of FDTs 2, 4 and 5 are only slightly later than the end of transmission of the files they describe – f1, f2 and f3, respectively.
Each FDT Instance which describes in-band metadata fragments shall describe all in-band metadata fragments currently being transmitted. Examples of these FDT Instances are shown by FDTs 1 and 3 in Figure 1. When a new FDT Instance which describes new in-band metadata fragments and/or updates to existing metadata fragments is sent, transmission of an earlier FDT Instance for in-band metadata fragments should be stopped, since that information is no longer up-to-date. For example, as shown in Figure 1, upon the transmission of FDT3, which carries the ADPD and additional USD metadata fragments Media Presentation Description (MPD) and Schedule Description, FDT1 will no longer be sent. The BM-SC should send USD fragments in-band periodically, in a manner that does not interfere with the transmission of content files they describe. FDT Instances for in-band USD fragments shall expire at the end of each transmission session. FDT Instances should be sent frequently, at configurable intervals determined by the MBMS service provider, and for as long as the files they describe are being broadcast. Different periodicities of FDT retransmission should be supported for different types of traffic.
The benefits of Option 1 for FDT generation are as follows:

· It minimizes the required maintenance of received file descriptors and partially received files to be by FLUTE receiver, resulting in greater processing and storage efficiencies;
· It is especially beneficial as compared to Option 2 (as described in clause 3.1.3) since it may not be possible for files and their parameters (e.g., file size) to be known at the FDT generation time;
· Relative to Option 2, smaller-size FDTs are sent interleaved with file transmissions, resulting in lower transport overhead;
· Any necessary file repair can be scheduled on an individual file basis (as opposed to on a collection of files basis), which allows for better load distribution on File Repair servers.
3.2.3 Multiple Files Described per FDT Instance

FDT generation option 2 is shown in Figure 2 below. Similar to Figure 1, it is assumed here that all content files and inband metadata fragments, and associated FDT Instances, are delivered on a common FLUTE session.
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Figure 2: FDT Generation Option 2 – Multiple Files Described per FDT Instance

Similar to Option 1, in this variation of the FDT generation process, separate FDT Instances are used to describe content files and in-band USD metadata fragments. In contrast to Option 1, in FDT generation Option 2, each transmitted FDT instance describing content files shall list a set of files – possibly all the content files, to be delivered in the associated FLUTE session. FDT Instances describing content files and metadata fragments shall expire shortly after the end of transmission of the files they describe. As an illustrative example, it is shown in Figure 2 that the expiration time of FDT2 i only slightly later than the end of transmissions of the files it describes, f1 through f7. Similar to Option 1, each FDT instance describing the in-band metadata fragments will describe all in-band metadata fragments currently being transmitted. When a new FDT Instance which describes either new in-band metadata fragments or updates to existing metadata fragments is sent, transmission of an earlier FDT Instance for in-band metadata fragments should be stopped. The BM-SC sends USD fragments in-band periodically, in a manner that does not interfere with the transmission of content files they describe. FDT Instances for in-band USD fragments expire at the end of each transmission session. FDTs should be sent frequently, at configurable intervals determined by the MBMS service provider, and for as long as the files they describe are being broadcast. Different periodicities of FDT retransmission should be supported for different types of traffic.
The benefits of Option 2 for FDT generation are as follows:

· Provides the capability, if desired, to synchronize unicast file repair for a set of content files due to the use of single FDT for all files;
· Necessary method for use to describe the current set of files delivered on a service without having to use file schedules, especially when r12:recurrenceAndMonitoring@mode is set to ‘0’, indicaing back-to-back delivery mode for a Datacasting service.
On the other hand, there are also several downsides to the use of Option 2 for FDT generation:
· It is not usable in the event that not all content files and their parameters are available at the desired time for FDT generation and transmission;
· Relative to Option 1, larger-size FDTs are sent interleaved with file transmissions, hence incurring greater transport overhead.
3.3 FDT Attributes and Elements
Characterization of the relevant FDT attributes and elements of the Download Delivery Profile is described in this clause. FDT attributes and elements are categorized at the FDT-Instance level (i.e., the FDT-Instance element of the FDT) and at the File level (i.e., the File element of the FDT).
3.3.1 Common FDT-Instance and File Attributes

The following FDT attributes, defined at both the FDT-Instance and File levels, shall be carried in the FDT sent by the FLUTE sender, under either the File-Instance or File element, and shall be supported by the FLUTE receiver: 
· Content-Type
· FEC-OTI-FEC-Encoding-ID

· FEC-OTI-Maximum-Source-Block-Length

· FEC-OTI-Encoding-Symbol-Length

· FEC-OTI-Scheme-Specific-Info

The following FDT parameters, defined at both the FDT-Instance and File levels, should not be carried in the FDT sent by the FLUTE sender, in either the File-Instance or File element, and are optional to support by the FLUTE receiver:
· Content-Encoding attribute
· FEC-OTI-FEC-Instance-ID attribute (not applicable to Rel-9 FEC schemes)

· FEC-OTI-Max-Number-of-Encoding-Symbols attribute (not applicable to Rel-9 FEC schemes)

· Group element
3.3.2 FDT-Instance specific Attributes and Elements
The following parameters, defined at the FDT-Instance level, should not be carried in the FDT sent by the FLUTE sender, and are optional to support by the FLUTE receiver: 
· Complete attribute
· mbms2008:FullFDT attribute
· mbms2012:Base-URL-1 element 
· mbms2012:Base-URL-2 element

· MBMS-Session-Identity-Expiry element
3.3.3 FDT File specific Attributes and Elements
The following attributes, defined at the File level, shall be carried in the FDT sent by the FLUTE sender, and shall be supported by the FLUTE receiver, subject to the qualifications indicated below:
· Content-Location

· The value of this attribute shall not contain “//”, except when used as part of the URL format (i.e., following “scheme” concatenated with “:” (e.g., http://). In addition, FLUTE sender must apply URL safe encoding by proper escaping/encoding of reserved characters to generate a well-formed URL.
· TOI
· Content-Length
· Content-MD5
· 
· Should not be included for DASH-formatted services.
The following element may be carried in the FDT sent by the FLUTE sender, and shall be supported by the FLUTE receiver:

· mbms2007:Cache-Control
The following attributes may be carried in the FDT sent by the FLUTE sender, and shall be supported by the FLUTE receiver. These attributes shall only be present for the purpose of replacing/overriding corresponding attributes at the FDT-Instance level.
· Content-Type

· FEC-OTI-FEC-Encoding-ID
· FEC-OTI-Maximum-Source-Block-Length
· FEC-OTI-Encoding-Symbol-Length
· FEC-OTI-Scheme-Specific-Info
The following attributes should not be carried in the FDT sent by the FLUTE sender, and are optional to support by the FLUTE receiver:
· Transfer-Length
· mbms2009:Decryption-KEY-URI
· mbms2012:FEC-Redundancy-Level
· mbms2012:Alternate-Content-Location-1
· mbms2012:Alternate-Content-Location-2
· MBMS-Session-Identity
Figure 3 illustrates the 3GPP FLUTE FDT Schema for which the specified usage for the Download Delivery Profile is described in this clause 3.2.
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Figure 3: 3GPP FLUTE FDT Schema
3.4 Version and Delimiter Schema

As indicated in Annex J.2, this specification defines two XML Schema elements necessary for the UE and the network side to maintain forward and backward compatibility: schemaVersion and delimiter. These elements are used by the following schemas: USBD, Schedule Description, Filter Description and FDT. This Download Delivery Profile supports schemaVersion = “1” for the FDT. As indicated in Annex J.2, the supported delimiter element has value = “0” as set by the network, and the element content shall be ignored by the UE.
3.5 RTSP Control of FLUTE Sessions

“FLUTE session setup and control with RTSP” as specified in clause 7.5 of this specification is optional to support by the UE.
3.6 Other Aspects of FLUTE Delivery
Regarding Application Layer FEC support, the two FEC schemes referenced in this specification, the Compact No-Code FEC scheme as specified in RFC 5052 [12], and the Raptor FEC scheme as specified in RFC 5053 [91] are optional to implement by the BM-SC and mandatory to support by the UE. File fragmentation into blocks is supported. In the case of the Compact No-Code FEC scheme, the blocking algorithm as defined in RFC 3695 [13] shall be used. For the Raptor FEC scheme, specification of the blocking algorithm shall comply with the recommendations on the derivation of the relevant parameters as defined in RFC 5053 [91].
As indicated in clause 7.2.4 of this specification, congestion control is not used for FLUTE delivery in MBMS, and therefore, FLUTE channelization shall be provided by a single FLUTE channel with single rate transport.

Regarding FLUTE session description, an instance of Session Description fragment, comprising an SDP file, will contain all parameters as defined in clause 7.3 of this specification.

The LCT Header Extension “EXT_FTI” as defined by ALC [10], for the purpose of communicating FEC Object Transmission Information, shall be used in FLUTE packets that carry symbols of FDT Instance(s). FEC Object Transmission Information in FLUTE packets which carry symbols of content files shall be conveyed by the FEC-OTI parameters in the FDT, and for which the normative requirements on network usage and UE support are specified in clauses 3.2.1 and 3.2.2.

The means to signal the end of the FLUTE session or the end of individual file transmissions is provided by the Schedule Description fragment, via the session schedule and file schedule elements. The LCT header’s ‘Close Session’ flag (A) and ‘Close Object’ flag (B) shall be set by the network to “0”, and the UE shall ignore these flags.
Timing related fields in LCT corresponding to Sender Current Time (SCT) and Expected Residual Time (ERT), either in the form of the T and R flags in the LCT header, or carried in the LCT Extension Header ‘EXT_TIME’, are not used in the Download Delivery Profile. The network shall set these flags/fields to zero, and the UE shall ignore them.  

4 Proposal

It is proposed that the proposed text in Section 3 on Download Delivery Profile be discussed and considered for agreement as baseline text for the PROD output of the MEPRO Work Item. Upon acceptance of the proposed text in part or in whole, including any further agreed changes, an updated document will be submitted as a CR.
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