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1 Introduction
 The Video Telephony Robustness Improvements Extensions (VTRI_EXT) work item is targeting the study of the benefits of the additional error resiliency (ER) tools that could improve the performance of the Multimedia Telephony Service for IMS under different channel conditions [1][2].  Retransmission, Forward Error Correction and RPSI tools are evaluated under various channel conditions in TR 26.922 [3]. FEC and selective retransmission offers benefits that cannot be achieved by the existing ER tools supported in TS 26.114 [1]. FEC provides robustness against moderate packet loss rates at high delay scenario. Selective retransmission offers efficient recovery mechanisms under low delay low failure (loss) rate conditions. RPSI is a codec level complementary mechanism to FEC and selective retransmission. Existing generic NACK based error correction mechanism provides equivalent functionality to RPSI. Generic NACK message can be used for indication of packets to be retransmitted as well as informing the sender of loss of particular RTP packets for sender to take necessary actions to recover from errors. These two behaviour of the system for generic NACK message should be differentiated by signalling or some other method. If retransmission based ER is being used, the support for additional RPSI or existing NACK based error correction mechanism is not essential since the failure cases for retransmission based scheme would be rare. In that case PLI message can be used to recover from errors.

2 Retransmission

The RFC 4588 RTP Retransmission Payload Format defines a payload format for retransmitted RTP packets and provides protocol rules for the sender and receiver involved in the retransmissions [4]. It is designed to work with the extended RTP profile for RTCP-based feedback, AVPF [5]. It offers the ability to retransmit lost packets based on NACK feedback. Retransmission should be used in environments or cases where the sender can ensure that the retransmitted packets arrive in time. The sender reacts to receiver feedback before their playout time at the receiver. The RTP retransmission scheme defined in RFC 4588 supports retransmission of original packets in a separate stream that is SSRC-multiplexed. The retransmitted packet carries the sequence number of original packet along with its payload.
The receiver does not always have to NACK every missing packet. The sender does not always have to respond to a received NACK message with retransmission. Once a receiver issues a NACK message for retransmission request, it is expecting the arrival of the retransmitted packet within a certain time frame for timely rendering of the frame. The receiver typically stops decoding of the incoming packets and waits for the arrival of the missing packet. Although sender does not have to respond to every NACK packet it receives, if the NACK message requires a correction and it doesn’t respond with a retransmitted packet but instead with some other recovery mechanism, then that recovery mechanism should be such that the receiver can detect the arrival of the recovery frame without decoding the incoming packets. In this case, the sender should use IDR or some other recovery frame that it can indicate by some means like recovery point SEI message to help the receiver detect the corrective action [7] [8].
Since NACK messages are use both in retransmission and without retransmission based recovery scheme [1], then the corresponding use case has to be negotiated externally. The switch between the two behaviors during a call should be supported for handling variations in the channel conditions.
3 Forward Error Correction

Forward Error Correction (FEC) can provide effective error resiliency under certain packet loss and network RTT conditions [3]. There are several FEC schemes defined to be used with RTP. In TR 26.922, Reed Solomon FEC scheme [8] was used to evaluate the FEC tool. There are other low complexity schemes such as parity FEC defined in RFC 5109 [9] and I-D. ietf-payload-flexible-fec-scheme [10] being defined in IETF. Both of these schemes are systematic parity FEC schemes. I-D. ietf-payload-flexible-fec-scheme is a newer approach that is adopted by rtcweb [11]. The performance of parity FEC schemes and Reed Solomon FEC schemes are close for the block sizes that are used in TS 26.114. For typical source block sizes, i.e. < 8, at the typical failure rates targeted for TS 26.114 use cases, the parity FEC scheme requires at most 1 extra repair packet with respect to Reed Solomon FEC. Parity FEC schemes are sufficient to address basic FEC support as optional normative FEC scheme. Other FEC schemes should still be allowed to be used if both UEs negotiate the support for them.
 I-D. ietf-payload-flexible-fec-scheme supports various ways of signaling the packets that are used for generating the parity packets. For TS 26.114 use cases, arbitrary bitmask support case is sufficient to handle the needs of TS 26.114. For simplicity, only the arbitrary bitmask case should be supported. Due to delay requirements, typically the FEC block will correspond to one video frame.

The FEC should only be used only if network conditions indicate the right conditions for it to be beneficial since use of FEC effectively reduces the source bandwidth. The sender can decide the amount of repair packets to be introduced from the RTCP Receiver Reports (RR). Given the packet loss information provided by RTCP-RR, the sender can decide the amount repair packets to be introduced by targeting a certain failure rate. The sender can then choose the right bitmask to generate the optimal repair packets for that failure rate. There is no closed form solution to derive the optimal bitmasks.  
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