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1  Introduction
DASH, and most ISOBMF-based adaptive streaming technologies, usually assumes an error-free transport layer. However, deployments such as eMBMS may rely on flute for the delivery of DASH segments. Although FEC can be used, loosing a complete IP packet is a fact that has to be dealt with by the eMBMS/FLUTE  middleware. 

In the worst case, when a loss is detected, the corrupted segment is considered lost, and the DASH session will have a long loss. The purpose of this contribution is to allow the consumption of a partial file even if a loss occurs.
2 Proposal

The proposal is to add in the FDT description a new attributes which point to location of Random access. 

For instance, if you consider the following segment:
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one error occurs (which has not been solved by the FEC):
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Thus you remove the damaged part (ie Moof+MDAT):
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Thus, one can consume the sub file:
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The purpose of this proposal is to allow the flute receiver to practice such surgery operation which removes “a consistent part of the file” without knowing the semantic of the file. In that particular case, any couple Moof+MDAT couple can be removed without impacting the file reader. 
In order to point to these particular accesses, we add in the FDT the value of the pointer of the beginning of each removable parts. The semantics is the following: the chunk of bytes between two pointers can be removed by the flute receiver when FEC doesn’t work or no file repair procedure is possible.
These pointers will be transmitted in an attribute in the FDT.
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For that purpose, a new attribute RandomAccessLocation is added to the type FileType into the Flute Schema. This element carries the values of the different locations of the random access points for parsing (typically moof boxes). 

Please find an example of the new FDT

<FDT-Instance …. >


<File 



Content-Type="application/sdp" 



Content-Length="7543" 



TOI="2" 



FEC-OTI-Encoding-Symbol-Length="16"



FEC-OTI-Scheme-Specific-Info="AAEBBA==" 



Content-Location="http://www.example.com/fancy-session/segment38.3gp"



mbms2009:Decryption-KEY-URI=http://www.example.com/key-uri


mbms2015: RandomAccessLocation=”0 235 3435 4567 7543>



<mbms2007:Cache-Control>




<mbms2007:Expires>331129630</mbms2007:Expires>



</mbms2007:Cache-Control>



<sv:delimiter>0</sv:delimiter>



<sv:delimiter>0</sv:delimiter>

<MBMS-Session-Identity>93</MBMS-Session-Identity>


</File>


<sv:schemaVersion>2</sv:schemaVersion>


<sv:delimiter>0</sv:delimiter>


<MBMS-Session-Identity-Expiry value="3311288760">93</MBMS-Session-Identity-Expiry>

</FDT-Instance>

3 Conclusion

We propose that we adopt the CR described in S4-150400 .
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