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1 Introduction

This contribution is a follow-up to Tdocs S4-140198 [1] and S4-141196 [2] presented during SA4 #81, regarding the deployment guidelines for partial file delivery from MBMS client to the DASH client, as described in TR 26.946 [3], Section 7.2.3. The currently recommended mechanism for a DASH client interested and willing to receive an incomplete Segment from the HTTP server hosted by the MBMS receiver is for the client to signal such intent by including a duplicate pair of byte-range values in the ‘Range’ header of the partial GET request. While this method should operate properly when the request is directly received by the HTTP server associated with the MBMS receiver which understands the semantics of the request, it could be problematic, as pointed out in S4-140198 [1], when such duplicate byte-range indication is received by a network HTTP server which doesn’t understand the semantics. Qualcomm has found by simple testing  that typical behavior of commercial Web servers, when encountering such duplicate byte range in the request, is to send back a 206 response which repeat the same content twice in the response message payload formatted as the ‘multipart/byteranges’ content type. Besides the wasteful use of unicast network bandwidth of such server behavior, there is an additional potential problem. In offline email discussions with IETF HTTP experts, especially Mark Nottingham, the Chair of the IETF HTTP WG, on potential solution for the issue at hand, they have indicated that partial content support by deployed intermediary functions in the Internet, esp. HTTP proxies, is very inconsistent and unreliable. Therefore, there is additional risk that the signaled intent for partial file delivery as described in TR 26.946 may be disrupted by proxies which reside between the DASH client and HTTP server.

What is desired is an improved solution for partial file/Segment delivery by declaring specific intent in the content request by the DASH client. Such intent which will be recognized and processed accordingly by a capable HTTP server which signals the context of the returned resource in the response, or otherwise ignored by a server which does not recognize the client’s signaling. The mechanism should also enable the associated request and response to transparently pass through intervening proxies without undesired intermediate processing of the request/response. This document describes a solution which has been discussed with the IETF experts who have deemed it as “correct” in compliance with HTTP semantics as well as “safe” as to avoidance of potential pitfalls involving proxies or origin servers which do not understand the specific signaling in the request and response. 

2 Proposal
2.2 Details of Proposed Mechanism

The proposed method for a DASH client which is interested and willing to receive a partial Segment from the server, in case only an incomplete resource relative to the nominally requested resource is available at the server, and the HTTP server which understands the client’s intent is described as follows:

1) Such DASH client will include in the GET request, the ‘Accept’ request header as defined in RFC 7231 [4], along with a new 3GPP-defined media type ‘application/3gpp-partial’. An example of the use of such Accept header is:

Accept: */*, application/3gpp-partial 

in the nominal request containing the Segment URL. In this example, the client indicates that it will accept all media types in the response, as well as the specific “incomplete” type designated by application/3gpp-partial. Such Accept header conveys additional meaning that the server should return, as soon as possible, whatever portion of the requested Segment that is/will be available upon determining that the broadcast transmission window of that Segment has elapsed. Such semantics is intended to ensure that in case the server is still receiving FLUTE transmission for that segment when it receives the request, it should withhold the response until the delivery window for that Segment has expired
. 
2) The HTTP server (which may or may not be the HTTP cache/server hosted by the MBMS client) which understands the semantics of the above Accept header will send the available portion of the requested Segment via a 200 OK response.

· In the event the entire Segment is available, a nominal 200 response in which the entire Segment is carried as the message body will be returned along with the associated media type as indicated in the representation header field [4] Content-Type.
· In the event an incomplete Segment is available, the Content-Type header shall echo the special media type, application/3gpp-partial, contained in the Accept header of the request. In addition, the server shall return the incomplete Segment resource as a multipart message body in exactly the same format as the multipart/byteranges media type as described in RFC 7233 [5]. The multipart/byteranges media type will include one or more body parts, each with its own Content-Type and Content-Range fields as the means to convey the byte range(s) of the partial Segment being returned. As required in the use of multipart/byteranges, a string value is defined as the boundary parameter separating the individual body parts. Furthermore, the server should include a cache directive in the response to prevent any intermediate proxies from storing an incomplete Segment and serving it to another DASH client which happens to request the same Segment later, but is incapable/unwilling of receiving such partial resource.
An HTTP server which does not recognize the Accept header will ignore the header and provide a response according to its nominal internal procedure, for example, by returning a 404 Not Found response should it not be able to return the nominally requested Segment.  

By not using partial content syntax in both the request and response portions, the proposed mechanism avoids potential problems of intermediate proxies that mishandle a partial GET request and/or 206 Partial Content response, in creating unintended impairment of the nominal partial Segment request/response procedure.
2.3 Example Client and Server Implementation
As an example, assume the Media Segment of interest is identified by the URL: “http://www.example.com/Period-2012-08-04T08-45-00/rep-xyz12345/seg-777.3gp”. In addition, the Client is willing to receive the incomplete portion of the Segment (777) available at the Server when the request is received. The DASH Client sends the GET request as follows:
GET
/Period-2015-08-04T08-45-00/rep-xyz12345/seg-777.3gp
HTTP/1.1

Host: www.example.com
…

Accept: */*, application/3gpp-partial
Assume that the server receives the above GET request for Segment 777, and it has the following sets of byte ranges of the requested Segment of size 256000 bytes at the time it receives the request: 0-19999, 50000-85000, 105500-199888, and 201515-229566. Due to the presence of the specific Accept header in the request, the server will return the partial Segment via the 200 response, by indicating the same content type for the message body as indicated in the request (i.e., application/3gpp-partial), but whereby the message body is constructed identically to the multipart/byteranges format. In addition, the response header Cache-Control: no-cache may be included in the response to prevent downstream caching of the message. The server’s response in this case is shown below:
HTTP/1.1 200 OK
Date: Tue, 04 Aug 2015 08:45:05 GMT
…
Content-Length: 172441
Content-Type: application/3gpp-partial; boundary=SEPARATION_STRING

Cache-Control: no-cache
--SEPARATION_STRING

Content-Type: video.3gpp; codecs=avc1.64001E, mp4a.40.2

Content-Range: bytes 0-19999

...<the first range>...

-- SEPARATION_STRING

Content-type: video.3gpp; codecs=avc1.64001E, mp4a.40.2
Content-range: bytes 50000-79999

...<the second range>…

-- SEPARATION_STRING

Content-type: video.3gpp; codecs=avc1.64001E, mp4a.40.2
Content-range: bytes 105500-199888

...<the third range>…

-- SEPARATION_STRING

Content-type: video.3gpp; codecs=avc1.64001E, mp4a.40.2
Content-range: bytes 201515-229566
...<the fourth range>…
-- SEPARATION_STRING

3 Summary and Proposal
The problem statement and proposed solution, including an example implementation, have been described in clauses 1 and 2 above. As said, the proposed mechanism has been reviewed by IETF HTTP subject matter experts who consider it to be proper and “safe” for practical use, not only between adjacent DASH client and HTTP server collocated with the MBMS receive, but also across network environments that feature intermediary nodes. It is proposed that the described mechanism be discussed and agreed by SA4 as replacement for the existing partial file delivery implementation guideline as defined in TR 26.946, Sec. 7.2.3. In addition, SA4 should discuss on whether to directly adopt the described mechanism as a change to TS 26.247, by defining the new 3GPP-specific value for the Accept header (application/3gpp-partial), and normative behavior of an HTTP server that understands such request semantics in providing the corresponding response. The TS 26.247-defined method can then be referenced by the implementation guidelines contained in TR 26.946. 3GPP may also consider proposing such solution framework for more general purpose usage. For example, it could be proposed to MPEG DASH, as part of the SAND CE, potentially by defining a new Accept header media type, e.g. application/partial, that can be generically used as opposed to being specific to 3GPP. Additionally, an Internet Draft could be submitted to IETF’s HTTP WG for their consideration of broader application to HTTP client-server interaction for incomplete resource delivery across the Internet.
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� This situation could arise, for example, if the DASH client issues the request earlier than the nominally Segment availability time (which can be computed from MPD@availabilityStartTime), while additional content for the requested Segment is still arriving over the download session. In this case, the server should defer the response until after its reception window over FLUTE has elapsed (e.g., by detecting a new TOI in the FDT).
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