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1 Introduction
This paper discusses the application of RFC 4867 in MTSI and VoLTE. RFC 4867 defines the RTP Payload Format for the transport of AMR- and AMR-WB-coded speech in “forward direction”, i.e. from media-sender to media-receiver. Included in these RTP packets is the transport of Codec Mode Requests (CMR) from the media-receiver “backwards” to the media-sender for the adaptation of the encoding in the media-sender.

RFC 4867 describes a number of features, options and alternative solutions of which not all are relevant for MTSI and VoLTE. Some formulations in RFC 4867 are ambiguous or even misguiding for MTSI.

Especially the description of Codec Mode Requests (CMR) and its application is not clear and has led to various implementations that are not interworking well.

2 Definition of CMR in RFC 4867

Begin of first cite from RFC 4867:

4.3. Bandwidth-Efficient Mode

4.3.1. The Payload Header

In bandwidth-efficient mode, the payload header simply consists of a

4-bit codec mode request:

0 1 2 3

+-+-+-+-+

| CMR |

+-+-+-+-+

CMR (4 bits): Indicates a codec mode request sent to the speech

encoder at the site of the receiver of this payload. The value of

the CMR field is set to the frame type index of the corresponding

speech mode being requested. The frame type index may be 0-7 for

AMR, as defined in Table 1a in [2], or 0-8 for AMR-WB, as defined

in Table 1a in [4]. CMR value 15 indicates that no mode request

is present, and other values are for future use.


The codec mode request received in the CMR field is valid until the

next codec mode request is received, i.e., a newly received CMR value

corresponding to a speech mode, or NO_DATA overrides the previously

received CMR value corresponding to a speech mode or NO_DATA.

Therefore, if a terminal continuously wishes to receive frames in the

same mode X, it needs to set CMR=X for all its outbound payloads, and

if a terminal has no preference in which mode to receive, it SHOULD

set CMR=15 in all its outbound payloads.

End of first cite from RFC 4867.

These two (half-) sentences:
1)CMR value 15 indicates that no mode request is present,…
2)…if a terminal has no preference in which mode to receive, it SHOULD

set CMR=15 in all its outbound payloads.
are contradicting each other and are misguiding.
Different implementations/interpretations of CMR=15 are observed in real life networks. The following examples are based on AMR(mode-set=0,2,4,7). The notation “CMR(O)” means that the “Original CMR” definition is applied, i.e. the maximum allowed mode is continuously resent in CMR in every frame (packet).
Some vendor A uses CMR=15 in meaning 1) and sends a CMR=/=15 only “on demand”, i.e. only if the maximum mode limit has to be changed. 
Example  A 
CMR(A) = 7 - 15 - 15 - 15 - 4 - 15 - 15 - 15 - 2 - 15 - 15 - 15 has for him the same meaning as


CMR(O) = 7 -   7 -    7 -   7 - 4 -   4 -   4 -   4 - 2 -    2 -    2 -   2.
This version A has problems with transmission errors. If  a CMR=/=15 is lost, then it takes sometime a long time, until that error is noticed:
Example A’
CMR(A) = 7 - 15 - 15 - 15 - 2 - 15 - 15 - 15 - 4 - 15 - 15 - 15 is understood by the CMR-Receiver as
CMR(O) = 7 -   7 -   7 -   7 - 7 -   7 -   7 -   7 -  4 -    4 -   4 -   4.
Theoretically it can take minutes, until the error is corrected, very hard to debug! It can lead to silent calls.
Some vendor B sends CMR=15 in every second RTP packet on AoIP from/to GERAN.
Example 
CMR(B) = 7 - 15 - 7 - 15 - 4 - 15 - 4 - 15 - 2 - 15 - has for him the same meaning as


CMR(O) = 7 -  7 -  7 -   7 - 4 -   4 -  4 -   4 - 2 -   2 - ...
So this application is somewhere in between “on demand” and “permanent repetition”.
Vendor B understands CMR as in meaning 1).

Some vendor C sends CMR=15 in meaning 2), as “have no preference”.
Example 
CMR(C) = 15 - 15 - 15 - 15 - 4 - 15 - 4 - 15 - 2 - 15 - has for him the same meaning as


CMR(O) = 7 -   7 -     7 -    7 - 4 -   7 - 4 -   7 - 2 -   7 - ...

But what means “have no preference” exactly? 
Does it relate to the highest Codec Mode of the Codec Type? 
This would be mode 7 for AMR and mode 8 for AMR-WB.

Or is it the highest mode of the negotiated mode-set? 
In case of AMR-WB(mode-set=0,1,2) this would then be mode 2 and 

in case of AMR-WB(mode-set=0,1,2,3,4,5,6,7,8) this would be mode 8.
Is that reasonable? The meaning of CMR=15 would change with the negotiated mode-set?

Since “have no preference” is not specified anywhere, it was necessary observe the implementation of vendor C in different scenarios and it turned out that this vendor C uses CMR=15 as exact replacement of CMR=7 (in case of AMR) and of CMR=8 in case of AMR-WB.
CMR=15 occurs only in mode-set=0,2,4,7 or mode-set=0,2,5,7 or mode-set=7. 

It does not occur in mode-set=0,2,4 or mode-set=0,2 in vendor C’s implementations. 

In case of mode-set=0,2,4 one could expect that “have no preference” would mean: mode 4 is allowed, i.e. CMR=15 == CMR=4. But that was never observed.
Same in AMR-WB(mode-set=0,1,2): CMR=15 was never observed there.

Clearest and simplest is the originally intended use of CMR as continuously repeated feedback of the maximum allowed mode, as specified for GERAN. 
The proposal here is therefore twofold:

a) CMR=15 in the meaning “have no preference” should not be used any longer! 
Not in CS-networks (see SA4-150328) and not in MTSI (see S4-150330).
Instead a CMR with value ‘15’ shall always mean that no mode request is present in this packet!

b) CMR=15 should be avoided completely in RTP packets. 
Instead in every RTP packet the CMR-field should be set and used as endless repetition of the maximum allowed mode, i.e. in the original meaning. 
THIS endless repetition of the maximum mode is always compatible to all other implementations:
it can never be misunderstood! 
It has furthermore the big advantage that transmission errors are quickly healed. 
Also the handling of the Initial Codec Mode (ICM), i.e. the start-up of a session or during Handover is much simpler (not further detailed here).
Remark: “Wireshark” uses the code-point CMR=15 in the meaning “No mode request”.
3 What does TS 26.114 specify for CMR=15?

Begin of first cite from TS 26.114
7.5.2.1.2
Default operation

>>>> snip <<<

The adaptation of codec mode, aggregation and redundancy is defined in clause 10.2. The MTSI client in terminal should indicate that no mode request is present (i.e. value 15) in the CMR bits in the AMR payload format [28], unless inband CMR is used for rate adaptation. 
End of first cite from TS 26.114.

Begin of second cite from TS 26.114:

7.5.2.1.6
Initial codec mode for AMR and AMR-WB

>>>> snip <<<

The rate control information can either be: a CMR with a value other than ‘15’ in the RTP payload; or a CMR with a value other than ‘15’ in an RTCP_APP message (see Clause 10.2.1).

NOTE:
A CMR with a value of ‘15’ means that no mode request is present [28].
End of second cite from TS 26.114.

Begin of third cite from TS 26.114:

10.2.1.5
Codec Mode Request

RTCP_APP_CMR: Codec Mode Request
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Figure 10.5: Codec mode request

>>>> snip <<<

When the MTSI MGW has an interworking session with a circuit-switched (CS) system using transcoding and requests mode adaptation, the MTSI MGW should transmit CMR in an RTCP_APP_CMR, unless specified otherwise in Clause 7.3.2, and should set the CMR in the AMR payload to 15 (no mode request present [28]).
>>>> snip <<<

The value 15 (no mode request present [28]) shall be used in the CMR bits in the AMR payload towards the PS side if on the CS side no mode request has been received and if the MTSI media gateway has no preference on the used codec mode. 

End of third cite from TS 26.114.
In most places in TS 26.114 “A CMR with a value of ‘15’ means that no mode request is present” is used, just the last half-sentence in the third cite is misguiding. 

This should be clarified in TS 26.114.
4 Misunderstanding of NO_DATA in RFC 4867

Begin of second cites from RFC 4867:
The codec mode request received in the CMR field is valid until the

next codec mode request is received, i.e., a newly received CMR value

corresponding to a speech mode, or NO_DATA overrides the previously

received CMR value corresponding to a speech mode or NO_DATA.

>>> snip <<<
If receiving a payload with a CMR value that is not a speech mode or
NO_DATA, the CMR MUST be ignored by the receiver.
End of second cites from RFC 4867:

It seems here is a simple misunderstanding of the term “NO_DATA”.
As can be seen from the first cite from RFC 4867: there is no CMR-code-point for NO_DATA specified!

TS 26.101 defines the “Frame Type” for AMR, indicating how (in which mode) the frame was encoded.
Begin of cite from TS 26.101:
Table 1a: Interpretation of Frame Type, Mode Indication and Mode Request fields

	Frame Type

	(Codec) Mode Indication
	(Codec) Mode Request
	Frame content (AMR mode, comfort noise, or other)

	0
	0
	0
	AMR 4,75 kbit/s 

	1
	1
	1
	AMR 5,15 kbit/s 

	2
	2
	2
	AMR 5,90 kbit/s 

	3
	3
	3
	AMR 6,70 kbit/s (PDC-EFR)

	4
	4
	4
	AMR 7,40 kbit/s (TDMA-EFR)

	5
	5
	5
	AMR 7,95 kbit/s 

	6
	6
	6
	AMR 10,2 kbit/s 

	7
	7
	7
	AMR 12,2 kbit/s (GSM-EFR)

	8
	-
	-
	AMR SID

	9
	-
	-
	GSM-EFR SID

	10
	-
	-
	TDMA-EFR SID 

	11
	-
	-
	PDC-EFR SID

	12-14
	-
	-
	For future use

	15
	-
	-
	No Data (No transmission/No reception) 


End of cite from TS 26.101.
No_Data is a Frame Type; it indicates that there is no speech payload in this frame. By pure coincidence No_Data has the code-point-value 15 and this is the same as the code-point-value for “No CMR present”, which was invented by IETF years later. 
The authors of RFC 4867 obviously equalled “No CMR present” = 15 = “No_Data”, but that leads to misconceptions.
So the sentences in RFC 4867 must be understood as

“The codec mode request received in the CMR field is valid until the

next codec mode request is received, i.e., a newly received CMR value

corresponding to a speech mode in a Speech or SID or NO_DATA packet overrides the previously received CMR value corresponding to a speech mode.

“If receiving a payload (for AMR) with a CMR value that is not a speech mode (0...7) and not “No CMR present” (15), the CMR MUST be ignored by the receiver, because there was obviously a transmission error.”

Correct is that a packet with an AMR Speech frame packet (FT = 0...7) or a SID frame (FT=8) or a No_Data frame (FT=15) may carry any CMR value out of CMR = {0...7, 15}. 
Equivalent statements hold for AMR-WB: CMR out of CMR = {0...8, 15}.
5 Misunderstanding of the duty of the media-sender in RFC 4867

Begin of third cite from RFC 4867:
The encoder (within the media-sender) SHOULD follow a received codec mode request, 
but MAY change to a lower-numbered mode if it so chooses, for example, to

control congestion.

End of third cite from RFC 4867.


This sentence is obviously misguiding. Several implementations in MTSI clients are observed, where the media-sender did NOT follow the received CMR at all! Other VoLTE UEs followed the CMR, but only after several repetitions. These implementations may lead to severe call impairments, with total silence on the other end in the worst case.

Correct is: 
The encoder within the media-sender SHALL follow as soon as possible every received CMR and obey it as the maximum allowed codec mode for media encoding. Lower modes out of the negotiated mode-sets are allowed. 
Some expressed the opinion that a “mode-upgrade” shall be executed slower, with delay, then a “mode-downgrade”, but this is NOT according to the original AMR Rate Control concept. It is not in the hands of the UE to decide, how to upgrade or downgrade. It is the whole rate control loop, mainly the network between the UEs, that determines the maximum mode to be used in each direction. The UEs have not enough insight to decide on their own. They have their role, but they shall follow CMRs as soon as possible.
AMR Rate Control defines some side conditions, how a codec mode should be changed (e.g. only every second speech frame and only to neighbouring modes in the mode-set).
Note: The MTSI client may have excellent access conditions on its local side, but these are no criterion at all to ignore a received CMR! The other end, or any link within the speech path, may have mode restrictions and MUST rely that its CMR is immediately obeyed by the media-sender.
Most important scenarios are handovers on the remote end, e.g. from FR_AMR(mode-set=0,2,4,7) to HR_AMR(mode-set=0,2,4, 8), or SRVCC, e.g. from AMR-WB() to AMR-WB(mode-set=0,1,2).

If the CMR is not followed in these cases with highest priority, then the speech interruption in the remote downlink may be rather long – unacceptably long!
6 Misconception in TR 23.717 (SETA)
See also documents S4-150333 (Continuation of SETA (SRVCC Enhancements for Transcoding Avoidance) in SA4) and S4-150334 (Revised WID for SRVCC Enhancements for Transcoding Avoidance).
These unclear formulations in RFC 4867 led to a misconception in TR 23.717-100 “Study on SRVCC enhancements for Transcoding Avoidance” (SETA).

Begin of cite from TR 23.717:
NOTE 1:
RFC 4867 sets only a recommendation for the receiver to follow the Codec Mode Request
 

sent via RTP.

End of cite from TR 23.717.
As a consequence of this NOTE 1 SA2 questioned the functionality of the “Pre-SRVCC Mode Control” as described in “Solution 1” of the TR.
But this is a misunderstanding, based on a misinterpretation of these unclear statements in the RFC. 
A correct Note 1’ in TR 23.717 must read:

NOTE 1’:
The encoder within the media-sender SHALL follow as soon as possible every received
 Codec Mode Request and obey it as the maximum allowed codec mode for media encoding. Lower modes out of the negotiated mode-sets are allowed. 
This is not only important for SRVCC, but for any IMS<=>CS interworking. 


With that correct NOTE 1’ it becomes clear that the ATGW can take substantial advantage for SRVCC from AMR-WB(), i.e. all modes allowed, to AMR-WB(mode-set=0,1,2), as deployed in CS-networks, if it is informed well in time – before the SRVCC is actually performed. Then the ATGW can send CMR=2 towards the remote VoLTE UE and this falls back to AMR-WB(12.65) (long) before the ATGW switches from the LTE access to CS-access. Actual measurements show that the speech interruption time for this kind of SRVCC can be kept below 200ms, if the Target MSC informs the ATCF/ATGW well in time.
It is suggested that SA4 sends a LS to SA2 to explain the issue.
It is suggested that SA4 continues the SETA WID, because there are more aspects that fall into the Terms of Reference of SA4.

7 Statements on NO_DATA frames in RFC 4867
Begin of cite from RFC 4867:
Note that packets containing only NO_DATA frames SHOULD NOT be

transmitted in any payload format configuration, except in the case

of interleaving. Also, frame-blocks containing only NO_DATA frames

at the end of a packet SHOULD NOT be transmitted in any payload

format configuration, except in the case of interleaving. The AMR

SCR/DTX is described in [6] and AMR-WB SCR/DTX in [7].
End of cite from RFC 4867.

In CS-application (AoIP and NBoIP) as well as in MTSI and VoLTE it is sometimes very helpful to send a spontaneous NO_DATA packet with a specific CMR value. One example is SRVCC from AMR-WB() to AMR(mode-set=0,1,2). 

Here the ATGW can send an inserted RTP packet (or a series of these) with NO_DATA payload, with CMR=2, in the case that the local VoLTE UE is in DTX mode, i.e. sending only SID Frames every 160ms. As long as a continuous flow of speech frames is present from the local UE towards the remote UE these can be used to “hijack” the CMR=8 (or CMR=15)  and reduce it to CMR=2 (or lower) for Pre-SRVCC mode control”. But in speech pauses the worst case woudl be that a SID frame just passed and the next will come in 160ms and so the speech interruption would grow from below or about 200ms to below or about 360ms.

TS 26.114 shall encourage the sending of NO_DATA for the purpose of fast Rate Control. 
This is important, because GSMA is against AVPF, i.e. against the intensive usage of RTCP.[image: image2.png]
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