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1 Introduction
During SA4#82 3GPP SA4 agreed on the DASH-IF content protection technologies as the baseline for ad insertion in 3GPP DASH. During this meeting 3GPP SA4 received an LS from DASH-IF in S4-150434 providing the DASH-IF Interoperability Points for version 3.0 In S4-150418, the IOPs and features and their relation is presented. 
As content protection is a relatively new issue in 3GP-DASH, it is considered to study the documentation in DASH–IF in section 7 in detail. In general it is proposed to adopt:
· Common Encryption of NAL structure video and other media data with AES-128 CTR mode

· Support for decryption of a single Representation by multiple DRM systems

· Key rotation (changing media keys over time)

· XML syntax for expressing a default KID attribute and pssh element in MPDs

2 Proposal
It is proposed to study the text in DASH-IF section 7 in detail and adopt the relevant aspects to ensure an interoperable service. Adequate CRs will be provided to the next meeting.
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