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1 Introduction
The Work Item on Enhanced DASH (eDASH) [1] was agreed at the SA4#80 meeting and approved at SA#65 meeting. This Work Item contains in particular two objectives relating to operator control of DASH and use of proxy caches:

For Operator control of video streaming services additional optimizations may be considered. In case 3GPP SA WG 2 WG decides to provide UPCON related signalling that is made available to Application Functions/PSS server, we may revisit the details of the signalling and analyse if this information may be useful for the PSS server or the DASH client to improve DASH operation. The benefit of signalling events of MPD updates will be investigated in this context. Also, if the operator decides to send DASH content over a non-GBR bearer initially, it may be useful to initiate QoS update procedure with GBR QoS parameter once the network gets more loaded. The feasibility of this option requires further clarification with 3GPP SA WG2.

Support of methods to address optimized DASH Operation with network proxy caches as well as services for caching of DASH content at UE functions. Solutions provided by ISO/MPEG as part of their Core Experiment on SAND (Server And Network assisted DASH) will be considered in this context.

This document follows up on the proposal made at SA4#81 in Tdoc S4-141213 [5] to fulfill these objectives. It is prolonged such that it follows the principles and tools of the SAND/DANE framework as suggested during SA4#81.
2 Introduction
TS 26.233 [2] describes the high level architecture of 3GP-DASH in the figure below.
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Figure 1e System Architecture for Dynamic Adaptive Streaming over HTTP (3GP-DASH) – from [2]
For 3GP-DASH services over HTTP, the PSS server is typically a CDN node. I.e. the PSS server in the architecture can actually be implemented as a proxy server. Operators offering 3GP-DASH services to their customers have the choice of deploying further proxy cache functions in their network to further optimize transport of the content towards their customers.

The reason to deploy these further proxy cache functions is that certain knowledge about the access network might be accessible that would help in operating the service. Such knowledge that is not accessible to the CDN nodes outside the operator’s network, nor known to the DASH client in the UE. Several examples were discussed in the past and we could list the following:

· Maximum allocated bitrate per users

· Number of 3GP-DASH users in the area

· Knowledge of network load in the area

· User Subscription information

· Regulation and policies

This list is not limited and does not need to be specified. What is important is that the operator may wish to operate a proxy server to obtain some control over which representations are actually fetched by 3GP-DASH Clients in UEs because the UE is not necessarily aware of the above parameters in its representation selection.

TR 26.938 [3] Clause 6.13 “Use Cases for DASH Operation with Network Proxy Caches” suggests methods to obtain some level of control:

· Bandwidth Throttling: the network can modify the bitrate of the DASH session by applying regular TCP congestion control methods (delay and packet-losses).

· Bandwidth throttling is an efficient method to limit maximum bitrates being used. But it incurs some delays to establish the wanted bandwidth. Also, it does not guarantee that a certain representation that may already be in cache is requested.

· Use of GBR bearers.

· The use of GBR bearers guarantees the bandwidth and QoS of service and protects the users from best effort web traffic. 

· Use of events to signal

· Preferred Representation: the DASH client is instructed to switch to an alternative representation

· Available Bandwidth
The TR also indicates several gaps to achieve enhanced DASH:

The proxy cache has no ability to provide proactive (prior to the request) or reactive (as a response to the request) information to the DASH client about the Representations/Segments that are available on the proxy server and the ones that are available at the origin server.

The TR also recommends that any additional signalling that is proposed be compatible with HTTP 1.1 and existing HTTP cache implementations in a sense that existing HTTP caches will ignore that additional signalling.
We propose a solution to fill this gap and bring even further enhancements. 
3 Directing a DASH client to alternative content 
We propose that the PSS/DASH servers and proxy caches are allowed, under certain conditions, to respond to HTTP requests from the DASH client with the preferred representation, i.e. a different representation than originally requested. 

At SA4#81 it was agreed for DASH over MBMS mechanisms in TR 26.946 [6] to direct a DASH client to MBMS alternative content. It was commented that the same principles should apply for unicast rather than using an extension based on Server-driven Negotiation of HTTP 1.1 (RFC2616 [4]). Here an outlined of the proposal to re-use the same mechanisms as in [6] but in a unicast context. 
· The local MBMS Client proxy is a PSS/DASH server/proxy acting as a DANE server.
· The proxy can respond indicating another representation than the one requested by sending a 303 response with content location set to the alternative segment 

· It can use the SAMMO messages to force the client to request these alternates.

One set of conditions is that the acceptable alternative representation would be required to have same segment timing, and be within the decoding requirements of the originally requested representations. The alternative representation should belong to the same adaptation set, be based on the same initialization segment for the alternative representation and contain the same expected content e.g. language. Finally, the DASH client should be capable of handling these alternative responses.
Below we review the language of the TR 26.946 [6] and how it is adapted to unicast cases.
7.2.5.2.2              Same Resource

Here, it is assumed that the DASH client requests Segments whose Representation is known by the PSS server/proxy to be cached e.g.  http://example.com/v1024/340.m4s. 
Furthermore, it is assumed that each Segment request occurs after that Segment has been cached
7.2.5.2.3              Alternative Content

Under the same conditions as in clause 7.2.5.2.2, if the DASH client requests a unicast Representation, e.g.  http://example.com/a64/340.m4s, but because the http://example.com/a128/340.m4s is offered as alternative content, the PSS server may also respond with this resource. However, to avoid potential caching issues, preferably a 303 response may be issued with Content-Location set to http://example.com/a128/340.m4s. 
Along with this request the PSS server may provide an extension header X-3GPP-SAMMO pointing to a document that contains the following information

<SAMMO>

<Status baseURL="http://example.com/a128">

     <ResourceStatus status="cached"/>
</Status>

<Status baseURL="http://example.com/a64">

     <ResourceStatus status="available"/>
</Status>

</SAMMO>

If the DASH client continues to request unicast-delivered resources, and the PSS server/proxy wishes to force the DASH client to only access cached resources, it will provide a 300 response with the following message body. 

<SAMMO>

<Status baseURL="http://example.com/a128">

     <ResourceStatus status="cached"/>
</Status>

<Status baseURL="http://example.com/a64">

     <ResourceStatus status="unavailable"/>
</Status>

</SAMMO>

The 300 message does not contain the ‘Location’ response header which, if used, may cause the DASH client to automatically (transparently) follow the URL in that header in performing the subsequent retrieval request.
This 300 response can also be made such that no specific preferred resources are signaled.










7.2.5.2.5              Persistence of the 300 Redirection

In typical HTTP operation, the user agent is not expected to retain the metadata such as URI reference(s) contained in the 300 response for resource requests beyond the corresponding redirected request.  In other words, the redirected request based on the URI reference(s) returned in the 300 redirection is only applicable to the resource presently sought.  In the case that the ResourceStatus message is sent in the 300 response with @status = "unavailable", the DASH client is expected to understand that it should no longer continue to request the originally requested resource.  The DASH client should therefore continue to use one of the alternative resources for future Segment requests unless/until another 300 redirection is received (which may include the appropriate SAMMO message that causes the DASH client to make a change in the requested Representation).
4 Proposal

The proposal is for SA4 to adopt the principles in clause 3 for eDASH.
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