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1 Introduction

This contribution describes an issue that the Qualcomm eMBMS implementation team has found in the current deployment guidelines for partial file delivery from MBMS client to the DASH client, as described in TR 26.946 [1], Section 7.2.3, and a proposed mean for resolution.  Specifically, instead of sending duplicate byte-range values in the Range header of the GET or partial-GET request by the DASH client to indicate its willngness to accept an incomplete or partially recovered file, it is proposed that a 3GPP-defined HTTP extension header pertaining to partial file delivery be used.  The reason for the change is that while the duplicate byte-range indication could be properly interpreted by the MBMS client when mediating DASH client’s content request for a DASH-over-MBMS service, this cannot be ensured when the DASH client interacts directly with a network-resident content server.  In testing, we have found that typical Internet Web servers, when detecting an HTTP request carrying duplicate byte-range values in the Range header, sends back multipart/byteranges and repeat the same content twice in the HTTP response.  Such behavior is wasteful of unicast network bandwidth.

Our proposed means for resolution is to introduce a 3GPP-defined HTTP extension header in the 3GPP DASH spec, TS 26.247, for the interaction between the DASH client and the DASH server.  Presence of such extension header in the HTTP request indicates the willingness of the DASH client to receive an incomplete file/Segment from the server.  Appearance of the extension header in the HTTP response is an indication by the server that the returned content represents an incomplete portion of the nominal resource identified in the request.  We believe that such normative solution mechanism does not belong in an informative document such as TR 26.946.  Instead, TS 26.247 appears to be the appropriate target specification as compared to, for example, TS 26.346, because the proposed solution framework should apply generically to DASH content request/response, i.e., it is not limited to MBMS delivery of DASH-formatted content. 
2 Detailed Discussion
The current recommendation in TR 26.946 [1] on the use of duplicate byte ranges in the HTTP request for signaling DASH client’s willingness to accept partial file in the response, seems to suffice when it is assumed that the MBMS client always acts as the intermediary in processing DASH client’s requests for content.  That will be the case when the DASH client requests a Segment that is known by the MBMS client to be delivered on the MBMS bearer.  By detecting the presence of the duplicate byte range(s) in the request, the MBMS client will deliver partially recovered files/Segments to the local HTTP cache instead of dropping an incomplete file due to non-correctable errors in content reception.  Depending on the UE-specific implementation, the duplicate range in the request may be discarded by the MBMS client when it forwards the HTTP request to the local HTTP cache/server.  However, the currently defined guidelines are non-ideal and potentially problematic for other operational scenarios, which are described below.

2.2 Unicast Delivery of DASH-over-MBMS Service
Continuing with the previous example of a DASH-over-MBMS service, but consider the case that the requested content, as either the same or one or more alternative Representations, is delivered on the unicast bearer, and assume that the UE is outside MBMS coverage area.  In this situation, the MBMS client may send a 300 or 303 redirection to the DASH client including information on the alternative resource location(s), causing the DASH client to send a redirected request, over the unicast network, to a network-based HTTP server.  However, unlike the case whereby the request is received by an MBMS-capable UE, which can be ensured to contain a modified HTTP stack that understands the syntax and semantics of the duplicate byte-range(s), a network-based HTTP server on which the redirected request terminates cannot be guaranteed to perform the same way. The network HTTP server is more likely to implement the standard HTTP/1.1 protocol as defined in RFC 2616 [2], which does not include the duplicate byte-range syntax/semantics as defined in TR 26.946.  For example, we have found that a number of Web sites will return duplicates of the requested content in byte-range form via a multipart message body.  Such response mode is obviously inefficient in utilizing the relatively scarce unicast network capacity.  It is also possible that other Internet HTTP servers may return an error code such as a 404/Not Found response, which would be even more problematic as compared to returning the content in duplicate.
It should be noted that implementation of the MBMS client could be made such that it always acts as an HTTP proxy for forwarding content requests to either the internal HTTP server/cache, or the network-based server.  In other words, the MBMS client could be designed to always delete the redundant byte range(s) when sending the request to the content server, thereby avoiding the problem cited above.  However, this would mandate a specific implementation of the MBMS client for the DASH-over-MBMS service operation, which we believe would be overly-prescriptive/restrictive.
2.3 Unicast DASH Streaming
For accessing a DASH Media Presentation strictly available over the unicast network, the MBMS client in the UE is not activated/involved in the Segment request/response operation between the DASH client and the network DASH server.  Assuming that the DASH client is unaware of the transport/access mode, it will send the duplicate byte-range in the HTTP request as long as it is willing to accept partial file content from the server.  This means for unicast DASH streaming services, the original HTTP request will be passed unfiltered, from the UE toward the network.  Such operation would again present the potential problem of duplicate byte-range(s) as seen by network-based servers which do not understand the intended semantics.

3 Proposed Solution Mechanism and Way Forward
It is proposed that in place of the current implementation guidelines in TR 26.946 for partial file delivery, that a 3GPP-defined extension header be specified in TS 26.247, to enable the signaling of partial file reception interest/willingness by the DASH client, as well as such partial file delivery mode in the HTTP response from the server.  The proposed 3GPP extension header for partial file delivery is described by the CR in Tdoc S4-141196 [3].  This method would avoid the potential pitfalls of the currently proposed mechanism in TR 26.946, especially since an HTTP server which doesn’t recognize the 3GPP header would simply ignore it, in accordance to RFC 2616.  We have also already defined 3GPP extension headers for MooD, so doing so for signaling partial file delivery has clear precedent.
Assuming SA4 agreement in principle to use the 3GPP-defined HTTP extension header on partial file delivery, and subsequent agreement on the normative specification of such extension header in TS 26.247, the current description in Section 7.2.3 of TR 26.946 will be amended by simply containing a reference to the related text in TS 26.247.  It is also proposed that such changes to both TS 26.247 and TR 26.946 apply to both Rel-11 and Rel-12 versions of those documents.
4 Proposal
It is proposed that SA4 discuss and agree on the described rationale and methodology for modifying the existing defined means to signal partial file/Segment delivery to/from the DASH client in TR 26.946.  In addition, SA4 should review the proposed solution for the HTTP extension header to signal partial Segment delivery, as described in the CR of Tdoc S4-141196 [3].
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