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[bookmark: _Toc357500004]Scope
The scope of the interoperability points defined in this document is to provide basic support for high-quality video distribution over the top. Both live and on-demand services are supported. Extensions for improved audio-visual experience are defined.
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[bookmark: _Toc357500006]The version 2.5 of the document is intended for internal review. Comments are expected to be submitted latest by August 10, 2014 here:
· https://github.com/Dash-Industry-Forum/DASH-IF-IOP/issues or
· [bookmark: _GoBack]dashif+iop@groupspaces.com
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[bookmark: _Toc357500009]Acronyms, abbreviations and definitions
For acronyms, abbreviations and definitions refer to ISO/IEC 23009-1 [1].
In addition, the following abbreviations and acronyms are used in this document: 
AAC		Advanced Audio Coding
AVC 		Advanced Video Coding
DRM		Digital Rights Management
DTV		Digital Television
FCC 		Federal Communications Commission
GOP		Group-of-Pictures
HD		High-Definition
HDMI		High-Definition Multimedia Interface
KID		common Key IDentifier
IDR		Instantaneous Decoder Refresh
PCM		Pulse Code Modulation
PPS		Picture Parameter Set
PS		Parametric Stereo
SBR		Spectral Band Replication
SD		Standard Definition
SMPTE	Society of Motion Picture and Television Engineers
SPS		Sequence Parameter Set
TT		Timed Text
TTML		Timed Text Markup Language	
 
[bookmark: _Toc357500010][bookmark: _Toc268757239]Introduction
This document defines DASH-IF's interoperability points. The document includes interoperability points of different versions of this document.
The scope of the initial DASH-AVC/264 interoperability point as issued in version 1 is the basic support high-quality video distribution over the top. Both live and on-demand services are supported. It is expected that the client supports at least 
· presentation of progressive high-definition video up to 720p (based on H.264/AVC [5][6] Progressive High Profile),
· presentation of stereo audio (based on HE-AAC v2 Profile [9]),
· support of basic subtitles (based on ISO/IEC 14496-30 [21]), 
· basic support for encryption/DRM (based on ISO/IEC 23001-7 [22]).
In addition, it is recognized that certain clients may only be capable to operate with H.264/AVC Main Profile. Therefore content authors may provide and signal a specific subset of DASH-AVC/264 by providing a dedicated interoperability identifier referring to a standard definition presentation. This interoperability point is defined as DASH-AVC/264 SD.
In the second version of this document, the following extensions are defined 
· HD video (up to 1080p) 
· several multichannel audio extensions. 
In the third version this document, extensions to support HD video (up to 1080p) with HEVC 0are defined. In addition, the third version adds additional requirements and details on DASH-IF IOPs.
This version of the document defines the Interoperability Points as documented in Table 1. The version in which each Interoperability Point was added is also provided in Table 1.
[bookmark: _Ref238010194][bookmark: _Toc230361508][bookmark: _Toc268757362]Table 1 Interoperability Points and Extensions defined in this document
	Interoperability Point or Extension
	Identifier
	Version
	Section

	DASH-AVC/264
	http://dashif.org/guidelines/dash264
	1.0
	6.1.3

	DASH-AVC/264 SD
	http://dashif.org/guidelines/dash264#sd
	1.0
	6.2.3

	DASH-AVC/264 HD 
	http://dashif.org/guidelines/dash264#hd
	2.0
	6.3.3

	DASH-IF multichannel audio extension with Enhanced AC-3
	http://dashif.org/guidelines/dashif#ec-3
	2.0
	8.4.2.3

	DASH-IF multichannel extension with Dolby TrueHD
	http://dashif.org/guidelines/dashif#mlpa
	2.0
	8.4.2.3

	DASH-IF multichannel audio extension with DTS Digital Surround
	http://dashif.org/guidelines/dashif#dtsc
	2.0
	8.4.3.3

	DASH-IF multichannel audio extension with DTS-HD High Resolution and DTS-HD Master Audio
	http://dashif.org/guidelines/dashif#dtsh
	2.0
	8.4.3.3

	DASH-IF multichannel audio extension with DTS Express
	http://dashif.org/guidelines/dashif#dtse
	2.0
	8.4.3.3

	DASH-IF multichannel extension with DTS-HD Lossless (no core)
	http://dashif.org/guidelines/dashif#dtsl
	2.0
	8.4.3.3

	DASH-IF multichannel audio extension with MPEG Surround 
	http://dashif.org/guidelines/dashif#mps
	2.0
	8.4.4.3

	DASH-IF multichannel audio extension with HE-AACv2 level 4
	http://dashif.org/guidelines/dashif#heaac-mc51
	2.0
	8.4.5.3

	DASH-IF multichannel audio extension with HE-AACv2 level 6
	http://dashif.org/guidelines/dashif#heaac-mc71
	2.0
	8.4.5.3

	DASH-HEVC/265 
	http://dashif.org/guidelines/dash265
	3.0
	7.1.3

	DASH-HEVC/265 1080p 8bit
	http://dashif.org/guidelines/dash-265#1080p8
	3.0
	7.2.3

	DASH-HEVC/265 1080p 10bit
	http://dashif.org/guidelines/dash-265#1080p10
	3.0
	7.3.3


Test cases and test vectors for DASH-AVC/264 Interoperability Points are defined in [24]. The conformance and reference software for DASH-AVC/264 Interoperability Points is defined in [25] (based on the MPEG conformance software [2]).
Additional IOPs and extensions may be defined in future versions of this document.
[bookmark: _Toc268757240]Updates for version 3
· Add an explicit statement in DASH-264/AVC to forbid time code wrap around
· Add latest DRM changes
· Define the terms SHALL; SHOULD; MUST
· Add statement on Trick Mode
· Add some statements on URI Signing
· Add some details on HTTP Usage
· Add DASH-265/HEVC
· Add CEA-608/708 in SEI messages in DASH-264/AVC
· Add Editorial updates
· Add additional issues as collected.
· Update references
· Refer to Live and Ad Insertion documents
· Change the audio requirements to should, Make reference to DVB spec and say that it is required there.
· Add a definition for the minimum buffer time computation
· Add a timing model and how the client can use it. It is relevant that certain content is converted from 24/7 live to on-demand and the time codes are arbitrary.
· the 'lmsg' brand for signaling the last segment is applied for any content with MPD@minimumUpdatePeriod present and the MPD@type="dynamic". 
· Changes to Dolby section as provided by Richard
[bookmark: _Toc268757241]Context and Conventions
[bookmark: _Toc268757242]Use of Key Words
[bookmark: _Toc268757243]Background
DASH-IF generally does not write specifications, but provides and documents guidelines for implementers to refer to interoperability descriptions. In doing so, the DASH-IF agreed to use key words in order to support readers of the DASH-IF documents to understand better how to interpret the language. The usage of key words in this document is provided below.
[bookmark: _Toc268757244]Key Words
The key word usage is aligned with the definitions in RFC 2119 [42], namely:
· SHALL:   This word means that the definition is an absolute requirement of the specification.
· SHALL NOT   This phrase means that the definition is an absolute prohibition of the specification.
· SHOULD This word means that there may exist valid reasons in particular circumstances to ignore a particular item, but the full implications must be understood and carefully weighed before choosing a different course. 
· SHOULD NOT   This phrase means that there may exist valid reasons in particular circumstances when the particular behavior is acceptable or even useful, but the full implications should be understood and the case carefully weighed before implementing any behavior described with this label.
· MAY:   This word means that an item is truly optional.  One vendor may choose to include the item because a particular marketplace requires it or because the vendor feels that it enhances the product while another vendor may omit the same item. 
These key words are attempted to be used consistently in this document, but only in small letters. 
[bookmark: _Toc268757245]Mapping to DASH-IF Assets
If an IOP document associates such a key word from above to a content authoring statement then the following applies:
· SHALL: The conformance software provides a conformance check for this and issues an error if the conformance is not fulfilled.
· SHALL NOT: The conformance software provides a conformance check for this and issues an error if the conformance is not fulfilled.
· SHOULD: The conformance software provides a conformance check for this and issues a warning if the conformance is not fulfilled.
· SHOULD NOT: The conformance software provides a conformance check for this and issues a warning if the conformance is not fulfilled.
· SHOULD and MAY: If present, the feature check of the conformance software documents a feature of the content.
If an IOP document associates such a key word from above to a DASH Client then the following applies:
· SHALL: Test content is necessarily provided with this rule and the reference client implements the feature.
· SHALL NOT: The reference client does not implement the feature.
· SHOULD: Test content is provided with this rule and the reference client implements the feature unless there is a justification for not implementing this.
· SHOULD NOT: The reference client does not implement the feature unless there is a justification for implementing this.
· MAY: Test content is provided and the reference client implements the feature if there is a justification this.
[bookmark: _Toc224722282][bookmark: _Toc357500011][bookmark: _Toc268757246]Definition and Usage of Interoperability Points
[bookmark: _Toc357500012][bookmark: _Toc268757247]Profile Definition in ISO/IEC 23009-1
MPEG DASH defines formats for MPDs and segments. In addition MPEG provides the ability to further restrict the applied formats by the definition of Profiles as defined on section 8 of ISO/IEC 23009-1 [1].  Profiles of DASH are defined to enable interoperability and the signaling of the use of features.
Such a profile can also be understood as permission for DASH clients that implement the features required by the profile to process the Media Presentation (MPD document and Segments).
Furthermore, ISO/IEC 23009-1 permits external organizations or individuals to define restrictions, permissions and extensions by using this profile mechanism. It is recommended that such external definitions be not referred to as profiles, but as Interoperability Points. Such an interoperability point may be signalled in the @profiles parameter once a URI is defined. The owner of the URI is responsible to provide sufficient semantics on the restrictions and permission of this interoperability point. 
This document makes use of this feature and provides a set of Interoperability Points. Therefore, based on the interoperability point definition, this document may be understood in two ways: 
· a collection of content conforming points, i.e. as long as the content conforms to the restrictions as specified by the IOP, clients implementing the features can consume the content.
· a client capability points that enable content and service providers for flexible service provisioning to clients conforming to these client capabilities.
This document provides explicit requirements, recommendations and guidelines for content authoring that claims conformance to a profile (by adding the @profiles attribute to the MPD) as well as for clients that are permitted to consume a media presentation that contains such a profile. 
[bookmark: _Toc357500013][bookmark: _Toc268757248]Usage of Profiles
A Media Presentation may conform to one or multiple profiles/interoperability points and conforms to each of the profiles indicated in the MPD@profiles attribute is specified as follows:
When ProfA is included in the MPD@profiles attribute, the MPD is modified into a profile-specific MPD for profile conformance checking using the following ordered steps:
1. The MPD@profiles attribute of the profile-specific MPD contains only ProfA.
2. An AdaptationSet element for which @profiles does not or is not inferred to include ProfA is removed from the profile-specific MPD.
3. A Representation element for which @profiles does not or is not inferred to include ProfA is removed from the profile-specific MPD.
4. All elements or attributes that are either (i) in this Part of ISO/IEC 23009 and explicitly excluded by ProfA, or (ii) in an extension namespace and not explicitly included by ProfA, are removed from the profile-specific MPD.
5. All elements and attributes that “may be ignored” according to the specification of ProfA are removed from the profile-specific MPD.
An MPD is conforming to profile ProfA when it satisfies the following:
1. ProfA is included in the MPD@profiles attribute.
2. The profile-specific MPD for ProfA conforms to ISO/IEC 23009-1
3. The profile-specific MPD for ProfA conforms to the restrictions specified for ProfA.
A Media Presentation is conforming to profile ProfA when it satisfies the following:
1. The MPD of the Media Presentation is conforming to profile ProfA as specified above.
2. There is at least one Representation in each Period in the profile-specific MPD for ProfA.
3. The Segments of the Representations of the profile-specific MPD for ProfA conform to the restrictions specified for ProfA.
[bookmark: _Toc357500014][bookmark: _Toc268757249]Interoperability Points and Extensions
This document defines Interoperability Points and Extensions. Both concepts make use of the profile functionality of ISO/IEC 23009-1. 
Interoperability Points provide a basic collection of tools and features to ensure that content/service providers and client vendors can rely to support a sufficiently good audio-visual experience. Extensions enable content/service providers and client vendors to enhance the audio-visual experience provided by an Interoperability Point in a conforming manner.
The only difference between Interoperability Points and Extensions is that Interoperability Points define a full audio-visual experience and Extensions enhance the audio-visual experience in typically only one dimension. 
Examples for the usage of the @profiles signaling are provided in Annex A of this document.
[bookmark: _Ref193281613][bookmark: _Toc357500015][bookmark: _Toc268757250]DASH-Related Aspects
[bookmark: _Toc357500016][bookmark: _Toc268757251]Scope
DASH-IF Interoperability Points use ISO base media file format based encapsulation and provide significant commonality with a superset of the ISO BMFF On-Demand and the ISO BMFF Live profile as defined in ISO/IEC 23009-1 [1], sections 8.3 and 8.4, respectively. DASH-IF IOPs are intended to provide support for on-demand and live content. The primary constraints imposed by this profile are the requirement that each Representation is provided in one of the following two ways
· as a single Segment, where Subsegments are aligned across Representations within an Adaptation Set. This permits scalable and efficient use of HTTP servers and simplifies seamless switching. This is mainly for on-demand use cases.
· as a sequence of Segments where each Segment is addressable by a template-generated URL. Content generated in this way is mainly suitable for dynamic and live services.
In both cases (Sub)Segments begin with Stream Access Points (SAPs) of type 1 or 2 [4], i.e. regular IDR frames in case of video. In addition, (Sub)Segments are constrained so that for switching video Representations within one Adaptation Set the boundaries are aligned without gaps or overlaps in the media data. Furthermore, switching is possible by a DASH client that downloads, decodes and presents the media stream of the come-from Representation and then switches to the go-to Representation by downloading, decoding and presenting the new media stream. No overlap in downloading, decoding and presentation is required for seamless switching of Representations in one Adaptation Set.
[bookmark: _Ref193175041][bookmark: _Toc357500017][bookmark: _Toc268757252]DASH features
[bookmark: _Toc357500018][bookmark: _Ref364156275][bookmark: _Toc268757253]Introduction
This section introduces the detailed constraints of the MPD and the DASH segments in a descriptive way referring to ISO/IEC 23009-1 [1]. The DASH-based restrictions have significant commonality with the ISO BMFF Live and On-Demand profiles from the MPEG-DASH specification. 
Specifically:
· Segment formats are based on ISO BMFF with fragmented movie files, i.e. (Sub)Segments are encoded as movie fragments containing a track fragment as defined in ISO/IEC 14496-12 [4], plus the following constraints to make each movie fragment independently decodable:
· Default parameters and flags shall be stored in movie fragments (‘tfhd’ or ‘trun’ box) and not track headers (‘trex’ box)
· The ‘moof’ boxes shall not use external data references, the flag ‘default-base-is-moof’ shall also be set (aka movie-fragment relative addressing) and data-offset shall be used, i.e. base-data-offset-present shall not be used (follows ISO/IEC 23009-1 [1]).
· Alignment with ISO BMFF Live & On-Demand Profiles, i.e. within each Adaptation Set the following applies
· Fragmented movie files are used for encapsulation of media data
· (Sub)Segments are aligned to enable seamless switching 
Beyond the constraints provided in the ISO BMFF profiles, the following additional restrictions are applied.
· IDR-like SAPs (i.e., SAPs type 2 or below) at the start of each (Sub)Segment for simple switching.
· Segments should have almost equal duration. The maximum tolerance of segment duration shall be ±50% and the maximum accumulated deviation over multiple segments shall be ±50% of the signaled segment duration (i.e. the @duration). Such fluctuations in actual segment duration may be caused by for example ad replacement or specific IDR frame placement. Note that the last segment in a representation may be shorter according to ISO/IEC 23009-1 [1].
Note: If accurate seeking to specific time is required and at the same time a fast response is required one may use On-Demand profile for VoD or the SegmentTimeline based addressing. Otherwise the offset in segment duration compared to the actual media segment duration may result in a less accurate seek position for the download request, resulting in some increased initial start-up. However, this problem is expected to be specific for only a small subset of applications. 
· If the SegmentTimeline the timing in the segment timeline shall be accurate and no constraints on segment duration deviation are added except the maximum segment duration as specified in the MPD. However, of the SegmentTimeline is used it should only be used in order to signal occasional shorter Segments (possibly caused by encoder processes) or to signal gaps in the time line. 
· only non-multiplexed Representations shall be used, i.e. each Representation only contains a single media component.
· Addressing schemes are restricted to
· templates with number-based addressing
· templates with time-based addressing
· subsegments with segment index. In this case either the @indexRange attribute shall be present. 
· In case multiple Adaptation Sets with @contentType='video' are offered, exactly one video Adaptation Set shall be signaled as the main one unless different Adaptation Sets contain the same content with different quality or different codecs. In the latter case, all Adaptation Sets with the same content shall be signaled as the main content. Signalling as main content shall be done by using the Role descriptor with @schemeIdUri=" urn:mpeg:dash:role:2011" and @value="main".
· The content offering shall adhere to the presence rules of certain elements and attributes as defined section 3.2.4.
It is expected that a client conforming to such a profile is able to process content offered under these constraints. More details on client procedures are provided in section 3.3.
[bookmark: _Toc357500019][bookmark: _Toc268757254]Media Presentation Description constraints
Definition according to ISO/IEC 23009-1
This section follows a description according to ISO/IEC 23009-1. In section 3.2.2.2, a restricted content offering is provided that provides a conforming offering.
NOTE: The term "ignored" in the following description means, that if an MPD is provided and a client that complies with DASH-AVC/264 removes the element that may be ignored, then the MPD is still complying with the constraints of the MPD as defined in ISO/IEC 23001-9, section 5. 
The Media Presentation Description shall conform to the following constraints:
1. The rules for the MPD and the segments as defined in ISO/IEC 23001-9, section 7.3, shall apply.
1. Representations with value of the @mimeType attribute other than xxx/mp4 with xxx={video, audio, application, text, subtitle} or application/xml+ttml may be ignored. Additional profile or codec specific parameters may be added to the value of the MIME type attribute. For details refer to specific parameters below.
1. The Subset element may be ignored.
1. The Period.SegmentList element shall not be present. 
1. If the AdaptationSet.SegmentList is present in an AdaptationSet element then this AdaptationSet element may be ignored.
1. If the Representation.SegmentList is present in a Representation element then this Representation element may be ignored.
1. An AdaptationSet with multiplexed media streams may be ignored, i.e. an AdaptationSet element with more than one ContentComponent element may be ignored. Note that the information present in the ContentComponent element may be added to the AdaptationSet element.
1. An AdaptationSet element not including the parameters as mandated in section 3.2.4 for an Adaptation Set may be ignored.
1. A Representation element not including the parameters as mandated in section 3.2.4 may be ignored.
1. If the MPD@type is equal to "static" and the MPD@profiles attribute includes "urn:mpeg:dash:profile:isoff-on-demand:2011" then 
9. AdaptationSet elements with AdaptationSet@subsegmentAlignment not present, or set to 'false' may be ignored.
9. Representation elements with a @subsegmentStartsWithSAP value absent, zero or greater than 2 may be ignored.
9. If the Representation element does not contain a BaseURL element then this Representation element may be ignored.
1. If the MPD@type is equal to "dynamic", then 
10. the MPD@profiles attribute shall include the signaling for the "urn:mpeg:dash:profile:isoff-live:2011"
1. if the MPD@profiles attribute includes "urn:mpeg:dash:profile:isoff-live:2011", then
11. AdaptationSet elements with AdaptationSet@segmentAlignment not present, or set to 'false' may be ignored.
11. Representation elements with a @startWithSAP value absent, zero or greater than 2 may be ignored.
11. The attribute MPD@maxSegmentDuration shall be present.
1. If a Period contains multiple Adaptation Sets with @contentType="video" then at least one Adaptation Set shall contain a Role element <Role schemeIdUri="urn:mpeg:dash:role:2011" value="main"> and each Adaptation Set containing such a Role element shall provide perceptually equivalent media streams.
[bookmark: _Ref265845257]Simple Restricted Content Offering
A conforming MPD offering based on the ISO BMFF Live Profile shall contain
· MPD@type set to static or set to dynamic.
· MPD@profiles includes urn:mpeg:dash:profile:isoff-live:2011
· One or multiple Periods with each containing one or multiple Adaptation Sets and with each containing one or multiple Representations.
· The Representations contain or inherit a SegmentTemplate with $Number$ or $Time$ Identifier.

A conforming MPD offering based on the ISO BMFF On-Demand Profile shall contain
· MPD@type set to static.
· MPD@profiles includes urn:mpeg:dash:profile:isoff-ondemand:2011
· One or multiple Periods with each containing one or multiple Adaptation Sets and with each containing one or multiple Representations.

[bookmark: _Toc357500020][bookmark: _Toc268757255]Segment format constraints
Representations and Segments referred to by the Representations in the profile-specific MPD for this profile, the following constraints shall be met:
1. Representations shall comply with the formats defined in ISO/IEC 23009-1, section 7.3.
1. In Media Segments, all Segment Index ('sidx') and Subsegment Index ('ssix') boxes, if present, shall be placed before any Movie Fragment ('moof') boxes.
1. If the MPD@type is equal to "static" and the MPD@profiles attribute includes "urn:mpeg:dash:profile:isoff-on-demand:2011", then 
15. Each Representation shall have one Segment that complies with the Indexed Self-Initializing Media Segment as defined in section 6.3.5.2 in ISO/IEC 23009-1.
1. Time Codes expressing presentation and decode times shall be linearly increasing with increasing Segment number in one Representation. In order to minimize the frequency of time code wrap around 64 bit codes may be used or the timescale of the Representation may be chosen as small as possible. In order to support time code wrap around, a new Period may be added in the MPD added that initiates a new Period in order to express a discontinuity.
[bookmark: _Ref202264221][bookmark: _Toc357500021][bookmark: _Ref202263416][bookmark: _Toc268757256]Presence of Attributes and Elements
Elements and attributes are expected to be present for certain Adaptation Sets and Representations to enable suitable initial selection and switching.
Specifically the following applies:
· For any Adaptation Sets with @contentType="video" the following attributes shall be present
· @maxWidth (or @width if all Representations have the same width)
· @maxHeight (or @height if all Representations have the same height) 
· @maxFrameRate (or @frameRate if all Representations have the same frame rate) 
· @par
Note: The attributes @maxWidth and @maxHeight should be used such that they describe the target display size. This means that they may exceed the actual largest size of any coded Representation in one Adaptation Set.
· For any Representation within an Adaptation Set with @contentType="video" the following attributes shall be present: 
· @width, if not present in AdaptationSet element 
· @height, if not present in AdaptationSet element 
· @frameRate, if not present in AdaptationSet element
· @sar
· For Adaptation Set or for any Representation within an Adaptation Set with @contentType="video" the attribute @scanType shall either not be present or shall be set to "progressive". 
· For any Adaptation Sets with value of the @contentType="audio" the following attributes shall be present
· @lang
· For any Representation within an Adaptation Set with value of the @contentType="audio" the following elements and attributes shall be present: 
· @audioSamplingRate, if not present in AdaptationSet element 
· AudioChannelConfiguration, if not present in AdaptationSet element
[bookmark: _Ref202264370][bookmark: _Toc357500022][bookmark: _Toc268757257]Dimension Constraints
No constraints are defined on MPD size, or on the number of elements. However, it should be avoided to create unnecessary large MPDs.
[bookmark: _Toc357500023][bookmark: _Toc268757258]Generic Metadata
Generic metadata may be added to MPDs based on DASH. For this purpose, the Essential Property Descriptor and the Supplemental Property Descriptor as defined in ISO/IEC 23009-1 [1], clause 5.8.4.7 and 5.8.4.8.
Metadata identifiers for content properties are provided here: http://dashif.org/identifiers.
However, it is not expected that DASH-IF clients support all metadata at http://dashif.org/identifiers unless explicitly required.
[bookmark: _Toc268757259]DASH Timing Model
General
According to ISO/IEC 23009-1, DASH defines different timelines. One of the key features in DASH is that encoded versions of different media content components share a common timeline. The presentation time of each access unit within the media content is mapped to the global common presentation timeline for synchronization of different media components and to enable seamless switching of different coded versions of the same media components. This timeline is referred as Media Presentation timeline. The Media Segments themselves contain accurate Media Presentation timing information enabling synchronization of components and seamless switching.
A second timeline is used to signal to clients the availability time of Segments at the specified HTTP-URLs. These times are referred to as Segment availability times and are provided in wall-clock time. Clients typically compare the wall-clock time to Segment availability times before accessing the Segments at the specified HTTP-URLs in order to avoid erroneous HTTP request responses. For static Media Presentations, the availability times of all Segments are identical. For dynamic Media Presentations, the availability times of segments depend on the position of the Segment in the Media Presentation timeline, i.e. the Segments get available over time. 
Figure 1 provides an overview of the different timelines in DASH and their relation. The diagram shows three Periods, each of the Periods contains multiple Representations (for the discussion it is irrelevant whether these are included in the same Adaptation Set or in different ones). 
Specifically, the following information is available in the MPD that relates to timing:
· MPD@availabilityStartTime: the start time is the anchor for the MPD in wall-clock time. The value is denoted as AST.
· Period@start: the start time of the Period relative to the MPD availability start time. The value is denoted as PS.
· Representation@presentationTimeOffset: the presentation time offset of the Representation in the Period, i.e. it provides the time of the presentation that is supposed to be rendered at the start of the Period. Note that typically this time is either earliest presentation time of the first segment or a value slightly larger in order to ensure synchronization. If larger, this Representation is presented with short delay with respect to the Period start.
In addition, with the use of the Representation@duration or Representation.SegmentTimeline the MPD start time for each segment and the MPD duration for each segment can be derived. For details refer to ISO/IEC 23009-1.
According to Figure 1, the AST is a wall-clock time. It provides an anchor to all wall-clock time computation in the MPD. The sum of the Period@start of the first Period and the AST provides the PST1 value in wall-clock time of the first Period. Each Representation is assigned a presentation time offset, either by the value of the attribute Representation@presentationTimeOffset or by default set to 0. 
[image: ]
[bookmark: _Ref265772703][bookmark: _Toc268757356]Figure 1 Overview Timing Model
Within a Representation, each segment is assigned an MPD start time and MPD duration according to ISO/IEC 23009-1. These two values can be computed from the MPD and provide approximate times for each segment that are in particular useful for random access and seeking.
In addition, each segment has an internal sample-accurate presentation time. Therefore, each segment has a media internal earliest presentation time EPT and sample-accurate presentation duration DUR.
For each media segment in each Representation the MPD start time of the segment should approximately be EPT - PTO. Specifically, the MPD start time shall be in the range of EPT - PTO - 0.5*DUR and EPT - PTO + 0.5*DUR according to the requirement stated above.
Each Period is treated independently. Details on processing at Period boundaries are provided in ISO/IEC 23009-1. One example is, that for time code wrap-around a new Period is added, that restarts at presentation time 0.
Static Media Presentations
For static media presentations, all segments shall be available at time AST. This means that a DASH client may use the information in the MPD in order to seek to approximate times.
Dynamic Media Presentations
For dynamic media presentations, segments get available over time. The latest time they shall be available is at the sum of PST (which is AST + Period@start), MPD start time and MPD duration. The latter is added in order to take into account that at the server a segment typically needs to be completed prior to its availability.
[bookmark: _Toc268757260]Bandwidth and Minimum Buffer Time
The MPD contains a pair of values for a bandwidth and buffering description, namely the  Minimum Buffer Time (MBT) expressed by the value of MPD@minBufferTime and bandwidth (BW) expressed by the value of Representation@bandwidth. The following holds:
· the value of the minimum buffer time does not provide any instructions to the client on how long to buffer the media. The value however describes how much buffer a client should have under ideal network conditions.  As such, MBT is not describing the burstiness or jitter in the network, it is describing the burstiness or jitter in the content encoding.  Together with the BW value, it is a property of the content.  Using the "leaky bucket" model, it is the size of the bucket that makes BW true, given the way the content is encoded.
· The minimum buffer time provides information that for each Stream Access Point (and in the case of DASH-IF therefore each start of the Media Segment), the property of the stream: If the Representation (starting at any segment) is delivered over a constant bitrate channel with bitrate equal to value of the BW attribute then each presentation time PT is available at the client latest at time with a delay of at most PT + MBT. 
· In the absence of any other guidance, the MBT should be set to the maximum GOP size (coded video sequence) of the content, which quite often is identical to the maximum segment duration. The MBT may be set to a smaller value than maximum segment duration, but should not be set to a higher value.
In a simple and straightforward implementation, a DASH client decides downloading the next segment based on the following status information:
· the currently available buffer in the media pipeline, buffer
· the currently estimated download rate, rate 
· the value of the attribute @minBufferTime, MBT
· the set of values of the @bandwidth attribute for each Representation i, BW[i]
The task of the client is to select a suitable Representation i.
The relevant issue is that starting from a SAP on, the DASH client can continue to playout the data. This means that at the current time it does have buffer data in the buffer. Based on this model the client can download a Representation i for which BW[i]  ≤ rate*buffer/MBT without emptying the buffer. 
Note that in this model, some idealizations typically do not hold in practice, such as constant bitrate channel, progressive download and playout of Segments, no blocking and congestion of other HTTP requests, etc.  Therefore, a DASH client should use these values with care to compensate such practical circumstances; especially variations in download speed, latency, jitter, scheduling of requests of media components, as well as to address other practical circumstances.
One example is if the DASH client operates on Segment granularity. As in this case, not only parts of the Segment (i.e., MBT) needs to be downloaded, but the entire Segment, and if the MBT is smaller than the Segment duration, then rather the segment duration needs to be used instead of the MBT for the required buffer size and the download scheduling, i.e. download a Representation i for which BW[i]  ≤ rate*buffer/max_segment_duration.
[bookmark: _Toc268757261]Trick Mode Support
Trick Modes are used by DASH clients in order to support fast forward, seek, rewind and other operations in which typically the media, especially video, is displayed in a speed other than the normal playout speed. In order to support such operations, it is recommended that the content author adds Representations at lower frame rates in order to support faster playout with the same decoding and rendering capabilities. 
However, Representations targeted for trick modes are typically not be suitable for regular playout. If the content author wants to explicitly signal that a Representation is only suitable for trick mode cases, but not for regular playout, it the following is recommended:
· add an Adaptation Set that that only contains trick modes Representations
· annotate the Adaptation Set with an EssentialProperty descriptor or SupplementalProperty descriptor with URI "http://dashif.org/guidelines/trickmode" and the @value the value of @id attribute of the Adaptation Set to which these trick mode Representations belong. The trick mode Representations must be time-aligned with the Representations in the main Adaptation Set. The value may also be a white-space separated list of @id values. In this case the trick mode Adaptation Set is associated to all Adaptation Sets with the values of the @id.
· signal the playout capabilities with the attribute @maxPlayoutRate in order to indicate the accelerated playout that is enabled by the signalled codec profile and level. 
If an Adaptation Set in annotated with the EssentialProperty descriptor with URI "http://dashif.org/guidelines/trickmode then the DASH client shall not select any of the contained Representations for regular playout.
[bookmark: _Ref193170416][bookmark: _Toc357500024][bookmark: _Toc268757262]Client Implementation Requirements and Guidelines 
[bookmark: _Toc268757263]Overview
The DASH-related aspects of the interoperability point as defined in section 3.2 can also be understood as permission for DASH clients that only implement the features required by the description to process the Media Presentation (MPD document and Segments). The detailed  DASH-related client operations are not specified. Therefore, it is also unspecified how a DASH client exactly conforms. This document however provides guidelines on what is expected for conformance to this interoperability point. A minimum set of requirements is collected in section 3.3.4.
[bookmark: _Toc268757264]DASH Client Guidelines
The DASH-related aspects in DASH-IF IOPs as well as for the ISO BMFF based On-Demand and Live profiles of ISO/IEC 23009-1 are designed such that a client implementation can rely on relatively easy processes to provide an adaptive streaming service, namely:
· selection of the appropriate Adaptation Sets based on descriptors and other attributes
· initial selection of one Representation within each adaptation set
· download of (Sub)Segments at the appropriate time
· synchronization of different media components from different Adaptation Sets
· seamless switching of representations within one Adaptation Set
 [image: ]
[bookmark: _Ref193178472][bookmark: _Toc230361506][bookmark: _Toc268757357]Figure 2 DASH aspects of a DASH-AVC/264 v1 client compared to a client supporting the union of DASH ISO BMFF live and on-demand profile.
Figure 2 shows the DASH aspects of a DASH-AVC/264 client compared to a client supporting all features of the DASH ISO BMFF Live and On-Demand profile. The main supported features are:
· support of HTTP GET and partial GET requests to download Segments and Subsegments
· three different addressing schemes: number and time-based templating as well as byte range based requests.
· support of metadata as provided in the MPD and Segment Index
· download of Media Segments, Initialization Segments and Segment Index
· ISO BMFF parsing
· synchronized presentation of media components from different Adaptation Sets
· switching of video streams at closed GOP boundaries
The features of the client are expected to be tested in an interoperability effort to ensure full support. Based on test cases, more detailed client requirements may be added.
[bookmark: _Toc268757265]Seamless switching
The formats defined in section 3.2 are designed for providing good user experience even in case the access bandwidth of the DASH segment delivery or the cache varies. A key functionality is the ability that the DASH client can seamlessly switch across different Representations of the same media component. DASH clients should use the common timeline across different Representation representing the same media component to present one Representation up to a certain time t and continue presentation of another Representation from time t onwards. However, in practical implementations, this operation may be complex, as switching at time t may require parallel download and decoding of two Representations. Therefore, providing suitable switching opportunities in regular time intervals simplifies client implementations. 
The formats defined in section 3.2 provide suitable switching opportunities at (sub)segment boundaries.
[bookmark: _Ref268721160][bookmark: _Toc268757266]DASH Client Requirements
In order to ensure a minimum level of interoperability, a DASH-IF conforming client shall at least support the following features:
· The DASH client, if it switches, shall provide a seamless experience. A DASH shall be able to switch seamlessly at (sub)segment boundaries.
· If the scheme or the value for the following descriptor elements are not recognized and no equivalent other descriptor is present, the DASH client shall to ignore the parent element:
· FramePacking
· Rating
· EssentialDescriptor
· ContentProtection
[bookmark: _Toc357500025][bookmark: _Toc268757267]Transport and Protocol-Related Issues
[bookmark: _Toc357500026][bookmark: _Toc268757268]General
Servers and clients operating in DASH-AVC/264 environments shall support the normative parts of HTTP/1.1 as defined in RFC2616 [19]. 
Specific requirements and recommendations are provided below.
[bookmark: _Toc268757269]Server Requirements and Guidelines
HTTP Servers serving segments should support suitable responses to byte range requests (partial GETs).
If an MPD is offered that contains Representations conforming to the ISO BMFF On-Demand profile , then the HTTP servers offering these Representations shall support suitable responses to byte range requests (partial GETs). 
HTTP Servers may also support the syntax using Annex E of 23009-1 using the syntax of the second example in Annex E.3, 
BaseURL@byteRange="$base$?$query$&range=$first$-$last$"
[bookmark: _Toc268757270]Client Requirements and Guidelines
Clients shall to support byte range requests, i.e. issue partial GETs to subsegments. Range requests may also be issued by using Annex E of 23009-1 using the syntax of the second example in Annex E.3, 
BaseURL@byteRange="$base$?$query$&range=$first$-$last$"
Clients shall follow the reaction to HTTP status and error codes as defined in section A.7 of ISO/IEC 23009-1.
Clients shall support the normative aspects of the HTTP state management mechanisms (also known as Cookies) as defined in RFC 6265 [38] for first-party cookies.
[bookmark: _Ref364156123][bookmark: _Toc268757271]Synchronization Considerations
In order to properly access MPDs and Segments that are available on DASH servers, DASH servers and clients shall synchronize their clocks to a globally accurate time standard. Specifically it is expected that the Segment Availability Times as computed from the MPD according to ISO/IEC 23009-1 [1], section 5.3.9.5 and additional details in ISO/IEC 23009-3 [3], section 6.4 are accurately announced in the MPD. 
Options to obtain timing for a DASH client are for example:
· Usage of NTP or SNTP as defined in RFC5905 [34]. 
· The Date general-header field in the HTTP header (see RFC2616 [19], section 14.18) represents the date and time at which the message was originated, and may be used as an indication of the actual time.
Anticipated inaccuracy of the timing source should be taken into account when requesting segments close to their segment availability time boundaries.
More details on advanced synchronization support is provided in the DASH-IF Interoperability guidelines for Robust Live Services Error! Reference source not found..
[bookmark: _Ref364156137][bookmark: _Toc268757272]Considerations for Live Services
Live services are supported in DASH. MPEG defines two types of Media Presentations: static and dynamic. For static Media Presentations all segments are available at the value of MPD@availabilityStartTime. For dynamic Media Presentations, Segments get available over time. If MPD@type="dynamic" then this provides an indication to the client at startup to join at the live edge, i.e. download the latest available segment and start playing from there on. 
In addition, to communicate unforeseen events such as the addition of a new period in a live service or the end of the Media Presentation, MPEG-DASH supports an MPD update procedure as defined in section 5.4 of ISO/IEC 23009-1 [1]. If the attribute MPD@minimumUpdatePeriod is present updates to the MPD are expected and restricted in a sense that at the location where the MPD is available at a certain time, the MPD is also valid for the duration of the value of the MPD@minimumUpdatePeriod attribute. 
If the attribute MPD@minimumUpdatePeriod is set to 0 then all Segments with availability start time less than the request time of the MPD are available at the location advertised in the MPD. 
If the @segmentProfiles contains the 'lmsg' brand for a certain Representation, then the 'lmsg' brand for signaling the last segment shall be applied for any content with MPD@minimumUpdatePeriod present and the MPD@type="dynamic".
DASH clients operating based on such an MPD and consuming the service at the live edge typically need to request a new MPD prior to downloading a new segment. However, in order to minimise MPD requests and resulting traffic load, the client may use one or more of the following optimisations:
· If the client fetches the MPD using HTTP, the client should use conditional GET methods as specified in RFC 2616 [19], clause 9.3 to reduce unnecessary network usage in the downlink.
· If the @segmentProfiles contains the 'lmsg' brand clients may also rely on the 'lmsg' message and request a new MPD only in case a segment is received with an 'lmsg' brand. Otherwise the client may use template constructions to continue determining the URL and the segment availability start time of segments. 
If the attribute MPD@minimumUpdatePeriod is set to a value greater than 0 then all Segments with availability start time less than the sum of the request time and the value of the MPD@minimumUpdatePeriod will eventually get available at the advertised position at their computed segment availability start time. Note that by providing a MPD@minimumUpdatePeriod is set to a value greater than 0, DASH servers reduce the polling frequency of clients, but at the same time cannot expect that clients will request an updated MPD to be informed on changes in the segment URL constructions, e.g. at the start of a new Period. 
For additional interoperability aspects of live services, please refer to the live service document Error! Reference source not found..  Service offerings with type set to "dynamic" should use add at least one interoperability point as defined Error! Reference source not found..
[bookmark: _Toc268757273]Considerations on Ad Insertion
For additional interoperability aspects for ad insertion use cases services, please refer to the ad insertion document Error! Reference source not found.. 
[bookmark: _Toc357500027][bookmark: _Toc268757274]Media Coding Technologies
[bookmark: _Toc357500028][bookmark: _Toc268757275]Introduction
In addition to DASH-specific constraints, DASH-IF IOPs also adds restrictions on media codecs and other technologies. This section provides an overview on technologies for different media components and how they fit into the DASH-related aspects of DASH-IF IOPs. 
[bookmark: _Ref214444878][bookmark: _Toc357500029][bookmark: _Toc268757276]Video
[bookmark: _Toc357500030][bookmark: _Toc268757277]General 
The codec considered for basic video support up to 1280 x 720p at 30 fps is H.264 (AVC) Progressive High Profile Level 3.1 decoder [6]. This choice is based on the tradeoff between content availability, support in existing devices and compression efficiency. 
Further, it is recognized that certain clients may only be capable to operate with H.264/AVC "Progressive" Main Profile Level 3.0 and therefore content authors may provide and signal a specific subset of DASH-AVC/264.
Notes 
· H.264 (AVC) Progressive High Profile Level 3.1 decoder [6] can also decode any content that conforms to  
· H.264 (AVC) Constrained Baseline Profile up to Level 3.1
· H.264 (AVC) "Progressive" Main Profile up to Level 3.1.
· H.264 (AVC) H.264/AVC "Progressive" Main Profile Level 3.0 decoder [6] can also decode any content that conforms to H.264 (AVC) Constrained Baseline Profile up to Level 3.0.
Further, the choice for HD extensions up to 1920 x 1080p and 30 fps is H.264 (AVC) Progressive High Profile Level 4.0 decoder [6].
The High Efficiency Video Coding (HEVC) resulted from a joint video coding standardization project of the ITU-T Video Coding Experts Group (ITU-T Q.6/SG 16) and ISO/IEC Moving Picture Experts Group (ISO/IEC JTC 1/SC 29/WG 11). The final specification is available here [17]. Additional background information may be found at http://hevc.info. 
The DASH-IF is interested in providing Interoperability Points and Extensions for established codec configurations. It is not the intent of the DASH-IF to define typically deployed HEVC profiles/levels nor the associated source formats. However, at the same time it is considered to provide implementation guidelines supported by test material for DASH-based delivery as soon as the industry has converged to profile/level combinations in order to support a dedicated format. For this version of this document the following is considered:
· For HEVC-based video, it is expected that the minimum supported format is 720p. The codec considered to support up to 1280 x 720p at 30 fps is HEVC Main Profile Main Tier Level 3.1 [17]. 
· The choice for 8-bit HD extensions based on HEVC to support up to 2048 x 1080 and 60 fps is HEVC Main Profile Main Tier Level 4.1 [17]. 
· The choice for 10-bit HD extensions based on HEVC to support up to 2048 x 1080 and 60 fps and 10 bit frame depth is HEVC Main10 Profile Main Tier Level 4.1 [17]. 
Other profile/level combinations will be considered in updated versions of this document.
[bookmark: _Toc357500031][bookmark: _Toc268757278]DASH-specific aspects for H.264/AVC video
For the integration of the above-referred codecs in the context of DASH, the following applies for H.264 (AVC):
· The encapsulation of H.264/MPEG-4 AVC video data is based on the ISO BMFF as defined in ISO/IEC 14496-15 [7].
· Clients shall to support Inband Storage for SPS/PPS based ISO/IEC 14496-15, Amendment 2 [23], i.e. sample entry 'avc3' and 'avc4'.
· SAP types 1 and 2 correspond to IDR-frames in [6].
· The signaling of the different video codec profile and levels for the codecs parameters according to RFC6381 [8] is documented in Table 2. Note that any of the codecs present in Table 2 conforms to the profile level combination that is supported in DASH-AVC/264.
[bookmark: _Ref193192705][bookmark: _Toc230361509][bookmark: _Toc268757363]Table 2 H.264 (AVC) Codecs parameter according to RFC6381 [8]
	Profile
	Level
	Codec Parameter

	H.264 (AVC) Constrained Baseline Profile
X=?1????00
	1.1
	avc[1..4].42X00B

	
	1.2
	avc[1..4].42X00C

	
	1.3
	avc[1..4].42X00D

	
	2.0
	avc[1..4].42X014

	
	2.1
	avc[1..4].42X015

	
	2.2
	avc[1..4].42X016

	
	3.0
	avc[1..4].42X01E

	H.264 (AVC) "Progressive" Main Profile
Y=??????00
	1.1
	avc[1..4].4DY00B

	
	1.2
	avc[1..4].4DY00C

	
	1.3
	avc[1..4].4DY00D

	
	2.0
	avc[1..4].4DY014

	
	2.1
	avc[1..4].4DY015

	
	2.2
	avc[1..4].4DY016

	
	3.0
	avc[1..4].4DY01E

	H.264 (AVC) Progressive High Profile
Y=??????00
	1.1
	avc[1..4].64Y00B

	
	1.2
	avc[1..4].64Y00C

	
	1.3
	avc[1..4].64Y00D

	
	2.0
	avc[1..4].64Y014

	
	2.1
	avc[1..4].64Y015

	
	2.2
	avc[1..4].64Y016

	
	3.0
	avc[1..4].64Y01E

	
	3.1
	avc[1..4].64Y01F

	
	4.0
	avc[1..4].64Y028


[bookmark: _Ref268754691][bookmark: _Toc268757279]DASH-specific aspects for H.265/HEVC video
For the integration in the context of DASH, the following applies for HEVC
· The encapsulation of HEVC video data in ISO BMFF is defined in ISO/IEC 14496-15 [23]. Clients shall support both sample entries ' using 'hvc1' and 'hev1', ie. inband Storage for VPS/SPS/PPS.
· IDR pictures with nal_unit_type equal to IDR_N_LP and IDR_W_RADL are mapped to SAP types 1 and 2, respectively. BLA pictures with nal_unit_type equal to BLA_N_LP and BLA_W_RADL are mapped to SAP types 1 and 2, respectively. BLA pictures with nal_unit_type equal to BLA_W_LP  are mapped to SAP type 2. CRA pictures with nal_unit_type equal to CRA_NUT are mapped to SAP type 3.
· The signaling of the different video codec profile and levels for the codecs parameters is according to ISO/IEC 14496-15 [23] Annex E. Note that any of the codecs present in Table 1 conforms to the profile level combination that is supported in DASH-HEVC.
· NOTE: A bug has been identified by the editors of ISO/IEC 4496-15, and the intended fix is to specify that the bit order of the field general_profile_compatibility_flags is to be specified as general_profile_compatibility_flag[ 31 ], general_profile_compatibility_flag[ 30 ], …, general_profile_compatibility_flag[ 0 ], instead of general_profile_compatibility_flag[ 0 ], general_profile_compatibility_flag[ 1 ], …, general_profile_compatibility_flag[ 31 ]. This intended fix is reflected in Table 2.
[bookmark: _Toc268757364]Table 3 Codecs parameter according to ISO/IEC 14496-15 [23] 
	Profile
	Level
	Tier
	Codec Parameter

	HEVC Main 

	3.1
	Main
	hev1.1.2.L93.B0
hvc1.1.2.L93.B0

	
	4.1
	Main
	hev1.1.2.L123.B0
hvc1.12.L123.B0

	HEVC Main-10

	4.1
	Main
	hev1.2.4.L123.B0
hvc1.2.4.L123.B0


[bookmark: _Toc357500032][bookmark: _Toc268757280]Video Metadata
The provisioning of video metadata in the MPD is discussed in section 3.2.4.
[bookmark: _Ref214444896][bookmark: _Toc357500033][bookmark: _Toc268757281]Audio
[bookmark: _Toc357500034][bookmark: _Toc268757282]General
Content offered according to DASH-AVC/264 IOP is expected to contain an audio component in most cases. Therefore, clients consuming DASH-AVC/264-based content are expected to support stereo audio. Multichannel audio support and support for additional codecs is defined in extensions in section 8 of this document.
The codec for basic stereo audio support is MPEG-4 High Efficiency AAC v2 Profile, level 2 [9]. 
Notes 
· HE-AACv2 is also standardized as Enhanced aacPlus in 3GPP TS 26.401 [11].
· HE-AACv2 Profile decoder [6] can also decode any content that conforms to  
· MPEG-4 AAC Profile [9]
· MPEG-4 HE-AAC Profile [9]
Therefore, Broadcasters and service providers encoding DASH-AVC/264 content are free to use any AAC version. It is expected that clients supporting the DASH-AVC/264 interoperability point will be able to play AAC-LC, HE-AAC and HE-AACv2 encoded content.
For all HE-AAC and HE-AACv2 bitstreams, explicit backwards compatible signaling should be used to indicate the use of the SBR and PS coding tools.
Note: To conform to the DVB DASH profile Error! Reference source not found., explicit backwards compatible signaling shall be used to indicate the use of the SBR and PS coding tools.
For advanced audio technologies, please refer to section 8.
[bookmark: _Toc357500035][bookmark: _Toc268757283]DASH-specific aspects for HE-AACv2 audio
In the context of DASH, the following applies for the High Efficiency AAC v2 Profile
· The content should be prepared according to the MPEG-DASH Implementation Guidelines [3] to make sure each (Sub)Segment starts with a SAP of type 1.
· The signaling of MPEG-4 High Efficiency AAC v2 for the codecs parameters is according to IETF RFC6381 [8] and is documented in Table 4. Table 4 also provides information on the ISO BMFF encapsulation.
[bookmark: _Ref199927069][bookmark: _Toc230361510][bookmark: _Toc268757365]Table 4 HE-AACv2 Codecs parameter according to RFC6381 [8] 
	Codec 
	Codec Parameter
	ISO BMFF Encapsulation
	SAP type

	MPEG-4 AAC Profile [9]
	mp4a.40.2
	ISO/IEC 14496-14 [10] 
	1

	MPEG-4 HE-AAC Profile [9]
	mp4a.40.5 
	ISO/IEC 14496-14 [10]
	1

	MPEG-4 HE-AAC v2 Profile [9] 
	mp4a.40.29
	ISO/IEC 14496-14 [10]
	1


Note: Since both, HE-AAC and HE-AACv2 are based on AAC-LC, for the above-mentioned “Codec Parameter” the following is implied:
· mp4a.40.5 = mp4a.40.2 + mp4a.40.5
· mp4a.40.29 = mp4a.40.2 + mp4a.40.5 + mp4a.40.29
[bookmark: _Toc357500036][bookmark: _Toc268757284]Audio Metadata
General
Metadata for audio services is defined in ISO/IEC 23009-1.
ISO/IEC 23009-1 audio data
With respect to the audio metadata, the following elements and attributes from ISO/IEC 23009-1 are relevant:
· the @audioSamplingRate attribute for signaling the sampling rate of the audio media component type in section 5.3.7 of ISO/IEC 23009-1
· the AudioChannelConfiguration element for signaling audio channel configuration of the audio media component type.in section 5.3.7 of ISO/IEC 23009-1.
[bookmark: _Toc357500037][bookmark: _Toc268757285]Auxiliary Components
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Beyond regular audio and video support, TV programs typically also require support for auxiliary components such as subtitles and closed captioning. For example, a Federal Communications Commission (FCC) Advisory Committee has recommended that a standard for the closed-captioning of online video content developed by the Society of Motion Picture and Television Engineers (SMPTE). DASH-AVC/264 addresses these requirements.
[bookmark: _Ref193282997][bookmark: _Toc357500039][bookmark: _Toc268757287]Subtitles and Closed Captioning
Technologies for subtitles are as follows:
· CEA-708 Digital Television (DTV) Closed Captioning [12] 
· W3C TTML [14] and the SMPTE profile on SMPTE Timed Text [15]. Graphics-based subtitles and closed captioning are also supported by SMPTE Timed Text [15].
· 3GPP Timed Text [13] 
· Web VTT [16]
For simple cases, CEA-708 based signalling as defined in section 4.4.3 may be used.
For any other use cases, W3C TTML [14] and the SMPTE profile on SMPTE Timed Text [15] should be used as defined in section 4.4.4. 
[bookmark: _Ref264647207][bookmark: _Toc268757288]CEA-608/708 in SEI messages
ANSI/SCTE 128 2013-a [40] defines in section 8.1 Encoding and transport of caption, active format description (AFD) and bar data. Based on this it is enabled that a video track carries SEI message that carry CEA-608/708 CC. The SEI message payload_type=4 is used to indicates that Rec. ITU-T T.35 based SEI messages are in use. 
In summary the following is included in ANSI/SCTE 128 2013-a to signal CEA-608/708 CC: 
· SEI payloadType is set to 4 
· itu_t_t35_country_code – A fixed 8-bit field, the value of which shall be 0xB5.
·  itu_t_35_provider_code – A fixed 16-bit field registered by the ATSC. The value shall be 0x0031.
·  user_identifier – This is a 32 bit code that indicates the contents of the user_structure() and is 0x47413934 (“GA94”). 
·  user_structure() – This is a variable length data structure ATSC1_data() defined in section 8.2 
· user_data_type_code is set to 0x03 for indicating captioning data in the user_data_type_structure() 
· user_data_type_structure() is defined in section 8.2.2 of ANSI/SCTE 128 2013 for Closed Captioning and defines the details on how to encapsulate the captioning data. 
In order to provide the signalling of the presence of the data on MPD level the profile/brands parameter in the file format shall be used.
An ISO BMFF file may carry a compatibility brand “c708". 
If the ISO BMFF file carries an c708 brand then it shall include exactly the content for CEA-608/708 CC as defined above. If present, the profile of the brand should be signalled in the MIME Type and therefore can be included in the MPD. 
If the content author includes CC based on this method then 
· the MIME type should include the "c708" profile parameter.
· the Adaptation Set should add appropriate Accessibility/Role parameters to the video Representation if the SEI is present .
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W3C TTML [14] and the SMPTE profile on SMPTE Timed Text [15] provide a rich feature set for subtitles. Beyond basic subtitles and closed captioning, for example, graphics-based subtitles and closed captioning are also supported by SMPTE Timed Text [15]. Conversion of CEA-608 and CEA-708 into SMPTE TT may be done according to SPMTE 2052-10 [20].  Note that by the choice of SMPTE TT as the supported format at the client, other formats such as EBU TT [18] are also supported as long as only the subset that is also supported by SMPTE TT is used in the content authoring.
In the context of DASH, the following applies for text/subtitling:
· All graphics type samples are SAP type 1.
· The signalling of the different text/subtitling codecs for the codecs parameters is according to RFC6381 [8] is documented in Table 5. Table 5 also provides information on ISO BMFF encapsulation.
· For live services, encapsulation in ISO BMFF is definitely necessary. However, for On-Demand cases, the full file of subtitles may be provided as XML data only.
[bookmark: _Ref193276202][bookmark: _Toc230361511]Table 5 Subtitle Codecs parameter according to RFC6381 [8] 
	Codec 
	MIME type
	Codec Parameter
@codecs
	ISO BMFF Encapsulation

	SMPTE Timed Text [15] without encapsulation
	application/ttml+xml
	 not present


	n/a

	SMPTE Timed Text [15] with ISO BMFF encapsulation
	application/mp4
	 stpp

	ISO/IEC 14496-12 [35]
ISO/IEC 14496-30 [21] 


[bookmark: _Toc379366515][bookmark: _Ref217459908][bookmark: _Toc357500061][bookmark: _Toc268757290]Content Protection Related Aspects
[bookmark: _Toc379366516][bookmark: _Toc268757291]Introduction
DASH-AVC/264 does not intend to specify a full end-to-end DRM system. However DASH-AVC/264 provides a framework for multiple DRMs to protect DASH content by adding instructions or Protection System Specific, proprietary information in predetermined locations in MPDs, or DASH content that is encrypted with Common Encryption as defined in ISO/IEC 23001-7 [22]. 
The Common Encryption (‘cenc’) protection scheme specifies encryption parameters that can be applied by a scrambling system and key mapping methods using a common key identifier (KID) to be used by different DRM systems such that the same encrypted version of a file can be combined with different DRM systems that can store proprietary information for licensing and key retrieval in the Protection System Specific Header Box (‘pssh’), or in ContentProtection Descriptors in an MPD. The DRM scheme for each pssh is identified by a DRM specific SystemID. 
The recommendations in this document reduce the encryption parameters and use of the encryption metadata to specific use cases for VOD and live content with key rotation. 
The base technologies are introduced first followed by informative chapter on standardized elements. Additional Content Protection Constraints are then listed that are specific to conformance to DASH-264/AVC IOP.
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The normative standard that defines common encryption in combination with ISO BMFF is ISO/IEC 23001-7 2nd Edition:2014 CENC [22].  It includes:
· Common Encryption of NAL structure video and other media data with AES-128 CTR mode
· Support for decryption of a single Representation by multiple DRM systems
· Key rotation (changing media keys over time)
· XML syntax for expressing a default KID attribute and pssh element in MPDs
The main DRM components are:
1. The ContentProtection descriptors in the MPD (see [1] 5.3.7.2-Table 9, 5.8.5.2 and [1] 5.8.4.1) that contains the URI for signaling of the use of Common Encryption or the specific DRM being used.
2. ‘tenc’ parameters that specify encryption parameters and default_KID (see [22] 8.2.1). The 'tenc' information is in the Initialization Segment. Any KIDs in Movie Fragment sample group description boxes override the ‘tenc’ parameter of the default_KID, as well as the ‘not encrypted’ parameter. Keys referenced by KID in sample group descriptions must be available when samples are available for decryption, and may be stored in a protection system specific header box (‘pssh’) in each movie fragment box (‘moof’). The default_KID information may also appear in the MPD (see [22] 11.1).
3. ‘senc’ parameters that may store initialization vectors and subsample encryption ranges.  The ‘senc’ box is stored in each track fragment box (‘traf’) of an encrypted track (see [21] 7.1), and the stored parameters accessed using the sample auxiliary information offset box (‘saio’) and the sample auxiliary information size box (‘saiz’) (see [4] 8.7.8 and 8.7.9). 
4. ‘pssh’ license acquisition data or keys for each DRM in a format that is “Protection System Specific”. ‘pssh’ refers to the Protection System Specific Header box described in [22], 8.1.2.  ‘pssh’ boxes may be stored in Initialization or Media Segments (see [22] 8.1 and 8.2). It may also be present in a cenc:pssh element in the MPD (see [1] 5.8.4.1, [22] 11.2.1).  cenc:pssh  information in the MPD increases the MPD size but may allow faster parsing, earlier access and addition of DRMs without content modification. 
5. Key rotation is mainly used to allow changes in entitlement for continuous live content. It is used as defined in [22] with the following requirements:
In the initialization segment, the movie box (‘moov’) contains a Track Encryption Box (‘tenc’) and may contain a ‘pssh’ box for each DRM e.g. to store root license acquisition information for authentication and authorization.  
Sample To Group Box (‘sbgp’) and Sample Group Description Box (‘sgpd’) of type ‘seig’ are used to indicate the KID applied to each sample, and changes to KIDs over time (i.e. “key rotation”).  (see [4] 8.9.4)  KIDs referenced by sample groups must have the keys corresponding to those KIDs available when the samples in a Segment are available for decryption.  Keys referenced by sample groups in a Segment may be stored in that Segment in Protection System Specific Header Boxes (‘pssh’) stored in the Movie Fragment Box (‘moof’).  A version 1 ‘pssh’ box may be used to list the KID values stored to enable removal of duplicate boxes if a file is defragmented.
Keys stored in Media Segment ‘pssh’ boxes must be stored in the same DRM  format for all users so that the same Media Segments can be shared by all users.  User-specific information must be delivered “out of band”, as in a “root” license associated with the default_KID, which can be individualized for each DRM client, and control access to the shared ‘pssh’ information stored in Media Segments, e.g. by encrypting the keys stored in Segment ‘pssh’ boxes with a “root key” provided by the user-specific DRM root license.  Common Encryption specifies ‘pssh’ to enable key storage in movie fragments/Segments; but it does not preclude other methods of key delivery that satisfy KID indexing and availability requirements.

[bookmark: _Toc379366518][bookmark: _Toc268757293]ISO BMFF Support for Common Encryption and DRM
The ISO Media Format carries content protection information in different locations. Their hierarchy is explained in the informational chapter below, followed by a reference on where these elements are standardized. 
[bookmark: _Toc379366519][bookmark: _Toc268757294]Box Hierarchy
The following shows the box hierarchy and composition for relevant boxes, when using common encryption:
· moov/pssh 			   		 	       (zero or one per system ID)
· moov/trak/mdia/minf/stbl/stsd/sinf/schm	 	(one, if encrypted)
· moov/trak/mdia/minf/stbl/stsd/sinf/schi/tenc 	(one, if encrypted)
· moof/traf/saiz 							(one, if encrypted)
· moof/traf/saio							(one, if encrypted)
· moof/traf/senc							(one, if encrypted)	
for key rotation 
· moof/traf/sbgp						      (one per sample group)
· moof/traf/sgpd ‘seig’(sample group entry )              (one per sample group)
· moof/pssh						           (zero or one per system ID)

Graphical overview of above structure for VOD content is shown in the figure below
Movie Box (‘moov’)
Protection Specific Header Box(‘pssh’)
Container for individual track (‘trak’) x [# tracks]
…
Container for media information in track
(‘mdia’)
Media Information Container
(‘minf’)
Sample table box, container of the time / space map
(‘stbl’)
Protection Scheme Information Box
(‘sinf’)
Scheme Type Box (‘schm’)
Scheme Information Box (‘schm’)
Track Encryption Box (‘tenc’)

[bookmark: _Ref381689819][bookmark: _Toc268757358]Figure 3: Visualization of box structure for single key content



Graphical overview of box structure for live content is shown in the figure belowSample Group Box
(‘sbgp’)
Movie Fragment (‘moof’)
Protection Specific Header Box
(‘pssh’)
Track Fragment (‘traf’)
Sample Aux Info Sizes Box
(‘saiz’)
Sample Aux Info Offset Box
(‘saio’)
Sample EncryptionBox
(‘senc’)
Sample Group Description Box
(‘sgpd’)

[bookmark: _Toc268757359]Figure 4: Visualization of box structure with key rotation
[bookmark: _Toc379366520][bookmark: _Toc268757295]ISO BMFF Structure Overview 
 below provides pointers to relevant information in the specifications to understand the standard DRM components and if the main description is located in the ISO base media file format ([4]), or the Common Encryption specification ([22]). 
[bookmark: _Toc268757366]Table 6 Boxes relevant for DRM systems
	Box 
	Full Name / Usage 
	Reference 

	moof
	movie fragment header
One ‘moof’ box for each fragment, i.e. Media Segment/Subsegment.
	[4], 8.32 + 
[1]

	moov
	movie header, container for metadata
One ‘moov’ box per file. 
	[4] , 8.1

	pssh
	Protection System Specific Header Box
Contains DRM specific data. pssh box version 1 (specified in Common Encryption 2nd edition) contains a list of KIDs to allow removing duplicate ‘pssh’ boxes when defragmenting a file by comparing their KIDs
	[22], 8.1.1

	saio
	Sample Auxiliary Information Offsets Box
Contains the offset to the IVs & subsample encryption byte ranges.
	[4], 8.7.9

	saiz
	Sample Auxiliary Information Sizes Box
Contains the size of the IVs & subsample encryption byte ranges.
	[4],  8.7.8

	senc
	Sample Encryption Box
Contains Initialization Vectors; and subsample ranges for a Media Segment
	[21] 7.1

	schi
	Scheme Information Box 
Container boxes used by that protection scheme type. 
	[4], 8.12.6 +
[22], 4

	schm
	Scheme Type Box
Contains the encryption scheme, identified by a 4 character code, e.g. ‘cenc’ 
	[4] , 8.12.5 +
[22], 4

	seig
	Cenc Sample Encryption Information Video Group Entry
A sample description containing KIDs describing sample groups in this segment, for key rotation.
	[22], 6

	sbgp
	Sample to Group Box
lists a group of samples
	[4] , +
[22], 5

	sgpd
	Sample Group Description Box
Describes properties of a sample group
	[4] , 8.9.3 +
[22], 5

	sinf
	Protection Scheme Information Box
Signals that the stream is encrypted 
	[4] , 8.12.1 +
[22], 4

	stsd
	Sample description table (codec type, initialization parameters, stream layout, etc.)
	 [4], 8.16

	tenc
	Track Encryption Box
Contains default encryption parameters for the entire track, e.g. default_KID 
	[22], 8.2.1
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The MPD contains signaling of the content encryption and key management methods used to help the receiving client determine if it can possibly play back the content. The MPD elements to be used are the ContentProtection Descriptor elements.  At least one ContentProtection Descriptor element SHALL be present in each AdaptationSet element describing encrypted content. 
[bookmark: _Toc379366522][bookmark: _Toc268757297]Use of the Content Protection Descriptor
ContentProtection Descriptor for mp4protection Scheme
A ContentProtection descriptor with the @schemeIdUri value of "urn:mpeg:dash:mp4protection:2011" signals that the content is encrypted with the scheme indicated in the @value attribute. The file structure of content protection schemes is specified in [4], 5.8.5.2, and the @value = ‘cenc’ for the Common Encryption scheme, as specified in [21].  Although the ContentProtection Descriptor for UUID Scheme described below is usually used for license acquisition, the mp4protection Descriptor with @cenc:default_KID may be sufficient to  acquire a license or identify a previously acquired license that can be used to decrypt the Adaptation Set. It may also be sufficient to identify encrypted content in the MPD when combined with license acquisition information stored in ‘pssh’ boxes in Initialization Segments. 
A ContentProtection Descriptor for the mp4 Protection Scheme is used to identify the default KID, as specified by the ‘tenc‘ box, using the @cenc:default_KID attribute defined in [22], section 11.1. The value of the attribute is the KID expressed in UUID string notation. 

		
<ContentProtection schemeIdUri="urn:mpeg:dash:mp4protection:2011" 
        value="cenc" cenc:default_KID="34e5db32-8625-47cd-ba06-68fca0655a72"/>







When the default_KID is present on each Adaptation Set, it allows a player to determine if a new license needs to be acquired for each Adaptation Set by comparing their default_KIDs with each other, and with the default_KIDs of stored licenses.  A player can simply compare these KID strings and determine what unique licenses are necessary without interpreting license information specific to each DRM system.
ContentProtection Descriptor for UUID Scheme
A UUID ContentProtection descriptor in the MPD may indicate the availability of a particular DRM scheme for license acquisition. An example is provided below:

	
<ContentProtection 
    schemeIdUri="urn:uuid:xxxxxxxx-xxxx-xxxx-xxxx-xxxxxxxxxxxx" 
    value="DRMNAME version"/>



The schemeIdUri uses a UUID URN with the UUID string equal to the registered SystemID for a particular DRM system.  A list of known DRM SystemIDs can be found in the DASH identifier repository available here: http://www.dashif.org/identifiers/content-protection.

This is specified in [4], 5.8.5.2 and is referred to as “ContentProtection Descriptor for UUID Scheme” in the following.
Protection System Specific Header Box cenc:pssh element in MPD
A ’pssh’ box is defined by each DRM system for use with their registered SystemID, and the same box can be stored in the MPD within a ContentProtection Descriptor for UUID scheme using an extension element in the “cenc:”  namespace. Examples are provided in 1 and in [22] sec. 11.2.
Carrying cenc:default_KID attribute and a cenc:pssh element in the MPD is useful to allow key identification, license evaluation, and license retrieval before live availability of initialization segments. This allows clients to spread license requests and avoid simultaneous requests from all viewers at the instant that an Initialization Segments containing license acquisition information in ‘pssh’ becomes available.  With cenc:default_KID indicated in the mp4protection ContentProtection Descriptor on each Adaptation Set, clients can determine if that key and this presentation is not available to the viewer (e.g. without purchase or subscription), if the key is already downloaded, or which licenses the client SHOULD download before the availabilityStartTime of the presentation based on the default_KID of each AdaptationSet element selected. 
[bookmark: _Toc379366523][bookmark: _Toc268757298]Additional Content Protection Constraints
The following describes additional constraints for presentations to be conformant with DASH-264/AVC, for both MPD and ISO Media files:
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· There SHALL be identical values of default_KID in the Track Encryption Box (‘tenc’) of all Representation referenced by one Adaptation Set.  Different Adaptation Sets may have equal or different values of default_KID.
· In the case where ‘pssh’ boxes are present in Initialization Segments, each Initialization Segment within one Adaptation Set SHALL contain an equivalent pssh box for each SystemID, i.e. license acquisition from any Representation is sufficient to allow switching between Representations within the Adaptation Set without acquiring a new license.
· For “key rotation”, each Movie Fragment SHOULD contain one ‘pssh’ in each ‘moof’ box per SystemID that contains sufficient information for the DRM system with matching SystemID to obtain protected keys for this movie fragment, when combined with:
· information from ‘pssh’ in ‘moov’ or cenc:pssh in MPD.
This may be used to download a Root license bound to this device, necessary to read the key rotation Segment licenses common to all Media Segments in the case where the DRM is using a root and leaf license hierarchy.
Note that the presence and use of root and leaf licenses is optional and DRM specific.  
· KID associated with each sample from ‘seig’ sample group description box
· Sample to group boxes that list all the samples that use a particular KID 
Note:  A ‘pssh’ for each SystemID in each ‘moof’ will likely result in duplicate ‘pssh’ boxes containing some of the same KIDs, but it facilitates random access into live presentations, and trick play of linear content with a PVR buffer or when made available as VOD assets.
[bookmark: _Toc379366525][bookmark: _Toc268757300]MPD Content Protections Constraints 
· For an encrypted Adaptation Set, ContentProtection Descriptors SHALL always be present in the AdaptationSet element, and apply to all contained Representations.
·  A ContentProtection Descriptor for the mp4 Protection Scheme with the @schemeIdUri value of "urn:mpeg:dash:mp4protection:2011" and @value=’cenc’ SHALL be present in the AdaptationSet element if the contained Representations are encrypted.   
Note that this allows clients to recognize the Adaptation Set is encrypted with common encryption scheme without the need to understand any system specific UUID descriptors. 
The ContentProtection Descriptor for the mp4protection scheme SHOULD contain the optional attribute @cenc:default_KID. The ‘tenc’ box that specifies the encoded track encryption parameters SHALL be considered the source of truth for the default key ID value since it contains the default_KID field, and is present in the movie box, as specified in [22], section 8.2.1.  The MPD cenc:default_KID attribute SHALL match the ‘tenc’ default_KID.  

Note that this allows clients to identify the default KID from the MPD using a standard location and format, and makes it accessible to general purpose clients that don’t understand the system specific information formats of all DRM schemes that might be signaled.  
·  The cenc:pssh element SHOULD be present in the ContentProtection Descriptor for each UUID Scheme.  The base64 encoded contents of the element SHALL be equivalent to a ‘pssh’ box including its header.  The information in the ‘pssh’ box SHOULD be sufficient to allow for license acquisition. 
Note:  A player such as DASH.js hosted by a browser may pass the contents of this element through the Encrypted Media Extension (EME) API to the DRM system Content Decryption Module (CDM) with a SystemID equal to the Descriptor’s UUID. This allows clients to acquire a license using only information in the MPD, prior to downloading Segments. 
Below is an example of the recommended format for a hypothetical acme DRM service:
<ContentProtection schemeIdUri=”urn:uuid:d0ee2730-09b5-459f-8452-200e52b37567” 
        value=”Acme DRM 2.0”>        
    
        <!-- base64 encoded ‘pssh’ box with SystemID matching the containing ContentProtection Descriptor -->
        <cenc:pssh>
           YmFzZTY0IGVuY29kZWQgY29udGVudHMgb2YgkXB
           zc2iSIGJveCB3aXRoIHRoaXMgU3lzdGVtSUQ=
        </cenc:pssh>
</ContentProtection>
· The @value attribute of the ContentProtection Descriptor for UUID Scheme SHOULD contain the DRM system and version in a human readable form.
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In the case where the ‘pssh‘ box element is present in the MPD and in the Initialization Segment, the ‘pssh‘ box element in the MPD SHALL take precedence, because the parameters in the MPD will be processed first, are easier to update, and can be assumed to be up to date at the time the MPD is fetched.  
Recommended scheduling of License and key delivery:
· Request licenses on initial processing of an MPD if ContentProtection Descriptors or Initialization Segments are available with license acquisition information.  This is intended to avoid a large number of synchronized license requests at MPD@availabilityStartTime.
· Prefetch licenses for a new Period in advance of its presentation time to allow license download and processing time, and prevent interruption of continuous decryption and playback.  Advanced requests will also help prevent a large number of synchronized license requests during a live presentation at Period@start time.
· Store keys referenced by Sample Groups in each Segment that references them (in ‘moof’/’pssh’), or deliver referenced keys before those samples may be accessed to allow continuous sample decryption and decoding during random access to all available Segments.  
· Each Segment (movie fragment) SHOULD be limited to a single KID and sample group to simplify the representation and processing of key rotation.
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Representations contained in one Adaptation Set SHALL be protected by the same license for each protection system (“DRM”), and SHALL have the same value of ‘default_KID’ in their ‘tenc’ boxes in their Initialization Segments.  This is to enable seamless switching within Adaptation Sets, which is generally not possible if a new DRM license needs to be authorized, client bound, generated, downloaded, and processed for each new Representation.
In the case of key rotation, if root licenses are used, the same requirement applies to the root licenses (one license per Adaptation Set for each DRM), and also means all Representations SHALL have the same value of ‘default_KID’ in their ‘tenc’ boxes in their Initialization Segments. The use of root and leaf licenses is optional and DRM specific, but leaf licenses are typically delivered in band to allow real time license acquisition, and do not require repeating client authentication, authorization, and rebuilding the security context with each key change in order to enable continuous playback without interruption cause be key acquisition or license processing. 
In cases where SD and HD and UHD Representations are contained in one presentation, different license rights may be required for each quality level and may be sold separately. If different licenses are required for different quality levels, then it is necessary to create separate Adaptation Sets for each quality level, each with a different license and value of ‘default_KID’.  
Representations that are equivalent resolution and bitrate but encrypted with different keys may be included in different Adaptation Sets. Seamless switching between UHD, HD and SD Representations is difficult because these quality levels typically use different decryption licenses and keys, use different DRM output rules (prohibit analog interfaces, require resolution down-scaling, require HDCP encryption on output, etc.), and use different decoding parameters for e.g. subsampling, codec, profile, bit depth, aspect ratios and color spaces. 
[bookmark: _Toc268757303]Encryption of Multiple Periods
Periods SHALL only change default_KID and corresponding license at the start of a new Period corresponding to a different file.  A different file is indicated by a different default_KID signaled in the ‘tenc’ box in the Initialization Segment. 
A file associated with a single license may be continued over multiple Periods by being referenced by multiple Representations over multiple Periods (for instance, a program interspersed with ad Periods).  A client can recognize the same cenc:default_KID value and avoid having to download the same license again; but the DRM system may require a complete erase and rebuild of the security context, including all key material, samples in process, etc., between Periods with different licenses or no license (between protected and clear Periods).
[bookmark: _Toc268757304]DRM System Identification
The DRM system is signaled in the MPD and ‘pssh’ boxes with a SystemID. A list of known DRMs can be found in the DASH identifier repository available here: http://www.dashif.org/identifiers/content-protection.


[bookmark: _Toc379366529][bookmark: _Toc268757305]Workflow Overview
DRM Information

[bookmark: _Ref380408640][bookmark: _Toc268757360]Figure 5  Logical Roles that Exchange DRM Information and Media
Figure 5 above shows logical entities that may send or receive DRM information such as media keys, asset identifiers, licenses, and license acquisition information.  A physical entity may combine multiple logical roles, and the point of origin for information, such as media keys and asset identifiers, can differ; so various information flows are possible. This is an informative example of how the roles are distributed to facilitate the description of workflow and use cases. Alternative roles and functions can be applied to create conformant content. 
Description of Logical Roles:
Content Provider – A publisher who provides the rights and rules for delivering protected media, also possibly source media (mezzanine format, for transcoding), asset identifiers, key identifiers (KID), key values, encoding instructions, and content description metadata.  
Encoder – A service provider who encodes Adaptation Sets in a specified media format, number of streams, range of bitrates and resolutions, seamless switching constraints, etc., possibly determined by the publisher.  An asset identifier needs to be assigned to each encoded track in order to associate a key identifier, a Representation element in an MPD, a possible ‘pssh’ box in the file header, and a DRM license separately downloaded. 
Packager / Encryptor – A service provider who encrypts and packages media files, inserting default_KID in the file header ‘tenc’ box, initialization vectors and subsample byte ranges in track fragments indexed by ‘saio’ and ‘saiz’ boxes, and possibly packages ‘pssh’ boxes containing license acquisition information (from the DRM Provider) in the file header. Tracks that are partially encrypted or encrypted with multiple keys require sample to group boxes and sample group description boxes in each track fragment to associate different KIDs to groups of samples. The Packager could originate values for KIDs, media keys, encryption layout, etc., then send that information to other entities that need it, including the DRM Provider and Streamer, and probably the Content Provider.  However, the Packager could receive that information from a different point of origin, such as the Content Provider or DRM Provider. 
MPD Creator – The MPD Creator is assumed to create one or more types of DASH MPD, and provide indexing of Segments and/or ‘sidx’ indexes for download so that players can byte range index Subsegments.  The MPD must include descriptors for Common Encryption and DRM key management systems, and SHOULD include identification of the default_KID for each AdaptationSet element, and sufficient information in UUID ContentProtection Descriptor elements to acquire a DRM license.  The default_KID is available from the Packager and any other role that created it, and the DRM specific information is available from the DRM Provider.
Player / DRM Client – Gets information from different sources: MPD, Media files and DRM License.
DRM Service – The DRM Provider creates licenses containing a protected media key that can only be decrypted by a trusted client.
The DRM Provider needs to know the default_KID and DRM SystemID and possibly other information like asset ID and player domain ID in order to create and download one or more licenses required for a Presentation on a particular device. Each DRM system has different license acquisition information, a slightly different license acquisition protocol, and a different license format with different playback rules, output rules, revocation and renewal system, etc.  The DRM Provider typically must supply the Streamer and the Packager license acquisition information for each UUID ContentProtection Descriptor element or ‘pssh’ box, respectively. 
The DRM Service may also provide logic to manage key rotation, DRM domain management, revocation and renewal and other content protection related features. 


 below shows a simple workflow with pssh information in the Initialization Segment for informational purpose. 









[bookmark: _Toc268757361]Figure 6 Example of Information flow for DRM license retrieval 




Player
DRM Service
DRM Client
System ID Verification
MPD
{default_KID}}
Init Segment 
“tenc”
{default_KID}
Encrypted
Sample
Data
License Acquisition
License Response
License
Encrypted Sample Data
Decrypting the Key
Unencrypted Sample Data
Decode
Play
1
3
53[image: ][image: ]2[image: ]1
4[image: ][image: ]2[image: ]1
643[image: ][image: ]2[image: ]1
7[image: ]543[image: ][image: ]2[image: ]1
86[image: ]543[image: ][image: ]2[image: ]1
10[image: ]543[image: ][image: ]2[image: ]1
976[image: ]543[image: ][image: ]2[image: ]1




2






















[ 1 ]  -  A DASH MPD may include the following Content Protection Descriptors to indicate that the ‘cenc’ scheme (Common Encryption) was used to encrypt the referenced media, and provide license acquisition information for one (or more) DRM system(s) with the indicated SystemID.  
[ 2 ] – To verify whether specific DRM supported or not using System ID value from MPD.
With unique KIDs, a license request using the cenc:default_KID attribute value is sufficient to identify a DRM license containing that key that will enable playback of the Components, Representations, Adaptation Sets, or Periods that the ContentProtection Descriptor element and default_KID describe. 

[ 3 ] - The TrackEncryptionBox (tenc) contains default values for the IsEncrypted flag, IV_size, and KID for the entire track These values are used as the encryption parameters for the samples in this track unless over-ridden by the sample group description  associated with a group of samples. The license acquisition information could be also present in PSSH boxes in the initialization segment. 
[ 4 ] – Decryption Key acquisition. This could be performed either by Player or DRM Client.
[ 5 ] – DRM License / Decryption Key response 
[ 6 ] – License Store. DRM licenses/rights need not be stored in the file in order to look up a key using KID values stored in the file and decrypt media samples using the encryption parameters stored in each track.
[ 7 ] – Player requesting encrypted sample data.
[ 8 ] – Player provides encrypted sample data to DRM Client for decryption using decryption key. How the DRM system locates the identified decryption key is left to a DRM-specific method
[ 9 ] – Player received unencrypted sample data from DRM Client. 

[bookmark: _Toc379358637][bookmark: _Toc379358638][bookmark: _Toc379358639][bookmark: _Toc379358640][bookmark: _Toc379358687][bookmark: _Toc379358689][bookmark: _Toc379358698][bookmark: _Toc379366530][bookmark: _Toc268757306]Common Encryption Test-DRM Simulation
[bookmark: _Toc379366531][bookmark: _Toc268757307]Introduction 
In order to test common encryption without the necessity to do tests for a specific DRM, or all supported DRMs, a common encryption Test-DRM simulation is defined.
Specifically the following aspects are defined for the Test-DRM simulation: 
· To test decryption with common encryption scheme parameters, a clear key and associated KID is provided in a separate file. 
· To test the parsing of DRM relevant fields, two different test scenarios are defined to communicate the encryption parameters in the MPD and in the movie box (see section 1). The latter case also includes key rotation. 
In the interest of testing independently of a specific DRM system, the keys are provided directly in clear text, in lieu of the DRM specific license information, system keys, and decryption system that is otherwise used to securely obtain the media keys. 
The use of an external file allows flexible referencing of the same key from different locations, to e.g. use the same key for audio, video or different Representations. 
[bookmark: _Toc379366532][bookmark: _Toc268757308]Test of Common Encryption 
The key file location is the MPD directory or configurable in the player to avoid OS dependent path references. Its file name is the KID expressed in 32 hex lower case digits with .txt extension. The content is the decryption key in lower case hex digits e.g. 
bdff1a347bd8e9f523f5ee6b16273d6e.txt contains: 
050526bf6d3c386ffe5fc17c93506eca
The key file name can be stored in the ‘pssh’ box to verify the creation and parsing of ‘pssh’ information. If the ‘pssh’ box information is not present, the file name can also be derived directly from the default_KID stored in the ‘tenc’ box, or a cenc:default_KID attribute in the MPD.
In the test vectors 3 different test values for @schemeIdUri are defined to represent multi DRMs: 
00000000-0000-0000-0000-000000000000
00000000-0000-0000-0000-000000000001
00000000-0000-0000-0000-000000000002
The test of common decryption is successful when decryption in the above cases is successful.
[bookmark: _Toc379366533][bookmark: _Toc268757309]ContentProtection descriptor
The extension namespace defined in [21] is used to include default_KID and pssh parameters in the ContentProtection elements for the test DRM above. 
	 <xs:schema 
    targetNamespace="urn:mpeg:cenc:2013"
    attributeFormDefault="unqualified"
    elementFormDefault="qualified"
    xmlns:xs="http://www.w3.org/2001/XMLSchema"
    xmlns:cenc="urn:mpeg:cenc:2013">
    
    <!-- KID is a 128-bit integer written in canonical UUID string notation -->       
    <xs:simpleType name="KeyIdType">
        <xs:restriction base="xs:string">
            <xs:pattern value="[A-Fa-f0-9]{8}-[A-Fa-f0-9]{4}-[A-Fa-f0-9]{4}-[A-Fa-f0-9]{4}-[A-Fa-f0-9]{12}"/>            
        </xs:restriction>
    </xs:simpleType>
    
    <!-- space-delimited list of KIDs -->   
    <xs:simpleType name="KeyIdListType">
        <xs:list itemType="KeyIdType" />
    </xs:simpleType>
    
    <!-- attribute that can be used within the DASH ContentProtection descriptor -->   
    <xs:attribute name="default_KID" type="KeyIdListType"/>
    
   <!-- element used within system specific UUID ContentProtection descriptors -->
 
    <xs:element name="pssh" type="xs:base64Binary"/>
  
</xs:schema>


An example is provided below:

	
<ContentProtection schemeIdUri="urn:mpeg:dash:mp4protection:2011" 
        value="cenc" cenc:default_KID="34e5db32-8625-47cd-ba06-68fca0655a72"/>

<ContentProtection schemeIdUri="urn:uuid:00000000-0000-0000-0000-000000000000" 
        value="DASH264DRM v2.0">
        <cenc:pssh data=”cG9zc2libGUgcm9vdCBwc3NoIGxpY2Vuc2UgaW5mbw==”/>
</ContentProtection>



Here the cenc:pssh element contains the base64 encoded ‘pssh’ box and cenc:default_KID attribute contains the default_KID from the ‘tenc’ box, which is the same for all Representations in the Adaptation Set.

[bookmark: _Toc379366534][bookmark: _Toc268757310]Test Scenarios
Introduction
Different test scenarios are defined which are then mapped to specific test cases in [24]. The first test scenario uses a single key with 
1. pssh and tenc parameters in the movie box 
2. pssh element and tenc.default_KID parameters in the MPD.
Another test scenario implements key rotation with tenc and pssh information in the MPD.  Finally, a use case for interleaving of unencrypted content is added. 
Test Scenario 1: pssh and tenc Parameters in Movie Box 
The simulation verifies the signaling of the DRM in the MPD, specifically the pssh and tenc information as it must be exercised to access the keys.
The signaling of encryption scheme(s) in MPD:
<ContentProtection schemeIdUri="urn:uuid:00000000-0000-0000-0000-000000000000">  
<ContentProtection schemeIdUri="urn:uuid:00000000-0000-0000-0000-000000000001">  
<ContentProtection schemeIdUri="urn:uuid:00000000-0000-0000-0000-000000000002">  
The pssh box, if present, contains the base64 encoded filename of the key file.
Test Scenario 2: pssh and default_KID Parameters in MPD 
The simulation verifies the encoding of the parameters in the MPD as described in 1. The key file is indicated in the cenc:pssh element as base64 encoded KID in lower case with .txt extension. For example, for a KID of bdff1a347bd8e9f523f5ee6b16273d6e, the key will be in the file bdff1a347bd8e9f523f5ee6b16273d6e.txt. 
The cenc:pssh element with required base64 encoding in this case is:
<cenc:pssh ”YmRmZjFhMzQ3YmQ4ZTlmNTIzZjVlZTZiMTYyNzNkNmUudHh0”/>
A separate key file is used for each key when key rotation is used.
Test Scenario 3: pssh and KID Parameters in MPD with Key Rotation
In this case, the pssh information may contain root license information. For the test scenario, the pssh information does not contain relevant key information but is present as a place holder. The static place holder is the base64 encoding of the string: ”possible root pssh license info”, i.e.:
<cenc:pssh data=”cG9zc2libGUgcm9vdCBwc3NoIGxpY2Vuc2UgaW5mbw==”/>
A separate key file with different $KeyId$ value is used for each new key.
Test Scenario 4: pssh and tenc Parameters in MPD with Key Rotation and unencrypted elements
This extends the previous test scenario with segments that are signaled as unencrypted that are combined with encrypted segments.
[bookmark: _Toc268757311]DASH-AVC/264 Interoperability Points
[bookmark: _Toc268757312]Main Profile
[bookmark: _Toc357500062][bookmark: _Toc268757313]Introduction
The scope of the DASH-AVC/264 interoperability point is the basic support of high-quality video distribution over the top. Both, live and on-demand services are supported. It is expected that the client supports at least the presentation of 
· high-definition video up to 720p
· stereo audio 
· basic subtitle support
· basic support for encryption/DRM
The compliance to DASH-AVC/264 may be signaled by an @profiles attribute with the value "http://dashif.org/guidelines/dash264"
[bookmark: _Toc357500063][bookmark: _Toc268757314]Supporters
This interoperability point is supported by at least the following DASH-IF members: Akamai, bitmovin, CastLabs, Cisco, Dolby, Digital Primates, DTS, Elemental Technologies, Envivio, Ericsson, Fraunhofer, Harmonic, Imagine Communications, Intel, InterDigital, Media Excel, Microsoft, Netflix, Path1, Qualcomm Incorporated, RealNetworks, RGB Networks, Sony, Sorenson Media, Thomson Video Networks, Verimatrix.
[bookmark: _Ref217460061][bookmark: _Toc357500064][bookmark: _Toc268757315]Definition
A DASH client conforms to the IOP by supporting at least the following features:
· All DASH-related features as defined in section 3 of this document. 
· H.264/MPEG AVC Progressive High Profile at level 3.1 as defined in section 4.2.
· MPEG-4 HE-AAC v2 level 2 profile audio codec as defined in section 4.3. Dynamic Range Control is not expected to be supported. 
· subtitle and closed captioning support using SMPTE-TT as defined in section 4.4.2 
· For On-Demand single file download is sufficient. 
· For live services and/or if key rotation is to be supported, the encapsulation into ISO BMFF is necessary.
· content protection based on common encryption and key rotation as defined in section 1. And specifically, the client supports MPD-based parsing and movie box based parsing of DRM related parameters for common encryption.
[bookmark: _Ref217459911]Content shall only be authored claiming conformance to this IOP if such a client can properly play the content. In addition, the content shall conform to the mandatory aspects for content authoring documented in section 3, section 4.2.3, section 4.3, section 4.4.2, and section 6.
If content is offered claiming conformance to this IOP, the content author is encouraged to use the HTTP-URL construction as defined in [3], section 5.1.4.
[bookmark: _Toc357500065][bookmark: _Toc268757316]DASH-AVC/264 Standard Definition 
[bookmark: _Toc357500066][bookmark: _Toc268757317]Introduction
It is recognized that certain clients may only be capable to operate with H.264/AVC Main Profile. Therefore content authors may provide and signal a specific subset of DASH-AVC/264 by providing a specific profile identifier referring to a standard definition presentation. This interoperability point is defined as DASH-AVC/264 SD.
The compliance to DASH-AVC/264 SD may be signaled by an @profiles attribute with the value "http://dashif.org/guidelines/dash264#sd"
[bookmark: _Toc357500067][bookmark: _Toc268757318]Supporters
This interoperability point is supported by the following DASH IF members: Akamai, bitmovin, CastLabs, Cisco, Dolby, Digital Primates, DTS, Elemental Technologies, Envivio, Ericsson, Fraunhofer, Harmonic, Imagine Communications, Intel, InterDigital, Media Excel, Microsoft, Netflix, Path1, Qualcomm Incorporated, RealNetworks, RGB Networks, Sony, Sorenson Media, Thomson Video Networks, Verimatrix.
[bookmark: _Ref217460064][bookmark: _Toc357500068][bookmark: _Toc268757319]Definition
A client that attempts to consume content generated conforming to this IOP shall support the following features:
· All features as defined in section 6.1.3, except:
· Instead of H.264/MPEG AVC Progressive High Profile at level 3.1, the highest video codec configuration is H.264/MPEG AVC Progressive Main Profile at level 3.0 as defined in section 4.2.
Content shall only be authored claiming conformance to this IOP if such a client can properly play the content. In addition, the content shall conform to the mandatory aspects for content authoring documented in section 3, section 4.2.3, section 4.3, section 4.4.2, and section 6.
[bookmark: _Toc224722334][bookmark: _Ref364156331][bookmark: _Toc268757320]DASH-AVC/264 High-Definition
[bookmark: _Toc224722335][bookmark: _Toc268757321]Introduction
For the support of high-quality video distribution up to 1080p, an additional interoperability point is defined.
[bookmark: hd][bookmark: hdurl]Compliance to DASH-AVC/264 HD may be signaled by an @profile attribute with the value "http://dashif.org/guidelines/dash264#hd"
Note: To signal conformance to both interoperability points, DASH-AVC/264 and DASH-AVC/264 HD, the @profile attribute may contain both interoperability point indicators.
[bookmark: _Toc224722336][bookmark: _Toc268757322]Supporters
This interoperability point is supported by the following DASH-IF members: Akamai, bitmovin, CastLabs, Cisco, Dolby, Digital Primates, DTS, Elemental Technologies, Envivio, Ericsson, Fraunhofer, Harmonic, Imagine Communications, Intel, InterDigital, Media Excel, Microsoft, Netflix, Path1, Qualcomm, RealNetworks, RGB Networks, Sony, Sorenson Media, Thomson Video Networks, Verimatrix.
[bookmark: _Ref218925207][bookmark: _Toc224722337][bookmark: _Toc268757323]Definition
A client that attempts to consume content generated conforming to this IOP shall support the following features:
· All features as defined in section 6.1.3.
· H.264/MPEG AVC Progressive High Profile at level 4.0 as defined in section 4.2.
Content shall only be authored claiming conformance to this IOP if such a client can properly play the content. In addition, the content shall conform to the mandatory aspects for content authoring documented in section 3, section 4.2.3, section 4.3, section 4.4.2, and section 6.
[bookmark: _Toc268757324]DASH-HEVC/265 Interoperability Points
[bookmark: _Toc240453537][bookmark: _Toc268757325]Interoperability point DASH-HEVC/265
[bookmark: _Toc240453538][bookmark: _Toc268757326]Introduction
The scope of the DASH-HEVC/265 interoperability point is the basic support of efficient high-quality video distribution over the top. Both, live and on-demand services are supported. It is expected that the client supports at least the presentation of 
· high-definition video up to 720p
· stereo audio 
· basic subtitle support
· basic support for encryption/DRM
[bookmark: dash265][bookmark: dash265uri]The compliance to DASH-HEVC/265 may be signalled by an @profiles attribute with the value "http://dashif.org/guidelines/dash265"
[bookmark: _Toc240453539][bookmark: _Toc268757327]Supporters
This interoperability point is supported by at least the following DASH-IF members: Akamai, bitmovin, BuyDRM, CastLabs, Cisco, Dolby, Digital Primates, DTS, Elemental Technologies, Envivio, Ericsson, Fraunhofer, Harmonic, Imagine Communications, Intel, InterDigital, Media Excel, Microsoft, Netflix, Nomor, Path1, Qualcomm Incorporated, RealNetworks, RGB Networks, Rovi, Sony, Sorenson Media, Thomson Video Networks, Verimatrix, VisualOn.
[bookmark: _Toc240453540][bookmark: _Ref263436495][bookmark: _Ref268755270][bookmark: _Toc268757328]Definition
A DASH client conforms to the profile by supporting at least the following features:
· All DASH-related features as defined in section 3 of this document. 
· Note: SAP type 3 is currently not permitted at the start of a segment/subsegment, but investigations and results on quality/complexity trade-offs are welcome. 
· H.265/MPEG-H HEVC Main Profile Main Tier at level 3.1 as defined in section 4.2.3.
· MPEG-4 HE-AAC v2 level 2 profile audio codec as defined in section 4.3. Dynamic Range Control is not expected to be supported. 
· subtitle and closed captioning support using SMPTE-TT as defined in section 4.4.2 
· For On-Demand single file download is sufficient. 
· For live services and/or if key rotation is to be supported, the encapsulation into ISO BMFF is necessary.
· content protection based on common encryption and key rotation as defined in section 1. And specifically, the client supports MPD-based parsing and movie box based parsing of DRM related parameters for common encryption.
Content shall only be authored claiming conformance to this IOP if such a client can properly play the content. In addition, the content shall conform to the mandatory aspects for content authoring documented in section 3, section 4.2.3, section 4.3, section 4.4.2, and section 6.
If content is offered claiming conformance to this IOP, the content author is encouraged to use the HTTP-URL construction as defined in [3], section 5.1.4.
[bookmark: _Toc240453541][bookmark: _Toc268757329]Extension DASH-HEVC/265 1080p  
[bookmark: _Toc240453542][bookmark: _Toc268757330]Introduction
For the support of high-quality video distribution up to 1080p progressive, an extension is defined.
[bookmark: dash2652k][bookmark: dash2652kuri]The compliance to DASH-HEVC/265 1080p 8bit may be signalled by an @profiles attribute with the value "http://dashif.org/guidelines/dash-265#1080p8"
[bookmark: _Toc240453543][bookmark: _Toc268757331]Supporters
This interoperability point is supported by the following DASH IF members: Akamai, bitmovin, BuyDRM, CastLabs, Cisco, Dolby, Digital Primates, DTS, Elemental Technologies, Envivio, Ericsson, Fraunhofer, Harmonic, Imagine Communications, Intel, InterDigital, Media Excel, Microsoft, Netflix, Nomor, Path1, Qualcomm Incorporated, RealNetworks, RGB Networks, Rovi, Sony, Sorenson Media, Thomson Video Networks, Verimatrix, VisualOn.
[bookmark: _Toc240453544][bookmark: _Ref263436499][bookmark: _Toc268757332]Definition
A client that attempts to consume content generated conforming to this IOP shall support the following features:
· All features as defined in section 7.1.3.
· H.265/MPEG-H HEVC Main Profile Main Tier at level 4.1 as defined in section 4.2.
Content shall only be authored claiming conformance to this IOP if such a client can properly play the content. In addition, the content shall conform to the mandatory aspects for content authoring documented in section 3, section 4.2.3, section 4.3, section 4.4.2, and section 6.
[bookmark: _Toc240453545][bookmark: _Toc268757333]Extension DASH-HEVC/265 1080p 10bit 
[bookmark: _Toc240453546][bookmark: _Toc268757334]Introduction
For the support of high-quality video distribution up to and 1080p, a 10bit  extension is defined.
[bookmark: dash2654k][bookmark: dash2654kuri]The compliance to DASH-HEVC/265 1080p 10bit may be signalled by an @profile attribute with the value "http://dashif.org/guidelines/dash-265#1080p10"
[bookmark: _Toc240453547][bookmark: _Toc268757335]Supporters
This interoperability point is supported by the following DASH IF members: Akamai, bitmovin, CastLabs, Cisco, Dolby, Digital Primates, DTS, Elemental Technologies, Envivio, Ericsson, Fraunhofer, Harmonic, Imagine Communications, Intel, InterDigital, Media Excel, Microsoft, Netflix, Nomor, Path1, Qualcomm Incorporated, RealNetworks, RGB Networks, Rovi, Sony, Sorenson Media, Thomson Video Networks, Verimatrix.
[bookmark: _Ref231041282][bookmark: _Toc240453548][bookmark: _Toc268757336]Definition
A client that attempts to consume content generated conforming to this IOP shall support the following features:
· All features as defined in section 7.1.3.
· H.265/MPEG-H HEVC Main 10 Profile Main Tier at level 4.1 as defined in section 4.2.
Content shall only be authored claiming conformance to this IOP if such a client can properly play the content. In addition, the content shall conform to the mandatory aspects for content authoring documented in section 3, section 4.2.3, section 4.3, section 4.4.2, and section 6.
[bookmark: _Toc209604993][bookmark: _Toc224722338][bookmark: _Ref238023915][bookmark: _Ref364156344][bookmark: _Ref268750706][bookmark: _Toc268757337]Multi-Channel Audio Extension
[bookmark: _Toc224722339][bookmark: _Toc268757338]Scope
The Scope of the Multichannel Audio Extension is the support of audio with additional channels and codecs beyond the basic audio support as specified in the DASH-AVC/264 base, which is limited to Stereo HE-AAC.  Multichannel audio is widely supported in all distribution channels today, including broadcast, optical disc, and digital delivery of audio, including wide support in adaptive streaming delivery.  
It is expected that clients may choose which formats (codecs) they support.
[bookmark: _Toc209604995][bookmark: _Toc224722340][bookmark: _Toc268757339]Technologies
[bookmark: _Toc209604996][bookmark: _Toc224722341][bookmark: _Toc268757340]Dolby Multichannel Technologies
Overview
The considered technologies from Dolby for advanced audio support are:
· Enhanced AC-3 (Dolby Digital Plus) [29]
· Dolby TrueHD [30]
[bookmark: _Ref218921530]DASH-specific issues
In the context of DASH, the following applies:
· The signaling of the different audio codecs for the codecs parameters is documented in [29] and [30], which also provides information on ISO BMFF encapsulation.
· For E-AC-3 the Audio Channel Configuration shall use the " tag:dolby.com,2014:dash:audio_channel_configuration:2011" as defined at http://dashif.org/identifiers/audio-source-data/. 
[bookmark: _Toc268757367]Table 7 Dolby Technologies: Codec Parameters and ISO BMFF encapsulation
	Codec 
	Codec Parameter
	ISO BMFF Encapsulation
	SAP type

	Enhanced AC-3 [29]
	ec-3
	ETSI TS 102 366 Annex F [29]
	1

	Dolby TrueHD
	mlpa
	Dolby [30]
	1


[bookmark: _Toc268757341]DTS-HD
Overview
DTS-HD [31] comprises a number of profiles optimized for specific applications. More information about DTS-HD and the DTS-HD profiles can be found at www.dts.com. 
[bookmark: _Ref218921956]DASH-specific issues
For all DTS formats SAP is always 1. 
The signaling of the various DTS-HD profiles is documented in DTS 9302J81100 [28]. DTS 9302J81100 [28] also provides information on ISO BMFF encapsulation.
Additional information on constraints for seamless switching and signaling DTS audio tracks in the MPD is described in DTS specification 9302K62400 [33].
[bookmark: _Toc268757368]Table 8: DTS Codec Parameters and  ISO BMFF encapsulation 
	Codec 
	Codec Parameter
	ISO BMFF Encapsulation
	SAP type

	DT Digital Surround
	dtsc
	DTS 9302J81100 [28]

	1


	DTS-HD High Resolution and DTS-HD Master Audio
	dtsh
	
	

	DTS Express
	dtse
	
	

	DTS-HD Lossless (no core)
	dtsl
	
	



[bookmark: _Toc209605016][bookmark: _Toc224722361][bookmark: _Toc268757342]MPEG Surround
Overview
MPEG Surround, as defined in ISO/IEC 23003-1:2007 [32], is a scheme for coding multichannel signals based on a down-mixed signal of the original multichannel signal, and associated spatial parameters. The down-mix shall be coded with MPEG-4 High Efficiency AAC v2 according to section 5.3.3.
MPEG Surround shall comply with level 4 of the Baseline MPEG Surround profile.
[bookmark: _Ref218924537]DASH-specific issues
In the context of DASH, the following applies for audio codecs
· The signaling of the different audio codecs for the codecs parameters is according to RFC6381 [8] is documented in Table 9. Table 9 also provides information on ISO BMFF encapsulation.
· The content is expected to be prepared according to the MPEG-DASH Implementation Guidelines [3] to make sure each (sub-)segment starts with a SAP of type 1.
[bookmark: _Ref224722554][bookmark: _Toc268757369]Table 9 Codecs parameter according to RFC6381 [8] and ISO BMFF encapsulation for MPEG Surround codec
	Codec 
	Codec Parameter
	ISO BMFF Encapsulation
	SAP type

	MPEG Surround [32]
	mp4a.40.30
	ISO/IEC 14496-14 [8]
	1


[bookmark: _Toc209605017][bookmark: _Toc224722362]Note: Since MPEG Surround is based on a down-mix coded with AAC-LC and HE-AAC, for the above mentioned “Codec Parameters” the following is implied:
mp4a.40.30 = AOT 2 + AOT 5 + AOT 30
[bookmark: _Toc268757343]MPEG-4 High Efficiency AAC Profile v2, level 6
Overview
Support for multichannel content is available in the HE-AACv2 Profile, starting with level 4 for 5.1 and level 6 for 7.1 Error! Reference source not found.. All MPEG-4 HE-AAC multichannel profiles are fully compatible with the DASH-AVC/264 baseline interoperability point for stereo audio, i.e. all multichannel decoders can decode DASH-AVC/264 stereo content.  
[bookmark: _Ref218925127]DASH-specific issues
In the context of DASH, the following applies for the High Efficiency AAC v2 Profile
· The content shall be prepared according to the MPEG-DASH Implementation Guidelines [3] to make sure each (sub-)segment starts with a SAP of type 1.
· Signaling of profile levels is not supported in RFC 6381 but the channel configuration shall be signaled by means of the ChannelConfiguration element in the MPD.
· The signaling of MPEG-4 High Efficiency AAC v2 for the codecs parameters is according to RFC6381 [8] and is documented in Table 10. Table 10 also provides information on the ISO BMFF encapsulation.
· For all HE-AAC bitstreams, explicit backward-compatible signaling of SBR shall be used.
· The content should be prepared incorporating loudness and dynamic range information into the bitstream also considering DRC Presentation Mode in ISO/IEC 14496-3 [9], Amd. 4. 
· Decoders shall support decoding of loudness and dynamic range related information, i.e. dynamic_range_info() and MPEG4_ancillary_data() in the bitstream.
[bookmark: _Ref224722707][bookmark: _Toc268757370]Table 10 Codecs parameter according to RFC6381 [8] and ISO BMFF encapsulation
	Codec 
	Codec Parameter
	ISO BMFF Encapsulation
	SAP type

	MPEG-4 AAC Profile [9]
	mp4a.40.2
	ISO/IEC 14496-14 [27] 
	1

	MPEG-4 HE-AAC Profile [9]
	mp4a.40.5 
	ISO/IEC 14496-14 [27]
	1

	MPEG-4 HE-AAC v2 Profile [9] 
	mp4a.40.29
	ISO/IEC 14496-14 [27]
	1


[bookmark: _Ref218921658][bookmark: _Toc224722363]Note: Since both, HE-AAC and HE-AACv2 are based on AAC-LC, for the above mentioned “Codec Parameters” the following is implied:
mp4a.40.5 = AOT 2 + AOT 5
[bookmark: _Ref230788754][bookmark: _Toc268757344]Client Implementation Guidelines
Independent of the codec, a client that supports one or more codecs of multichannel sound playback should exhibit the following characteristics:
· Playback multichannel sound correctly given the client operating environment. As an example, if the audio track delivers 5.1 multichannel sound, the client might perform one or more of the following: decode the multichannel signal on the device and output either 6ch PCM over HDMI, or pass that multichannel audio with no changes to external AVRs, or if the device is rendering to stereo outputs such as headphones, either correctly downmix that multi-channel audio to 2-channel sound, or select an alternate stereo adaptation set, or other appropriate choices.  
· Adaptively and seamless switch between different bitrates as specified in the adaptation sets according to the playback clients logic.  Seamless switching is defined as no perceptible interruption in the audio, and no loss of A/V sync. There is no expectation that a client can seamlessly switch between formats.
[bookmark: _Toc268757345]Extensions
[bookmark: _Ref230789269][bookmark: _Toc268757346]General 
Definitions
A multichannel audio client at least supports the following features:
· All DASH-related features as defined in section 3 of this document.
· content protection based on common encryption and key rotation as defined in section 1. And specifically, the client supports MPD-based parsing and movie box based parsing of DRM related parameters for common encryption.
· The client implementation guidelines in section 8.3.
Recommendations
If content is offered claiming conformance to any extension in this section, the content author is encouraged to use the HTTP-URL construction as defined in [3], section 5.1.4.
[bookmark: _Toc224722365][bookmark: _Toc268757347]Dolby Extensions
Introduction
For the support of Dolby advanced audio support, two additional extensions are defined.
[bookmark: ec3][bookmark: ec3url]Compliance to DASH-IF multichannel audio extension with Enhanced AC-3 (Dolby Digital Plus) [29] may be signaled by an @profile attribute with the value  "http://dashif.org/guidelines/dashif#ec-3".
[bookmark: mlpa][bookmark: mlpauri]Compliance to DASH-IF multichannel extension with Dolby TrueHD may be signaled by an @profile attribute with the value  "http://dashif.org/guidelines/dashif#mlpa".
Supporters
These extensions are supported by the following DASH IF members: Dolby, DTS, Fraunhofer, BuyDRM, Sony.
[bookmark: _Ref218926021]Definition
Content may be authored claiming conformance to DASH-IF multichannel audio extension with Enhanced AC-3
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· Enhanced AC-3 (Dolby Digital Plus) [29] and the DASH-specific features defined in section 8.2.1.2
Content may be authored claiming conformance to DASH-IF multichannel extension with Dolby TrueHD 
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· Dolby TrueHD and the DASH-specific features defined in section 8.2.1.2 
[bookmark: _Toc224722366][bookmark: _Toc268757348]DTS-HD Interoperability Points
Introduction
For the support of DTS advanced audio support, four additional extensions are defined.
[bookmark: dtsc][bookmark: dtscuri]Compliance to DASH-IF multichannel audio extension with DTS Digital Surround may be signaled by a @profile attribute with value  "http://dashif.org/guidelines/dashif#dtsc".
[bookmark: dtsh][bookmark: dtshuri]Compliance to DASH-IF multichannel audio extension with DTS-HD High Resolution and DTS-HD Master Audio may be signaled by a @profile attribute with value  "http://dashif.org/guidelines/dashif#dtsh"
[bookmark: dtse][bookmark: dtseuri]Compliance to DASH-IF multichannel audio extension with DTS Express may be signaled by a @profile attribute with value  "http://dashif.org/guidelines/dashif#dtse"
[bookmark: dtsl][bookmark: dtsluri]Compliance to DASH-IF multichannel extension with DTS-HD Lossless (no core) may be signaled by a @profile attribute with value  "http://dashif.org/guidelines/dashif#dtsl"
Supporters
These extensions are supported by the following DASH IF members: Dolby, DTS, Fraunhofer, BuyDRM, Sony.
[bookmark: _Ref218926027]Definition
Content may be authored claiming conformance to DASH-IF multichannel audio extension with DTS Digital Surround 
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· DTS and the DASH-specific features defined in section 8.2.2.2
Content may be authored claiming conformance to DASH-IF multichannel audio extension with DTS-HD High Resolution and DTS-HD Master Audio 
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· DTS-HD High Resolution and DTS-HD Master Audio and the DASH-specific features defined in section 8.2.2.2
Content may be authored claiming conformance to DASH-IF multichannel audio extension with DTS Express 
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· DTS-HD Express and the DASH-specific features defined in section 8.2.2.2
Content may be authored claiming conformance to DASH-IF multichannel extension with DTS-HD Lossless (no core) 
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· DTS-HD Lossless (no core) and the DASH-specific features defined in section 8.2.2.2
[bookmark: _Toc224722367][bookmark: _Toc268757349]MPEG Surround Interoperability Points
Introduction
For the support of MPEG Surround advanced audio support the following extension is defined.
[bookmark: mps][bookmark: mpsuri]Compliance to DASH-IF multichannel audio extension with MPEG Surround according to ISO/IEC 23003-1:2007 [32] may be signaled by an @profile attribute with the value  "http://dashif.org/guidelines/dashif#mps".
Supporters
These extensions are supported by the following DASH IF members: Dolby, DTS, Fraunhofer, BuyDRM, Sony.
[bookmark: _Ref218926028]Definition
Content may be authored claiming conformance to DASH-IF multichannel audio extension with MPEG Surround 
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· ISO/IEC 23003-1:2007 and the DASH-specific features defined in section 8.2.3.2
[bookmark: _Toc224722368][bookmark: _Toc268757350]MPEG HE-AAC Multichannel Interoperability Points
Introduction
[bookmark: heaavmc51][bookmark: heaacmc51uri]Compliance to DASH-IF multichannel audio extension with HE-AACv2 level 4 [9] may be signaled by an @profile attribute with the value  "http://dashif.org/guidelines/dashif#heaac-mc51".
[bookmark: heaavmc71][bookmark: heaacmc71uri]Compliance to DASH-IF multichannel audio extension with HE-AACv2 level 6 [9] may be signaled by an @profile attribute with the value  "http://dashif.org/guidelines/dashif#heaac-mc71".
Supporters
These extensions are supported by the following DASH IF members: Dolby, DTS, Fraunhofer, BuyDRM, Sony.
[bookmark: _Ref218926031]Definition
Content may be authored claiming conformance to DASH-IF multichannel audio extension with HE-AACv2 level 4
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· HE-AACv2 level 4 [9] and the DASH-specific features defined in section 8.2.4.2
Content may be authored claiming conformance to DASH-IF multichannel audio extension with HE-AACv2 level 6
· if the content is multichannel audio content as defined in section 8.4.1, and
· if a client can be properly play the content by supporting at least the following features
· all multichannel audio client features as defined in section 8.4.1
· HE-AACv2 level 6 [9] and the DASH-specific features defined in section 8.2.4.2
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[bookmark: _Toc357500070][bookmark: _Toc268757352]Annex A: Examples for Profile Signalling
[bookmark: _Toc357500071][bookmark: _Toc268757353]Example 1
In this case DASH-AVC/264 content is offered, but in addition a non-conforming Adaptation Set is added.
Here is an example for an MPD:
· MPD@profiles="urn:mpeg:dash:profile:isoff-on-demand:2011, http://dashif.org/guidelines/dash264"
· AdaptationSet@profiles="urn:mpeg:dash:profile:isoff-on-demand:2011, http://dashif.org/guidelines/dash264"
· AdaptationSet@profiles ="http://dashif.org/guidelines/dash264"
· AdaptationSet@profiles ="urn:mpeg:dash:profile:isoff-on-demand:2011"
Pruning process for IOP http://dashif.org/guidelines/dash264 results in
· MPD@profiles ="http://dashif.org/guidelines/dash264"
· AdaptationSet@profiles ="http://dashif.org/guidelines/dash264"
· AdaptationSet@profiles ="http://dashif.org/guidelines/dash264"
It is now required that the pruned MPD conforms to DASH-AVC/264.
[bookmark: _Toc357500072][bookmark: _Toc268757354]Example 2
In this case DASH-AVC/264 content is offered, but in addition a non-conforming Adaptation Set is added and one DASH-IF Example Extension Adaptation Set is added with the virtual IOP signal http://dashif.org/guidelines/dashif#extension-example.
Here is an example for an MPD:
· MPD@profiles ="urn:mpeg:dash:profile:isoff-on-demand:2011, http://dashif.org/guidelines/dash264, http://dashif.org/guidelines/dashif#extension-example"
· @id = 1, AdaptationSet@profiles ="urn:mpeg:dash:profile:isoff-on-demand:2011, http://dashif.org/guidelines/dash264"
· @id = 2, AdaptationSet@profiles ="http://dashif.org/guidelines/dash264"
· @id = 3, AdaptationSet@profiles ="urn:mpeg:dash:profile:isoff-on-demand:2011, http://dashif.org/guidelines/dashif#extension-example"
Pruning process for profile http://dashif.org/guidelines/dash264 results in 
· MPD@profiles="http://dashif.org/guidelines/dash264"
· @id = 1,  AdaptationSet@profiles="http://dashif.org/guidelines/dash264"
· @id = 2,  AdaptationSet@profiles="http://dashif.org/guidelines/dash264"
It is now required that the pruned MPD conforms to DASH-AVC/264.
Pruning process for profile http://dashif.org/guidelines/dashif#extension-example results in 
· MPD@profiles="http://dashif.org/guidelines/dash264"
· @id = 3,  AdaptationSet@profiles="http://dashif.org/guidelines/dashif# extension-example" 
It is now required that the pruned MPD conforms to DASH-IF Example Extension Adaptation Set.
[bookmark: _Toc357500073][bookmark: _Toc268757355]Document History
Version 1.00: Initial publication of IOPs.
Version 1.01: Change http://dashif.org/metadata to http://dashif.org/identifiers.
Version 1.02: Correct application/xml+ttml to application/ttml+xml.
Version 1.03: Updated the disclaimer section.
Version 2.00: Addition of HD (6.3) and multichannel extensions (8), and clarifications on relatives ‘moof’ addressing (3.2.1), synchronization considerations (3.5), live services considerations (3.6) and audio loudness and dynamic range (8.2.4.2).
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