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FIRST CHANGE: Proposed update to text previously agreed in CR per Tdoc S4-140485 on MooD configuration
12
MBMS operation on Demand (MooD)

12.1 
Introduction

In the operation of "MBMS operation on Demand", or MooD,  certain content that is initially delivered over the unicast network may be turned into an MBMS User Service, in order to efficiently use network resources when the traffic volume exceeds a certain threshold. Such dynamic conversion from unicast delivery to MBMS delivery is also referred to as "MBMS offloading".  The MBMS offloading may apply to unicast traffic carried over HTTP or RTP/RTSP.  In the former case, the MBMS download delivery method is used, and in the latter, the MBMS streaming method based on RTP is used, for delivering the offloaded content.

12.2
UE-Elected Offloading

UE-elected offloading means that a MooD-capable UE will send its unicast requests, for content eligible for conversion to delivery as an MBMS service (as described by the MooD configuration file based on the request domains), to a designated proxy server. 

If the UE receives a proxy server response (e.g. an HTTP or RTSP 2xx response) that contains, in addition to the requested content, the MooD header field, it will activate the MBMS client by providing it with entry point information to the USD that is already provisioned or that is provided in the MooD header field. Subsequently, when the MBMS client is operational, having acquired the USD fragments (including the Media Presentation Description fragment in the case of DASH-formatted content) for the new MBMS service, and has begun receiving contents over the MBMS bearer, future requests for content by the client application (e.g., the DASH client) will be served by the MBMS client. Via OMA-DM (Device Management) based MooD Configuration Management Object (MO), the UE is provisioned with configuration information pertaining to MooD operation as described in clause 12.2.2 . Configuration parameters may include the proxy server over which unicast content requests have to be sent, identification of contents for which offloading to MBMS is eligible, and the location of the USD for UE to acquire service announcement information. 

The proxy server response message shall contain the 3GPP-specified MooD header field in order to activate the MBMS receiver, as defined below in clause 12.2.1. 

A UE that is not able to handle the MooD header field appropriately shall not use the proxy server for the requests. UEs that comply to this specifications shall support handling of the MooD header.
12.2.1 

MooD Header Field
In order to inform the UE to activate its MBMS client for subsequent USD acquisition and MBMS content reception associated with a dynamically-established MBMS User Service, a new 3GPP header field is defined. The MooD header field applies both to RTSP and HTTP redirections. If the UE detects the presence of the MooD header, it shall assume that this is an indication to activate the MBMS client.  If the MBMS client is already activated or operational, the header represents an implicit notification that updated USD fragments must be acquired. The MooD header field may contain the URL to the MBMS USBD fragment as the entry point to the dynamically-established MBMS service. The precedence rules for UE acquisition of USD fragments as result of the UE receiving the MooD header are given below, in decreasing order of priority (refer to clause 12.2.2 regarding the details of the MooD Configuration Management Object):

i. If the URL is present in the MooD header, the MBMS client shall use it to retrieve the USBD fragment over unicast.

ii. If the URL to the USBD fragment is not present in the header, but the URL to USD information, i.e. /<X>/USDLocation/URL is present in the MO, the MBMS client shall use it to retrieve USD fragments over unicast.
iii. If the URL to the USBD fragment is not present in the MooD header, nor is "/<X>/USDLocation" present in the Mood MO, but pre-configured session parameters to the USBD fragment is available in the UE, the MBMS client shall use that information to acquire the USD fragments over broadcast, i.e., via the MBMS service announcement download session.
During the interim period beginning from when the MBMS client starts to acquire the USD fragments until it has received contents of the on-demand MBMS service over the MBMS bearer, the UE should continue to request contents via the unicast network, to avoid service disruption or a "break before make" switching from unicast to broadcast content reception.  Upon readiness of the MBMS client to supply content received over MBMS delivery to the application client, a switch in reception mode from unicast to broadcast is expected to occur internally to the UE.

The MooD header field shall also be used by the UE to indicate its current location to the MooD proxy server, if requested to do so by the information in the MooD Configuration MO. In this case, the UE's current location shall be formatted according to the "LocationType" value as described in sub-clause 12.2.2.  In addition, the MooD header may contain the indication that the UE is MooD-capable.
The ABNF syntax for the MooD header field is defined as follows:

MooD=”3gpp-mbms-offloading”  [":" (absoluteURI / relative-reference / currentLocation)]  [": MooD-capable"],
where absolute-URI and relative-reference are defined in RFC 3986 [19], currentLocation represents the serving cell-ID of the UE whose format is according to location type specified in the /<X>/LocationType leaf of the MooD Configuration MO as defined in sub-clause 12.2.2, and presence of the string "MooD-capable" in the MooD header indicates that the UE is MooD-capable.
END OF FIRST CHANGE
SECOND CHANGE: New sub-clauses 12.2.1.1 through 12.2.1.4  relative to agreed in CR, Tdoc S4-140485, to provide additional description on the usage of the MooD header.
12.2.1.1

MooD Header in HTTP-based Unicast Content Access

In unicast content access via HTTP, the following rules apply regarding the use of the MooD header in HTTP request and response messages.
The MooD header has the generic form of message header fields, i.e.

message-header = <field-name> ":" <field-value>,

whereby
· message-header will be set to 'MooD';
· field-name will be set to '3gpp-mbms-offloading';
· field-value will be set to one of the following values:
a) The serving cell-ID in the form of a CGI (Cell Global Identification) or ECGI (E-UTRAN Cell Global Identification) value, according to and assuming the presence of the "/<X>/LocationType" leaf node in the MooD Configuration MO as defind in sub-clause 12.2.2.  CGI and ECGI are defined in 3GPP TS 23.003 [4].
b) The serving cell-ID, in accordance to preconfigured rule in MooD-capable UE for inclusion in the MooD header, and coupled to the condition that the MooD Configuration MO is not implemented.
c) The string "MooD-capable" to indicate that the UE is MooD-capable, in accordance to preconfigured rule in MooD-capable UEs for inclusion in the MooD header but without the serving cell-ID location information, and coupled to the condition that the MooD Configuration MO is not implemented.
Upon network determination of high usage demand and decision to perform MBMS offloading, subsequent HTTP 2xx responses will contain the requested content resource along with one of following instantiations of the MooD header:
a) The field-name "3gpp-mbms-offloading" alone;
b) The concatentation of the field-name "3gpp-mbms-offloading", a colon (":"), and an HTTP_URL representing the location of the USBD fragment for unicast HTTP acquisition;
c) The concatentation of the field-name "3gpp-mbms-offloading", a colon (":"), and a URI reference to a resource which can be be resolved by using a base URI.
12.2.1.2

MooD Header Registration for HTTP-based Content Access

IANA registration of the MooD header for RTP/RTSP-based content acquisition is defined in Annex C.17.
12.2.1.3

MooD Header in RTP/RTSP-based Unicast Content Access

In unicast content access via RTP/RTSP, the following rules apply regarding the use of the MooD header in RTSP PLAY request and response messages.

The MooD header has the generic form of message header fields, i.e.

message-header = <field-name> ":" <field-value>,

whereby
· message-header will be set to 'MooD';
· field-name will be set to '3gpp-mbms-offloading';
· field-value will be set to one of the following values:
a) The serving cell-ID in the form of a CGI (Cell Global Identification) or ECGI (E-UTRAN Cell Global Identification) value, according to and assuming the presence of the "/<X>/LocationType" leaf node in the MooD Configuration MO as defind in sub-clause 12.2.2.  CGI and ECGI are defined in 3GPP TS 23.003 [4].
b) The serving cell-ID, in accordance to preconfigured rule in MooD-capable UE for inclusion in the MooD header, and coupled to the condition that the MooD Configuration MO is not implemented.

c) The string "MooD-capable" to indicate that the UE is MooD-capable, in accordance to preconfigured rule in MooD-capable UEs for inclusion in the MooD header but without the serving cell-ID location information, and coupled to the condition that the MooD Configuration MO is not implemented.
Upon network determination of high usage demand and decision to perform MBMS offloading, subsequent RTSP 2xx responses will contain the requested content resource along with one of following instantiations of the MooD header:

d) The field-name "3gpp-mbms-offloading" alone;

e) The concatentation of the field-name "3gpp-mbms-offloading", a colon (":"), and an RTSP_URL representing the location of the USBD fragment for unicast RTP/RTSP acquisition;

f) The concatentation of the field-name "3gpp-mbms-offloading", a colon (":"), and a URI reference to a resource which can be be resolved by using a base URI.
12.2.1.4

MooD Header Registration for RTP/RTSP-based Content Access
IANA registration of the MooD header for RTP/RTSP-based content acquisition is defined in Annex C.17.
END OF SECOND CHANGE
