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1 Introduction

This document proposes strictly backward-compatible extensions according to type 3 in TR26.848, section 4.2.2.4.3.
This document assumes that LCT header extensions can be added as proposed in section S4-150582.
2 Principles

In regular operation, the FLUTE sender distributes FDT Instances as well LCT packets in order generate objects that are useful for applications. This is shown in the upper part of Figure 1. If such objects are generated dynamically or many of them need to be distributed, this creates unnecessary dependencies as well as potentially unnecessary overhead.

In order to avoid the necessity to receive FDT Instances to access an object that is delivered through LCT, an FDT Instance Descriptor may be added to the USD in order to generate and FDT Instance at the receiver, such that a regular FLUTE receiver can be used. The FDT Instance Generator in the receiver uses information in the FDT Instance Descriptor and LCT headers to generate the FDT Instance at the receiver. This is shown in Figure 1 in the lower part.
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Figure 1 Principle of FDT Instance Descriptor
This document provides details how to use information in the FDT Instance Descriptor and the LCT header to generate all essential information of and in FDT Instances and how to add optional information in the FDT.
In order to provide a backward compatible service offering, FDT Instances are sent inband as well. However, receivers capable of using FID may ignore FDT instances. In addition, LCT headers must be used such that they conform to earlier Releases.
3 Background: FDT Instance Model
3.1 FDT Instance Parameters
According to RFC3926, section 3.4.2, and TS26.346, section 7.2.10, FDT Instances may contain the following parameters:
	
	Element or Attribute Name
	Use
	Description

	
	FDTInstance
	
	specifies the static File Delivery Descriptor

	
	
	@Expires
	M
	expiry time of the FDT Instance. 



	
	
	@Complete
	O
	when TRUE, signals that no new data will be provided in future FDT Instances within this session (i.e., that either FDT Instances with higher ID numbers will not be used or if they are used, will only provide identical file parameters to those already given in this and previous FDT Instances)

	
	
	@Content-Type
	O
	default for File@Content-Type

	
	
	@FEC-OTI-FEC-Encoding-ID
	O
	default for File@FEC-OTI-FEC-Encoding-ID

	
	
	@FEC-OTI-FEC-Instance-ID
	O
	default for File@FEC-OTI-FEC-Instance-ID

	
	
	@FEC-OTI-Maximum-Source-Block-Length
	O
	default for File@FEC-OTI-Maximum-Source-Block-Length 

	
	
	@FEC-OTI-Encoding-Symbol-Length
	O
	default for File@FEC-OTI-Encoding-Symbol-Length 

	
	
	@FEC-OTI-Max-Number-of-Encoding-Symbols
	O
	default for File@FEC-OTI-Max-Number-of-Encoding-Symbols 

	
	
	@mbms2008:FullFDT
	O
	see 7.2.14 of TS26.346

	
	
	File
	1...N
	

	
	
	
	@Content-Location
	M
	MUST be assigned a valid URI as defined in 

	
	
	
	@TOI
	M
	MUST be assigned a valid TOI value as described in section 3.3 of RFC3926.

	
	
	
	@Content-Length
	O
	"Content-Length" as defined in RFC2616

	
	
	
	@Transfer-Length
	O
	length of the object transported in bytes

	
	
	
	@Content-Encoding
	O
	"Content-Encoding" as defined in RFC2616


	
	
	
	@Content-Type
	O
	the MIME type of the file, i.e. "Content-Type" as defined in RFC2616

	
	
	
	@Content-MD5
	O
	"Content-MD5" as defined in RFC2616

	
	
	
	@FEC-OTI-FEC-Encoding-ID
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-FEC-Instance-ID
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-Maximum-Source-Block-Length
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-Encoding-Symbol-Length
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-Max-Number-of-Encoding-Symbols
	O
	see section 5.2 of RFC3926

	
	
	
	@mbms2009:Decryption-KEY-URI
	O
	see 7.2.15 of TS26.346

	
	
	
	@mbms2012:FEC-Redundancy-Level
	O
	see 7.2.10.6 of TS26.346

	
	
	
	mbms2007:Cache-Control
	0...1
	see 7.2.13 of TS26.346

	
	
	
	mbms2012:Alternate-Content-Location-1
	0...N
	see 9.3.15 of TS26.346

	
	
	
	mbms2012:Alternate-Content-Location-2
	0...N
	see 9.3.15 of TS26.346

	
	
	mbms2012:Base-URL-1
	0...N
	see 9.3.15 of TS26.346

	
	
	mbms2012:Base-URL-2
	0...N
	see 9.3.15 of TS26.346

	
	
	mbms2005:Group
	0...N
	unclear

	
	
	mbms2005:MBMS-Session-Identity-Expiry
	0...N
	see 7.2.11 of TS26.346

	
	Legend: 

For attributes: M=Mandatory, O=Optional, OD=Optional with Default Value, CM=Conditionally Mandatory.

For elements: <minOccurs>...<maxOccurs> (N=unbounded)

Note that the conditions only holds without using xlink:href. If linking is used, then all attributes are "optional" and <minOccurs=0>

Elements are bold; attributes are non-bold and preceded with an @.


3.2 Dynamics of FDT

According to RFC3926, section 3.3, the following relevant rules define the dynamics of the FDT Instances within a file delivery session (with relevant aspects highlighted):
· For every file delivered within a file delivery session there MUST be a file description entry included in at least one FDT Instance sent within the session. A file description entry contains at a minimum the mapping between the TOI and the URI.
· An FDT Instance MAY appear in any part of the file delivery session and packets for an FDT Instance MAY be interleaved with packets for other files or other FDT Instances within a session.
· The TOI value of '0' MUST be reserved for delivery of FDT Instances.  The use of other TOI values for FDT Instances is outside the scope of this specification.

· FDT Instance is identified by the use of a new fixed length LCT Header Extension EXT_FDT (defined later in this section).  Each FDT Instance is uniquely identified within the file delivery session by its FDT Instance ID.  Any ALC/LCT packet carrying FDT Instance (indicated by TOI = 0) MUST include EXT_FDT.

· It is RECOMMENDED that FDT Instance that contains the file description entry for a file is sent prior to the sending of the described file within a file delivery session.

· Within a file delivery session, any TOI > 0 MAY be described more than once. An example: previous FDT Instance 0 describes TOI of value '3'.  Now, subsequent FDT Instances can either keep TOI '3' unmodified on the table, not include it, or complement the description.  However, subsequent FDT Instances MUST NOT change the parameters already described for a specific TOI.

· An FDT Instance is valid until its expiration time. The expiration time is expressed within the FDT Instance payload as a 32 bit data field.  The value of the data field represents the 32 most significant bits of a 64 bit Network Time Protocol (NTP) [5] time value.  These 32 bits provide an unsigned integer representing the time in seconds relative to 0 hours 1 January 1900.  Handling of wraparound of the 32 bit time is outside the scope of NTP and FLUTE.

· The receiver SHOULD NOT use a received FDT Instance to interpret packets received beyond the expiration time of the FDT Instance.

· A sender MUST use an expiry time in the future upon creation of an FDT Instance relative to its Sender Current Time (SCT).

· Any FEC Encoding ID MAY be used for the sending of FDT Instances. The default is to use FEC Encoding ID 0 for the sending of FDT Instances.
· FDT Instances are of higher priority than files.
3.3 Minimum Considered Functionality
In many cases, regular FDT instances may still be used. In order to support the most relevant use cases, the dynamic creation of at least following parameters should be considered:
	
	Element or Attribute Name
	Use
	Description

	
	FDTInstance
	
	specifies the static File Delivery Descriptor

	
	
	@Expires
	M
	expiry time of the FDT Instance. 



	
	
	@Complete
	O
	when TRUE, signals that no new data will be provided in future FDT Instances within this session (i.e., that either FDT Instances with higher ID numbers will not be used or if they are used, will only provide identical file parameters to those already given in this and previous FDT Instances)

	
	
	File
	1...N
	

	
	
	
	@Content-Location
	M
	MUST be assigned a valid URI as defined in 

	
	
	
	@TOI
	M
	MUST be assigned a valid TOI value as described in section 3.3 of RFC3926.

	
	
	
	@Content-Length
	O
	"Content-Length" as defined in RFC2616

	
	
	
	@Transfer-Length
	O
	length of the object transported in bytes

	
	
	
	@Content-Encoding
	O
	"Content-Encoding" as defined in RFC2616


	
	
	
	@Content-Type
	O
	the MIME type of the file, i.e. "Content-Type" as defined in RFC2616

	
	
	
	@FEC-OTI-FEC-Encoding-ID
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-FEC-Instance-ID
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-Maximum-Source-Block-Length
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-Encoding-Symbol-Length
	O
	see section 5.2 of RFC3926

	
	
	
	@FEC-OTI-Max-Number-of-Encoding-Symbols
	O
	see section 5.2 of RFC3926

	
	Legend: 

For attributes: M=Mandatory, O=Optional, OD=Optional with Default Value, CM=Conditionally Mandatory.

For elements: <minOccurs>...<maxOccurs> (N=unbounded)

Note that the conditions only holds without using xlink:href. If linking is used, then all attributes are "optional" and <minOccurs=0>

Elements are bold; attributes are non-bold and preceded with an @.


Other parameters may be provided as well.
3.4 Derived Requirements
The following design requirements are considered

· The following attributes must be derivable from the LCT header, or a combination of LCT header and FID:

· FDTInstance@Expires
· FDTInstance@Complete
· File@ContentLocation
· File@TOI
· File@Content-Length
· File@Transfer-Length
· File@Content-Encoding
· File@Content-Type
· File@FEC-OTI
· For each received TOI a Content-Location the FDT-Instance Generator needs to be able to generate a pair of @TOI and @Content-Location
· The TOI value zero can not be used for regular file delivery

· The FDT Instance is expected to be derived with the reception of the first few packets of an object.

· Derived FDT Instances have assigned an Instance ID, but the Instance ID is not part of the FDT Instance itself
4 Strictly backward-compatible extensions

4.1 General

This section is a collection of potential enhancements that may be performed in a backwards-compatible way.

The following general tools are considered:

· Ability to delivery FDT Instance in USD as a static information

· Extensions to the FDT Instance to signal Object Flows and CodePoints

· Sending existing or newly defined LCT extension headers

· Use of the code point signalling

· Recommendation on the use of certain tools
4.2 LCT based on RFC5651

4.2.1 Description

Following the analysis and agreement in document S4-140241, "RFC 3451: Layered Coding Transport (LCT) Building Block" may be replaced with RFC 5651 in TS26.346 Rel-12, without breaking backward-compatibility according to Type 1, Type 2 and Type 3 as defined in section X of this document.

The use of RFC5651 is beneficial as 3GPP can 

· use existing extension headers to LCT as defined in RFC 5651
· define and register new extension headers with IETF based on the procedures defined in RFC5651

· refer to an RFC that is in standards-track of the IETF.

Therefore, it is proposed to replace RFC 3451 with RFC 5651. In addition, the following restrictions need to be added:

· use the FDT Instance with version 1 according to RFC 3926.

· set reserved bits in the LCT header to zero.

4.2.2 Justification
Using RFC5651 enables to use extension headers defined in RFC5651 and to register new extension headers. It also enables to move from an experimental RFC to a standard track RFC.

4.2.3 Open Issues

The following issues still need clarification:

· Is ALC also upgraded to RFC5775?

4.3 File Delivery Table Instance Descriptor

4.3.1 Description

In order to enable providing an FDT Instance out-of-band in the USD a File Delivery Table Instance Descriptor (FID) may be added to the USD as a USD fragment. 

The FID fragments may be associated to one download delivery session. Each of the FID expresses sufficient information such that all functionalities of a sequence of FDT Instances can be generated by the receiver based on the FID and information in LCT packet headers, specifically the TOI. 

In case of sending DASH over Flute, the BM-SC may generate a new FDT Instance for each new DASH segment.

The FID may be delivered out-of-band or in-band and the attributes of the metadata envelope provide the context for the FID, i.e. its validity period as well as the URL as referred to by the USD.
4.3.2 Justification

This extension enables to deliver all static and known information ahead of time and out-of band. By this, dependency on the reception of inband FDT Instanceis reduced and clients understanding this fragment can parse this w/o relying on the reception of the inband FDT instance as all information is provided in the combination of the FID and the LCT headers.
4.3.3 Open Issues

Is this FDT Instance Descriptor (FID) only to be sent as USD fragment or is it also to be sent inband.
4.4 Extensions to FDT Instance

4.4.1 General

The following extensions only apply if the FDT Instance is delivered as a FID as a metadata fragment. Whether any of these extensions are useful for a regular inband FDT Instance is for further study.
4.4.2 Object Flows

4.4.2.1 Description
An FDT Instance may contain one or more object flow descriptors that are described in the following. This extension element may be added to the FDT Instance to generate equivalent data as provided by one or more File elements in the FDT Instance. Each object flow is identified by an @id. 

In order to address DASH based delivery, or general delivery of objects, object flows are defined. Objects are associated to a specific object flow by having a specific pattern of the TOI. A flow is defined by the ObjectFlow@id that if applied to the TOI field results in a match. The object flow identifier may be applied to the TOI or to the (TSI,TOI) fields

If the ObjectFlow element is present, then no File element shall be present that overlaps with the TOI space generated by the Object Flow.

	
	Element or Attribute Name
	Use
	Description

	
	ObjectFlow
	
	specifies the static File Delivery Descriptor

	
	
	@id
	M
	specifies the object flow identifier. 



	
	
	@contentType
	O
	identical to Content-Location attribute in FLUTE

	
	
	@contentEncoding
	O
	identical to Content-Encoding attribute in FLUTE

	
	
	FileTemplate
	0...1
	specifies a file template in the body. For details refer to section.

	
	Legend: 

For attributes: M=Mandatory, O=Optional, OD=Optional with Default Value, CM=Conditionally Mandatory.

For elements: <minOccurs>...<maxOccurs> (N=unbounded)

Note that the conditions only holds without using xlink:href. If linking is used, then all attributes are "optional" and <minOccurs=0>

Elements are bold; attributes are non-bold and preceded with an @.


4.4.2.2 Justification

Using object flows enables to group objects with identical properties and enables to provide this information in a static manner. This reduces the dependency on receiving the FDT Instance as static information that applies to all objects in the flow are summarized in the object flow. This specifically includes the @contentType. Typically this maps to a Representation.
4.4.2.3 Open Issues

· What other parameters may be added to the Object Flow, e.g. FEC Parameters?

· Do we want to have the ability to enable describing a range of TOIs using start and end TOI attributes for the file template?

· The relationship to multiple FLUTE sessions needs to be clarified.

· The usage of TOI only, TOI+TSI, or TSI only for object flow id needs to be clarified.

· Handling of the Flute FDT instance expire.

4.4.3 File Template

4.4.3.1 Description
The static File Delivery Description may include a FileTemplate element. The value of FileTemplate element attribute may contain one or more of the identifiers as listed in Table XX. 

The element enables to generate a one to one mapping between a OFI and TOI and URL.
In each URI, the identifiers from Table XX shall be replaced by the substitution parameter defined in Table XX. Identifier matching is case-sensitive. If the URI contains unescaped $ symbols which do not enclose a valid identifier then the result of URI formation is undefined. The format of the identifier is also specified in Table 16.

Each identifier may be suffixed, within the enclosing ‘$’ characters following this prototype:

%0[width]d

The width parameter is an unsigned integer that provides the minimum number of characters to be printed. If the value to be printed is shorter than this number, the result shall be padded with zeros. The value is not truncated even if the result is larger.

The FileTemplate shall be authored such that the application of the substitution process results in valid URIs. 
Strings outside identifiers shall only contain characters that are permitted within URIs according to RFC 3986.

Table XX — Identifiers for File templates

	$<Identifier>$
	Substitution parameter
	Format

	$$
	Is an escape sequence, i.e. "$$" is non-recursively replaced with a single "$"
	not applicable

	$OFI$
	This identifier is substituted with the object flow identifier ObjectFlow@id the corresponding LCT packet.
	The format tag may be present.

If no format tag is present, a default format tag with width=1 shall be used.

	$ON$
	This identifier is substituted with the object number which is represented by the remaining non flow if bits of the corresponding LCT packet 
	The format tag may be present.

If no format tag is present, a default format tag with width=1 shall be used.


4.4.3.2 Justification

Using a template enables to create the information @TOI and @contentLocation information contained in the File element in the FDT Instance by using this static information and the TOI.
4.5 Extension Headers

4.5.1 Deriving Object size

4.5.1.1 Description
The information about the object size and the other OTI needs to be delivered with each object to enable FDT-free object recovery. 

If the File Template is used, then an extension header permits to send the object size of the object with a specific TOI (combination of object flow id and object number). 

One option is to use the general EXT_FTI as defined in RFC3926, section 5.1.1. This may be used to deliver the Transfer Length of the carried object.

Alternatively a new extension header solely carrying the object size may be defined.

This extension header should be sent with every repair packet.

4.5.1.2 Justification

In order to enable to rely on static information and information included in the LCT packets only, the transport object size needs to be added to LCT packets.

4.5.1.3 Open Issue

The EXT_FTI is initially designed for this purpose. Whether to use the EXT_FTI or define a new headers is unclear
The issue is that TS26.346 is currently states:

FLUTE extension header fields EXT_FDT, EXT_FTI , EXT_CENC [9] shall be used as follows:

· EXT_FTI shall be included in every FLUTE packet carrying symbols belonging to any FDT Instance.

· FLUTE packets carrying symbols of files (not FDT Instances) shall not include an EXT_FTI.

· FDT Instances shall not be content encoded and therefore EXT_CENC shall not be used.

In FLUTE the following applies:

· EXT_FDT is in every FLUTE packet carrying symbols belonging to any FDT Instance.

· FLUTE packets carrying symbols of files (not FDT instances) do not include the EXT_FDT.

4.5.2 Timing Extension Header

4.5.2.1 Description
The LCT Header EXT_TIME extension as defined in RFC 5651 may be used by sender in the following manner:

· The Sender Current Time may be used to occasionally or frequently signal the sender current time depending on the application. This may be used in order to synchronize the clock of the sender and the receiver.

· The Expected Residual Time (ERT) may be used to indicate the expected remaining time for the current object.

· The SLC flag is typically of no use, but may be used to indicate addition/removal of segments.

4.5.2.2 Justification

This allows sending timing in band in order to provide synchronization, dejittering and so on.

4.5.2.3 Open Issues

The exact interpretation of these timing signals needs to be defined. 

For DASH, the usage of this timing may be more explicit.

4.5.3 Object Expires

4.5.3.1 Description

The object expiry information as currently present in the FDT Instance may have to be sent for certain applications. 

4.5.3.2 Justification

In order to enable to rely on static information and information included in the FID and LCT packets only..
4.5.3.3 Open Issues

· can this be solved with the FID only

· Or do we need an extension header and if so:

· Can an existing extension header be used, like an EXT_TIME header? 

· do we need to define a new extension header?
4.6 Code Points

4.6.1 Description
The FDT Instance may be extended by a code point element. Code points may be used to signal specific information of the packet carrying the data with respect to the object.

4.6.2 Justification

This permits to signal application specific aspects associated to individual LCT packets.

4.6.3 Open Issues

· Details of the signalling in the FID.

· Examples for application specific signals

· Usage of code points in the existing specification.

4.7 Considered Recommendations

· Multiplexed segments, in particular for environments with higher packet error rates (i.e. when the usage of larger source blocks becomes more efficient) may be recommended when used together with FEC and for simple service offerings.
· using short media segments in order to reduce the e2e delay for Live. There should be an additional note highlighting the tradeoff between e2e delay / short segments and the FEC efficiency. The FEC efficiency is significantly reduced when operating with small source blocks.
· add informational section to the MBMS specification, clarifying the benefit of sending the DASH segment in a different order, if the segmenter is co-located with the BM-SC.
5 Backward-compatibility Considerations

A Rel-12 receiver and beyond will be able to make use the information to increase more robust information, especially as it can access the information without requiring the inband FDT Instance. This information may also improve the access time to objects as the FDT Instance delivery is not necessary. It may also allow that the FDT Instance is not sent redundantly and in a non-backward compatible deployment the sending of the FDT Instance may no longer be done at all.

Receivers prior to Rel-12 will ignore the information and rely on the FDT Instance.

6 Proposal

Based on this discussion in this document, the following is proposed:

·  Add Section 2 of this document as "Considered Strictly backward-compatible extensions for FLUTE Enhancements" to the MI-EMO TR
Annex X(NEW) (informative):
Guidelines for linear audio/video streaming using DASH over MBMS broadcast

X.1 Introduction

This Annex provides informative guidelines for the provision of linear audio and audio/video streaming using DASH over MBMS broadcast with focus on broadcast-only distribution. Linear audio and audio/video services refer to audio and audio/video services where the viewer is expected to watch a scheduled program at a particular time it’s offered, and on the particular channel it's presented on. These are for example continuous traditional TV and radio services or pay per view scheduled live services like for example premier league football or formula one programs.

X.2 Guidelines
X.2.1 General

This section provides service announcement, content authoring and distribution guidelines for services as described in Annex X.1 using DASH over MBMS.

Generally services as described in Annex X.1 for DASH over MBMS should be offered such that they can be consumed by an UE with certain terminal capabilities including those recommended in section X.2.6.
X.2.2 Content Authoring

X.2.2.1
General
The content is encoded or transcoded according to a 3GP-DASH profile using the MBMS codecs (see clause 10). The encoder in particular ensures that the client has enough data for a continuous playout.
X.2.2.2
DASH Authoring
The encoded bitstreams are segmented and packaged according to the 3GP-DASH specification TS 26.247 according to a 3GP-DASH profile. In addition, the constraints of MPEG DASH [ISO/IEC 23009-1 (2012)] and [ISO/IEC 23009-1:2012/Cor1:2013] ISO BMFF live profile should be taken into account. This includes, but is not limited to:

· The Segment Template is used for URL addressing of segments.
· Each segment starts with a stream access point of type 1 or 2. 
· Certain tools such as Subsets, xlink and so on are not used. 
The duration of the media data in the segments (segment duration) is typically constant signalled by the @duration attribute. The maximum tolerance of segment duration should not exceed ±50% and the maximum accumulated deviation over multiple segments is ±50% of the signaled segment duration. Such fluctuations in actual segment duration may be caused by for example ad replacement or specific IDR frame placement. Note that the last segment in a Period may be shorter.
For video, the signalling of width, height and frame rate should be added.
For audio, the signalling of the language should be added.

For subtitles, the signalling of the role of the subtitles should be added.
For providing a linear media streaming service based on DASH the following parameter settings are suitable:
· MPD@type is set to dynamic

· MPD@availabilityStartTime is set to any suitable value that expresses the start time of the Media Presentation such that segment availabilities can be computed.
· MPD@minimumUpdatePeriod is expected to present if the MPD@minimumUpdatePeriod is not provided, i.e. the exact end time of the Media Presentation is unknown. Setting the value of the minimum update period primarily affects two main service provider aspects: A short minimum update period results in the ability to change and announce new content in the MPD on shorter notice. However, by offering the MPD with a small minimum update period, the client requests an update of the MPD more frequently. However, a small value does not mean that the MPD does have to be updated, it just defines the request interval of the DASH client. Therefore, in DASH over MBMS, the MPD@minimumUpdatePeriod may most suitably be set to be as small as 0 and in this case MPDs can be updated basically instantaneously.
· Segment Duration (SDURATION)
· The segment duration typically influences the end-to-end latency, but also the switching and random access granularity as in DASH-264/AVC each segment starts with a stream access point which can also be used as s switch point. In DASH over MBMS, switching is of less relevance. The service provider should set the value taking into account at least the following:
· the desired end-to-end latency
· the desired compression efficiency
· the start-up latency
· the desired switching granularity
· the desired amount of HTTP requests per second
· the variability of the expected network conditions
· Reasonable values for segment durations are between 1 second and 10 seconds.
· More considerations in the context of DASH over MBMS are considered in section X.2.5
· MPD@minBufferTime (MBT) and Representation@bandwidth (BW) 
· the value of the minimum buffer time does not provide any instructions to the client on how long to buffer the media. The value describes how much buffer a client should have under ideal network conditions. As such, MBT is not describing the burstiness or jitter in the network, it is describing the burstiness or jitter in the content encoding.  Together with the BW value, it is a property of the content.  Using the "leaky bucket" model, it is the size of the bucket that makes BW true, given the way the content is encoded.
· The minimum buffer time provides information that for each Stream Access Point (and in the case of DASH-IF therefore each start of the Media Segment), the property of the stream: If the Representation (starting at any segment) is delivered over a constant bitrate channel with bitrate equal to value of the BW attribute then each presentation time PT is available at the client latest at time with a delay of at most PT + MBT. 
· The MBT typically may for example be set to the GOP size (coded video sequence) of the content, i.e. the segment size in case of live profile encoded content.
· MPD@timeShiftBufferDepth (TSB)
· If the content should be consumed at the live edge, then the time shift buffer depth should be set short. However, the TSB should not be smaller than the recommended value of 4*SDURATION and 6 seconds in media time in order for the client to do some pre-buffering in more difficult network conditions. 
· no restrictions on the accessibility of the content are provided, then the TSB may be set to a large value that even exceeds the media presentation duration. However, the TSB should not exceed the capabilities of the client.
· When joining, the MBMS client may change this value in the MPD before forwarding it to the application to avoid that the client requests data, which is not yet received.
· MPD@suggestedPresentationDelay (SPD)
· If synchronized play-out with other devices adhering to the same rule is desired and/or the service providers wants to define the typical live edge of the program, then this value should be provided. The service provider should set the value taking into account at least the following:

· the desired end-to-end latency

· the typical required buffering in the client, for example based on the network condition

· the segment duration SDURATION
· the time shift buffer depth TSB
· A reasonable value may be 2 to 4 times of the segment duration SDURATION, but the time should not be smaller than 4 seconds in order for the client to maintain some buffering.
X.2.2.3
Media Encoding
720p@30fps video is supported with H.264 (AVC) Progressive High Profile encoding up to Level 3.1, if a video component is present. 480p@30fps is therefore also supported
According to TR 26.906 [xx] , the observed minimum bit rate to achieve MOS (Mean Opinion Score)=3.5 (“Good Quality”) varies with the device type e.g. tablets or smartphone, the resolution, the display size, the encoder, and the content. 
Audio is supported via either Enhanced aacPlus (HE-AAC v2) or Extended AMR-WB depending on bitrates and content (see clause 10.3). The audio bitrates and recommended codec depending on content are depicted in clause 10.3.


In case subtitles (a.k.a. Closed Caption) are provided, the use of Timed Text format as specified in TS 26.245 carried with the video segments is defined. 

X.2.3 User Service Description (USD) and Media Presentation Description (MPD)

As a guideline, the User Service Description is usually constructed such that it contains

· At least one download delivery method. i.e. a deliveryMethod element is included in the userServiceDescription element, with a reference to an SDP indicating FLUTE;

· No streaming delivery method;

· Possibly additional download delivery methods to carry associated files;

· A reference to one Media Presentation Description fragment. That  Media Presentation Description describes all transported video representations and audio representations. Note, the UE may receive MPD updates in-band with the file delivery session instance.

· Note that only a single quality representation is made available for each content component as Adaptive Bitrate streaming is not used.

· The MPD@type element contains the value “dynamic”.

· No File Repair definition in the Associated Delivery Procedure (ADP) description;

· Possibly a Reception Reporting ADP to collect QoE (Quality of Experience) statistics from MBMS or DASH clients; Note, ADP for reception reporting may also be provided in-band with the file delivery session instance

· Possibly a Security Description if the service requires a registration;

· The FEC scheme is described in-band with FLUTE File delivery;

· A Schedule Description when the delivery session instance is not always present; Note, the UE may receive schedule fragment updates inband within the file delivery session instance. 

Additional application specific metadata may be provided together with the transport control metadata or out of band.

Note, the MPD is typically provided before the reception starts together with the other service description fragments. Only when the content of the MPD changes the updated MPD is delivered during the session in-band with the media segments on the same download delivery session. The MBMS client keeps the latest MPD until an updated MPD is received so that the DASH player can fetch the MPD locally. It is assumed that these updates occur seldom, for instance once the session end time becomes known.
Per discussion in TS 26.346, the absence of receptions of A and B flags, the end of transmission of an object is the expires time for the latest FDT describing the object. Objects should be described on an FDT with the Expires attribute indicating a time short after (1 or 2sec) the expected transmission of the last packet for that object. This enables the receiver to release the object to the application at least partially.
Furthermore, the client should be ensure that 

· media is delivered and available on time at the receiver in order for the client to schedule the playout
· it does not have to process the MPD for regular operation of the service, or at least no modifications of the MPD are necessary in order to properly operate the service 
X.2.4 Transport

The MBMS bearers is dimensioned such that it accommodates the aggregated 3GP-DASH representations bitrate for all content at any times, including header and FEC overhead.

The encoder should in particular ensure that the client has enough data for a continuous playout.

A single FLUTE Delivery Session is used. In case the linear stream is composed by multiple media components such as several audio track, timed text or video, the encoder can multiplex all components into a single media segment (using individual tracks) or generate a separate segments sequence for each component. In the later case, all media components are carried as individual files within the same FLUTE Delivery Session.

In some cases, metadata fragments such as MPD updates, Schedule Fragment updates or Accociated Delivery Procedure Description Fragments may be delivered in-band with the DASH segments on the same FLUTE delivery session.  As required for any metadata fragment, in-band fragments are encapsulated into a metadata fragment.

The FEC overhead is typically adjusted to the radio conditions and the used radio configurations of the MBMS area such as to achieve a satisfactory quality of experience. Audible and Visible impairments are then seldom. The target video and audio MTBF (Mean Time Between Failure) is usually set by the operator depending on the type of service. Note that ITU-T G.1080 recommends <=1 error event per hour for SDTV and <=1 error event per 4 hours for HDTV.

X.2.5 Minimizing tune-in times, switching times and presentation delay

The presentation time end-to-end delay as well as start-up and switching times of a linear audio/video service is a key factor impacting quality of experience of the users. 

The choice of segment duration depends on the particular application. 

· The segment duration constrains the tune-in time since the FLUTE receiver needs to buffer the segment to be able to perform FEC decoding. So one SAP at the beginning of the segment is enough. 

· The segment duration constrains the end-to-end delay. 

· The segment duration affects the robustness of the stream. The larger the segment durations (with multiplexed media components) the better the transport efficiency is. 

· The segment duration affects the user experience on a segment loss. The larger the segment duration is the larger the disruption is. Clients can make use of partial segment data when possible to reduce the perceptual impacts.

Therefore, if the application is linear TV over a rural area where robustness is key and end-to-end delay a secondary objective, a large segment size of e.g. 20s with FEC is appropriate. In that case tune-in times can be improved with adding several SAP per segments. If the application requires a low end-to-end delay in a dense urban area then efficiency is a secondary objective and segment duration in the order of 1s are appropriate. In DASH unicast the DASH player requests the segments depending on their AvailabilityStartTime (AST) which describes the time at which the segment are supposed to be available on the server for download.

In MBMS, the Media Presentation Description (MPD) indicates segment availability start time. This is the earliest time at which the DASH client expects to have available the segment. This means it also describes the latest time at which the segment are supposed to be available at the MBMS client (on the UE). 
This value needs to be set and adjusted by the system according to a worst case delay to reach some level of confidence that all MBMS clients in all broadcast areas will receive the segments on time. The processing delay (e.g. due to FEC recovery) depends on the UE platform and implementation. It will therefore happen for several clients that the transmission delay is actually shorter or longer. It is then possible for the DASH client to evaluate this actual segment availability time on the UE and adjust accordingly when it fetches the segments from the FLUTE receiver to minimize delay.
The client may adjust the segment availability start time by modifying the MPD@availabilityStartTime in the MPD prior to forwarding the MPD to the DASH client. However, for seamless operations such modifications are expected to be done consistently for any MPD updates.
X.2.6 Additional Recommended Receiver Capability 

A receiver for consuming services discussed in Annex X.1 is recommended to support the following capabilities:
· The receiver supports HE-AAC V2

· The receiver supports H.264/AVC baseline, main and High profile up to the profile and level as defined in section xxx. 
· The device supports at minimum decoding and rendering of two H.264 high profile streams, with each streams bit rate of 1.5 Mb/s, frame rate of 30fps, and resolution of 720p (1280x720).

· The device provides sufficient buffer to store at least 5 minutes of streaming video for 2 video streams at 1.5Mbps per stream. 

· The device has at least 1GB memory to support concurrent multicast services

· The DASH player supports the intersection of capabilities of MPEG DASH [ISO/IEC 23009-1 (2012)] and [ISO/IEC 23009-1:2012/Cor1:2013] and 3GP-DASH.
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