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FIRST CHANGE

7.2.10.4
Example of FDT

<?xml version="1.0" encoding="UTF-8"?>

<FDT-Instance 


xmlns="urn:IETF:metadata:2005:FLUTE:FDT" 


xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 


xmlns:mbms2007="urn:3GPP:metadata:2007:MBMS:FLUTE:FDT"

xmlns:mbms2008="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext" 


xmlns:mbms2009="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext"
xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"


xsi:schemaLocation="urn:IETF:metadata:2005:FLUTE:FDT FLUTE-FDT-3GPP-Main.xsd" 


FEC-OTI-FEC-Encoding-ID="1"


Complete="true" 


Content-Encoding="gzip" 


FEC-OTI-Encoding-Symbol-Length="512"  


Expires="331129600"


mbms2008:FullFDT="true">


<File 



Content-Type="application/sdp" 



Content-Length="7543" 



Transfer-Length="4294" 



TOI="2" 



FEC-OTI-Encoding-Symbol-Length="16"



FEC-OTI-Scheme-Specific-Info="AAEBBA==" 



Content-Location="http://www.example.com/fancy-session/main.sdp"



mbms2009:Decryption-KEY-URI="http://www.example.com/key-uri">



<mbms2007:Cache-Control>




<mbms2007:Expires>331129630</mbms2007:Expires>



</mbms2007:Cache-Control>



<sv:delimiter>0</sv:delimiter>



<MBMS-Session-Identity>93</MBMS-Session-Identity>
</File>


<File 



Content-Type="String" 



Content-Length="161934" 



Transfer-Length="157821" 



TOI="3" 



FEC-OTI-Encoding-Symbol-Length="512" 



Content-Location="http://www.example.com/fancy-session/trailer.3gp">



<sv:delimiter>0</sv:delimiter>



<MBMS-Session-Identity>93</MBMS-Session-Identity>
</File>


<sv:schemaVersion>1</sv:schemaVersion>


<MBMS-Session-Identity-Expiry value="3311288760">93</MBMS-Session-Identity-Expiry></FDT-Instance>

SECOND CHANGE

7.2.13
Caching Directives

A file download service may indicate the caching recommendations for a specific file or set of files that are delivered using FLUTE. The caching directives are to be used with the file download modes as follows:

· Promiscuous mode: it is recommended to use the caching directives with the promiscuous mode as it enables improved management of the storage at the UE. Applications make use of available copies of files as long as their respective caching time is still valid. In case one or several files have expired and the download session is still available, the UE should join the FLUTE session and download the expired files. Alternatively, the UE may attempt to retrieve the file using HTTP and the file URL.
· One-Copy mode: Caching directives may be used with the one-copy mode to indicate the validity of a certain file. Applications requesting the file will receive the cached file as long as it is still valid. A file that is not expected to be static may indicate a long expiry time or permanent validity.
· Keep-Updated mode: it is recommended to use the caching directives with the keep-updated mode to indicate the validity of a certain file. Applications requesting the file will receive the cached file as long as it is still valid.
The caching functionality defines three different caching directives:

· no-cache: this directive is used to indicate to the receiver not to cache a specific file (or set of files). This is probably useful in the case where the file is expected to be highly dynamic (changes to the file occur quite often) or if the file will be used only once by the receiver application.
· max-stale: this directive indicates to the FLUTE receiver that a specific file (or set of files) should be cached for an indefinite period of time, if possible. The file has no expiry date.
· Expires: this directive is used by the server to indicate the expected expiry time of a specific file (or set of files). It indicates a date and time value expressed as the 32 most significant bits of the NTP [78] 64-bit timestamp format. These 32 bits provide an unsigned integer representing the time in seconds relative to 0 hours 1 January 1900.
The syntax of the caching directives is described in section 7.2.10.5.

