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1 Introduction
This document is an update to document S4-130911, S4-131189, and S4-AHI424 focussing on the architecture. The details of the source protocols and the repair protocol are defined in accompanying documents S4-140034 and S4-140035.
2 Source Data Properties

In order to understand the proposal we assume that we have different source properties that may be distributed over FLUTE+. The source properties may be the following:

· A single data file without any specific properties. This data file creates a unit and is only accessible as a whole. Examples are gzipped files, etc. The file may be of different size between several kBytes up to GBytes.

· A collection of data files that are individually accessible, but are only useful together, e.g. objects of a web page, etc.

· A large multimedia file that is available on the BMSC as whole and is distributed without any real-time constraints. However, the consumption at the receiver may only be partial, i.e. access to only a subset done. To provide a reactive user experience, it is essential that the amount of data that “on-demand recovery” needs to read in and FEC decode before playback can commence be relatively small.  On the other hand, from the network perspective, it is essential that the FEC be applied over large source blocks of data.  Thus, it turns out that sub-blocking is an essential ingredient for providing an excellent “on-demand recovery” user experience. For details refer S4-121446.
· A collection of timed media segments, referenced by arbitrary URL names. Typically this is one Representation in an HLS distribution.

· A collection of timed media segments, referenced by a common URL pattern, e.g. only a number changes. Typically this is one Representation in a Media Presentation in DASH.

· A media file that is available as a whole at the sender, but the receiver starts playout/consumption of the file while receiving some initial data in a real-time manner. This may be an fragmented MP4 file, i.e. a DASH On-Demand format Representation, that is distributed. Typically distribution and consumption granularity is based on subsegments/fragments. The subsegments/fragments are protected by FEC individually.
· A media file that gradually generated at the server, but transmission starts prior to completion of the file. The size of the file may not be known in advance. The receiver may or may not start early playout. The media file may also be a media segment that is part of a media presentation. Typically distribution and consumption granularity is subsegments/fragments and subsegments/fragments are individual fragments.
· In the latter four cases, in addition to each timely connected segments or subsegments/fragments, there may also be multiple media components that are distributed jointly and played out jointly.

· Mixes of the above, for example non-realtime and real-time data.
In all cases it assumed that the delivered data can also be delivered through HTTP and FLUTE+ just provides the ability to distribute the data through unidirectional links in an efficient manner.
3 Architecture

The enhanced unidirectional file delivery protocol (FLUTE+) is split in two major components:

· the source protocol in order to deliver objects or flows/collection of objects is introduced in document S4-140034.
· the repair protocol (FEC Framework) in order to flexibly protect pieces of delivery objects delivery objects, bundle of delivery objects or bundles of pieces of delivery objects for FEC defined in S4-140035.

The source protocol is closely aligned with FLUTE as defined in RFC 6726 using the LCT building block. 

The FEC Framework is described in terms of an additional layer between the transport layer (e.g., UDP).  The FEC Framework does not protect packets, but delivery objects or pieces thereof. The FEC Framework makes use of a FEC scheme, in a similar sense to that defined in RFC5052, and uses the terminology of that document. The FEC scheme defines the FEC encoding and decoding, and it defines the protocol fields and procedures used to identify packet payload data in the context of the FEC scheme.  

All packets are LCT packets whereby the source and repair flows may be distinguished by:

· different UDP flows, i.e. they are carried on different IP/UDP port combination. Each of the UDP flows is established with SDP in the same way as done already in 3GPP MBMS.

· if sent within the same UDP flow by the TSI in the LCT header
· if sent within the same UDP flow and the same TSI, then by the PSI bit in the header. Note that this mode is mostly only applied for backward-compatibility reasons.
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Figure 1 Architecture of FLUTE+ Protocol
The architecture supports different protection and delivery schemes of the source data. It also supports all existing use cases for file delivery, as it can be deployed in a backward-compatible mode. Backward-compatibility is discussed in S4-140032. (MORE TO ADDED).
4 Definitions

The following definitions are used in this document as well as in S4-140034 and S4-140035:

· Delivery object: An object that is self-contained for the application, possibly in the combination with information from static metadata and the LCT header data of TSI and TOI. A delivery object may be
· a file with attributes provided in the File Delivery Table or File Delivery Description. The FDT may be extended with extension headers. The FDT is a separate delivery object. 
· a concatenation of an entity header and an entity body of an HTTP response, where the header contains all information. The entity header may describe a full object or a byte range of a file, i.e. the entity body is only a byte range.
· FEC object: An FEC object is either a complete delivery object (or a contiguous byte range of a delivery object). FEC protection is applied to a singe FEC object or a collection of FEC objects.
Additional definitions are added specifically for the source and FEC protocol.
5 Proposal

It is proposed to agree on the architecture (section 3) and definitions (section 4) in this document. as working assumption for future work.
- 3/4 -

