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1. Introduction 
This contribution briefs the current progress of UPCON in SA2 in section 2. Several options of congestion mitigation are discussed in section 3. The proposal is presented in section 4.
2. UPCON progress in SA2

In SA2, UPCON working is ongoing. The high level view of UPCON in the section 6.1.3 of 23.705 is provided below. 
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Figure 6.1.3-1: User-plane Congestion Management – High-level View

NOTE 1: The numbers do not necessarily imply a temporal order. 

NOTE 2: Step 5a and 5b are optional for solutions that are based on a CN only approach.

1. Congestion prediction/detection based on actual resource shortage or predictive algorithms in the RAN (P1).

2. Congestion indication to the CN (P2, P3, P4).

3. Selection of mitigation measures (e.g. policy rule provisioning) (P5, P6).

4. CN-based congestion mitigation (e.g. traffic limitation, gating, compression) (P5, P7).

5. Measures for RAN-based congestion mitigation (P5, P7).

a. 
Optional Service/QoS information to enable traffic differentiation in the RAN based on existing QoS measures.

Editor`s note: It is FFS how RAN user plane congestion awareness can also be exploited to optimize the performance of potentially agreed RAN-based congestion mitigation solutions. For example, the congestion information could be used to enable packet classification required to mark downlink packets, in order to minimize the performance impacts on the GGSN/PGW or the TDF. 
b. Optional RAN-based congestion mitigation (e.g. traffic prioritization, scheduling).
There are 7 solutions proposed and collected in the 23.705.

Overview of solution 1.1is depicted below.
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Figure 6.1.4.2-1: Overview of congestion mitigation based on policy decisions.

In solution 1.1 ‘policy based congestion mitigation’, some conclusion are made and listed below:

1) The PCRF may also provide – subject to agreement with the AF provider – an indication to the AFs (over the Rx interface). The detail of the indications / information provided to the AF over the Rx is FFS. 

2) The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation, e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services.
Solution 1.1 does not depend on how congestion awareness is achieved in the PCRF. Solution 1.2 and 2 provide 2 methods to convey RAN user plane congestion info up to the PCRF.

Solution 3’ Differentiation of IP flows mapped to the same QCI’ overview is depicted below:
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Figure 6.3.2-1:  RAN congestion mitigation based on the FPI 
In solution 3, the impact on the PCRF is the provision of policies to control FPI marking on per subscriber and/or per application basis. The application level of congestion mitigation is not covered in this solution.
Solution 4 ‘Unattended traffic limitation in the UE in case of RAN congestion’ is irrelevant to the DASH service, so it is skipped here.

Solution 5 is a similar approach as solution 3; the impact on the PCRF is the same as solution 3 too.

Solution 6 uses DPI instead of FQI marking approach, and it does not support content-level optimization or adaptation mechanisms.

In solution 7, a new logical function entity, RAN Payload Perceive Function (RPPF), is proposed to collect RAN user plane congestion information and further report to PCRF for the purpose of congestion mitigation. 
The PCRF may then report over Rx UE congestion information to applications that have subscribed to this information.
As a summary, the application can obtain RAN user plane congestion info supported by solution 1.1,1.2 and 2. The application can obtain RAN user plane congestion info supported by 7, and then the application can mitigate the congestion on the application level. Solution 3 and 5 do mention that the PCRF can use the policy of application to control FPI marking, but do not mention how the application plays the role. Solution 6 does not support content level optimization.  In this proposal, the application level mitigation solution will be investigated.
The indication of ‘RAN user plane congestion’ and ‘UE congestion information’ is not supported in the Rx interface [29.214] yet. 
3. Congestion mitigation at the application level
Once the HTTP proxy acting as an Application Function is notified with the indication of the congestion, several possible approaches can be taken to mitigate the congestion. It is assumed that the MPD is available at the HTTP proxy.
Option A: MPD tailoring and MPD update
Within the MPD, there are 3 version of representation: 2Mbps, 1Mbps and 500bps. When the HTTP proxy receive the indication of congestion, the HTTP proxy removes the 2Mbps version of representation in the MPD and forms the updated MPD including 1Mbps and 500bps representation information only, the updated MPD can be pushed to the UE. The UE receive the updated MPD and requests the following the segment with the latest MPD.  
When the HTTP proxy receive the indication of clearance of congestion, the HTTP proxy can restore the tailored MPD and push the MPD including 2Mbps, 1Mbps and 500bps representation  information to the UE, The UE receive the updated MPD and requests the following the segment with the latest MPD.
This option requires that the HTTP proxy store the MPD information and update the MPD with the indication of congestion over Rx interface. It is also required that the Rx interface is enhanced to transport ‘indication of congestion’ information.  Which representation will be tailored during congestion period can be based on the operator policy or to be considered of implementation specific.

Option B: MPD tailoring and MPD update with rate limitation
This option is a variant of option A. In option A, HTTP proxy determines how to tailor the representation in the MPD. RAN user plane congestion information detail is known by the PCRF and transparent to the HTTP proxy. The HTTP proxy may just remove the highest representation info from the MPD for the UE located in a highly congested cell; the UE will still experience the congestion for the DASH service.  The issue can be resolved if the PCRF can pass the rate limitation information to the HTTP proxy over Rx interface, the HTTP proxy uses the rate limitation information to tailor the MPD.
This option requires that the HTTP proxy store the MPD information and update the MPD. It is also required that the Rx interface is enhanced to transport ‘indication of congestion’ and ‘rate limitation’ information.

Option C: MPD tailoring with MPD extension
Signalling of congestion event to the DASH client is presented in S4-130453. Once the HTTP proxy receives the indication of congestion (with or w/o rate limitation) info, the HTTP proxy pass the congestion event info to the DASH client, the DASH client takes the congestion event info into consideration when it requests next segment.  

This option does not require the HTTP proxy store the MPD information. It is required that the Rx interface is enhanced to transport ‘indication of congestion’ and ‘rate limitation’ information. 
Option E: QoS update in the transportation layer
Once the HTTP proxy receives the indication of congestion (with or w/o rate limitation) info, the HTTP proxy modifies the value of MPD@bandwidth of presentation, initiates a AA-Request command to the PCRF, the PCRF updates the PCC rule, then replies a AA-Answer command to the HTTP proxy. The transportation bandwidth between the UE and the HTTP proxy drops. The updated MPD can be pushed to the DASH client by the HTTP proxy.
This option does not require the HTTP proxy store the MPD information. It is required that the Rx interface is enhanced to transport ‘indication of congestion’ and ‘rate limitation’ information.

Option F: Rejection of new DASH request

Once the HTTP proxy receives the indication of congestion info, the HTTP proxy continues to serve ongoing DASH service. At the same time, for the new coming HTTP request of new DASH client, the HTTP proxy sends HTTP Server Error message containing 3GPP network congestion indication to the DASH client. The new DASH client service request will be rejected in this option. 
This option does not require the HTTP proxy store the MPD information. HTTP status code extension is needed.
Option G: Differentiation DASH service by mobile subscription
This option enhances the option E considering the mobile subscription. Once the HTTP proxy receives the indication of congestion (with or w/o rate limitation) info, the HTTP proxy can check the current serving DASH client’s subscription level (for example: gold, silver and bronze level)  with the PCRF over Rx interface, if DASH client A is a gold level user, the HTTP proxy continue serve the DASH client A. If DASH client B is a bronze level user, the HTTP proxy can use option E to reduce the bandwidth of DASH client B. 
It is required that the Rx interface is enhanced to allow the HTTP proxy to check the status of mobile subscription level.
As a summary, in order to allow the HTTP proxy to mitigate congestion at the application level, the Rx interface enhancement should be investigated.  HTTP proxy may exchange congestion info with the DASH client too.

4. Proposal

It is proposed to adopt the options in section 3 of this proposal into 26.938.
5 Reference
[1]
TR23.705 v0.5 ‘System Enhancements for User Plane Congestion Management (Release 12)’
[2]
TS29.214 ‘Policy and Charging Control over Rx reference point’
’
�





�





PCRFs





PCEFs





IP-CAN session 1:





IP-CAN session 2:





Gx





SGi / Gi /  …





S5/S8





RAN congestion notification�(from P-GW or�Off-Path)





IP-CAN session n:





AFs





 1a 





2c  





Rx





 2a  





Provisioning �of congestion mitigation policies





Sd





 1b 





 2b  





TDFs





E.g. Bandwidth limitation/gating





E.g. Bandwidth limitation/gating





Packet marking





E.g. Rate adapt. Transcoding, etc.





 1c 





 2d  








1

[image: image4.emf] 

IP services  

RAN  

UE  

CN  -  based   

congestion   

mitigation  

Internet  

Core   

Network  

(user and   

control plane)  

Congestion   

Pred ./Detection  

1  

Congestion   

indication  

2  

RAN  -  based   

congestion mitigation  

4  

Service/QoS information   

for RAN  -  based   

congestion mitigation  

5  a  

5  b  

Decision on mitigation   

measures based on  congestion information  

3  

[image: image5.emf]