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Introduction
3GPP has agreed a work item on MBMS on-demand operation (MI-MooD) in its previous meeting [1]. The new WID deals with dynamically establishing and terminating MBMS sessions and directing users to those based on user and network operator needs. Among the use cases, MI-MooD aims at enabling migrating users from unicast to MBMS and vice versa for HTTP services such as web and DASH. 

In this contribution, we propose to introduce an OMA Device Management (DM) Management Object (MO) to give operators control over the offloading procedure. 
Proposal
In order to be able to perform content offloading dynamically, the network operator needs to synchronize the offloading operation with the UEs. The UEs are informed by the server that a requested resource is becoming available over an MBMS session. However, this behavior has to be accepted and adhered to by the UEs. UEs that support MBMS and would like to perform offloading, should direct their HTTP traffic to a designated HTTP proxy server and should be prepared to process redirections appropriately. 

For HTTP traffic, we propose that the offloading is triggered for a specific resource through sending a 307 Temporary Redirect message to the UE. Given that the message is coming from the dedicated proxy server, the UE recognizes that this is an offloading message. Furthermore, the body of the 307 message should contain the MBMS USD for the MBMS session over which the resource is being delivered. We also suggest that the redirection message should contain an indication if this redirection applies to future requests or only to the current resource. This is beneficial for the case of a DASH session, where the user is expected to request a set of media segments and where it makes sense to offload the whole session and not only a particular media segment.

The following figure depicts the behavior of the client and server when performing offloading. UEs that support MBMS and offloading forward all their HTTP requests to the provided proxy server and upon receiving a redirection message, fetch the MBMS USD and join the MBMS session. The files delivered over the MBMS session are identified by the same HTTP URLs as used over the unicast channel. The files received over the MBMS session are stored in a shared cache to serve future HTTP requests.   






The following figure shows an example instantiation of the DM offloading MO. The MO contains a list of proxy servers, of which the UE should randomly pick one for their HTTP requests. The network operator may preconfigure a static MBMS session that is used for offloading and store the details as part of the MO. In this case, upon receiving a redirect, the UE will automatically join the pre-configured broadcast session. Furthermore, the operator may provide a list of services for which it wants to selectively enable traffic offloading. For example, it might enable offloading for DASH sessions only, or for requests to video files, or for all HTTP traffic.






Conclusion
In this contribution, we discussed the need for pre-configuring UEs to deal with traffic offloading to MBMS. We propose to adopt the current procedure as the working assumption to dynamically trigger traffic offloading and work on the details of the DM Management Object. 
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