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1 Introduction
This document summarizes the conclusions and recommendations that should be considered when addressing the Service Protection of DASH over MBMS.  The details are provided in the included Powerpoint presentation.  
2 Conclusions
· Service protection of DASH over MBMS is already supported by existing MBMS Security spec (TS 33.246)
· DCF for carrying encrypted content and key ID, and FLUTE for carrying MIKEY MTK messages
· No need for additional service protection mechanisms
· Would incur unnecessary implementation complexity
· In any case, proposed mechanisms pose additional issues:
· Concern on Adapted PDCF:
· Designed for SRTP streaming services, not DASH
· Pertains to protected recording of content – DRM/content protection related feature, not applicable to service protection
· Concern on CENC:
· Scope of CENC is support for multiple DRM systems in heterogeneous content protection environment – not related to service protection
· Additional complexity incurred by BM-SC to parse DASH Segments
3 Proposal

Employ defined MBMS service protection mechanisms in TS 33.246 without introducing new/alternative functionality
· Add informative annex to TS 26.346 on use of existing mechanisms
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