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1. Overall Description:

SA3 would like to thank SA4 for their LS on Secure Associated Delivery Procedures. 
SA3 discussed the need to support end-to-end encryption for associated delivery procedures in TS 33.246 from Rel-9 onwards. SA3 agrees with SA4 analysis that the support for end-to-end encryption is missing in the current specification and would be needed to protect user and network privacy sensitive information sent from the UE to the network using MBMS associated delivery procedures. SA3 further concluded that HTTPS is the appropriate security mechanism to support end-to-end encryption for these procedures. 

In order to support the use of HTTPS for the end-to-end encryption of these procedures, SA3 agreed on the attached change requests to TS 33.246 from Rel-9 onwards.
2. Actions:

To 3GPP SA WG4 group.
ACTION:  SA3 kindly requests SA4 to take note of the agreed CRs to TS 33.246 and to consider any necessary changes to SA4 specification(s).
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