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1 Introduction

The use case for performing MBMS File Repair using conventional HTTP web-servers has been agreed as Use Case #5 in clause 2.5 of [1].  This contribution explains the need for server identification and selection procedures to support this use case effectively.

It is proposed to discuss this contribution and to incorporate the proposed text into the Permanent Document of EMM-DDE Use Cases.
2 Discussion

2.1 Identification of servers supporting byte range requests

One of the requirements agreed for the agreed use case states that,
· It shall be possible for the mobile network operator to perform a gradual deployment of terminals and conventional servers that support using HTTP byte range request without breaking backward compatibility with currently deployed terminals and servers
To support legacy terminals that can only make symbol-based requests for repair data any solution needs to re-use the existing procedures for listing symbol-based server URIs.  This information is provided in the Associated Delivery Procedures as specified in clause 9.3.5.1 of [2] using the “serviceURI” element.

To indicate the presence of a server that can support byte range requests to newer terminals with byte range request capability, the location of the server or file can be provided in either:
1. The File element of the File Delivery Table [3], by indicating that the file is available at the URI in a new “Alternate-Content-Location” attribute

2. The File Delivery Table [3], by adding a “Base-URL” element against which each of the files in the FDT can be resolved.  Resolving relative references against base URIs is described in [4].
3. The Associated Delivery Procedures, identified by adding a new element “byteRangeServiceURI” (similar to the “serviceURI” element for symbol-based servers)

Identifying the URI of the file in the File element of the FDT instance (i.e., “Alternate-Content-Location) allows the operator to have different servers for storing each of the files.  This is useful when an operator prefers that the terminals request source data directly from the original content server as described in the next section.
Inserting a “Base-URL” element in the FDT has the most flexibility: 

· It can be used to describe the unique location of a single file by listing only one File element in the FDT, e.g., file stored on the original content server as described in the next section.
· It can be used to describe multiple files stored at the same server URI when all the File elements are listed in the same FDT, e.g., files stored on the operator’s dedicated HTTP server

Identifying the server URI in the Associated Delivery Procedures is useful when the operator has a dedicated HTTP server that hosts copies of all the source files being broadcast for the service.  All terminals receiving files for the service direct their repair requests to this server URI.  However, this scenario can already be supported by using the “Base-URL” in the FDT for multiple File elements.  So signalling the server URI in the Associated Delivery Procedures is unnecessary. This avoids having to change the Associated Delivery Procedures.
2.2 Requesting repair data directly from the Content Server
Another aspect described in the use case is:
“From a service perspective the operator wishes to re-use content already available on the Internet via standard HTTP servers.  Furthermore, the operator can leverage the standardized, reliable, and optimized delivery provided by conventional HTTP-based Content Delivery Networks, resulting in a better and proven user experience with less risks, and reducing their own network congestion.  The operator can also enable advanced hybrid Internet/MBMS services, e.g., where eMBMS is used as a “traffic offload service” for Internet content.“

As described above, an operator may choose to broadcast popular content that is already available on the Internet at a particular URI, e.g., Top 5 Best YouTube videos for the day.  Understanding that many of its subscribers are interested in downloading this content, the operator can decide that it is more efficient for the air-interface to have the content broadcast to terminals for playback later rather than have its users download it over more costly unicast bearers.
Instead of having to host local copies of the content on a dedicated file repair server, the operator may instruct the terminals to make their requests for source data directly from the YouTube content server.
Since this indication to directly use the content server URI can vary for each type of file it should be included in the FDT File element of the file as described in the previous section.
2.3 Prioritization of server selection 
From the above discussion there are three types of servers that a terminal can contact to make a repair request:
1. Symbol-based repair server (identified by “serviceURI”) for legacy terminals.  This is a non-conventional HTTP server that the operator uses to service symbol-based repair requests from terminals in its network.

2. A HTTP byte-range request repair server that is used to store multiple files being broadcast for a service.  This is a conventional HTTP server that the operator uses to service byte range request for repair data from the terminals in its network.

3. A content server for the file being broadcast.  This is a conventional HTTP server that contains a copy of the file.  The server may be in the Internet and not necessarily in the operators network.

When more than one of the above server types is available it is necessary to give the terminal an indication of which types of servers to prioritize first when requesting repair data.
Whenever a server supporting byte range requests is available it should be prioritized over the symbol-based repair servers since the latter are only being used to service legacy terminals.  Having new terminals prioritize the use of the HTTP servers will reduce the need to increase serving capacity on the symbol-based repair servers and will eventually allow these symbol-based servers to be phased out as the legacy terminals are churned out of the system.

When both options to use a dedicated HTTP server (#2 above) and the original content server (#3 above) are available, the prioritization of which one to use can vary depending on the deployment scenario. 
Example scenario of prioritizing Content Server (#3)
To reduce the amount of server capacity dedicated for file repair, an operator may prefer to have terminals request source data directly from the content servers.  After the file is broadcast, the bulk of terminal requests for the source data can be directed to the content servers, thus not requiring much dedicated server capacity from the operator.  If the broadcasted file is only available for a certain period of time on the content server, the operator can store a local copy on its dedicated HTTP server in case there are terminals that have to make requests much later, but with as not as high expected request load.  In this scenario, the availability time of the file on the content server (when known) should also be indicated to the terminals so that they can decide on when they should no longer contact the content server.
Example scenario of prioritizing dedicated HTTP server (#2)
An operator may decide to have terminals contact its dedicated server when requesting source data as this allows the operator to guarantee a certain Quality of Experience.  The option to make requests directly from the content server are provided as a backup resource in case the operator’s dedicated server is unable to process requests due to failure or overloading.  
An operator may also use this prioritization configuration to save capacity on its backbone connection to the Internet.  A copy of the file is provided by the operator in the local dedicated HTTP server so that requests from its terminals do not have to use the more costly backbone link to the Internet.  The terminals would prioritize this dedicated server location first, and only go directly through to the Internet if the local server was unable to service the request.
For a solution to be able to support the above scenarios it is necessary to provide the terminal with the relative priority of these two server types when both are available.

3 Proposal

Based on the above discussion, the following changes are proposed to clause 2.5 of [1].
2
Use Cases
.....
2.5 Use Case #5: MBMS File Repair via Conventional HTTP Servers

A mobile network operator wishes to use conventional HTTP servers as repair servers for the MBMS File Repair feature.  Using conventional web servers allows the operator to leverage the existing, scalable, standardized, and widely-deployed web infrastructure.  The operator wishes not to use specialized file-repair servers and would prefer to use the same web servers as for delivering other content.

From a service perspective the operator wishes to re-use content already available on the Internet via standard HTTP servers.  Furthermore, the operator can leverage the standardized, reliable, and optimized delivery provided by conventional HTTP-based Content Delivery Networks, resulting in a better and proven user experience with less risks, and reducing their own network congestion.  The operator can also enable advanced hybrid Internet/MBMS services, e.g., where eMBMS is used as a “traffic offload service” for Internet content.  

It is important that the use of the HTTP-byte range requests be optimized to minimize the number of file repair requests from the repair servers.  For an operator that already has an existing MBMS deployment not using HTTP byte range requests for file repair, it is necessary to be able to gradually deploy terminals and servers that use the HTTP byte-range request messaging without negatively impacting the deployed terminals and servers.  
2.5.1 Requirements

· It shall be possible for the mobile network operator to use conventional HTTP/1.1 servers as file repair servers for the MBMS File Repair feature
· It shall be possible for terminals to make standard HTTP/1.1 byte-range requests for repair data from the file repair servers
· It shall be possible to indicate to terminals the capability to use conventional HTTP byte-range requests to request repair data for a file directly from a content server location.  When known, the availability time of the file on the content server should also be indicated to the terminal.    
· It shall be possible to indicate to terminals the capability to use conventional HTTP byte-range requests to request repair data for multiple files from a common or dedicated HTTP server location.

· When a terminal has the option to request data from both a common dedicated HTTP server or a content server, it shall be possible to indicate a prioritization of which type of server the terminal should select.
· It shall be possible for the mobile network operator to configure the network broadcast data and also terminal requests for repair data to minimize the amount of unicast load and number of HTTP repair requests
· It shall be possible for the mobile network operator to perform a gradual deployment of terminals and conventional servers that support using HTTP byte range request without breaking backward compatibility with currently deployed terminals and servers
2.5.2 Working Assumptions

· For backwards compatibility, re-use the “serviceURI” element in the Associated Delivery Procedures to indicate the availability of symbol-based repair servers for legacy terminals.

· The changes to indicate the availability of byte-range based repair servers shall be made in the File Delivery Table (FDT).  These changes shall be made in a manner that is backwards compatible with pre Release 11 terminals and their XML Schema.  No changes shall be made to the Associated Delivery Procedures.

· Introduce two optional elements in the File element of the File Delivery Table (FDT)

· Each of these elements can be used to provide the URL of the file on a content server or on a common dedicated server.

· When either of these elements are present these locations are prioritized by the terminal before making a request from symbol-based file repair servers (listed under “serverURI” in the Associated Delivery Procedures). 

· One element shall have priority over the other in the case that both are present.

· The URLs can be absolute URLs or relative references as described in RFC 3986.
· Associated with each of the above elements, introduce an optional element to indicate the availability time, if known.
· In the FDT introduce two optional elements which, when present, provide a base URL against which to resolve a relative reference included in the two new URL elements in the File element
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� Re-using the existing “Content-Location” attribute in the File element is not possible as this is already being used by pre-Rel-11 terminals for determining the file_uri when making a symbol-based repair request to legacy file repair servers.  This attribute cannot be made into a relative reference (as described later) without breaking backward compatibility with pre-Rel-11 terminals since they do not have a BaseURL element to resolve against.






