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[bookmark: ssec_mpd_hdm_rag_representation][bookmark: _Toc295208886]FIRST  CHANGE: New reference [xx] for TS 26.247

[bookmark: _Toc289116145]2	References
...
[xx]	3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS); Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)".
...
END FIRST CHANGE


SECOND CHANGE: Add abbreviations.
[bookmark: _Toc289115827]3.2	Abbreviations
For the purposes of the present document, the following abbreviations apply:
...
	DASH		Dynamic Adaptive Streaming over HTTP
...
	MPD		Media Presentation Description
...
END SECOND CHANGE


THIRD CHANGE: Update description of QoE metrics to include newly specified metrics. Clarify which metrics are collected only by RTP sessions, which metrics are collected by FLUTE delivery sessions, and which metrics apply to both.

[bookmark: _Toc289116296]8.4.2	QoE Metrics
An MBMS client should measure the metrics at the transport layer after FEC decoding (if FEC is used). For better accuracy, the MBMS client, but may also measure the metricsdo it at the application layer for better accuracy, or at the physical  layer if applicable..
The measurement period for the metrics is the whole streaming duration and the measurement resolution of each reported metrics value is defined by the "Measure-Resolution" field. The measurement period may be less than the session duration, because of late joiners or early leavers. The measurement period shall not include any voluntary event that impacts the actual play, such as pause, or any buffering or freezes/gaps caused by them.
The following metrics shall be derived by the MBMS client implementing QoE. 
The following QoE metrics are media level metrics that are only applicable to RTP:
· Corruption duration (8.4.2.1) 
· Successive loss of RTP packets (8.4.2.4)
· Frame-rate deviation (8.4.2.5)
· Jitter duration (8.4.2.6)
· Average codec bitrate (8.4.2.9)
· Codec information (8.4.2.10)
All the RTP media metrics are only applicable to at least one of audio, video, speech and timed text media types, and are not applicable to other media types such as synthetic audio, still images, bitmap graphics, vector graphics, and text. Additional session and media level QoE metrics for broadcast 3GP-DASH are defined in the MPD[xx].
The following QoE metrics are session level metrics that are only applicable to RTP:
· Rebuffering duration (8.4.2.2)
· Initial buffering duration (8.4.2.3)
· Content access/switch time  (8.4.2.7)
The following metrics are session level metrics that are only applicable to delivery sessions:
· Loss of objects(8.4.2.11)
· Timestamps of failed objects(8.4.2.12)
· Failed object identifiers(8.4.2.13)
· Symbol count for failed object blocks(8.4.2.14)
· Distribution of symbol count underrun for failed object blocks(8.4.2.15) 
These metrics are of interest mainly for sessions with a large number of object deliveries such as DASH over FLUTE [xx].
The following metrics are mobility metrics that are applicable to both streaming and file delivery sessions:
· Network resource (8.4.2.8)
· Broadcast mobility(8.4.2.16)  
All the metrics defined below are only applicable to at least one of audio, video, speech and timed text media types, and are not applicable to other media types such as synthetic audio, still images, bitmap graphics, vector graphics, and text.  
Any unknown metrics shall be ignored by the client and not included in any QoE report. 
Among the QoE metrics, corruption duration, successive loss of RTP packets, frame-rate deviation and jitter duration are of media level, whereas initial buffering duration, rebuffering duration and content access/switch time are of session level.
END THIRD CHANGE


FOURTH CHANGE: add new QoE metrics.

8.4.2.11	Loss of Objects 
The metric "Object_Loss" indicates the number of objects lost per FLUTE session. 
The syntax for the metric "Object_Loss" is as defined in sub-clause 8.3.2.1.
The number of  lost objects are summed up over each resolution period of the session and stored in the vector numberOfLostObjects. The unit of this metric is expressed as an integer equal to or larger than 0. The number of received objects is also summed up over each resolution duration and stored in the vector NumberOfReceivedObjects. These two vectors are reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.12	Timestamps of Failed Objects 
The metric “Timestamp_Of_Failed_Objects” provides the timestamp of objects for which reception failed. 
This metric is collected as a vector of timestamps, which each timestamp corresponding to a failed object delivery. The logged timestamp is the time at which the UE decides that an object is not recoverable through broadcast. The vector FailedObjectTimestamps is reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).
8.4.2.13	Failed Object Identifiers 
The metric “Failed_Object_Identifiers” provides the URIs of objects for which reception failed, and also provides the exact blocks that failed reception in the case where the object is composed of more than one block. 
This metric is collected in vector FailedObjectIDs as a string vector of URIs, followed by block numbers. If the block numbers are omitted, then all the blocks in the object are considered lost.
The vector is reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).
8.4.2.14	Symbol Count for Failed Object Blocks 
This metric “Symbol_Count_For_Failed_Object_Blocks” provides the number of received symbols, and the total number of symbols for failed object blocks. The metrics are logged in two vectors: ReceivedBlockSymbolCount, and TotalBlockSymbolCount. An entry is added in the vector for every failed block in a failed object.
The vectors are reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).
8.4.2.15	Distribution of Symbol Count Underrun for Failed Object Blocks 
The metric "Distribution_of_Symbol_Count Underrun" is calculated by subtracting the total number of symbols, from the number of received symbols for a failed block in a failed object. The range of values of the distribution are limited to the range of interest through top and bottom range parameters. Values greater than the top of the range are reported as the maximum value. Values lower than the bottom of the range are reported as the minimum value. 
The distribution is reported per measurement duration as a string list of (value, number of occurrences) pairs. The value, and number of occurrences pair are both integer. The vector SymbolCountUnderrun is a string vector where every entry is a bracket delimited list of (value,number of occurrences) pairs.
The top and bottom of the measurement duration is provided through the optional parameters T, and B respectively. The syntax for T, and B  to be included in the "att-measure-spec" (sub-clause 8.3.2.1) is as follows:
* T = "T" "=" 1*DIGIT
* B = "B" "=" -1*DIGIT
The default value of the top of the range, in case the T parameter is omitted, is 0. The default value of the bottom of the range, in case the B parameter is omitted, is -10. 
8.4.2.16	Broadcast Mobility
The “Broadcast_Mobility” metric identifies the source and destination cells in the event of a change in the serving MBSFN ID of the MBSFN carrying the service. 
The syntax for the metric "Broadcast_Mobility" is as defined in sub-clause 8.3.2.1 with the exception that  measurement duration is not applicable to this metric.
The cell is identified by the Cell Global Identity (as described in 3GPP TS 23.003 [77]), which is a concatenation of MCC, MNC, LAC and CI. It shall be coded as a text string as follows: Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (4 hexadecimal digits) and CI (4 hexadecimal digits). 
This metric is collected as three vectors: broadcastMobilityTimestamp, broadcastMobilitySourceCellID, broadcastMobilityDestinationCellID. 
The first collected timestamp is the start time of QoE collection. The first collected source cell ID, and the first collected destination cell ID, are set to the value of the cell ID of the client serving cell at QoE collection start.
 The last collected timestamp is the end time of QoE collection. The last collected source cell ID, and the last collected destination cell ID, are set to the value of the cell ID of the client serving cell at QoE collection end.
Intermediate collected timestamp values correspond to a change in the MBSFN ID carrying the service. The corresponding  source CellID is the CellId of the device serving cell prior to the change in MBSFN ID, The corresponding  destination CellID is the serving cell ID of the device after the change in MBSFN ID, Note, that the source and destination cell IDs may be the same in the case of a network reconfiguration that updates the MBSFN ID.
The three vector are reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

END FOURTH CHANGE

FIFTH CHANGE: modify general descriptive text of Reception reporting section.
[bookmark: _Toc289116332]9.4	The Reception Reporting Procedure
Following successful reception of content whether through point-to-multipoint MBMS bearers only, unicast bearers only, or using both point-to-multipoint and point-to-point bearers, a reception reporting procedure can be initiated by the MBMS Receiver (UE) to the BM-SC.
For MBMS Download Delivery method, the reception reporting procedure is used to either report the complete reception of one or more files, or to report statistics on the stream, or to do both. For MBMS Streaming Delivery method, the reception reporting procedure is used to report statistics on the stream.
If the BM-SC provided parameters requiring reception reporting confirmation then the MBMS Receiver shall confirm the content reception.
If reception reporting is requested for statistical purposes the BM-SC may specify the percentage subset of MBMS receivers it would like to perform reception reporting.
Transport errors can prevent an MBMS Receiver from deterministically discovering whether the reception reporting associated delivery procedure is described for a session, and even if this is successful whether a sample percentage is described. An MBMS Receiver shall behave according to the information it has even when it is aware that this may be incomplete.
The MBMS Receiver:
1.	Identifies the complete reception of a content item (e.g. a file, or a set of files within a download delivery session). See sub-clauses 9.4.1and 9.4.2.
2.	Determines the need to report reception. See sub-clause 9.4.3.
3.	Selects a time (Request time) at which a reception report request will be sent and selects a server from a list - both randomly and uniformly distributed. See sub-clauses 9.4.4 and 9.4.5.
4.	Sends a reception report request  message to the selected server at the selected time. See sub-clause 9.4.6.
Then the server:
1.	Responds with a reception report response message either describing a success or an error case. See sub-clause 9.4.7.
[bookmark: _Toc289116333]END FIFTH CHANGE

SIXTH CHANGE: add new STAR-only option to reception reporting options. Add note on MPD based QoE metrics to unify collection times.
[bookmark: _Toc289116335]9.4.3	Determining Whether a Reception Report Is Required
Upon full reception of a content item or when a session is complete, the MBMS Receiver must determine whether a reception report is required. An Associated Delivery Procedure Description indicates the parameters of a reception reporting procedure (which is transported using the same methods as the ones that describe File Repair).
A delivery method may associate zero or one associated delivery procedure descriptions with an MBMS delivery session. Where an associated delivery procedure description is associated with a session, and the description includes a postReceptionReport element, the UE shall initiate a reception reporting procedure. Reception reporting behaviour depends on the parameters given in the description as explained below.
The Reception Reporting Procedure is initiated if:
a.	A postReceptionReport element is present in the associated procedure description instance, or the default QoE reporting according to sub-clause 8.3.2.2 is activated.
One of the following will determine the UE behaviour:
b.	reportType is set to RAck (Reception Acknowledgement). Only successful file reception is reported without reception details.
c.	reportType is set to StaR (Statistical Reporting for successful reception). Successful file reception is reported (as with RAck) with reception details for statistical analysis in the network. 
d.	reportType is set to StaR-all (Statistical Reporting for all content reception). The same as StaR with the addition that failed reception is also reported. StaR-all is relevant to both streaming and download delivery.
e.	reportType is set to StaR-only (Statistical Reporting without Reception Acnowledgement). The same as StaR-all with the exception that individual files are not acknowledged. Only reception details are reported for the session for both streaming and download delivery. Star-only is equivalent to Star-all for streaming delivery. StaR-all is relevant to download delivery where session performance is obtained through QoE metrics.
fe.	The default OMA-DM QoE reporting configuration is activated according to sub-clause 8.3.2.2. QoE reporting is in this case done according to the content of the "Rules" leaf in the 3GPP_MBMSQOE MO.
g.	For DASH streaming services carried by download delivery sessions, additional QoE metrics may be defined in the MPD as defined as in [xx]. QoE metric collection at the DASH client level shall be triggered whenever StaR-all, and StaR-only QoE metric collection is active.  This triggering mechanism shall override the triggering mechanisms in the MPD in order to unify collection times of the metrics.
The reportType attribute is optional and behaviour shall default to RAck when it is not present.
The samplePercentage attribute can be used to set a percentage sample of receivers which should report reception. This can be useful for statistical data analysis of large populations while increasing scalability due to reduced total uplink signalling. The samplePercentage takes on a value between 0 and 100, including the use of decimals. It is recommended that no more than 3 digits follow a decimal point (e.g. 67.323 is sufficient precision).
The samplePercentage attribute is optional and behaviour shall default to 100 (%) when it is not present. The samplePercentage attribute may be used with StaR and StaR-all, but shall not be used with RAck.
When the samplePercentage is not present or its value is 100 each UE which entered the associated session shall send a reception report. If the samplePercentage were provided for reportType StaR and StaR-all and the value is less than 100, the UE generates a random number which is uniformly distributed in the range of 0 to100. The UE sends the reception report when the generated random number is of a lower value than the samplePercentage value.
END SIXTH CHANGE

SEVENTH CHANGE: modify reception report message reporting detail for StaR-only.
[bookmark: _Toc289116338]9.4.6	Reception Report Message
Once the need for reception reporting has been established, the MBMS receiver sends one or more Reception Report messages to the BM-SC. All Reception Report requests and responses for a particular MBMS transmission should take place in a single TCP session using the HTTP protocol (RFC 2616 [18]).
The Reception Report request shall include the URI of the file for which delivery is being confirmed. URI is required to uniquely identify the file (resource).
The client shall make a Reception Report request using the HTTP (RFC 2616 [18]) POST request carrying XML formatted metadata for each reported received content (file). An HTTP session shall be used to confirm the successful delivery of a single file. If more than one file were downloaded in a particular MBMS download multiple reception reports shall be added in a single POST request.
Each Reception Report is formatted in XML according the following XML schema (sub-clause 9.5.3). An informative example of a single reception report XML object is also given (sub-clause 9.5.3.2).
Multipart MIME (multipart/mixed) may be used to aggregate several small XML files of reception reports to a larger object.
For Reception Acknowledgement (RAck) a receptionAcknowledgement element shall provide the relevant data.
For Statistical Reporting (StaR) a statisticalReporting element shall provide the relevant data.
For both RAck and StaR/StaR-all (mandatory):
· For download, one or more fileURI elements shall specify the list of files which are reported. If the Content-MD5 value of the file is present in the FDT, it shall be provided in the Content-MD5 attribute in the reception report. Note, this allows unambigous identification of the files.
For only StaR/StaR-all/StaR-only (all optional):
· Each fileURI element has an optional receptionSuccess status code attribute which defaults to "true" ("1") when not used. This attribute shall be used for StaR-all reports. This attribute shall not be used for StaR reports. This attribute is not relevant for StaR-only reports.
· Each QoE Metrics element has a set of attributes and any number of media level QoE Metrics elements. All attributes are defined in sub-clause 9.5.3 and correspond to the QoE metrics listed in sub-clause 8.4.2. Individual metrics, both at session and at media level can be selected via SDP as described in sub-clause 8.3.2.1.
· The sessionID attribute identifies the delivery session. If the sessionType is "download", sessionID is of the format source_IP_address + ":" + FLUTE_TSI. If the sessionType is "streaming", sessionID is of the format  source_IP_address + ":" + RTP_destination_port.
· The sessionStartTime and sessionStopTime attributes identifies the NTP time when the session was started and stopped. 
· The sessionType attribute defines the basic delivery method session type used = "download" || "streaming".
· The serviceId attribute is value and format is taken from the respective userServiceDescription serviceID definition.
· The clientId attribute is unique identifier for the receiver, e.g. an MSISDN of the UE as defined in [77].
· The serviceURI attribute value and format is taken from the respective associatedDeliveryProcedureDescription serviceURI, which was selected by the UE for the current report. This attribute expresses the reception report server to which the reception report is addressed.

END SEVENTH CHANGE

EIGHTH CHANGE: add new reception reporting type to associated delivery procedure xml.
[bookmark: _Toc289116341]9.5.1	Generic Associated Delivery Procedure Description
Below is the formal XML syntax of associated delivery procedure description instances. Documents following this schema can be identifed with the MIME type "application/mbms‑associated-procedure-description+xml" defined in Annex C.7.
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema 
	xmlns="urn:3gpp:metadata:2005:MBMS:associatedProcedure" 
	xmlns:xs="http://www.w3.org/2001/XMLSchema" 
	targetNamespace="urn:3gpp:metadata:2005:MBMS:associatedProcedure" 
	elementFormDefault="qualified">
	<xs:element name="associatedProcedureDescription" type="associatedProcedureType"/>
	<xs:complexType name="associatedProcedureType">
		<xs:sequence>
			<xs:element name="postFileRepair" type="basicProcedureType" minOccurs="0"/>
			<xs:element name="bmFileRepair" type="bmFileRepairType" minOccurs="0"/>
			<xs:element name="postReceptionReport" type="reportProcedureType" minOccurs="0"/>
			<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>
		</xs:sequence>
	</xs:complexType>
	<xs:complexType name="basicProcedureType">
		<xs:sequence>
			<xs:element name="serviceURI" type="xs:anyURI" maxOccurs="unbounded"/>
		</xs:sequence>
		<xs:attribute name="offsetTime" type="xs:unsignedLong" use="optional"/>
		<xs:attribute name="randomTimePeriod" type="xs:unsignedLong" use="required"/>
	</xs:complexType>
	<xs:complexType name="bmFileRepairType">
		<xs:attribute name="sessionDescriptionURI" type="xs:anyURI" use="required"/>
	</xs:complexType>
	<xs:complexType name="reportProcedureType">
		<xs:complexContent>
			<xs:extension base="basicProcedureType">
				<xs:attribute name="samplePercentage" type="xs:decimal" use="optional" 
					default="100"/>
				<xs:attribute name="forceTimeIndependence" type="xs:boolean" use="optional" 
					default="false"/>
				<xs:attribute name="reportType" type="xs:string" use="optional"/>
			</xs:extension>
		</xs:complexContent>
	</xs:complexType>
</xs:schema>

"reportType" value = "RAck" || "StaR" || "StaR-all" || “StaR-only”

END EIGHTH CHANGE

NINTH CHANGE: add new QoE metrics to reception report request xml.

[bookmark: _Toc289116343]9.5.3	XML Syntax for a Reception Report Request
Below is the formal XML syntax of reception report request instances.
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:metadata:2008:MBMS:receptionreport" 
xmlns="urn:3gpp:metadata:2008:MBMS:receptionreport" 
	elementFormDefault="qualified">
	<xs:element name="receptionReport" type="receptionReportType"/>
	<xs:complexType name="receptionReportType">
		<xs:choice>
			<xs:element name="receptionAcknowledgement" type="rackType"/>
			<xs:element name="statisticalReport" type="starType"
				minOccurs="0" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>
		</xs:choice>
	</xs:complexType>

<xs:complexType name="rackType">
	<xs:sequence>
		<xs:element name="fileURI" type="xs:fileUriType" 
			minOccurs="0" maxOccurs="unbounded"/>
	</xs:sequence>
</xs:complexType>
<xs:complexType name="starType">
		<xs:sequence>
			<xs:element name="fileURI" type="fileUriType" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="qoeMetrics" type="qoeMetricsType" minOccurs="0" maxOccurs="1"/>
			<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>
		</xs:sequence>
		<xs:attribute name="sessionType" type="sessionTypeType" use="optional"/>
		<xs:attribute name="serviceId" type="xs:string" use="optional"/>
		<xs:attribute name="clientId" type="xs:string" use="optional"/>
		<xs:attribute name="serviceURI" type="xs:anyURI" use="optional"/>
		<xs:anyAttribute processContents="skip"/>
</xs:complexType>
<xs:simpleType name="sessionTypeType">
	<xs:restriction base="xs:string">
		<xs:enumeration value="download"/>
		<xs:enumeration value="streaming"/>
	</xs:restriction>
</xs:simpleType>
<xs:complexType name="fileUriType">
	<xs:simpleContent>
		<xs:extension base="xs:anyURI">
			<xs:attribute name="receptionSuccess" type="xs:boolean" use="optional" default="true"/>
			<xs:attribute name="Content-MD5" type="xs:base64Binary" use="optional"/>
			<xs:anyAttribute processContents="skip"/>
		</xs:extension>
	</xs:simpleContent>
</xs:complexType>
<xs:complexType name="qoeMetricsType">
		<xs:sequence>
			<xs:element name="medialevel_qoeMetrics" type="medialevel_qoeMetricsType" 
				minOccurs="0" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>
		</xs:sequence>
		<xs:attribute name="totalRebufferingDuration" type="xs:doubleVectorType" use="optional"/>
		<xs:attribute name="numberOfRebufferingEvents" type="xs:unsignedLongVectorType"
            use="optional"/>
		<xs:attribute name="initialBufferingDuration" type="xs:double" use="optional"/>
    	<xs:attribute name="contentAccessTime" type="xs:double" use="optional"/>
		<xs:attribute name="sessionStartTime" type="xs:unsignedLong"/>
		<xs:attribute name="sessionStopTime" type="xs:unsignedLong"/>
		<xs:attribute name="networkResourceCellId" type="xs:stringVectorType" use="optional"/>
		<xs:attribute name="broadcastMobilityTimestamp" type="xs:unsignedLongVectorType" use="optional"/>
		<xs:attribute name="broadcastMobilitySourceCellId" type="xs:stringVectorType" use="optional"/>
		<xs:attribute name="broadcastMobilityDestinationCellId" type="xs:stringVectorType" use="optional"/>
		<xs:attribute name="numberOfLostObjects" type="xs:unsignedLongVectorType" 
		use="optional"/>
		<xs:attribute name="numberOfReceivedObjects" type="xs:unsignedLongVectorType" 
        use="optional"/>
		<xs:attribute name="failedObjectsTimestamp" type="xs:unsignedLongVectorType" use="optional"/>
		<xs:attribute name="failedObjectId" type="xs:stringVectorType" use="optional"/>
		<xs:attribute name="receivedBlockSymbolCount" type="xs:unsignedLongVectorType" use="optional"/>
		<xs:attribute name="totalBlockSymbolCount" type="xs:unsignedLongVectorType" use="optional"/>
		<xs:attribute name="symbolCountUnderrun" type="xs:stringVectorType" use="optional"/>
		<xs:anyAttribute processContents="skip"/>
</xs:complexType>
<xs:complexType name="medialevel_qoeMetricsType">
	<xs:attribute name="sessionId" type="xs:string"/>
	<xs:attribute name="totalCorruptionDuration" type="xs:unsignedLongVectorType"
        use="optional"/>
	<xs:attribute name="numberOfCorruptionEvents" type="xs:unsignedLongVectorType"
        use="optional"/>
	<xs:attribute name="t" type="xs:boolean" use="optional"/>
	<xs:attribute name="totalNumberofSuccessivePacketLoss" type="xs:unsignedLongVectorType" 
		use="optional"/>
	<xs:attribute name="numberOfSuccessiveLossEvents" type="xs:unsignedLongVectorType" 
        use="optional"/>
	<xs:attribute name="numberOfReceivedPackets" type="xs:unsignedLongVectorType" 
        use="optional"/>
	<xs:attribute name="framerateDeviation" type="xs:doubleVectorType" use="optional"/>
	<xs:attribute name="totalJitterDuration" type="xs:doubleVectorType" use="optional"/>
	<xs:attribute name="numberOfJitterEvents" type="xs:unsignedLongVectorType" use="optional"/>
	<xs:attribute name="framerate" type="xs:doubleVectorType" use="optional"/>
	<xs:attribute name="codecInfo" type="stringVectorType" use="optional"/>
	<xs:attribute name="codecProfileLevel" type="stringVectorType" use="optional"/>
	<xs:attribute name="codecImageSize" type="stringVectorType" use="optional"/>
	<xs:attribute name="averageCodecBitrate" type="doubleVectorType" use="optional"/>
	<xs:anyAttribute processContents="skip"/>
</xs:complexType>
<xs:simpleType name="doubleVectorType"
    <xs:list itemType="xs:double"/>
</xs:simpleType>
<xs:simpleType name="unsignedLongVectorType"
    <xs:list itemType="xs:unsignedLong"/>
</xs:simpleType>
<xs:simpleType name="stringVectorType"
    <xs:list itemType="xs:string"/>
</xs:simpleType>
</xs:schema>
END NINTH CHANG
