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1 Introduction
As MPEG is developing DASH specification in parallel with 3GPP SA4, it is desired that DASH specifications from both organizations are well aligned to facilitate adoption, development and deployment of DASH systems. In current specification of 3GPP DASH specification, content protection and transportation security has been addressed but not MPD security. At the 96th MPEG meeting in Geneva text and examples for MPD protection were added to the MPEG DASH specification. In this contribution we propose to adopt the same text from MPEG so that DASH specifications from 3GPP and MPEG are aligned.  
2 Proposal
We propose the following for TS 26.247:
1. To add a subsection 8.4.2 MPD Security 

8.4.2.1 MPD Security Protection
If operating in an unsecure environment and required by the content/service provider, elements and attributes of MPD may be encrypted to protect their confidentiality by using the syntax and processing rules as specified in the “XML Encryption Syntax and Processing” by W3C.
If operating in an unsecure environment and required by the content/service provider, the digital signing and verification procedures as specified in the “XML Signature Syntax and Processing” by W3C may be used to protect data origin authenticity and integrity of the MPD. 
2. To add example(s) of protected MPD to the specification.
3 Reference
[1] “m20243 MPD Security Text”, MPEG,Mar.2011
[2] “XML Encryption Syntax and Processing”, W3C Recommendation 10 December 2002, http://www.w3.org/TR/xmlenc-core/.
[3]  “XML Signature Syntax and Processing (Second Edition)”, W3C Recommendation 10 June 2008, http://www.w3.org/TR/xmldsig-core/.
- 1/1 -

