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1 Background
This section duplicates part from current DASH spec, TS 26.247 v1.1.0, for ease of reference. 

The following is an excerpt from TS 26.247 section 7.3.2 “Media Presentation Description Attributes and Elements”
	Element or Attribute Name
	Type (Attribute or Element)
	Cardinality
	Optionality
	Description

	MPD
	E
	1
	M
	The root element that carries the Media Presentation Description for a Media Presentation.

	
	………..
	
	
	
	

	
	Period
	E
	1…N
	M
	Provides the information of a Period

	
	
	Representation
	E
	1..N
	M
	This element contains a description of a Representation.

	
	
	
	ContentProtection
	E
	0...N
	O
	This element provides information about the use of content protection for the segments of this representation.
When not present the content is not encrypted or DRM protected.

	
	
	
	
	schemeIdUri
	A
	
	M
	Provides an URI to identify the content protection scheme. This URI should be an URN or an absolute URL used as an identifier.

This attribute, possibly in conjunction with the SchemeInformation element, enables a client to determine compatibility for the content protection technologies required to play the protected segments of this representation, such as the DRM system(s), encryption algorithm(s), and key distribution scheme(s).

	
	
	
	
	SchemeInformation
	E
	0,1
	O
	This element gives the information about the used content protection scheme. The element can be extended in a separate namespace to provide more scheme specific information. For more details refer to section 8.4.1.


The following is an excerpt from TS 26.247 section 8.4.1 “Content Protection”
“Clients that support content protection may support OMA DRM 2.0 [75] or OMA DRM 2.1 [109]. Other content protection schemes may be supported. The ContentProtection element in the MPD should be used to convey content protection information.

The schemeIdUri attribute is used to identify the content protection schemes employed. This attribute should provide sufficient information, possibly in conjunction with the SchemeInformation element, such as the DRM system(s), encryption algorithm(s), and key distribution scheme(s) employed, to enable a client to determine whether it can possibly play the protected content. The SchemeInformation element can be extended in a separate namespace to provide information specific to the content protection scheme (e.g., particular key management systems or encryption methods). Scheme-specific information can also be provided in the Initialization Segment(s) using the appropriate file format primitives instead of, or in addition to, the SchemeInformation element. The client may have to receive and analyze the protected content (typically only the Initialization Segment, if present), before it can determine whether it has already acquired a license and/or key for accessing the protected content, or to determine from where it can acquire a missing license and/or key, in case this information is not available from the SchemeInformation element.
When using OMA DRM V2.0 or OMA DRM V2.1 schemefor content protection, the non-streamable Packetized DRM Content Format (PDCF) shall be used. An OMA-DRM encrypted Representation shall include the brands “3gh9” and “opf2”.OMA-DRM [74] defines the procedures for acquiring the Rights Object from the Rights Issuer to decrypt PDCF protected content.”
2 Discussion
In the MPD, for one representation it is allowed to have more than one ContentProtection elements. 
A mandatory attribute of ContentProtection schemeIdUri “is used to identify the content protection schemes employed. This attribute should provide sufficient information, possibly in conjunction with the SchemeInformation element, such as the DRM system(s), encryption algorithm(s), and key distribution scheme(s) employed….” 
This is in line with what we mean by “content protection scheme” in broad sense. But as well known, most of content protection schemes are not interoperable, which varies in all these aspects DRM system(s), encryption algorithm(s) etc. It is easily to draw the conclusion, for one encoded version of a piece of content, there should be multiple representations, each corresponding to one of the content protection scheme.  

What implies in current MPD allowing multiple ContentProtection is a common encrypted representation with multiple key/license acquisition methods. The differences among DRM systems are reduced to the way for right expression and key/license acquisition. From the text in the spec, this is not clearly stated. 
3 Proposal
We propose to clarify the problem identified above, the following ways are proposed. 
1. The way straightforward is to split the ContentProtection into two child elements, Encryption (allowing none or one in a Representation) and LicenseAcquisition (allowing multiple occurrences). In LicenseAcquisition, DRM systems can be listed as license acquisition methods. 
2. Add additional text in the spec to make thing clear. Additional text is added in section 8.4.1. In MPD, semantic of ContentProtection and its attribute needs to be updated accordingly. 
A CR based on the first approach is submitted with this contribution. 
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