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1 Introduction

During SA#47 a new work item was approved in document SP-100032 (also available in S4-100189) on HTTP-based Streaming and Download Services (HTTP_SDS: SA4). 
This permanent document contains use cases, requirements and working assumptions for HTTP-based Streaming and Download Services in Release 10. 
This document had been produced during SA#59 and will serve as a permanent document for the Work Item. The document is expected to be updated during each meeting.
This document is an update of document S4-AHI210.

The current document adds agreements during SA4#62.
2 Use cases: Segment Access Prevention, MPD Update and Advertisement
2.1 Use Case 1: Segment Access Prevention
A service provider would like to prevent badly behaving clients from accessing segments before these segments were intended to becoming publicly available.

2.2 Use Case 2: Efficient MPD Update

An MPD is large (for example, many representations are offered to support clients operating on channels with a wide range of bandwidths and channel conditions and obfuscated playlists are used). The minimumUpdatePeriod has been set to something on the order of 10 seconds to enable finding out the location of the latest segment so that the client is not too far behind live encoding. For this use case the MPD is significant to initially download and a significant proportion of the bandwidth of the service can be spent transferring the MPD every 10 seconds and the vast majority of the MPD is unchanged at each update.

2.3 Use Case 3: Advertisement Insertion - Insertion into On-Demand Content 

2.3.1 Fixed duration
In a subway, Paul who is 18 years old boy visits the web site for CoD service with AHS enabled-device. He selects a movie. After the movie is played for 10 min on the screen, the actor drives a luxury sports car with his girl friend. Then the advertisement related to the BMW car company is played for 1 min. After finishing the advertisement, the main movie is continued.

At home, Brian who is 18 years old boy visits the web site for watching the same CoD movie with AHS enabled-d3vice. After the movie has started for 10 min, the same advertisement related to the BMW car company is played for 1min. After finishing the advertisement, the main movie is continued.
2.3.2 Variable duration
Paul who is 18 years old boy visits the web site for CoD service with AHS enabled-device. He selects an action movie. After the movie is played for 10 min on the screen the actor drives a luxury sports car. Then the advertisement related to the BMW car company is played for 1 min. After finishing the advertisement, the main movie is restarted.

 Lisa who is 18 years old girl visits the web site for watching the same CoD movie with AHS enabled-device and after the movie have started for 10 min, then the long advertisement for the actress’ dresses on is played for 1min 30 seconds, because she likes shopping. After finishing the advertisement, the main movie is restarted.
Note: The use of variable duration advertising is FFS.

2.4 Use Case 4: Advertisement Insertion - Insertion into Live Content 
2.4.1 Accessing Live Content 
A service provider offers a free live service. When accessing the live service, the service provider wants to insert an advertisement targeted to the user. The duration of the advertisement may be different, depending on the access time, the access location, the user, etc. Only after having completed the advertisement, the URL of the live service is provided.
2.4.2 Advertisement in Live Content
When continuing the service, the service provider wants to add a targeted advertisement of a fixed duration at predetermined positions. Depending on certain business rules certain users may also continue to watch the cheerleaders during the break of the live event.
2.5  Analysis for Use Case 1 - 4:

Use Case 1 can be supported by excluding clients from the services in case they misuse formats. However, if a service provider wants to further prevent that the client can predict the URLs of the upcoming Media Segments in the live case, some randomized URLs may be used. In this case templates may not be used, but by use of URL lists, the server arbitrarily define the URLs and can avoid pre-derivation of the URLs.

Use Case 2 can sometimes be supported by the use of templates. In this case the MPD size is independent of the number of accessible segments.

In the combination of use case 1 and use case 2, the size of the MPD may grow over time such that updates are not necessary. A concern is the size of the MPD when joining the service, as this causes user-experienced start-up delay. The update process of the MPD is of concern in terms of bandwidth, parsing and memory. 

Use case 3 can be fulfilled by a server that dynamically generates a targeted MPD for each user. Periods are concatenated with appropriate start times. If only a common MPD shall be used then variable duration targeted advertising is not supported in the Rel-9 AHS specification. 

Use case 4 can be fulfilled “by concatenating” a targeted MPD and the live MPD. However, this is part of a presentation layer outside the scope of AHS. If only a common MPD shall be used then targeted advertising is not supported in the Rel-9 AHS specification.
2.6 Working Assumptions

2.7 It is agreed 
· that use case 4 is not in scope of 3GPP AHS and can be addressed on presentation layer.

· that cases 1-3 as well as use case presented in section 10 of this document are relevant and need to be addressed

· to define an option to provide MPD updates in the form of difference documents that can be delivered more efficiently than complete MPDs. Inputs to define such a mechanism are welcome.
· That xlink as specified on MPEG CD addresses solutions to the above referred use cases and will be added to TS26.247.  
Detailed specification text will be provided for SA4#63.
3 Use Case: Segment Indexing

3.1 Use Case Discussion
Webflux being a DASH-based On-Demand service provider has ten-thousands of movies available for streaming. Consider long-form content with many video bitrates and multiple audio formats and languages. Then the number of files for a single content item can become very large indeed. For cost and maintenance reasons, it is desirable for the origin server to be a plain HTTP/1.1 server. Therefore, to avoid large files, for each Representation only very few segments, possibly only one is created, but fast switching as well as CDN optimization needs to be considered. Hence, byte range access to the files is required. To avoid extremely large MPDs that may impact start-up time for Release 9 clients, it is undesirable to add byte range to the MPD in case short or very short Segments are required for high switching-granularity. To meet these constraints, Webflux decides to use the DASH with the segment indexing.

Webflux realizes that DASH with segment indexing differentiates it from available proprietary Adaptive HTTP Streaming solutions. This approach provides the ability to support the functionality that the size of media requested can be typically completely different and independent to the segment size and still provides an MPD with size independent of the duration of the content and the request unit and operate with plain HTTP/1.1 servers. 

3.2 Requirements

· It should be possible to support the functionality that the size of media requested can be typically completely different and independent to the segment size. It is desirable to meet this requirement while allowing MPD to be size independent of the duration of the content and the size of data requested and  operating with plain HTTP/1.1 servers.

· It should be possible to support fine granular switching without overlapping in decode or presentation time.

3.3 Analysis Rel-9 Specification and Proposed extensions

Webflux having the constraints as discussed in the above use case decides to use the DASH with the segment indexing. However, segment indexing in Rel-9 has some issues: One of the core problems is the currently mixed functions of the Segment Index: Indexing and Timing Recovery. Webflux believes that the Segment Index can be simplified to support only Indexing. Timing Recovery is much more suitably supported by for example the Track Fragment Decode Time (‘tfdt’) box, and definition of overlapping mechanism for Timing Recovery is probably not suitable and confusing.

Resolution is considered by aligning with MPEG DASH CD

· Provide a version 2 of the sidx to resolve the above issues 

· Separate timing recovery and presentation time issues by using the tfdt + sidx

· Clearly define different segment types

· Update the content creation/segment rules

3.4 Working Assumption

3.4.1 Summary

Adopt the solution of MPEG Committee draft and the amendment 3 of the ISO base media file format modifies the segment formats and the combination with MPD signalling as follows:

· The sidx version 2 is modified to document for each sub-segment (see clause 4.2) with some minor modifications to the proposed MPEG design.

· The Track Fragment Decode Time (‘tfdt’) is used instead of the first loop the original sidx (see clause 4.3)

· Different segment types are defined that address different combinations (see clause 4.4)

· The content creation and segment rules are updated to address the reasonable combinations (see clause 4.5)

3.4.2 Segment Index
Syntax

aligned(8) class SegmentIndexBox extends FullBox(‘sidx’, version, 0) {

unsigned int(32) reference_track_ID;

if (version==0)


{



unsigned int(32) earliest_composition_time;



unsigned int(32) first_offset;


}


else


{



unsigned int(64) earliest_composition_time;



unsigned int(64) first_offset;


}

unsigned int(16) reference_count;

for(i=1; i <= reference_count; i++)

{ 


bit (1)



reference_type;


unsigned int(31)
subsegment_size;


unsigned int(32)
subsegment_duration;


bit(1)



contains_RAP;


unsigned int(31)
RAP_delta_time;

}
}
Semantics

reference_track_ID provides the track_ID for the reference track

earliest_composition_time is the earliest composition time of any sample in the reference track in the first subsegment, expressed in the timescale of the reference track (as documented in the timescale field of the Media Header Box of the track);
first_offset is the distance in bytes from the first byte following the containing Segment Indexing Box, to the first byte of the first referenced box.
reference_count provides the number of referenced subsegments;

reference_type: when set to 0 indicates that the reference is to a movie fragment (‘moof’) box; when set to 1 indicates that the reference is to a segment index (‘sidx’) box;

subsegment_size: the distance in bytes from the first byte of the referenced box to the first byte of the next referenced box, or in the case of the last entry, the first byte not indexed by this Segment Indexing Box.
subsegment_duration: when the reference is to Segment Index Box, this field carries the sum of the subsegment_duration fields in that box; when the reference is to a movie fragment, this field carries the difference between the earliest composition time of any sample of the reference track in the next subsegment (or the first subsegment of the next segment, if this is the last subsegment of the segment or the end composition time of the reference track if this is the last subsegment of the representation) and the earliest composition time of any sample of the reference track in the referenced subsegment; the duration is expressed in the timescale of the reference track (as documented in the timescale field of the Media Header Box of the track);

contains_RAP: when the reference is to a movie fragment, then this bit shall be 1 if a track fragment within the subsegment for the track with track_ID equal to reference_track_ID contains at least one random access point, otherwise this bit is set to 0; when the reference is to a segment index, then this bit shall be set to 1 only if any of the references in that segment index have this bit set to 1, and 0 otherwise;

RAP_delta_time: if contains_RAP is 1, provides the composition time of the first random access point (RAP); reserved with the value 0 if contains_RAP is 0. The time is expressed as the difference between the earliest composition time of any sample of the subsegment and the composition time of the first random access point, in the track with track_ID equal to reference_track_ID.
3.4.3 Track Fragment Decode Time Box

The track fragment decode time box as specified in the amendment 3 of the ISO base media file format is used for global time adjustment of segments.
3.4.4 Segment Formats

3.4.4.1 Summary

A set of media segment formats are defined, among others:

· General type

· 3GPP Rel-9 Media Segment referring to section 12.4.2.3 of 3GPP TS 26.234 [TS26234].

· Indexed segment type
3.4.4.2 Indexed Media Segment

A Media Segment conforming to the Indexed Media Segment Format is branded as ‘msix’ and is defined as follows
· Each Media Segment may contain an ‘styp’ box.
· Each Media Segment shall contain one or more whole self-contained movie fragments.  A whole, self-contained movie fragment is a movie fragment (‘moof’) box immediately followed by a media data (‘mdat’) box that contains all the media samples referenced by the track runs in the movie fragment box.
· Each ‘moof’ box shall contain at least one track fragment.
· The ‘moof’ boxes shall use movie-fragment relative addressing.  Absolute byte-offsets shall not be used.  In a movie fragment, the durations by which each track extends should be as close to equal as practical.  In particular, as movie fragments are accumulated, the track durations should remain close to each other and there should be no 'drift'.
· Each ‘traf’ box shall contain a ‘tfdt’ box.

· Each Media Segment shall contain at least one ‘sidx’ box. The first ‘sidx’  box shall be placed before any ‘moof’ box and shall document subsegments that span the composition time of the entire segment.
3.4.5 Content Authoring Rules

The following content authoring rules are added.
If the segmentAlignmentFlag 

· is set to ‘true’, it indicates that all presentation start and end times of media components of any particular media type are temporally aligned in all Segments across all Representations with the same value of the duration attribute on Representation level in this Period. Such aligned Representations are referred to as “segment-aligned Representations.” 
· is set to ‘false’ or if any Representation is contained in a non-zero group and if the Period contains multiple Representations, 
· then at least one ‘tfdt’ box shall be present in each Media Segment. 
· proper track alignment shall be ensured for each movie fragment which is indexed in the ‘sidx’ box. If the tracks of the referenced movie fragment are not aligned and if a ‘sidx’ does not provide the track alignment for a movie fragment, then a ‘tfdt’ box shall be present for the referenced movie fragment.
· is set to ‘true’ and all Representations are contained in group zero, and if the tracks are not time-aligned at the segment start, then the ‘tfdt’ for at least the first movie fragment in the Media Segment shall be provided. The track fragment adjustment box ‘tfad’ may also be present to maintain compatibility with earlier releases of this specification; care should be taken that the alignment established by the tfdt and the time-shifting implied by the tfad not be both applied, which would result in a double correction.
The following applies for Media Segments conforming to the 'indx' type when used in Representations.
If the segmentAlignmentFlag is set to ‘false’ or any Representation within a media presentation is contained in a non-zero group, the following rules shall apply for each Media Segment in each Representation

· 
· 
· At least one of the two following rules shall be true:

· no sample in any fragment of a sub-segment indexed in the ‘sidx’ box, shall have smaller composition time than the earliest composition time of the reference track in this sub-segment.

· the earliest composition time of any sample of a track of a sub-segment indexed in the ‘sidx’  box, shall be no greater than the earliest composition time of any sample in the reference track of the sub-segment.
4 Use Cases: Advanced Support for Live Services 

4.1 Use cases
4.1.1 Setup

A service provider wants to provide a live soccer event using DASH that can potentially be accessed by millions of users. The service provider provides redundant infrastructure in terms of encoders and servers to enable a seamless switch-over in case any of the components fail during the live event or get overloaded
4.1.2 Use Case A
Anna accesses the service in the bus with her mobile DASH-enabled device, and the service is available immediately. 
4.1.3 Use Case B
Continuing Use Case A, across from her sits Paul, who watches the event on his DASH-enabled laptop. A goal is scored and both, despite watching on different screens, celebrate this event at the same time. 
4.1.4 Use Case C
Continuing Use Case B, Other people that follow the game on a 3GPP Rel-6 PSS terminal observe the goal within a similar time.
4.1.5 Use Case D
Continuing Use Case C, Another goal is scored. Paul tells Anna that the first goal in the game was even more exciting and Anna uses the offering that she can view the event 30 minutes back in time on her DASH-enabled device. After having seen the goal she goes back to the live event.  
4.1.6 Use Case E
Continuing Use Case D, the football match gets into overtime, the star player of CF Anolacrab, Lenoil Issem, is brought into the game by the coach of the year, Aloidraug, hits twice the post, but can not score. Due to the extraordinary tension in the match, more and more users join such that the service provider requires migrating the service to the redundant infrastructure without interrupting the service to the users. 
4.1.7 Use Case F
Continuing Use Case E, finally penalty shooting is necessary. The live event is interrupted by a short break during which advertisement is added. The exact timing of the ad breaks is unknown due to the extra time of the extension and the start of the penalty shooting is delayed.

4.1.8 Summary

To address these use case, the service provider needs to be able to, among others:

· permit clients to access the streaming service such that it can present the data close to real-time

· permit synchronized playout across different devices with a tolerance tbd.

4.2 Requirements

· The specification shall provide means to update the MPD

· The specification should be backward-compatible to Rel-9 AHS

· The specification should provide means to enable the clients to present the media close to real-time.

· The specification should provide means to enable the clients to present the media synchronously across different devices.

· Bandwidth efficiency should be taken into account.

· Scalability should be taken into account
· Fast service migration should be possible even with large time shift buffer depth.
4.3 Analysis of Use Case for Rel-9

Addressing Use Case A, immediate start-up of the service is for example enabled by the fast download of an MPD. MPDs can be small by the use of templates if templates can be used.  

Addressing Use Case B, the end-to-end delay can be controlled by reasonable sized segments. For templates, the polling of the MPD may not be necessary with the frequency of the inverse of the duration of segment. If playlists are used, more frequent polling of the MPD, typically with the frequency of the segment duration may be necessary. 

Addressing Use Case C, Presenting the Media Presentation in live mode may synchronized across DASH devices in case they operate with minBufferTime duration distance to the availability time. However, this behavior is not guaranteed so clients may present the media at different times.

Addressing use Case D, time shift-buffering may be supported with the timeShiftBufferDuration element. When moving forward again and consuming the latest media time, the client needs to update the MPD in case the available MPD (based on which time shift buffering was executed) does not contain the media that is available at now time.

Addressing Use Case E, Service migration may be enabled by defining new base URLs with new segments in case of playlists or at period boundaries by updating the template. This migrates newly available media.

Addressing Use Case F, insertion of ads may be done within the same period by encapsulating the ad in the regular Representations of the existing Period. This requires potential transcoding of the ad content by the service provided In case this is to be avoided ad insertion of pre-coded content requires a new period. However, in this case the content provisioning must reduce the promises of the current MPD validity to smaller times to enable updates if the MPD needs to add a new period even in case of templates. The polling frequency of the MPD may be high.

Potential issues in the set of use cases are identified as follows:

· Support for fast initial access to the service may be improved.

· Support for synchronized presentation across DASH-devices may be improved

· Service migration may be improved

· The polling frequency of the MPD for certain use cases may be reduced

· The overall timing model for live service may be clarified, and if necessary, may be improved.

Based on further analysis additional specification or guidelines text may be added to TS26.247.
4.4 Working Assumptions
To support synchronized presentation across DASH-devices the following is agreed:

The addition of a new optional attribute for live services which indicates a fixed offset in time from the existing signalled UTC availability times at which the media should be presented when in 'live' mode.
	Element or Attribute Name
	Use
	Description

	
	
	MPD
	
	

	
	
	
	suggestedLivePresentationOffset
	O
	indicates a fixed offset in time from the existing signalled UTC availability times at which the media should be presented when in 'live' mode.


4.5 Note: The wording of this attribute will be improved by editor.
5 Use Case: Clock Drift Compensation in Adaptive HTTP Streaming

5.1 Use Case
Clock drift between the client and the content preparation and publishing may lead to significant issues during the playback. The client relies on accurate timing synchronization in estimating availability of new MPDs and media segments. Non-synchronized clocks may lead to HTTP fetch errors and playback interruptions. The client and server are required to keep accurate synchronization to a UTC clock, e.g. using the (S)NTP protocol.  

While this resolves the synchronization problem between the publishing entity and the client, it does not resolve the issue of media clock drift. During content capture, or during playout, the media clock may be running at a rate other than its nominal rate compared to the wallclock. As a result, playing the actual media data that is present in one media segment may differ from the expected and signaled segment duration. That deviation, which may be rather small, may become problematic as it accumulates over time. 

The following figure depicts the issue:
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Figure 1 Clock Drift Example
5.2 Requirements

The following requirements shall be satisfied by the solution for clock drift compensation:

· the solution shall enable the client to detect any clock drift between the encoder’s media clock and the decoder’s media clock

5.3 Working Assumptions

The following working assumptions apply:

· A mapping between the producer/encoder’s wallclock time and media time is optionally delivered to the client as part of the media segment

· Alignment with MPEG DASH and reuse of existing solutions is desirable
6 Use Case: Multiple time line during an HTTP streaming session 
6.1 Use case
Paul is watching arecorded ad-support streaming of the final match of the 2010 World Cup using HTTP streaming. From other sources he knows that Spain scored the winning goal at 116th minute. He wants to watch the winning goal over and over by instructing the player to seek to 116th minute again and again. But due to the inserted ads for 2 minutes, he is frustrated when the player keeps showing 114th minute every time he wants to watch the winning goal.
6.2 Analysis of use case 
In the above use case, the cause of the issue is that advertisements periods were inserted into the final match media file causing the timeline deviation in the main content. To provide correct main content timeline we need to compensate for the inserted advertisements. For the exemplary use case above, we have to add “00:02:00” into the original content time line to avoid the issue. 

However, in general cases since we don’t know where the advertisements are located in and how many advertisements are inserted in the main content, it is very difficult to find the exact point which we want to watch at the correct main content time line. In situation where there are multiple media sources and thus multiple time line, the compensation would be even more complicated.
7 Use Cases on Content Protection

7.1 Working Assumption for all Use Cases

The use cases documented in this document provide a collection of use cases in the area of content protection related to DASH services. The intention of the collection of these use cases is not primarily for the purpose to start specification work on Content Protection in DASH within the above work item, but to provide a clear understanding on what use cases are brought forward and considered in different systems that may combine Content Protection and DASH. It is hoped that the listing of the use cases results in a detailed study on existing solutions as well as to a gap analysis.

Appropriate actions may be taken to for example communicate with organizations dealing with Content Protection such as OMA, Marlin, DVB or the Open IPTV Forum.

Furthermore, a possible specification update may provide a mechanism to enable these use cases in an interoperable fashion, but this should not imply support for these use cases for any compliant 3GPP-DASH client.
7.2 Use Case #1 – Efficient Caching for Multiple DRM Systems
7.2.1 Use Case description

Service provider ‘WebMedia’ acquires various video contents from movie studios and TV broadcasters for delivery over DASH to its registered subscribers. Some of these programs, such as newly-released movies and hit-series TV episodes, are premium content for which the content providers assign usage rights or licenses through WebMedia for access by its subscribers. WebMedia employs three popular DRM systems, Playball, Fairgame and Grapewine to provide the requisite content protection.  Furthermore, a common encryption mechanism ”FooCrypt”, featuring the use of a single encryption algorithm (but changeable across programs) and common encryption parameter values for any given content item, is implemented by all three of these DRM systems. This enables distribution and caching of the same segments despite different DRM systems are used. WebMedia specifies the use of FooCrypt for content encryption, and ensures that all WebMedia-capable end user devices support FooCrypt in conjunction with one of Playball, Fairgame or Grapewine DRM Agents. Upon DASH-based consumption of such encrypted content, the DRM Agent grants the security key for content decryption and rendering in accordance to the DRM rights or license associated with that content item.  WebMedia passes content usage information and any payments to its content providers as dictated by business agreements.

7.2.2 Actors’ issues

· Content Provider – Wants to ensure controlled (and possibly paid) access premium content delivered by its designated service provider, in accordance with assigned usage rights.

· Service Provider – Wants the ability to honor business contract with content provider for rights-based content access.  Desires the simplicity and cost effectiveness of providing a single encrypted version of protected content that is compatible with multiple DRM systems to be supported. 

· User device vendors – want to implement content protection which meet service provider requirements with minimum complexity.

· End user – wants seamless user experience in viewing HTTP streamed content, and be fully agnostic of any underlying DRM and decryption mechanisms.

7.2.3  Requirements

1. It should be possible to implement a common encryption mechanism that defines the encryption algorithm and initialization parameters for protecting the content that operates across multiple DRM systems.

2. It should be possible to support heterogeneous DRM systems in protecting content delivered within DASH.

3. It should be possible for the content/service provider to encode and encrypt contents prior to determining and signaling the DRM scheme, to enable late binding of rights/licenses to the user of the protected content.

7.2.4 Analysis of Use case in Rel-9 context

The Rel-9 DASH segment formats relies on the ISO base media file format. It needs to be investigated in Rel-10 DASH if the ISO base media file format provides sufficient functionalities to support the use cases. Either guidelines or specification text may be added to TS26.247.

7.3 Use Case #2 – Signaling of Rights/License Acquisition Information in MPD

7.3.1 Use Case description

The NFA (National Foosball Association) via its designated DASH service provider, Snoozzz.com, wishes to make available live transmission of the 2011 SuperBall game to its subscribers. The game event is targeted to Snoozzz.com enabled clients, all of which support the OpraDRM content protection standard, on devices equipped with the OpraDRM Agent. The OpraDRM related protection information, i.e. the URL to the rights issuer operated by Snoozzz.com for acquiring the associated rights and keys, is nominally contained in the DASH initialization segment. The service provider expects a large audience turnout for reception of the game transmission, but unfortunately, its rights issuer servers have limited TPS (Transactions Per Second) capability to handle the expected high traffic load.  Snoozzz.com is concerned of potentially inferior user experience in excessive start-up delay of playout.  Therefore, it desires an alternative means for delivering rights/licenses acquisition information, or the rights/license itself, to user devices prior to the game. This would allow for the rights/licenses and corresponding key material to be already fetched, cached and made ready for use by the device when the SuperBall game begins.

7.3.2 Actors’ issues:

· Content Provider – Wants to ensure its designated service provider can deliver protected live events with low start-up delay.

· Service Provider – Wants to minimize or better control start-up delay given limited processing capability of its servers to handle rights/licenses acquisition traffic.

· User device vendors – Want to implement content protection which meet service provider requirements with minimum complexity and high performance.

· End user – Wants seamless user experience in viewing live HTTP streamed content, and be fully agnostic of any underlying DRM and decryption mechanisms.

7.3.3 Analysis of Use case in Rel-9 context

The Initialization Segment containing the Scheme Information may be made available prior to the start of the Media Presentation. However, currently this may have some drawbacks for live as the availability of the Initialization Segment is tied to the availability to the first media segment. 

In a second deployment, as currently defined in the Rel-9 MPD, the “SchemeIInformation’ element can carry additional information about the content protection scheme, including the URI for the DRM rights issuer or license server (from which the rights/license associated with the content item can be acquired).  Therefore, it may possible for the requirements of this use case to be fulfilled by the existing Rel-9 MPD functionality. To do so would require the structure of ‘SchemeInformation’ to be used by a Content Protection scheme declaring the presence or absence of the URI for the rights issuer/license server. 

If considered necessary, either guidelines or specification text may be added to TS26.247.

7.4 Use Case #3 – Time-Varying Decryption Keys

7.4.1 Use Case description:

A DASH service provider delivers live TV services to its users. For protected content, it needs the ability to dynamically change encryption keys, as well as introduce new keys, over the duration of a program transmission. One reason is to ensure greater security for premium content delivery. The service provider also requires the ability to provide overlaid rendering onto the main program, a prerecorded program segment that is protected with a different key; it wants to be able to make such combined presentation decision just before content delivery time. 

7.4.2 Actors’ issues:

· Service Provider – for protected live programs, it wants

a) The capability to dynamically vary encryption keys and the associated rights/licenses for greater security;

b) Ability for “just in time” decision on combining the presentation of prerecorded content, protected by different keys, with the main program.

· User device vendors – Wants to be able to acquire any changed or new licenses/keys in a timely manner to avoid potential presentation problems.

· End user – Wants seamless user experience in viewing live HTTP streamed content, and be fully agnostic of any underlying DRM and decryption mechanisms.

7.4.3 Initial Analysis of Use case in Rel-9 context

The Rel-9 AHS Segment structure allows for a new Initialization Segment, which includes a ‘moov’ box, to be instantiated in every Representation. This permits key rotation at least at period boundaries. Further investigation on the ISO base media file format is necessary to identify of key rotation within Representations can be enabled. Should additional aspects are required, then this subject should be investigated in more details in Rel-10 DASH. Either guidelines or specification text may be added to TS26.247.

7.5 Use Case #4 – Pay-per-quality

7.5.1 Use Case description:

A DASH service provider delivers TV services to its users. It wants to sell different quality levels at different prices e.g. HD at a higher price than SD. This is enabled using DASH content protection. An SD license gives access to the DASH content in SD quality and lower quality, but not higher quality. An HD license gives access to HD quality (the highest quality available) and lower quality, including SD quality.

7.5.2 Requirements:

1. It should be possible for the service provider to encrypt different DASH Representations with different keys, associated to different licenses.

2. It should be possible for the service provider to deliver licenses that give access to a certain quality and lower qualities of the DASH content, but not to higher qualities. Note: for access to higher qualities, another license needs to be acquired.

7.5.3 Analysis of Use case in Rel-9 context

This subject should be investigated in more details in Rel-10 DASH. Either guidelines or specification text may be added to TS26.247.

7.6 Use Case #5 – Silent or interactive license acquisition

7.6.1 Use Case description:

A DASH service provider delivers TV services to its users. The services offer both subscription and pay-per-view programs. Both subscription and pay-per-view programs are content protected, and require respective licenses for playback. For subscription based parts, the license acquisition requires no user interaction – the user has already paid for it and shall not perceive any hassle. For pay-per-view, the license acquisition shall require user consent – the user needs to be informed that he will be billed for the content.

7.6.2 Requirements:

1. It should be possible for the service provider to signal whether a license for content is acquired silently or interactively. 

2. It should be possible for the service provider to signal both a silent and interactive license for the same content. If silent license acquisition fails, the user may be redirected to interactive license acquisition.

7.6.3 Analysis of Use case in Rel-9 context

This subject should be investigated in more details in Rel-10 DASH. Either guidelines or specification text may be added to TS26.247.

7.7 Use Case #6 – Downloadable DRM

7.7.1 Use Case description:

Mary wants to watch a program from service provider MackeyMouse using her DASH client. The client detects that the content protection scheme used in that program is not supported, but the scheme is available for download. The client downloads and installs the DRM scheme so that Mary can enjoy the program
7.7.2 Requirements:

1.  It should be possible for content providers to convey identification information of a content protection mechanism to the clients.

2.  It should be possible for content providers to provide necessary information to a client so that it can download and install a downloadable content protection mechanism

7.7.3 Analysis of Use case in Rel-9 context

This subject should be investigated in more details in Rel-10 3GP-DASH. Either guidelines or specification text may be added to TS26.247.
7.8 Further Analysis of Use Cases 

Summary

In the discussions in 3GPP that lead to the minor update of Release-9 specification, the following as principles were considered.
· DASH should not be narrowly identified, or limited for operation with, specific content protection schemes. The only necessity is to identify if a Representation can be accessed. The MPD should provide sufficient information to make this decision and then permit the client to bootstrap for access to the relevant information once decision is taken to access the Representation.
· The semantics to identify the necessary combination of tools to access the Representation is defined outside 3GPP DASH and may combine different necessary technologies for accessing the Representation such as DRM system, encryption method, etc.

Based on this discussion, the following conclusions are drawn:

1. The ContentProtection Element as defined in Release-9 is sufficient.

2. A namespace and registration method for identification of different Content Protection schemes using the schemeIdUri (to enable client recognition of whether it can access this Representation) may be needed.
3. If additional information is essential regarding a certain Content Protection scheme, the SchemeInformation element can be extended under a different namespace to add information into the Content Protection element. This enables DASH to be independent of the DRM system.
4. Beyond this, the Content Protection use cases should first be solved in the context of the ISO base media file format and then brought to the attention of 3GPP and MPEG DASH using technologies as defined by OMA or DECE 
5. On remaining aspect is fast access to the information in segments such that initial delays are avoided. For this, access to the Initialization segment should be possible independent to the access to Media Segments. For more background refer to section 7.8.3.
Namespace and registration for Content Protection schemes
Since OMA is one of the mechanisms mention in the specification, a liaison is to OMA to ask them about the URN that can be used to identify their schemes. It was agreed to send the liaison to OMA to be authored by Mr. Singer from Apple in doc 173.
7.9 Accessing Initialisation Segments
Problem Statement

In a Media Presentation, the Initialisation Segment conveys to the DASH Client metadata, which describes the media content carried in Media Segments.  It is basically a ‘moov‘ box for which the tracks contain no samples, but it may also carry bootstrapping information, in particular relating to content protection.  The latter might include access information to a DRM Rights Issuer or License Server for acquiring rights/license(s) and associated key(s) corresponding to a protected content item.  In the current TS26.247, for Live services the start time of any given Period of a Media Presentation (MP) corresponds to the availability time of the Initialisation Segment and the first Media Segment in each of the Representations comprising that Period. 
The IS may be concatenated with a single Media Segment (MS) to form a self-initialising MS.  For the purposes of this contribution, self-initialising MS are not considered. Similarly, for On-Demand service, the availability time if any Segment, regardless of being Initialisation Segment or Media Segment, is given by the MPD attribute <availabilityStartTime>. This also disallows the ability to make Initialisation Segments available before Media Segments. We focus on Live services in the following and unless mentioned otherwise, the discussion is relevant for Live services.
The DASH Client should have the flexibility to download the IS prior to the first MS, to perform any necessary bootstrapping procedures a priori the MS processing.  However, in the current MPD, the semantics of the Period start time restricts the earliest time for client access of the initial IS to occur when the corresponding MS(s) of the Representation are available for download.  Such tight temporal linkage between the IS and the following MS is generally unnecessary, and could pose playout delay problems for Live services: Access to the media content is only possible upon an explicit and well-defined event time, which may occur well after the availability of the MPD.  In a Period, since the defined time availability of the first IS is concurrent with that of the first MS, the IS can only be acquired at the event time, instead of earlier on, such as immediately or soon after MPD acquisition.  Therefore, for Live services, fast access to the media in the first MS of the Period, desired for low start-up delay in content rendering, will always be limited by the delay incurred to download and process the preceding IS.  In the case of protected content whereby the total acqusition time of DRM rights/license may take on the order of a few seconds, the corresponding start-up delay may result in unsatisfactory user experience.  Furthermore, for Live content, a new IS is declared at each Period boundary, but that IS is only available at the start time of the Period.  In case the processing of a subsequent IS may require significant time, a service interruption will result.  Even if the IS-processing related latency by itself is not excessive, it must be considered in the overall end-to-end delay budget of the service.
In many cases, obtaining the IS significantly earlier than the media contents should be possible even in Live services, whereby certain default metadata to be conveyed in the IS such as intended DRM scheme (applicable only to protected content), media encoding algorithm, display size and composition, are often known or pre-determined by the service or content provider before actually producing the media content for streaming delivery.  In such a scenario, the metadata carried in the IS can be considered time-invariant with respect to the time-based contents (metadata and media samples) of the ensuing MS, and therefore logical to be temporally decoupled from the latter in availability time.  The following diagram, representing an example MPD instance which announces a live sporting event (football game) and availability time of the first Period of the associated Media Presentation, illustrates the temporal relatonships and issues as discussed above:
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7.9.1.1 Working Assumption

The problem statement in section 7.8.3.2 was agreed to be relevant and it was agreement on the necessity to have the availability of IS independent from the availability of media segments.  
8 Use case: QoE Reporting

8.1 Use Case
Quality-of-Experience reporting provides a tool for the service provider to collect information about a finished (or still-ongoing) streaming session. The information collected from multiple users may be used to detect any issues in the server behavior or in some client implementations, as well as in the service provisioning. 
8.2 Requirements

8.2.1 General Requirements

The following overall requirements for the QoE reporting procedures shall be satisfied:

· It shall be possible to trigger QoE reporting via the MPD.

· It shall be possible to trigger QoE reporting via an OMA-DM MO for both HTTP Streaming and Progressive Download.

· The structure of the MPD QoE scheme and the OMA-DM QoE MO shall be as similar as possible.

· It shall be possible to select individually which metrics that shall be reported..

· The QoE reporting format shall be in XML and it shall be delivered via HTTP.

· The same reporting format shall be used for MPD-triggered and OMA-triggered reporting.

· It shall be possible to request periodic reporting as well as reporting at the end of the client session.

· It shall be possible to have a measurement resolution which is shorter than the reporting interval.

· It shall be possible to limit QoE reporting to a statistical subset of the sessions.
8.2.2 Metric Requirements

The following metric requirements shall be satisfied for both HTTP Streaming and Progressive Download sessions:

· It shall be possible to report the length of any initial playout delay.

· It shall be possible to report the length of each playout delay caused by buffer underrun in the client.

· It shall be possible to report the buffer status (amount of non-played content time in the buffer).

· It shall be possible to report when a download is finished, fails or is aborted by the user.

· It shall be possible to report the audio and video media characteristics (e.g. codec info, bitrate, framerate). For HTTP Streaming the report of the ID of the presented Representation may be sufficient in some cases.

The following additional metric requirements shall be satisfied for HTTP Streaming sessions:

· It shall be possible to report the time needed to fetch the MPD.

· It should be possible to measure the bandwidth margin, i.e. the relation between the content bitrate and the transmission bitrate.
· It should be possible to report a representation switch event and time duration. The definition of the term representation switch is for further study.  
For each reported metric it shall also be possible to report:

· A timestamp in UTC and content time when the metric event happened or when the metric was calculated.

· Metric-relevant data (e.g. URL, MPD/segment URI, representation id etc.).

8.2.3 Report Requirements

The following QoE report requirements shall be satisfied:

· The identity of the client shall be reported.

· A timestamp in UTC and content time shall be included in the report.

· A sequence number shall be included so that any missing reports can be identified.
8.3 Working assumptions
8.4 General
· Consider  to take the relevant aspects of the existing QoE reporting description from [1] and include it into the new DASH specification

· Revise the QoE reporting mechanism according to the requirements in subsection 8.2. 
· Any metric that is to be added to the set of QoE metrics needs to (shall) be defined clearly. The definition of these measurement should avoid assuming specific client implementations. 

· The reported metrics are not intended to record user behavior. It shall be ensured that the reported data is only exchanged within the scope of suitable privacy and security policies and procedures.
· It is agreed to add the triggering of QoE reporting according to S4-110068 into an updated version of TS26.247 to be made available prior to SA4#63.
8.5 Client Reference Model for QoE Metric Computation

A reference architecture for a DASH client is shown in Figure 1 together with 4 proposed Observation Points. 
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Figure 2 Reference Architecture for DASH Client with 4 Observation Points for Quality Metrics Determination.
At any Observation Point what is observed is essentially a bi-directional continuous-time flow of information. This information flow can be described at a number of levels of abstraction. For example, at the lowest level an information flow can be described as a timed flow of raw data bits. But it is often more convenient to talk in terms of higher level objects, for example a video frame or an HTTP request, i.e. a sampled version of the process or a sequence of events together with the time instance each event happens. This information flow may not necessarily represent what is finally reported, but is only an intermediate description to define the metrics that are to be reported.
The scope of work is therefore to define metrics which can be derived based on the information flows at the four identified Observation Points at an appropriate level of abstraction for reporting.

The reference architecture serves for structured discussion in the context of QoE metric definition. 

8.6 Metrics under consideration
Table 1 provides an overview on he considered metrics. Specifically, the table includes

· Metric: the name of the metric and the document where it is introduced

· Type: The type of the event. We differentiate events, averages and observations at the end of the measurement interval. Events are typically reported as lists of events.

· The Observation Point is defined where the metric is measured

· The Reported Information is provided

· The current status of the definition of this metric is stated based on available contributions

· The discussion on the reasonability of the metric is tracked

· The status of the metric for inclusion is provided with A referring to Agreed.
Table 1 Quality Metrics under Consideration for HSD

	Metric
	Type
	Observation Point
	Reported Information
	Definition
	Reasonable
	Status

	MPD Fetch Time

S4-110069

S4-110101
	Event

Possibly a list 
	OP1


	Time and duration of fetch
	Ok 
	Yes
	A

	Initialisation Segment Fetch

S4-110069
	Event

Possibly a list 
	OP1


	Time and duration of fetch
	Ok 
	Yes
	A

	Representation Switch Event
S4-110069

S4-110101
	Event
	OP2 (+OP1)


	Time

RepresentionIDTo

RepresentionIDFrom

Segment_IndexTo or MediaTimeTime

(duration: time between issueing request for this data and the time of this event)

(buffer at switch decision and switch event)
	Probably
	Yes
	A

	Representation Switch Duration
S4-110069

S4-110101
	Average over all switch events
	See above
	
	yes
	No, as included above
	

	Average Throughput
S4-110069
	Average
	OP1
	On idea for definition:

· Each HTTP Request is an event that has a assigned a throughput (body size/duration)

· Average is an average over all requests.

· Needs to be based on the activity.

Note: It was identified that this does not work for for parallel and pipelined request. Additional work is necessary to complete the definition.
	Needs discussion


	Yes
	A

	Inactivity Time
S4-110069
	List of events
	OP1

 
	Event Time

Times for which no unfulfilled request is outstanding.

(User Initiated or add event reporting for pause or other non-regular playout modes)
	May need some further discussion
	Yes
	A

	Resource Not Accessible
S4-110069
	List of events
	OP1


	Event time

URL

Error code
	OK
	Yes
	A

	Buffer Level
S4-110069

S4-110101
	Observation
	OP2


	Buffersize


	OK
	Almost

Does random sampling of buffer state make sense? Why would you do this?
	A

	Rebuffering

S4-110069

S4-110101
	List of events
	OP2 or OP3 or OP4
	Option 1:

OP2

Event time

Event duration

Media type

Gives the duration of an empty buffer, i.e. duration from when the buffer runs dry until it has delivered minbuffertime*bandwidth bytes again into the buffer.

Option 2:

OP3

Event time

Event duration

Look at activity at OP3

Option 3:

OP4

Event time

Event duration

Freeze/Mute period
	At OP2 quite confident

At OP3/OP4 would need further discussion
	Yes

But the exact Observation Point needs further discussion.
	A

	Download Amount
S4-110069
	PD
	
	
	
	To be investigated independent in the context of Progressive download and therefore independent of DASH.
	n/a

	Leftover Data

S4-110069
	PD
	
	
	
	To be investigated independent in the context of Progressive download and therefore independent of DASH.
	n/a

	All Content Buffered
S4-110101
	PD
	
	
	
	To be investigated independent in the context of Progressive download and therefore independent of DASH.
	n/a

	Segment Fetch

 S4-110101
	List of events
	OP1


	Time 

duration of fetch
	Ok for simple GET requests

Unclear when using partial GETs
	Needs further justification or at least understand relation to average throughput metric.
	Open

	Initial Playout
S4-110101
	Event
	OP1 and OP2/3/4


	Time MPD of fetch

Duration until first media is presented
	Ok 

Requires consideration whether measured on OP2, OP3 or OP4?
	Yes
	A

	Audio

S4-110101
	List of events
	OP2 (+OP1)


	Similar to RepresentationSwitchEvent, but adds information of the codec in the MPD
	Needs some further definition on what is reported
	Needs further clarification if this is necessary when RepresentationSwitchEvent is reported

These may be necessary for the OMA-DM case, where the OMA server (or the QoE report collecting server) might not have any possibility to otherwise know what codecs, media bitrate, media framerate were used.
	

	Video

S4-110101
	List of events
	OP2 (+OP1)
	Similar to RepresentationSwitchEvent, but adds information of the codec in the MPD
	Needs some further definition on what is reported
	Needs further clarification if this is necessary when RepresentationSwitchEvent is reported.

These are necessary for the OMA-DM case, where the OMA server (or the QoE report collecting server) might not have any possibility to otherwise know what codecs, media bitrate, media framerate were used.
	


8.7 References

 [1]
3GPP TS 26.234, “Transparent end-to-end Packet-switched Streaming Service (PSS); Protocols and Codecs”, Release 9.
9 Use case: Service Degradation in Adaptive HTTP Streaming
9.1 Use Case Description

Tom is watching a football game using his DASH enabled handset. The content is prepared with components of video, audio, commentary audio and subtitle. When he enters into a subway station, the available bandwidth goes low and is not enough to deliver all components of the presentation. The client detects the change of bandwidth and degrades the service automatically, only video is presented to the user. Other components audio, commentary audio and subtitle is not downloaded. After a while Tom gets board a train, the service further degrades with only subtitle presented. 

Mark, Tom’s friend, is with Tom. He is watching a concert using a DASH enabled handset. He experience a different service degradation, First, video plus audio, then only audio. Video with no audio is almost meaningless in this case. 

From perspective of user experience, service degradation is anyway better than service interruption, the later is to be avoided if possible. 

9.2 Requirements

· The solution shall be compatible with Rel-9 spec
· The solution shall allow the streaming service to be degraded with only a subset of all components presented when there is not enough bandwidth for all content components
· The solution should allow recommendations the streaming service provider to indicate the desired degradation of the DASH-based streaming service.
· The solution shall enable the client to request each component of the content individually
· Alignment with features in MPEG DASH should be investigated 
9.3 Working Assumption
· Representation in groups other than 0 are used.
9.4 Analysis of Rel-9 AHS for this use case

The Rel-9 AHS fulfils certain requirements of this use case by using Representations in groups other than 0. The decision on what to present is up to the client as for any other feature in 3GPP Rel-9 AHS. 
Furthermore the qualityRanking attribute may be used to indicate preferences. Only if there is clear evidence that any of these functionalities are not sufficient to address this use case, additional features may be added. For example, it may be identified that the selection order is not only related to the bandwidth that the Representation requires, but also related to service providers recommendations, in the example above, a football game is different a concert, and what kinds of components are provided.
10 Use Case: Fast Media Start-up

10.1 Use Case
Alice clicks through in a browser session to start consuming adaptive HTTP streaming content. She is delivered an initial download of data and this allows her user agent to begin fetching media segments. In due time, Alice’s user agent downloads all of the MPD data and Alice is enabled to use all features enabled by the MPD.

10.2 Requirements
· The initial download of data shall be smaller that the full MPD.

· The initial download of data shall include all information needed to fetch the full MPD.

· A release 10 client receiving initial download of data shall support fetching the full MPD. 

· A release 9 client shall be able to initially download a full MPD.

10.3 Working assumptions
· The media data in the initial download of data shall be a subset of the full MPD.

The initial download of data and the full MPD shall be valid MPDs according to the 3GPP schema.
10.4 Analysis of Rel-9 AHS for this use case

Use case 5 may be fulfilled by the use of URL-templates. In this case the MPD size is independent of the number of accessible segments. However, in case URL Lists are to be used, or in case the amount of time-shift buffer depth is used, or many Representations are present, the initial download may still be significant.

11 Use Case of MPD integrity
11.1 Description

A service provider offers VoD/Live TV service to its customer using Adaptive HTTP Streaming. A MPD is issued as entry point to the content provided. When the MPD is sent to the customer it is intercepted by a third party, say A. A modifies the MPD replacing a period of commercial with another one or just add some commercials and send it to the user. The user unaware of change of MPD watches the replaced advertisement instead of that from service provider. A can even send a MPD completely different from the original one and hijacks the user. In the worst case, A can use a modified MPD to launch attack on service provider’s infrastructure. Therefore there is a need to protect MPD from risk of exposure to such attack.  

11.2 Requirements

· The solution shall be compatible with Rel-9 spec
· The solution shall provide means to protect MPD from illegal modification during transmission
· The solution shall enable clients to verify if the MPD has been modified or not
· The solution shall take bandwidth efficiency into account
· Work load resulting from MPD protection on both server and client sides should be  minimum
· The solution shall enable a client to authenticate a MPD from a trusted authority.
· The solution shall use existing technology
11.3 Analysis of Use Case in Release 9

The use of HTTPS for MPD delivery over HTTP is possible according to release 9 AHS. The use of HTTPS would prevent this use case when MPD was delivered over HTTP.

12 Use Case on Advanced Trick Modes
12.1 Description

1. Lisa consumes the latest series of the show “Lost” in SD coded at a bitrate of 2 MBit/s that is distributed to an AHS-ready Client set. Her client is equipped with a H.264/AVC video decoder that is capable to handle H.264/AVC High Profile level 3.0. All of a sudden the phone rings and he pauses the service. 

2. After the phone call, she resumes the service, but realizes that he wants to go backward in time, as she cannot remember the start of the scene. She seeks backward to the last scene changes and resumes the service from there. 

3. After a while she needs to leave for her Football practice and she decides to continue to watch the movie from her smart phone with H.264/AVC CBP level 1.3. She enters the service and does a fast-forward 64-times of the original speed to the position where he stopped on the TV set. Once he is close, she reduces the search speed gradually down until she recognizes the position. Once the position found, she resumes the service at normal playback speed. 

She meets her friend Max and pauses the service. She remembers the great scene in the show wants to share the scene with her friend. She seeks backward in-time and finally gets to the scene and shares it with her friend.
12.2 Analysis of Use Cases for Rel-9

In Rel-9, basic trick mode operations are feasible. The client can use certain Representations for Trick Mode plays. In addition, the client can easily identify RAPs and can access those using byte range requests. However, for example smooth playout at high frame rate with intermediate playout points in fast forward is complex to achieve.
12.3 Working Assumptions

Temporal subsequences can be one of the solutions to support advanced trick modes, but that work on supporting temporal subsequences for trick mode should be driven by MPEG not in 3GPP and that MPEG should be encouraged to work on this topic through a liaison that references the updated PD.  26.247 and 26.244 will not be updated until a response from MPEG.
� Thomas Stockhammer, Qualcomm Incorporated, c_tstock@qualcomm.com
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