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1. Introduction
Preventative parental control and Interactive parental control are identified as two new features for Release 10 of IMS based PSS&MBMS User service. Here is a contribution propose specification text for interactive parental control service. The use case for interactive parental control is as following quoted from permanent document:

Interactive parental control: if the parent becomes aware that there might be objectionable content shown in a program he can block access to that program. If the parent would like to allow the child to watch a program that would otherwise have been blocked, he can remove the blocking of access to that program.
2. Interactive Parental Control service
2.1 General description
Following is a general call flow for Interactive Parental Control Service
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Figure 1: Interactive Parental Control Service
1 
The UE2 (Parent, Controller) retrieves information about the content which is being watched by UE1 (Child, Controlled user). This is achieved by the procedure defined in section 11 of TS26.237 v9.3.0, i.e. Blending of Presence and PSS/MBMS user services.
2
When the parent identifies that the watched content is not suitable for the child, e.g. violence picture in a news program, the UE2 issue a SIP MESSAGE to SCF, including necessary information (identities of parent and child, action to perform).
3
The SCF validates the parental control request.
4
If the request is valid, the SCF then forwards the request to the UE1.
5
Upon receiving the parental control request, the UE1 performs the action according to the request, e,g, change channel.
6-7
The UE1 feedback the response to SCF and the SCF forwards it to the UE2.
2.2 Procedure on UE

When the controller wants to block the program the controlled user is watching, the UE of the controller shall originate a SIP MESSAGE request for Parental Control. The content of the parental control request is:

- The request-URI shall be set to the well-known PSI for parental control service;

- The From header shall be set to the public user identity of the controller;


- The To header shall be set to the public user identity of the controlled user;


- The content-type shall be set to “application/3gpp-ims-pss-mbms-parental-control+xml”;


- The message body shall include a XML document conforming to the schema defined in section 5.3.7.2.3 of [OIPF R2 PROT]， wherein the parameters shall be set as following:

- PC-Command: the command for parental control, e.g. channel change, session teardown.

- PC-ChannelChangedTo: When the PC-Command is channel change, this parameter may be included. It indicates the ProgramId of the new program to change to. 

- PC-ContentControlled: the identifier of the content being blocked by the controller. 

Upon receipt of the SIP MESSAGE request, the UE SHALL check the content-type in the message header to determine that it is a parental control request. Then the UE SHALL examine the parameters in the body, and initiate a request corresponding to the parameters in PC-Command, PC-ContentControlled. If the value in the PC-Command is Channel Change, the UE SHALL change to consume a new program indicated in PC-ChannelChangedTo. If the value in the PC-Command is Session Teardown, the UE SHALL initiate a request to terminate the PSS/MBMS session of the program indicated in PC-ContentControlled, as described in Section 5.3.2.1.3, “Session Termination.” 

2.3 Procedure on SCF
The SCF SHALL support the procedures specified in [TS124503] as applicable to an AS acting as a SIP proxy or B2B UA.

Upon receipt of a SIP MESSAGE request for Parental Control from the UE via the IM-CN Subsystem, the SCF SHALL identify the Content-Type associated with the MESSAGE request to determine that it is a Parental Control request. The SCF SHALL check the controlled user in the “To:” header as well as the controller in the “From:” fields to determine whether the controller has the rights to perform Parental Control on the controlled user.

If the controller has the rights to perform Parental Control on the controlled user, the SCF SHALL forward the SIP MESSAGE to the controlled user. 

Upon receipt of a SIP 200 OK response to the SIP MESSAGE for Parental Control from the UE via the IM-CN Subsystem, the SCF SHALL forward the SIP 200 OK to the controller.

3. Proposal

We propose to accept the above solution and make a CR based on it.
Annex A XML schema of Parental Control Request

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema targetNamespace="org:oipf:iptv:parentalcontrol"

xmlns:tns="org:oipf:itpv:parentalcontrol"

xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified"

attributeFormDefault="unqualified">

<xs:import namespace="urn:oipf:iptv:parentalcontrol"



schemalocation="iptvparentalcontrol.xsd" />

<xs:annotation>


<xs:documentation xml:lang="en">



Defines the command for parental control




associated with the controller



</xs:documentation>

</xs:annotation>

<xs:element name="IPTVParentalControl" type="tns:tIPTVParentalControl" />

<xs:complexType name="tIPTVParentalControl">


<xs:sequence>



<xs:element name="PC-Command" type="tns:tPCCommand" />



<xs:element name="PC-ChannelChangedTo" type="tns:tPCChannelChangedTo" />



<xs:element name="PC-ContentControlled" type="tns:tPCContentControlled" />



<xs:any namespace="##other" processContents="lax"




minOccurs="0" maxOccurs="unbounded" />


</xs:sequence>

</xs:complexType>

<xs:simpleType name="tPCCommand" final="list restriction">


<xs:restriction base="xs:string">



<xs:enumeration value="Channel Change" />



<xs:enumeration value="Session Teardown" />


</xs:restriction>

</xs:simpleType>

<xs:simpleType name="tPCChannelChangedTo" final="list restriction"> 



<xs:annotation>



<xs:documentation xml:lang="en">




Identifier of a new channel to which the controlled user shall change.




</xs:documentation>


</xs:annotation>


<xs:restriction base="xs:string">



<xs:minLength value="0" />



<xs:maxLength value="16" />


</xs:restriction>

</xs:simplyType>

<xs:simpleType name="tPCContentControlled" final="list restriction"> 



<xs:annotation>



<xs:documentation xml:lang="en">




Identifier of the content being controled by the controller. May be BC





 service ID or content ID.




</xs:documentation>


</xs:annotation>


<xs:restriction base="xs:string">



<xs:minLength value="0" />



<xs:maxLength value="16" />


</xs:restriction>

</xs:simplyType>
</xs:schema>
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