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1. Introduction
In this release, explore forced playout is identified as a new feature for TS 26.237. In this contribution, solutions for Explore Forced Playout are discussed and finally two solutions are provided as proposal for our R10 spec.
2. Design variable
2.1 DRM based approach vs. simple approach
The objective of forced playout feature is to constrain terminals when consuming the digital media content, and thus falls into the scope of DRM. In other worlds, it is reasonable to have a DRM based approach. OIPF is also designing a solution based on Marlin. DRM based solution is inherently a safe solution. However, such a DRM based approach will have several disadvantages which we can not ignore:
· It is coupled with the DRM standard which the solution relies on. 
· Furthermore, only Marlin tries to support such a feature till now, AFAIK. Would we endorse Marlin as our single DRM solution? 

· Considering one service provider may provide services to kinds of terminals with different DRM system, DRM based solutions may cause IOT problem if they do not have a common interface with the terminal. This is a future problem if we adopt DRM based solution.
· It may be problematic to control the clear to air (CTA) content, which do not bind to any DRM system.

· It requires the service providers to reprocess each piece of media content, statically or dynamically. The workload is one problem and the license from CP may be another problem.
· It significantly increases the cost of the E2E system. 

As a contrast, there is a simple approach which requires simply sending the policy (e.g. XML document) to the entity who executes the play out control policy. This happens during session initialization. The default of such a solution is mainly about the security. But this will not be a problem if the entity executing the play out control policy is an entity in the network side, meaning under the control of the service provider.
2.2 Terminal controlled approach vs. Network controlled approach
It is also an argue point regarding what entity would execute the play out control policy. Two possible entities are the UE and the PSS Adapter.
PSS Adapter is the entity who receives and processes UE’s play out demand. Nevertheless, PSS Adapter is also located in the network side, which means it is a trustworthy entity from service provider point of view. As a result, PSS Adapter is a suitable candidate to execute the play out control policy. Another benefit of PSS Adapter controlled solution is that the solution works well with terminals with earlier release.

However, care must be taken that in this case, the UE will not know any restrictions on the consuming program unless it tries and get failure response. This would possibly result in bad user experience.
UE is the entity who initializes a play out demand. Being executing the play out control policy, the UE can not only present the policy (e.g. highlighting in the sliding bar of player) to the user beforehand but also response to the user in the first time, without any interaction in the network. Just as the advantage, the disadvantage of terminal controlled solution is also obvious: without a trustworthy agent (like DRM client) in the terminal, it is a bit unreliable to some extent; with a trustworthy agent (like DRM client) in the terminal to execute the policy, the cost is quite higher.
2.3 Conclusion and Proposal
Base on the discussion above, we believe network controlled simple approach will be the best solution for our spec for the moment. As a supplementary method, terminal controlled simple approach could improve the user experience. Actually these two solutions may be rather compact, as you may see in next section.
3. Proposed Solution
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(Session initialization phase)
Step 1:  The UE initialize a normal PSS session to consume a program;
Step 2: When receiving the SIP INVITE request for PSS session set-up, the SCF acquires the trick play control policy per the content identity and/or user's subscription information. The policy details how to control the content. e.g., forbids the fast forward operation during ad insertion
Step 3: The SCF forwards the INVITE message to proper PSS Adapter.

Step 4: The PSS Adapter answers with the SIP 200 OK to the SCF.
Step 5: The SCF issue a SIP INFO message to the PSS Adapter, including the control policy information (e.g. in the format of XML document)

Step 6: The PSS Adapter answers with the SIP 200 OK to the SCF

Step 7:  The SCF answers with the SIP 200 OK to the UE
Step 8: The SCF issue a SIP INFO message to the UE, including the policy information (e.g. in the format of XML document)

Step 9: The UE answers with the SIP 200 OK to the SCF

 (Case A)
Step 10A: The UE shall execute the policy at once, meaning present the policy to the user and forbidden any play out action against the policy.

(Case B)
Step 10B - 11: The UE, on behalf of the user, may issue a RTSP message (e.g. PLAY, etc) to the PSS Adapter, to do play out actions against the policy, in any of the following cases:

1. For untrustworthy UE, it ignores the policy at all 

2. For untrustworthy UE, it presents the policy to the user but do not forbid actions according to the policy. 
3. For UE of previous releases, the policy information can not be understood and therefore ignored.

Step 12-13: The PSS adapter executes the trick play control policy disabling the user operations as appropriate, and responds to UE.
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