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0. Introduction

Parental control has been identified as a new feature for IMS based PSS&MBMS user service in Release 10. This contribution is initiated to discuss the use cases and high level call flows. Once agreed, detailed call flow and protocols will be provided.
1. Use cases
Parental controls provide parents the method to help protect their children and set restrictions while consuming PSS/MBMS user services.  Parental controls have two typical scenarios, namely Active parental control and Passive parental control:

Active parental control: the child may find a list of PSS/MBMS user services from EPG and select one (e.g. a live program) to watch. When initializing the consuming, the service provider may check that the program is forbidden to the child by his parent. Then the service provider refuses the request and provides the reason as well as a button in the response page.  If the child still wants to watch the content, he may press the button to ask his parent. Receiving the request from child, the service provider issues a request (e.g.. a SMS/MMS) to the parent, asking for confirmation. The request may includes information about the program child wants to watch. After confirmed by the parent, the service provider may start the live session for the child.
Passive parental control: at any time, the parent may request to check what the child is watching. The service provider provides the information about what’s on the child’s TV. This information is collected by “Content Reporting” function. If the parent (away from home, say) becomes aware that there might be violent pictures from a major accident shown in the news, he can further request to block access to that program.
Notes that here active and passive is relative to the service provider (SCF). 

The two scenarios and the high level call flows below are consistent with those defined in OIPF.
2. High level call flow
2.1 Active parental control
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The following is a brief description of the steps:

1.
The end user selects one program (e.g. a live program) to watch, from Electronic Program Guide.

The SCF verifies with the service profile if parental authorization is required, and determines that it is needed in this case. 

2.
The SCF returns an SIP response to the UE to inform the user that parental authorization is currently being sought, before the selected content can be made available for viewing.

3.
The SCF sends a request to request parental authorization for the subject end-user. The SCF includes all information needed in that regard.
4.
The subject end-user grants the end-user to watching the program.

The SCF can use various means to obtain the required authorization.  For example, IMS communication services, such as SIP messaging, or SMS can be used to obtain such an authorization. Other means can also be envisaged such as e-mail.

5.
Once the SCF receives such an authorization, it can send a SIP MESSAGE to the end-user to indicate that parental authorization is granted. 

Following that, a normal session is established for the desired program.

2.2 Passive parental control
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The following is a description of the interactions in the flow:
1.
A child is watching a PSS/MBMS user service on TV, for example the news.

2.
His parent acquires the information on the channel being watched (such as the service ID, ratings etc.). 
Note: this is done by “Content Reporting” function together with “Blending of Presence and PSS/MBMS user services” function.
3.
If the parent decides that the program is unsuitable for the child, he initiates a request which goes to the SCF to block access to the program temporarily, e.g., a request for change channel, or a request to pause the media streaming, or a request for teardown the session.
4.
The program being watched by the child is blocked. Further actions depend on the service provider.

3. Proposal

In this contribution, two different parental control scenarios are discussed. We propose to accept the use cases and corresponding high level call flows as working assumption.
_1331448584.vsd
�

�

UE 1�

PSS Server/
HTTP Server


SCF


IMS Core


Presence Server


UE 2�

1. Child selects and requests to watching a PSS/MBMS user service


3. Service provider ask parent for authorization.


5. Session setup for watching the program.


2. Further authorization is required 


4. Authorization granted using communication service


Communication Server



_1331381204.vsd
�

�

UE 1�

PSS Server/
HTTP Server


SCF


IMS Core


Presence Server


UE 2�

1. Child is watching PSS/MBMS user service


2. Parent finds out information related to the watched program (channel, rating, etc)


3. Parent initiates a request to block the program.


4. Blocking the program according to the request.



