
3GPP TSG-SA4#58
(
S4-100279
Vancouver, April 26th- 30th                                     
	CR-Form-v9.6

	CHANGE REQUEST

	

	(

	26.237
	CR
	0037
	(

rev
	
	(

Current version:
	9.2.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	Modification on IMS based PSS download session initiation

	
	

	Source to WG:
(

	France Telecom

	Source to TSG:
(

	S4

	
	

	Work item code:
(

	IMS_PSS_MBMS_US_EXT
	
	Date: (

	26/04/2010

	
	
	
	
	

	Category:
(

	A
	
	Release: (

	Rel-9

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)

	
	

	Reason for change:
(

	IMS based PSS download session set-up is misaligned with the equivalent TISPAN procedure.

	
	

	Summary of change:
(

	IMS based PSS download session set-up is aligned with the equivalent TISPAN procedure.

	
	

	Consequences if 
(

not approved:
	Several misalignements will persist between fixed and mobile solution for IMS based download service. Fixed-mobile convergence will not be possible.

	
	

	Clauses affected:
(

	15

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	Affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


FIRST CHANGE BEGIN

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.146: "Multimedia Broadcast/Multicast Service; Stage 1".

[3]
3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1".

[4]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[5]
3GPP TS 33.246: "3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)".

[6]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".

[7]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[8]
3GPP TS 26.234: "Transparent end-to-end streaming service; Protocols and codecs".

[9]
3GPP TS 22.233: "Transparent End-to-End Packet-switched Streaming Service; Stage 1".

[10]
3GPP TS 26.233: "Transparent end-to-end packet switched streaming service (PSS); General description".

[11]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

[12]
3GPP TS 23.203: "Policy and charging control architecture".

[13]
IETF RFC 4145 (September 2005): "TCP-Based Media Transport in the Session Description Protocol (SDP)".

[14]
IETF RFC 4572 (July 2006) Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)

[15]
void

[16]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[17]
IETF RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)".

[18]
IETF draft-channabasappa-sipping-app-profile-type-03: "Extension to the ua-profile Event Package to Support the Application Profile Type". .

[19]
Void.

[20]
3GPP TS 33.222: "Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)".

[21]
3GPP TS 24.423: "TISPAN; PSTN/ISDN simulation services; Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".

[22]
3GPP TS 24.109: "Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details".

[23]
ETSI TS 182 027 "TISPAN; IPTV Architecture; IPTV functions supported by the IMS subsystem".
[24]
ETSI TS 183 063 "TISPAN; IMS based IPTV Stage 3 Specification".
[25]
IETF RFC 2326: "Real Time Streaming Protocol (RTSP)".
[26]
3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic bootstrapping architecture".
[27]
OMA-TS-BCAST_Service_Guide-V1_0: "Method and Apparatus for Broadcast Signaling in a Wireless Communication System".

[28]
IETF draft-ietf-sipping-config-framework-15: "A Framework for Session Initiation Protocol User Agent Profile Delivery".

[29]
3GPP TS 23.003: "Numbering, addressing and identification".

[30]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access”.
[31]
3GPP TS 33.203: "3G security; Access security for IP-based services".
[32]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[33]
3GPP TS 29.109: "Generic Authentication Architecture (GAA); Zh and Zn Interfaces based on the Diameter protocol; Stage 3".
[34]
IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".

[35]
3GPP TS 23.141: "Presence Service; Architecture and functional description".

[36]
3GPP TS 24.141: "Presence Service using the IP Multimedia (IM) Core network (CN) subsystem".

[37]
OMA-TS-Presence-SIMPLE-V1-00-20060725-A: “Open Mobile Alliance: Presence SIMPLE specification".

[38]
3GPP TS 26.114: “IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and interaction“.

[39]
3GPP TS 26.244:”Transparent end-to-end packet switched streaming service (PSS); 3GPP file format (3GP)”.NOTE:
IETF drafts references need to be updated/confirmed when published.

[40]
3GPP TS 23.237: “IP Multimedia Subsystem (IMS) Service Continuity; Stage 2“.
[41]
3GPP TS 24.237: “IP Multimedia Subsystem (IMS) Service Continuity; Stage 3“.
[42]
IETF draft-ietf-sipcore-info-events-02: “Session Initiation Protocol (SIP) INFO Method and Package Framework”.
[43]
ETSI TS 102 034 (V1.4.1): "Digital Video Broadcasting (DVB); Transport of MPEG-2 TS Based DVB Services over IP Based Networks".
NOTE:
IETF drafts references need to be updated/confirmed when published.

FIRST CHANGE END
SECOND CHANGE BEGIN

15
PSS download service

15.1
General Description
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Figure 33: IMS based session set-up for progressive download

1. The UE initiates the progressive download session by sending SIP INVITE to the IM CN subsystem, including an SDP offer. 

2. The IM CN subsystem forwards the SIP INVITE message to the SCF.

3. The SCF verifies the user rights for the requested content, selects a HTTP/SIP adapter, and forwards the SIP INVITE message to the HTTP/SIP adapter.

4. The HTTP/SIP adapter selects a HTTP Server, and sends an HTTP POST message to the HTTP server, including the IP address of the UE and the requested content file identifier. This message is used to request from the HTTP server the download URL for this content file. 
5. The HTTP server answers to the HTTP /SIP adapter with the download URL for the requested content file.
6. The HTTP/SIP adapter sends the SIP 200 OK answer to the SCF, including download URL of the requested content file in the SDP answer.

7. The SCF forward the SIP 200 OK to the IM CN subsystem.

8. The IM CN subsystem forwards the SIP 200 OK to the UE.

9. The UE sends HTTP request to the URL obtained from the HTTP/SIP adapter SCF in the SIP 200 OK message. 

10.  The HTTP server delivers the content file in the HTTP response to the UE.
15.2
Procedures at the UE

The UE initiates the progressive download session by sending SIP INVITE to the IM CN subsystem. The content of the SIP INVITE shall be as follows:

· The Request URI is related to the session the user wants to activate. It shall contain  the download content URI as CDS XML unicast locator described in TS 102 034 [43] clause 10.3.2.2
· 
· 
· the TO header shall contain the download content URI.
· The From header shall indicate the public user identity of the user.
The content identifier shall be retrieved from service selection information.

The other headers shall be set according to 24.229 [7].

An SDP offer shall be included in the initial INVITE request, in accordance with media capabilities and policies available for the PSS session and with the parameters received from the SSF during service selection procedure or during the procedure for retrieving missing parameters by SIP OPTIONS.

The SDP media parameters should describe the HTTP progressive download session. The differences with the SDP offer defined for streaming is the absence of media line corresponding to the control protocol (RTSP), and the indication of TCP transport and HTTP progressive download method instead of streaming in "m" line.
The SDP parameters for the HTTP progressive download channel shall be set as follows:

· a 'm' line for an HTTP progressive download channel of format: m=<media> <port> <transport> <fmt>

-
The media field shall have a value of "application".

-
The port field shall be set to a value of 9, which is the discard port. See RFC 4145 [13] and RFC 4572 [14].

-
The transport field shall be set to TCP or TCP/TLS. The former is used when HTTP runs directly on top of TCP and the latter is used when HTTP runs on top of TLS, which in turn runs on top of TCP.
-
The <fmt> parameter shall be included and shall be set to 3gpp_http.
NOTE: the 3gpp_http application format should have a new MIME subtype registered in IANA.

-
An "a=setup" attribute shall be present and set to "active" indicating that the UE will initiate an outgoing TCP connection to the HTTP Server.

-
An "a= connection" attribute shall be present and set as "new" indicating that the UE will establish a new outgoing TCP connection towards the HTTP Server.

-
A "c" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and IP address of the flow of the related HTTP progressive download channel (ex. c=IN IP4 <IP_ADDRESS>).

-
Optionally a "b=" line may contain the proposed bandwidth. If the user has fetched the bandwidth required for this particular content delivery channel during service selection retrieval, the bandwidth attribute at media level shall be set to this value. Otherwise, this attribute shall be set to a pre-configured value;
(ex. b=AS:15000)

An example of the SDP offer for IMS-based PSS progressive download is:

v=0

o=bob 2890844527 2890844527 IN IP4 192.0.2.2
s=Download Session

i=A download session declared within the session description protocol

t=0 0

m=application 9 TCP 3gpp_http

a=connection:new

a=setup:active

c= IN IP4 b.192.0.2.2
b=AS:15000

Once the UE has received the SIP 200 OK from the HTTP/SIP adapter, it extracts the XML body of  the download session description, and  sends the HTTP GET request to the URL obtained in download session description , the detail can refer to the single server unicast download as defined in TS 102 034 [3] clause 10.6.3.2. The HTTP “Connection” header shall be set to “Keep-Alive” to require persistent TCP connection.

An example of the HTTP GET request sent by the UE is:

HTTP GET http://123.23.23.23/ movie1.mpeg?
15.3
Procedures at the IM CN subsystem

The IM CN subsystem shall forward the SIP INVITE to the SCF.

Upon reception of the SIP 200 OK from the SCF, the IM CN subsystem forwards the SIP 200 OK to the UE.

The IM CN Subsystem handles the SIP dialog as defined in 3GPP TS 23.228 [6].

15.4
Procedures at the SCF

Upon reception of the SIP INVITE from the UE, the SCF checks the user rights for the requested content, identifies that the request is for progressive download, selects and forwards the SIP request to the HTTP/SIP adapter which is in charge of the download service by changing the "Request-URI" accordingly.

15.5
Procedures at the HTTP/SIP adapter


Upon reception of the download session initiation request, the HTTP/SIP adapter shall examine the content identifier present in the user-part of the To header and the media parameters in the SDP, selects a HTTP Server according to the Request URI, and sends a HTTP POST message to the HTTP server.
The HTTP/SIP adapter may decide to redirect the request to another HTTP server. In this case the HTTP/SIP adapter shall return a 301 response if the content is not managed by this HTTP/SIP adapter or 302 response for any other reasons (e.g. load balancing). The HTTP/SIP adapter indicates one or more HTTP/SIP adapter addresses in the Contact header.

The HTTP/SIP adapter returns the SIP 200 OK message to the SCF, including the SDP answer. The SDP answer should describe the HTTP progressive download session. The differences with the SDP answer defined for streaming is the absence of media line corresponding to the control protocol (RTSP), the indication of TCP transport and HTTP progressive download method instead of streaming in "m" line, the indication of HTTP URL instead of RTSP URI.
The HTTP/SIP adapter also adds the XML body in the 200 OK for the download session description which referenced by the session description URI indicated in Request-URI header in the SIP INVITE request 

If the content that the user has selected cannot be found the HTTP/SIP adapter shall reply with appropriate, SIP error code 404 Not Found response.

Since the SIP message body contains two kinds of data type (SDP and XML), the HTTP/SIP adapter shall set the Content-Type Header to “multipart/mixed”, in addition, a boundary parameter value should be included in the Content-Type header. Before the start of each content part, a Content-Type header shall be set. For SDP part, the Content-Type header shall be set to “application/sdp”. For XML part, it shall be set to "application/vnd.etsi.iptvcontentdownload+xml". The XML schema can be refer to the TS 102 034 [3] clause C.2.3.

The HTTP/SIP adapter shall construct the SIP 200 OK message as follows:

- an 'm' line for an HTTP progressive download channel of format: m=<media> <port> <transport> <fmt>
· The media field shall have a value of "application".

· The port field shall be set to the value of HTTP Server for the progressive download channel, such as 80. 

· The transport field shall be set to TCP or TCP/TLS. The former is used when HTTP runs directly on top of TCP and the latter is used when HTTP runs on top of TLS, which in turn runs on top of TCP.
· The fmt field shall be identical to the one received in the SDP offer
- a "c" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and IP address of HTTP Server for the flow of the related HTTP progressive download channel (e.g. c=IN IP4 <IP_ADDRESS>).
- The "a=setup" attribute shall be present and set to 'passive' indicating that connection shall be initiated by the other endpoint (UE).

- An "a= connection" attribute shall be present and set as "new" indicating that the UE will establish a new outgoing TCP connection towards the HTTP Server.
- One or more a=fmtp lines representing HTTP specific attributes set as follows:
· a "fmtp:3gpp_http http-url" attribute in the format of an absolute URI to be used for the UE in the subsequent HTTP requests. The h‑uri can be in form of absolute or relative URI. If absolute URI is specified then it is used as-is in subsequent HTTP requests. If relative URI is specified in form of a media path, then the HTTP absolute URL could be constructed by the UE using the IPAddress (from c-line) and port (from m-line) as the base followed by h-uri value for the content path.
· 
- the "b=" line shall contain the proposed bandwidth. Since the content download is unidirectional the bandwidth shall be set to 0.(ex. b=AS:0);
An example of the SDP answer in the SIP 200 OK response is:

v=0

o=bob 2890844527 2890844527 IN IP4 192.0.2.1
s=Download Session

i=A download session declared within the session description protocol

t=0 0

m=application 80 TCP 3gpp_http

a=connection:new

a=setup:passive

a=fmtp 3gpp_http h-url http://operator.com/movie1.mpeg  


c=IN IP4 192.0.2.1
b=AS:0

15.6
Procedures at the HTTP server

Upon reception of the HTTP GET received from the UE, the HTTP server delivers in the HTTP response the content file corresponding to the URL obtained in the received HTTP GET. The HTTP “Connection” header shall be set to “Keep-Alive” to indicate it is a persistent TCP connection.
SECOND CHANGE END






�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" �Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" �3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" �� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" �http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" �http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm" �21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





