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2
References

<--- skipped text --->
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[44]
Void.
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<--- skipped text --->

 [76]
Void.

[77]
3GPP TS 23.003: “Numbering, addressing and identification”

<--- skipped text --->

===================== End of change 0 =====================
===================== Start of change 1 =====================
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ALC
Asynchronous Layered Coding

APN
Access Point Name

AVC
Advanced Video Coding

BM-SC
Broadcast-Multicast - Service Centre

CC
Congestion Control
DIMS
Dynamic and Interactive Multimedia Scenes
ERT
Expected Residual Time

ESI
Encoding Symbol ID

FDT
File Delivery Table

FEC
Forward Error Correction

FLUTE
File deLivery over Unidirectional Transport
FMT
Feedback Message Type
GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

IANA
Internet Assigned Numbers Authority
IP
Internet Protocol

LCT
Layered Coding Transport

MBMS
Multimedia Broadcast/Multicast Service

MBSFN
MBMS over a Single Frequency Network
MIME
Multipurpose Internet Mail Extensions
MMS
Multimedia Messaging Service

MS
Mobile Station

MSK
MBMS Service Key

MTK
MBMS Traffic Key

MUK
MBMS User Key
NTP
Network Time Protocol
PDP
Packet Data Protocol

PSS
Packet-switched Streaming Service
PTM
Point To Multipoint

PTP
Point To Point

RTP
Real-time Transport Protocol
SBN
Source Block Number

SCT
Sender Current Time
SDP
Session Description Protocol
SDU
Service Data Unit
SEI
Supplemental Enhancement Information
SGSN
Serving GPRS Support Node
SNTP
Simple Network Time Protocol
TMGI
Temporary Mobile Group Identity
TOI
Transport Object Identifier

TSI
Transport Session Identifier
UDP
User Datagram Protocol

UE
User Equipment
UML
Unified Modelling Language
URI
Uniform Resource Identifier

URL
Uniform Resource Locator
USD
User Service Description
UTC
Universal Time Coordinated
XML
eXtensible Markup Language

===================== End of change 1 =====================
===================== Start of change 2 =====================
4.1
MBMS functional layers

<--- skipped text --->
Delivery Method:
When delivering MBMS content to a receiving application one or more delivery methods are used. The delivery layer provides functionality such as security and key distribution, reliability control by means of forward-error-correction techniques and associated delivery procedures such as file-repair, delivery verification. Two delivery methods are defined, namely download and streaming. Delivery methods may be added beyond the current release. Delivery methods may use MBMS bearers and may make use of point-to-point bearers through a set of MBMS associated procedures.

<--- skipped text --->
===================== End of change 2 =====================
===================== Start of change 3 =====================
4.2
MBMS User Service Entities

<--- skipped text --->
A set of one or more MBMS bearers can be used for delivering data as part of an MBMS download or streaming session. As an example, the audio and visual parts can be carried on separate MBMS bearers. However, it is recommendated to transfer MBMS download and/or streaming sessions, which belong to the same MBMS user service on the same MBMS bearer service.
An MBMS bearer (identified by IP multicast address and APN) might be used in providing data to more than one MBMS download or streaming session (3GPP TS 22.246 [3], clause 5).
===================== End of change 3 =====================
===================== Start of change 4 =====================
4.4.2
MBMS Key Management Function

The MBMS Key Management function is used for distributing MBMS keys (Key Distribution subfunction) to authorized UEs. Before the UE can receive MBMS keys, the UE needs to register to the Key Request subfunction of the Key Management function by indicating the MBMS User Service Id. Once registered, the UE can request missing MBMS keys from the BM-SC by indicating the specific MBMS key Id. In order for the UE to stop the BM-SC to send MBMS key updates a deregistration with the MBMS User Service Id is needed.

If the MBMS User Service does not require any MBMS data protection, then the UE shall not register for key management purposes.

A detailed description of all key management procedures is provided in 3GPP TS 33.246 [20].

===================== End of change 4 =====================
===================== Start of change 5 =====================
4.4.6
MBMS UE
The MBMS UE hosts the MBMS User Services receiver function. The MBMS receiver function may receive data from MBMS bearer services or from unicast bearer services. The MBMS receiver function may receive data from several MBMS User Services simultaneously. According to the MBMS UE capabilities, some MBMS UEs may be able to receive data belonging to one MBMS User Service from several MBMS Bearer Services simultaneously. The MBMS receiver function uses interactive bearers for user service initiation / termination, user service discovery and associated delivery procedures.

In case the MBMS user service is secured, the UE needs one or more cryptographic MBMS service keys, therefore the UE requests the relevant cryptographic MBMS service keys using the BM-SC Key Request function. The received keys (i.e. MSK) are then used for securing the MBMS session.

===================== End of change 5 =====================
===================== Start of change 6 =====================
4.5
Usage of identity of MBMS session

<--- skipped text --->
After determining that all files for a MBMS Session Identity value has been received, the UE shall not respond to MBMS notifications for the MBMS Bearer Service with that MBMS Session Identity value until the MBMS Session Identity is expired. Once the MBMS Session Id has expired, the content is no longer guaranteed to be repeated, and therefore the UE may begin to respond to MBMS notifications for the associated MBMS Bearer Service.

The BM-SC may send FDT instances on a separate transmission session or interleaved with other data packets of the same transmission session. An FDT instance may describe more files than the files to be transmitted over the same transmission session as that FDT instance. 

===================== End of change 6 =====================
===================== Start of change 7 =====================
4.6
Time Synchronization between the BM-SC and MBMS UEs
A number of MBMS metadata fragments and File Delivery Table (FDT) contain NTP encoded time values. NTP uses UTC as reference time and is independent from time zones. In order to process the time information from the BM-SC correctly, the MBMS UEs shall be time synchronized with the BM-SC with a tolerance of +/- 10 seconds. The BM-SC shall offer an SNTP time server. The MBMS UEs should use SNTP to synchronize the time with the BM-SC. The MBMS UE should not use the SNTP time synchronization service more often than once in 30 days to avoid scalability issues.

The BM-SC shall support the SNTP anycast mode [84]. An anycast client in the MBMS UE sends a request to a designated IPv4 or IPv6 local broadcast address or multicast group address. One or more SNTP anycast servers reply and include a timestamp with their current time and its precision. BM-SC SNTP servers shall only respond if they have a valid synchronisation time and shall not leave the timestamp blank, such that the SNTP Leap Indicator (LI) field shall not use the value 3 (warning: unsynchronised). Any MBMS SNTP client shall use the anycast mode each time it performs SNTP synchronisation;  the client does not need to keep server address state data and changes in the SNTP server addressing will not affect each subsequent synchronisation operation.
For IPv4, the Internet Assigned Numbers Authority (IANA) has assigned the multicast group address 224.0.1.1 for NTP, which is used by both multicast servers and anycast clients. For IPv6, the IANA has assigned the multicast group address FF0X:0:0:0:0:0:0:101. These NTP assignments apply to SNTP usage as well. The SNTP server will join these IP multicast groups.
===================== End of change 7 =====================
===================== Start of change 8 =====================
5
Procedures and protocols
<--- skipped text --->
===================== End of change 8 =====================
===================== Start of change 9 =====================
5.2.2.1
Introduction

<--- skipped text --->
The metadata envelope and metadata fragment objects are transported as file objects in the same download session either as separate referencing files or as a single embedding file - see sub-clause 5.2.3.3. A single metadata envelope shall describe a single metadata fragment, and thus instances of the two are paired. A service announcement sender shall make a metadata envelope instance available for each metadata fragment instance.  The creation and use of both an embedded envelope instance and a referenced envelope instance for a particular fragment instance is not recommended.
The metadata envelope and metadata fragment objects may be compressed using the generic GZip algorithm specified in RFC 1952 [42] as content/transport encoding for transmission. Where used over an MBMS bearer, this shall be according to Download delivery content encoding using FLUTE - see sub-clause 7.2.5.

<--- skipped text --->
One MBMS User Service Bundle Description shall contain at least one User Service Description instance and may contain several. The User Service Bundle Description may refer to a single FEC Repair Stream Description.

One MBMS User Service Description instance shall include at least one delivery method description instance. The delivery method description shall refer to one session description instance.
The delivery method description may contain references to a service protection description and an associated delivery procedure description. Several delivery methods may reference the same service protection description.

If the associated delivery procedure description is present in the user service description instance, it may be referenced by one or more delivery methods.
An MBMS user service description allows the association of delivery methods to one or more access systems. The association is used to describe the use of separate access systems for the same MBMS user service. One delivery method may be offered throughout one or more radio access systems. The use of separate MBMS bearer services for the same MBMS user service is described in sub-clause 5.1.5.2 of [4].
Multipart MIME [37] may be used to concatenate the descriptions into one document for transport.

===================== End of change 9 =====================
===================== Start of change 10 =====================
5.2.3.3
Metadata Envelope and Metadata Fragment Association with FLUTE

The MBMS Download service announcement session FDT Instances provide URIs for each transported object. The metadata envelope metadataURI field shall use the same URI for the metadata fragment as is used in the FDT Instances for that metadata fragment file. Thus, the fragment can be mapped to its associated envelope in-band of a single MBMS download session.
In the referencing case, each metadata envelope and corresponding metadata fragment shall be grouped together by the FDT using the grouping mechanism described in sub-clause 7.2.5. This reduces the complexity of requesting both fragment and envelope for each pair, thus it is recommended that only the metadata fragment (fileURI) be requested from the download client (which will result in both fragment and envelope being received using the grouping mechanism).
===================== End of change 10 =====================
===================== Start of change 11 =====================
5.2.5.1
General
User service announcement over point-to-point push bearers have several characteristics that differ from user service announcement over a MBMS bearer. It is not essential that the metadata envelope made available by the service announcement sender is transmitted to the MBMS terminal. In the case that both the metadata envelope and metadata fragment objects are transported, it is a limitation of the solution that the metadata fragment must either be embedded within the metadata envelope, or that the metadata fragment must be referenced by the metadata envelope and they are both contained within a multipart MIME container [37]. In either configuration, both the metadata envelope and the metadata fragment objects are transported as file objects in the same download session.

This sub-clause covers both metadata transport and metadata fragmentation aspects of Service Announcement. Service Announcement over point-to-point push bearers is specified.

NOTE:
The user service announcements are not protected when sent over point-to-point push bearers. See 3GPP TS 33.246 [20].
===================== End of change 11 =====================
===================== Start of change 12 =====================
5.3.1
Initiation of MBMS Bearer Service based Services
<--- skipped text --->
3.
The MBMS UE uses the MBMS activation procedure to activate the MBMS Bearer Service. The MBMS activation procedure is the MBMS Multicast Service activation procedure and the MBMS Broadcast activation procedure as defined in 3GPP TS 23.246 [4]. In case the MBMS Broadcast Mode is activated, there is no activation message sent from the UE to the BM-SC. The activation is locally in the UE. Note that the MBMS Bearer Services may already be active and in use by another MBMS User Service.
3n.
In case the MBMS User Service uses several MBMS Bearer Services, the User Service Description contains several description items. In that case, the MBMS receiver function repeats the activation procedure for each MBMS Bearer Service as described in 3.
===================== End of change 12 =====================
===================== Start of change 13 =====================
5.3.5.1
General
MBMS service initiation and termination as defined in clauses 5.3.1 to 5.3.4 may consist of network interactions such as sending an IGMP Join or Leave message to the network as described in sections 8.2 and 8.7 of 3GPP TS 23.246 [4]. Initiation and termination procedures may be triggered at the MBMS UE by the user or be scheduled to happen automatically. Upon (or after) receiving a user service announcement, the MBMS UE may render the information about the advertised services to the user to assist him in the service selection. The user may decide to receive a given service and hence trigger the service initiation procedure. Alternatively, the user may declare his interest in a specific service a-priori and upon receiving the service announcement for that specific service, the MBMS UE may schedule the initiation procedure at or around the start time of the session. Similarly, the MBMS UE may schedule the termination procedure at or around the session end time.

As a consequence, MBMS UEs may be oriented to start their service initiation and termination procedures at the same time or during a relatively short period. This may cause network congestion, especially during the multicast of a popular service, as all MBMS UEs may be time synchronized.

===================== End of change 13 =====================
===================== Start of change 14 =====================
5.3.5.2
Randomization of Service Initiation over Time

The MBMS User Service description may contain parameters to uniformly randomize the User Service Initiation procedures of the MBMS UEs. Security functions may be part of the User Service Initiation procedure as defined in clause 5.3.1. If a user service initiation randomization is defined for a user service, then the overload prevention definition in the service protection description shall be ignored for the service initiation. For randomizing the time of the initiation procedure, the MBMS UE shall understand the following parameters, which may be signalled by the BM-SC in the MBMS user service description as described in section 11.2.1: 

1. initiationStartTime parameter is used by the BM-SC to signal to the MBMS UE the start time for the User Service Initiation procedure randomization period. If the initiationStartTime parameter is not present, the MBMS UE uses the time of the Service Annoucement reception as the start time.
2. protectionPeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of the critical time periods, during which congestion shall be avoided. The MBMS UEs shall randomly spread the initiation procedure using the randomTimePeriod during this protection period. 

3. randomTimePeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of an interval over which initiation procedures shall be randomly deferred.  The MBMS UE calculates a random time out of the randomTimePeriod interval to defer the execution of the initiation procedure.

The MBMS UE shall start its initiation procedure immediately if the procedure is triggered outside of protection periods.

===================== End of change 14 =====================
===================== Start of change 15 =====================
5.3.5.3
Randomization of Service Termination over Time

The MBMS User Service description may contain parameters to uniformly randomize the User Service Termination procedures of the MBMS UEs. For randomizing the time of the termination procedure, the MBMS UE shall understand the following parameters, which may be signalled by the BM-SC in the MBMS USD as described in section 11.2.1:

1. protectionPeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of the critical time period, during which congestion needs to be avoided. The MBMS UEs shall randomly spread the termination procedure using the randomTimePeriod during this period and starting from the session end time. 

2. randomTimePeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of an interval over which termination procedures shall be randomly deferred. The termination procedure is only randomized during the protectionPeriod.
If the termination procedure is triggered before the session end time or after the protection period end time, the MBMS UE shall start its termination procedure immediately. If it is in a protection period, the MBMS UE shall defer its termination procedure to a random time spread over an interval of duration randomTimePeriod.
===================== End of change 15 =====================
===================== Start of change 16 =====================
7.2.5
Content Encoding of Files for Transport

Files may be content encoded for transport, as described in [9], in the Download delivery method using the generic GZip algorithm as specified in RFC 1952 [42]. UEs shall support GZip content decoding of FLUTE files (GZIP RFC 1952 [42], clause 9).

===================== End of change 16 =====================
===================== Start of change 17 =====================
7.2.12.1
General

This clause defines an FEC encoding scheme for the MBMS forward error correction code defined in [91] for the download delivery method. This scheme is identified by FEC Encoding ID 1. The FEC Payload ID format and FEC Object Transmission Information format are as defined in [91], clauses 3.1 and 3.2 respectively.

===================== End of change 17 =====================
===================== Start of change 18 =====================
7.2.13
Caching Directives

<--- skipped text --->
The caching functionality defines three different caching directives:

· no-cache: this directive is used to indicate to the receiver not to cache a specific file (or set of files). This is probably useful in the case where the file is expected to be highly dynamic (changes to the file occur quite often) or if the file will be used only once by the receiver application.
· max-stale: this directive indicates to the FLUTE receiver that a specific file (or set of files) should be cached for an indefinite period of time, if possible. The file has no expiry date.
· Expires: this directive is used by the server to indicate the expected expiry time of a specific file (or set of files). It indicates a date and time value in the HTTP date format or in the NTP timestamp format.
The syntax of the caching directives is described in section 7.2.10.5.

===================== End of change 18 =====================
===================== Start of change 19 =====================
8.2.1
RTP payload formats for media

The RTP payload formats and corresponding MIME types are closely aligned with those defined in PSS [47] . For RTP/UDP/IP transport of continuous media the following RTP payload formats shall be used:

· AMR narrow-band speech codec (see sub-clause 10.2) RTP payload format according to RFC 4867 [33]. A MBMS client is not required to support multi-channel sessions.
· AMR wideband speech codec (see sub-clause 10.2) RTP payload format according to RFC 4867 [33]. A MBMS client is not required to support multi-channel sessions.
· Extended AMR-WB codec (see sub-clause 10.3) RTP payload format according to [34].
· Enhanced aacPlus codec (see sub-clause 10.3) RTP payload format and MIME types according to RFC 3640 [41], namely the Low Bit-Rate AAC or the High Bit-Rate AAC modes.
· H.264 (AVC) video codec (see sub-clause 10.5) RTP payload format according to RFC 3984 [35]. An MBMS client supporting H.264 (AVC) is required to support all three packetization modes: single NAL unit mode, non-interleaved mode and interleaved mode. For the interleaved packetization mode, an MBMS client shall support streams for which the value of the "sprop-deint-buf-req" MIME parameter is less than or equal to MaxCPB * 1000 / 8, inclusive, in which "MaxCPB" is the value for Video Coding Layer (VCL) parameters of the H.264 (AVC) profile and level in use, as specified in [43].
· DIMS (see sub-clause 10.12) RTP payload format according to [89].
· Timed Text (see sub-clause 10.10) RTP payload format according to [93].
===================== End of change 19 =====================
===================== Start of change 20 =====================
8.2.2
FEC mechanism for RTP

<--- skipped text --->
The receiver recovers the original packets directly from the FEC source packets and buffers them at least min-buffer-time to allow time for the FEC repair. The receiver uses the FEC source packets to construct a (potentially incomplete) copy of the source block, using the Source FEC Payload ID in each packet to determine where in the source block the packet shall be placed. The indication of the UDP flow (i.e. destination IP address and UDP port number) that the packet is part of, is included in the source block with the UDP payload.
If any FEC source packets have been lost, but sufficient FEC source and FEC repair packets have been received, FEC decoding can be performed to recover the FEC source block. The original packets UDP payload and UDP flow identity can then be extracted from the source block and provided to the upper layer. If not enough FEC source and repair packets were received, only the original packets that were received as FEC source packets will be available. The rest of the original packets are lost.

If a UE that supports MBMS User Services receives a mathematically sufficient set of encoding symbols generated according to the encoder specification in Annex B for reconstruction of a source block, then the decoder shall recover the entire source block. Note that the example decoder described in [91] clause 5.5 fulfils this requirement.
<--- skipped text --->
===================== End of change 20 =====================
===================== Start of change 21 =====================
8.2.2.1
Sending Terminal Operation (Informative)

It is assumed that the sender has constructed or received original data packets for the session. These may be RTP, RTCP, MIKEY or other UDP packets. The following procedures are based on the UDP payload and the identity of the UDP flow.
In order to FEC protect a sequence of original data packets, the sender constructs a source block as specified in sub-clause 8.2.2.6 to which the FEC algorithm is to be applied, and includes the original source packet data within FEC source packets. The following operations describe a possible way to generate compliant FEC source packet and FEC repair packet streams:

1.
Each original packet is placed in the source block. In doing so, the Source FEC Payload ID information to be included in the FEC payload ID of the FEC source packet can be determined. In the source block the identity of the packet’s flow is marked using the Flow ID. See sub-clauses 8.2.2.6 and 8.2.2.7 for details.
2.
The FEC source packet is constructed according to sub-clause 8.2.2.4. The identity of the original flow is maintained by the source packet through the use of the destination UDP port number and destination IP address, which has been advertised (for example using SDP), as carrying FEC source packets generated from an original stream of a particular protocol (e.g. RTP, RTCP, SRTP, MIKEY etc.). See sub-clause 8.2.2.13.

3.
The generated FEC source packet is sent using UDP.
When a source block is complete, the FEC encoder generates encoding symbols and places these symbols into FEC repair packets, to be conveyed to the receivers.  These repair packets are sent using normal UDP procedures to a unique destination port to separate it from any of the source packet flows.
In particular cases it may be advantageous not to use FEC for some source blocks and to signal this to the receiver. In this case the sender may send one or more empty repair packets consisting exclusively of the Repair FEC Payload ID. This will be helpful in particular for selective FEC where some of the source blocks (e.g. consisting of reference video frames) are FEC protected while others (e.g. consisting exclusively of non-reference frames) will not be protected.
===================== End of change 21 =====================
===================== Start of change 22 =====================
8.2.2.2
Receiving Terminal Operation (Informative)

<--- skipped text --->
Obviously, buffering and packet re-ordering are required to insert any reconstructed packets in the appropriate place in the packet sequence if that is necessary according to the used higher layer protocol (RTP, RTCP or MIKEY). To allow receivers to determine the minimal start-up buffering requirement for FEC decoding, the min-buffer-time parameter indicates a minimum initial buffering time that is sufficient regardless of the position of the stream in which the reception starts.

===================== End of change 22 =====================
===================== Start of change 23 =====================
8.2.2.7
FEC block Construction algorithm and example (informative)

When the original UDP packet is placed into the source block, the value of the UDP flow identifier, F, followed by the value of the UDP payload length, L, are first written as a single byte and two-byte value in network byte order (i.e. with high order byte first) respectively into the first available bytes in the source block, followed by the UDP packet payload itself (i.e. not including the IP/UDP headers). Following this, if the next available byte is not the first byte of a new symbol, then padding bytes up to the next symbol boundary shall be included using the value 0 in each byte. As long as <--- skipped text --->
===================== End of change 23 =====================
===================== Start of change 24 =====================
8.2.2.10
Repair FEC payload ID

<--- skipped text --->
Encoding Symbol ID (ESI), (16 bits): An integer identifier for the encoding symbols within the packet.

Source Block Length (SBL), (16 bits): The number of source symbols in the source block.
The interpretation of the Source Block Number, Encoding Symbol Identifier and Source Block Length is defined in Annex B.
<--- skipped text --->
===================== End of change 24 =====================
===================== Start of change 25 =====================
8.2.2.11
Hypothetical FEC Decoder

<--- skipped text --->
The maximum hypothetical FEC decoding buffer size for MBMS streaming is 1 Mbytes. The default hypothetical FEC decoding buffer size is equal to 1 Mbytes.
For the packet stream, the buffer occupancy level of the hypothetical FEC decoding buffer shall not exceed the value of the buf-size parameter, when it is present in the SDP, or the default FEC decoding buffer size, when the buf-size parameter is not present in the SDP. The output of the hypothetical FEC decoder shall comply with the RTP payload and decoding specifications of the media format.

The hypothetical FEC decoder operates as follows:

1)
The hypothetical FEC decoding buffer is initially empty.

2)
Each FEC source packet and FEC repair packet, starting from the first packet in transmission order, is inserted into a FEC source block at its transmission time. The FEC source block generation is done as specified in sub-clause 8.2.2.7. The FEC source block resides in the hypothetical FEC decoding buffer.
<--- skipped text --->
===================== End of change 25 =====================
===================== Start of change 26 =====================
8.2.2.13
Signalling

The signalling for streaming FEC consists of several components:

· If several user services are bundled together they are indicated as a sequence of services in the User Service Bundle Description. See sub-clause 11.2.
· A separate SDP describing the FEC repair stream and all the flow IDs referenced from the User Service Bundle Description. See sub-clauses 11.2 and 8.2.2.14.
· SDP protocol identifiers and attributes to indicate the usage of the source packet format, how the FEC payload ID is configured and other FEC parameters such as minimal buffering delay, for the RTP/RTCP streams. See sub-clause 8.2.2.13a.
· Security description extensions to indicate usage of FEC source packet format, and the FEC parameters. See sub-clauses 11.3 and 8.2.2.13a.

<--- skipped text --->
===================== End of change 26 =====================
===================== Start of change 27 =====================
8.2.2.13a
SDP for FEC source packet streams

To indicate the presence of the FEC layer between IP/UDP and, RTP or SRTP a SDP protocol identifier is used. Instead of the normal RTP/AVP and RTP/SAVP protocol identifiers, ‘UDP/MBMS-FEC/RTP/AVP’ and ‘UDP/MBMS-FEC/RTP/SAVP’ are defined respectively. Both these protocol identifiers shall use the FMT space rules that are used for RTP/AVP and RTP/SAVP respectively, i.e. payload types used in the RTP session is listed. The protocol identifiers are defined in Appendix C1.

<--- skipped text --->
===================== End of change 27 =====================
===================== Start of change 28 =====================
8.2.2.14
SDP for FEC repair packet streams
The repair packet stream is indicated in SDP using a media block with the protocol identifier “UDP/MBMS-REPAIR”. The media type shall be “application”. The FEC parameters, FEC encoding ID, FEC instance ID, FEC-OTI-Extension information and repair parameters (min-buffer-time) are signalled using the mechanisms defined in sub-clause 8.3.1.9. Each media component shall reference only one FEC declaration. 

The mapping of the FEC source block flow ID (see sub-clause 8.2.2.6) to the destination IP address and UDP port are done using the SDP attribute “a=mbms-flowid” defined in sub-clause 8.3.1.9.

Interleaving may be signaled using the “X-3gpp-FEC-Interleaving” attribute, which also gives the arrangement of the flows in the source block and by consequence their transmission order. The “X-3gpp-FEC-Interleaving” attribute is defined in sub-clause 8.3.1.11.
===================== End of change 28 =====================
===================== Start of change 29 =====================
8.2.2.15
Signalling example for FEC

This sub-clause contains a complete signalling example for a MBMS multicast mode session using FEC with a Service description, a SDP for the streaming delivery method, a SDP for the FEC repair stream, and a security description. 

The following is an example bundleDescription. 
<?xml version="1.0" encoding="UTF-8"?>

<bundleDescription

xmlns="urn:3GPP:metadata:2005:MBMS:userServiceDescription"

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"


fecDescriptionURI="http://www.example.com/3gpp/mbms/session1-fec.sdp">


<userServiceDescription


serviceId="urn:3gpp:0010120123hotdog">



<deliveryMethod




sessionDescriptionURI="http://www.example.com/3gpp/mbms/session1.sdp"





protectionDescriptionURI="http://www.example.com/3gpp/mbms/sec-descript"/>


</userServiceDescription>


</bundleDescription>

<--- skipped text --->
===================== End of change 29 =====================
===================== Start of change 30 =====================
8.3
Session description

SDP is provided to the MBMS client via a discovery/announcement procedure to describe the streaming delivery session. The SDP describes one or more RTP sessions part of the MBMS streaming session. The SDP shall be a correctly formed SDP according to [14].

===================== End of change 30 =====================
===================== Start of change 31 =====================
8.3.1.7
Bandwidth specification

The bit-rate required by the MBMS streaming session and its media components shall be specified using both the "AS" bandwidth modifier and the "TIAS" bandwidth modifier combined with "a=maxprate" [38] on media level in the SDP. On session level the "TIAS" bandwidth modifier combined with "a=maxprate" may be used, where the session level expresses the aggregated peak bit-rate, which may be lower than the sum of the individual media streams.
The bandwidth required for RTCP is specified by the "RR" and "RS" bandwidth modifiers (3GPP TS 26.244 [32]) on media level for each RTP session. The "RR" modifier shall be included and set to 0 to specify that RTCP receiver reports are not used. The bandwidth used for RTCP sender reports shall be specified using the "RS" bandwidth modifier.
===================== End of change 31 =====================
===================== Start of change 32 =====================
8.3.1.8
FEC Parameters

The FEC encoding ID and instance ID are provided using the "a=FEC-declaration" attribute defined in sub-clause 7.3.2.8. Any OTI information for that FEC encoding ID and instance ID is provided with below defined FEC OTI attribute.

The FEC OTI attribute must be immediately preceded by the "a=FEC-declaration" attribute (and so can be session-level and media-level). The fec-ref maps the oti-extension to the FEC-declaration OTI it extends. The purpose of the oti-extension is to define FEC code specific OTI required for RTP receiver FEC payload configuration; exact contents are FEC code specific and need to be specified by each FEC code using this attribute. The OTI for the MBMS FEC Scheme is defined in sub-clause 8.2.2.10a.
The syntax for the attributes in ABNF [23] is:

<--- skipped text --->
===================== End of change 32 =====================
===================== Start of change 33 =====================
8.3.2.1
SDP Description for QoE Metrics

Similar as in 3GPP TS 26.234 [47], an SDP attribute for QoE, which can be used either at session or media level, is defined below in [23] based on [14]:

· QoE-Metrics-line
= "a" "=" "3GPP-QoE-Metrics:" att-measure-spec *("," att-measure-spec)) CRLF

· att-measure-spec
= Metrics ";" Sending-rate [";" Measure-Range] 
                                     [";" Measure-Resolution] *([";" Parameter-Ext])
· Metrics
= "metrics" "=" "{"Metrics-Name *("|" Metrics-Name) " }"

· Metrics-Name
= 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except ";", ",", "{" 
or "}"
· Sending-Rate
= "rate" "=" 1*DIGIT / "End"
· Measure-Resolution
= "resolution" "=" 1*DIGIT ; in seconds
· Measure-Range
= "range" ":" Ranges-Specifier

· Parameter-Ext
= (1*DIGIT ["." 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7c / 0x7e)) 

· Ranges-Specifier
= as defined in RFC 2326 [88].

<--- skipped text --->
===================== End of change 33 =====================
===================== Start of change 34 =====================
8.5
Using MBMS Streaming delivery on Unicast
If the MBMS UE supports MBMS streaming delivery on unicast, then MBMS Streaming shall perform the functions of a PSS client [47] to deliver content when MBMS Bearers are not usable or available and if an alternativeUnicastDelivery element is available for the delivery method in the MBMS User Service Description. Note, if an alternativeUnicastDelivery element is available, it is presumed that the same content is offered over both PSS and MBMS. If more than one unicastAccessURI element is available in the alternativeUnicastDelivery element, then the UE shall randomly choose one URI to be used for unicast access to the service.

<--- skipped text --->
===================== End of change 34 =====================
===================== Start of change 35 =====================
9.1
Introduction

Associated delivery procedures describe general procedures, which start before, during or after the MBMS data transmission phase. They provide auxiliary features to MBMS user services in addition, and in association with,  MBMS delivery methods and their sessions. Those procedures that shall only be permitted after the MBMS Data transmission phase may also be described as post-delivery procedures.

To enable future backwards compatibility, clause 9 specifies generic and extensible techniques for a potentially wide range of associated delivery procedures.

Clauses 9.3 and 9.4 specify the associated delivery procedures that are initiated only after an MBMS data transmission phase.

The present document describes the following associated delivery procedures:

· File repair, for post-delivery repair of files initially delivered as part of an MBMS download session.
· Content reception reporting of files delivered to an MBMS UE.
<--- skipped text --->
===================== End of change 35 =====================
===================== Start of change 36 =====================
9.3.2
Starting Time of the Associated Delivery Procedure for MBMS Download Delivery

FLUTE File Delivery Table (FDT) Instances include an "expires" attribute, which defines the expiration time of the FDT instance. The sender must use an expiry time relative to the current time at the BM-SC. According to RFC 3926 [9], "the receiver SHOULD NOT use a received FDT Instance to interpret packets received beyond the expiration time of the FDT Instance".
<--- skipped text --->
===================== End of change 36 =====================
===================== Start of change 37 =====================
9.3.3
Identification of Missing Data from an MBMS Download

The session description and the MBMS download delivery protocol, FLUTE, provide the client with sufficient information to determine the source block and encoding symbol structure of each file. From this a client is able to determine which source symbols should have been transmitted but have not been received. The client is also able to determine the number of symbols it has received for each source block of each file, and thus the number of further symbols required to decode the block.

Thus, an MBMS client is able to identify any source symbols lost in transmission, and the number (and ESI values where appropriate) of required source and/or repair symbols that would complete the reconstruction of a source block (of a file).
When the MBMS FEC scheme is used, the MBMS client shall consider already received repair symbols when making the determination of the further symbols required. In this case, the client should either:

· 
identify a minimal set of specific symbols that, combined with the already received symbols, allows the MBMS FEC decoder to recover the file, or

· 
identify a number, r, of symbols such that reception of r previously unreceived symbols will allow the MBMS FEC decoder to recover the file.
===================== End of change 37 =====================
===================== Start of change 38 =====================
10.2
Speech

If speech is supported, the AMR decoder, as specified in 3GPP TS 26.071 [48], 3GPP TS 26.090 [49], 3GPP TS 26.073 [50] and 3GPP TS 26.107 [51], shall be supported for narrow-band speech. The AMR wideband speech decoder, 3GPP TS 26.171 [52], 3GPP TS 26.190 [53], 3GPP TS 26.173 [54] and 3GPP TS 26.204 [55], shall be supported when wideband speech working at 16 kHz sampling frequency is supported.

===================== End of change 38 =====================
===================== Start of change 39 =====================
10.3
Audio

If audio is supported, then the following two audio decoders should be supported:

· Enhanced aacPlus, as specified in 3GPP TS 26.401 [28], 3GPP TS 26.410 [29] and 3GPP TS 26.411 [30].
· Extended AMR-WB, as specified in 3GPP TS 26.290 [24], 3GPP TS 26.304 [25] and 3GPP TS 26.273 [26].
Specifically, based on the audio codec selection test results, Extended AMR-WB is strong for the scenarios marked with blue, Enhanced aacPlus is strong for the scenarios marked with orange, and both are strong for the scenarios marked with green colour in table 1.

<--- skipped text --->
===================== End of change 39 =====================
===================== Start of change 40 =====================
10.5
Video

If video is supported, H.264 (AVC) Baseline Profile Level 1.2 decoder (ITU-T Recommendation H.264 | ISO/IEC 14496-10 [43]) with constraint_set1_flag=1 and without requirements on output timing conformance (annex C of [43]) should be supported.

<--- skipped text --->
The H.264 (AVC) decoder in an MBMS client shall start decoding immediately when it receives data (even if the stream does not start with an IDR access unit) or alternatively no later than it receives the next IDR access unit or the next recovery point SEI message, whichever is earlier in decoding order. Note that when the interleaved packetization mode of H.264 (AVC) is in use, de-interleaving is normally done before starting the decoding process. The decoding process for a stream not starting with an IDR access unit shall be the same as for a valid H.264 (AVC) bitstream. However, the client shall be aware that such a stream may contain references to pictures not available in the decoded picture buffer.
===================== End of change 40 =====================
===================== Start of change 41 =====================
11.2.1.1 Initial Definition
<--- skipped text --->
A userServiceDescription element contains zero or more accessGroup elements. An accessGroup element defines a list of access networks and is uniquely identified by its id attribute. An accessGroup element describes whether separate access systems for the same MBMS user service are used (see sub-clause 5.1.5.2 of [4]) by including one or more accessBearer elements, each describing one of those access systems and no two describing the same. Possible accessBearer values are “3GPP.R6.UTRAN” and “3GPP.R6.GERAN” which indicate transport by 3GPP MBMS bearers according to the specification in [4].
For forward compatibility, other accessBearer values are allowed but their definition and use are out of scope of this specification and a 3GPP UE may silently ignore other values.

Each deliveryMethod element contains at most one accessGroupId attribute. One specific accessGroupId value maps to one specific accessGroup element id value. For each unique accessGroupId attribute value presented in a deliveryMethod element of a userServiceDescription instance, exactly one associated accessGroup element shall be present and the id attribute of the accessGroup element and the accessGroupId attribute shall have the same value. For each deliveryMethod element without an accessGroupId attribute, the UE should assume that the delivery method is offered through all available MBMS access systems.

<--- skipped text --->
===================== End of change 41 =====================
===================== Start of change 42 =====================
11.2.1.2
Extensions to the User Service Bundle Description
<--- skipped text --->
The following schema defines extensions to the User Service Description introduced in Release 8:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2008:MBMS:userServiceDescription"   
xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3GPP:metadata:2008:MBMS:userServiceDescription" 


elementFormDefault="qualified">


<xs:element name="alternativeAccessDelivery">



<xs:sequence>




<xs:element name="unicastAccessURI" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>

<xs:attribute name="timeShiftingBuffer" type="xs:unsignedInt" use="optional" default="0"/>


</xs:element>

<xs:element name="Registration">


<xs:complexType>




<xs:sequence>





<xs:element name="registrationURL" type="xs:anyURI" minOccurs="1" maxOccurs="unbounded"/>




</xs:sequence>



<xs:attribute name="registrationThreshold" type="xs:unsignedInt" use="optional" default="100"/>



</xs:complexType>


</xs:element>

</xs:schema>

===================== End of change 42 =====================
===================== Start of change 43 =====================
11.9
MBMS Feature Requirements

MBMS features enable the BM-SC to signal to the UE the set of capabilities that are required for the consumption of the MBMS user service. The required capability list is indicated in the MBMS User Service Description of the corresponding MBMS user service as defined in section 11.2.1.

The MBMS UE shall not attempt to receive the service if it detects that at least one required capability, indicated in the USD, is not supported or not understood. The introduction of new features is possible and assumes that unidentified features shall be interpreted by the UE as a requirement that cannot be fulfilled.

The following list of features is currently identified:

Table 2 - MBMS Feature Requirement List

	Service Capability
	References
	Recognized Feature Values (Integer)

	Speech
	as defined in clause 10.2
	0

	AMR-WB
	as defined in clause 10.2
	1

	Enhanced aacPlus 
	as defined in clause 10.3
	2

	Extended AMR-WB 
	as defined in clause 10.3
	3

	Synthetic audio 
	as defined in clause 10.4
	4

	H.263
	as mentioned in clause 10.5 
	5

	H.264 Level 1b 
	as defined in clause 10.5 (of Release 6)
	6

	Still images 
	as defined in clause 10.6
	7

	Bitmap graphics 
	as defined in clause 10.7
	8

	Vector graphics 
	as defined in clause 10.8
	9

	Text 
	as defined in clause 10.9
	10

	Timed text 
	as defined in clause 10.10
	11

	3GPP file format 
	as defined in clause 10.11
	12

	H.264 Level 1.2 
	as defined in clause 10.5 (of Release 7)
	13

	Scene Description 
	as defined in clause 10.12
	14

	MBSFN mode in UTRAN
	as defined in 3GPP TS 25.346 (of Release 7)
	15


The list of features may be extended in the future.
===================== End of change 43 =====================
===================== Start of change 44 =====================
Annex D (informative):
RTP packetization guidelines
This annex provides guidelines for MBMS senders to minimize initial buffering delay between starting of the reception and starting of rendering of media data in MBMS receivers.
When H.264 (AVC) video is in use, an MBMS sender should form FEC source blocks in which the first H.264 (AVC) access unit in decoding order is an IDR access unit.
<--- skipped text --->
===================== End of change 44 =====================
===================== Start of change 45 =====================
G.1 Interleaving for Tune-in Time Reduction of FEC protected MBMS Services
Interleaving may be applied to source blocks before FEC encoding to re-arrange the order of transmission of the UDP packets. The target of the interleaving is to provide high priority and correctly decodeable media units in a way that maximizes the resulting media duration at the receivers that tune in at that specific source block. The interleaver may operate at two different levels:

· Inter-stream interleaving: prioritize the media streams and arrange their transmission order according to the ascending order of priorities. In other words high priority data, e.g. audio data, is transmitted towards the end of the source block.

· Intra-stream interleaving: high priority media data units such as Random Access Points of a video stream are transmitted towards the end of a source block.

The interleaving procedure enables receivers to reliably decode and present media data that has been received from a fraction of the tune-in source block. 

Interleaving is transparent to legacy receivers.
===================== End of change 45 =====================
===================== Start of change 46 =====================
G.1.1
Timestamp Offsets
The timestamp offset field may be used to signal a timestamp offset for the received media units in the FEC block as specified in 8.2.3.2.

The timestamp offsets may be used to reconstruct the presentation time line at the UE. They may also be used to reduce the out time caused by the reception of a partially received interleaved FEC source block as shown in figure G.1.

<--- skipped text --->
===================== End of change 46 =====================
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