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*** Start change ***

7.2.15 Decryption key indicating of protected download data

A download service shall indicate relevant decryption key file for protected download file in FLUTE FDT instance.  A new attribute "Decryption-KEY-TOI" is created within element "file" of the FDT to indicate the association between protected download file and relevant decryption key file. The value of "Decryption-KEY-TOI" in "file" element shall be equal to that in the relevant decryption key file which in the same FLUTE stream.

When the server deliver a protected download file, the server shall set a "Decryption-KEY-TOI" field in the corresponding file element in FLUTE FDT instance. When a UE download a protected file, the UE may instruct its FLUTE receiver download relevant decryption key file according to "Decryption-KEY-TOI" field in file element of FDT instance.
The XML syntax of the "Decryption-KEY-TOI" attribute within the FLUTE FDT is the following.

  <?xml version="1.0" encoding="UTF-8"?>

  <xs:schema xmlns="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext"
   xmlns:xs="http://www.w3.org/2001/XMLSchema" 

   targetNamespace="urn:3GPP:metadata:2008:MBMS:FLUTE:FDT_ext" 

   elementFormDefault="qualified">
   <attribute name="Decryption-KEY-TOI" type="xs:positiveInteger" use="optional"/>

  </schema>
*** End change ***







