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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The 3GPP Packet Switch Streaming (PSS) provides a framework for Internet Protocol (IP) based streaming applications in 3G networks by specifying protocols and codecs within the 3GPP system. Protocols for control signalling, capability exchange, media transport, rate adaptation and protection are specified. Codecs for speech, natural and synthetic audio, video, still images, bitmap graphics, vector graphics, timed text and text are specified.

The 3GPP Multimedia Broadcast and Multicast Service (MBMS) provides a framework for broadcast and Multicast streaming and download applications in 3G networks supporting the MBMS bearer service. The MBMS user services are enabled by a set of specified media codecs, formats and transport/application protocols. MBMS user services are built on top of the MBMS bearer service. There are two delivery methods for the MBMS user services: download and streaming. 
The 3GPP IP Multimedia Subsystem (IMS) enables the deployment of IP multimedia applications over 3G networks. PSS and MBMS User Services are IP multimedia services but they were specified before IMS. IMS brings enablers and features to operators and subscribers that could enhance the experience of PSS and MBMS User Services.
The purpose of the present document is the specification of use of the IMS to initiate and control PSS and MBMS User Service. This should enable deployment of PSS and MBMS user services as IMS services. The present document takes into consideration the need to maximize the reuse of components of already specified services like 3GPP PSS, 3GPP MBMS and also from IPTV standards like ETIS TISPAN IPTV and Open IPTV Forum.
1
Scope

The present document specifies the usage of IMS protocols to initiate and control PSS and MBMS User Services based applications. It applies to IMS enabled UEs that also implement PSS and/or MBMS clients. Existing protocols that are used are described in reference to relevant specifications. 

The present document is applicable to IP-based packet-switched networks over 3GPP systems.

The present document includes information applicable to network operators, service providers and manufacturers
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.146: "Multimedia Broadcast/Multicast Service; Stage 1".

[3]
3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1".

[4]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[5]
3GPP TS 33.246: "3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)".

[6]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".

[7]
3GPP TS 24.229: “”IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”

[8]
3GPP TS 26.234: "Transparent end-to-end streaming service; Protocols and codecs".

[9]
3GPP TS 22.233: "Transparent End-to-End Packet-switched Streaming Service; Stage 1".

[10]
3GPP TS 26.233: "Transparent end-to-end packet switched streaming service (PSS); General description".

[11]
3GPP TS 26.346: " Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

[12]
3GPP TS 23.203: " Policy and charging control architecture".

[13]
RFC 4145 (September 2005): "TCP-Based Media Transport in the Session Description Protocol (SDP)".
[14]
RFC4572 (July 2006) Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)

[15]
IETF draft (May 2008) Media Playback Control Protocol Requirements draft-whitehead-mmusic-sip-for-streaming-media-05

Editor’s note: this clause is incomplete. These items should be maintained by the editor and finally reviewed for consistency before approval of the specification.
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Broadcast session: See 3GPP TS 22.146 [2].

IMS Resource reservation: Mechanism for reserving bearer resources that is required for certain access technologies.
IMS Initial registration: The registration procedure for a public user identity initiated by the UE in the absence of any valid registration.
IMS Re-registration: The registration procedure initiated by the UE to refresh or update an already existing registration for a public user identity.
“Non-IMS” BM-SC: A BM-SC function as defined in TS 23.246 and TS 26.346 without any IMS support.  
Multimedia Broadcast/Multicast Service (MBMS): See 3GPP TS 22.146 [2].
MBMS user services: MBMS User Service may use more than one Multimedia Broadcast/Multicast Service (bearer service) and more than one Broadcast and/or Multicast session

See 3GPP TS 22.246 [3].

MBMS user service discovery/announcement: user service discovery refers to methods for the UE to obtain the list of available MBMS user services along with information on the user service and the user service announcement refers to methods for the MBMS service provider to make the list of available MBMS user services along with information on the user service available to the UE

MBMS user service initiation: UE mechanisms to setup the reception of MBMS user service data
The initiation procedure takes place after the discovery of the MBMS user service
MBMS delivery method: mechanism used by a MBMS user service to deliver content
An MBMS delivery method uses MBMS bearers in delivering content and may make use of associated procedures.

MBMS download delivery method: delivery of discrete objects (e.g. files) by means of a MBMS download session
MBMS streaming delivery method: delivery of continuous media (e.g. real-time video) by means of a MBMS streaming session
MBMS download session: time, protocols and protocol state (i.e. parameters) which define sender and receiver configuration for the download of content files
MBMS streaming session: time, protocols and protocol state (i.e. parameters) which define sender and receiver configuration for the streaming of content

Presentation Description: contains information about one or more media streams within a presentation, such as the set of encodings, network addresses and information about the content

PSS client: client for the 3GPP packet switched streaming service based on the IETF RTSP/SDP and/or HTTP standards, with possible additional 3GPP requirements according to the present document

PSS server: server for the 3GPP packet switched streaming service based on the IETF RTSP/SDP and/or HTTP standards, with possible additional 3GPP requirements according to the present document

RTP Session: The RTP and RTCP traffic sent to a specific IP multicast address and port pair (one port each for RTP and RTCP) during the time period the session is specified to exist. An RTP session is used to transport a single media type (e.g. audio, video, or text). An RTP session may contain several different streams of RTP packets using different SSRCs.

Trick Play: streaming playback mode during which the user can control playback by playing, seeking, pausing, fast forwarding and fast rewinding.

Unicast Bearer Service: Synonymously used as the term “UMTS Bearer Services with interactive and/or streaming traffic classes”.
Editor’s note: this clause is incomplete. These items should be maintained by the editor and finally reviewed for consistency before approval of the specification. In particular, definitions already included in existing specifications will be replaced by a reference.
3.2
Symbols

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

BM-SC
Broadcast-Multicast - Service Centre

GGSN
Gateway GPRS Serving Node
IMS
IP Multimedia Subsystem
IP
Internet Protocol

MBMS
Multimedia Broadcast/Multicast Service
PSS
Packet Switch Streaming

RTP
Real-Time transport Protocol
RTSP
Real-Time Streaming Protocol
SDP
Session Description Protocol
UE
User Equipment

URI
Uniform Resource Identifier

Editor’s note: this clause is incomplete. These items should be maintained by the editor and finally reviewed for consistency before approval of the specification.
4
System description
4.1 Introduction
This clause describes the IMS initiated and controlled PSS and MBMS User Service system. It gives a description of the architecture, the role of each new and modified entity and interface. 

The description of the PSS system is in [9]. The description of the MBMS system is in [4].
4.2
Architecture
4.2.1
Non IMS 3GPP PSS and MBMS User Service architecture
Figure 1 describes the Non IMS PSS and MBMS User Service architecture.

[image: image3]
Figure 1 Non IMS PSS and MBMS User Service Architecture

The sources consist of all multimedia content in streaming or file form. E.g. live encoders processing in feeds from TV or Music Radio channels.

The PSS server performs control and streaming delivery functions on a Unicast access type.

The BM-SC performs control and streaming/download delivery functions in a hybrid Unicast/Multicast/Broadcast access type.

The core network and RAN enable the mobility, and provides IP connectivity over Unicast/Multicast/Broadcast bearers between the servers and the clients.

The PSS & MBMS client, located in the UE, performs service selection and initiation, receives and present the content to the user.

The PSS client interfaces to the PSS server transparently through the Packet Switch Network. The PSS client can discover the PSS services via multiple means like e.g. browsing. The session description protocol is SDP. The session control protocol is RTSP. The transport protocol is RTP. 

The MBMS client interfaces to the BM-SC via layer 3 protocols defined between the UE and the GGSN and the GGSN with the BM-SC (Gmb). 

The PSS and MBMS client interfaces via the Radio interface to the RAN and the CN.

The interface between the sources and the PSS server & BM-SC are outside the scope of the specifications.

4.2.2
IMS based PSS and MBMS User Service architecture
Figure 2 describes the IMS based PSS and MBMS User Service functional architecture. In addition to PSS and MBMS User Service functions, the IMS core and various functions are added.
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  Figure 2 IMS based PSS and MBMS functional architecture
Editor’s Note: Figure for further discussion: (SA-0804494)
In this figure, 

· Solid lines are standard interfaces. E.g. interface 4;

· Dotted lines are for interfaces for which the protocols in use is out of the scope of this specification. E.g interface 10;

Editor’s Note: It should be clear where BMSC sub-functions are located. It is FFS whether or not and how to show the MBMS membership and proxy and transport functions in this figure.

Description of functional entities:

· IM CN Subsystem: See TS 23.228 [6].The IM CN Subsystem supports, user registration and authentication, mobility and roaming, control of multimedia sessions, QoS control, Policy control, charging and interworking with circuit switched. 

· PS Core/RAN: TBA
· UE: The UE contains an GBA/IMS/PSS/MBMS client, which performs service discovery and selection,, handles service initiation, modification and termination, receives and present the content to the user.

· SDF: Service Discovery Function (SDF): this function provides an entry point to SSF for the client to attach to the service provided by the service provider.

· SSF: Service Selection Function (SSF): this function provides a list of available PSS and MBMS User Services and relevant User Service Description information. It can be personalized to the client’s identity.  The SSF shall support Service Announcement functions according to the Xa interface in TISPAN. The PSS.SSF is for formatting and delivery of PSS Service Description information. The BMSC.IAF and BMSC.USD/A functions are according to TS 26.346 [11]. The interface between BMSC.IAF and UE is according to TS 26.346 [11] and out of the scope of the present specification. If the User Service Description information exists in a BMSC.USD/A of a “Non-IMS” BM-SC, or in a legacy PSS.SSF, the SSF takes USD information from them. The SSF may then reformat the USD information before delivery to the UE. The reformat may include information for the IMS UE to build a SIP URI to initiate PSS and MBMS user service.
Editor’s Note: “legacy PSS.SSF” is under discussion
· SCF: Service Control Function (SCF): it provides service logic and functions required to support execution of such logic. It does service authorization during session initiation and session modification, which includes checking PSS and MBMS user’s service subscription in order to allow or deny access to the service. It selects the relevant PSS and MBMS media functions.
Editor’s Note: It is FFS whether SCF performs MBMS security functions (key management).
· BSF:  Bootstrapping Server Function (BSF) to perform GBA/GAA procedures with the UE.

· HSS: Home Subscriber Server. Contains the IMS User Profile. It also may contain PSS and MBMS User Service specific User and UE data.
· PSS Adapter: this function performs bi-directional protocol translation between SIP and RTSP to offer control of PSS servers. It proxies RTSP messaging from the UE and SIP/RTSP translation towards the PSS server. Note that these functions can be incorporated into the SCF, the PSS Server or a new stand-alone entity.
· PCRF: Policy and Charging Rules Function (TS 23.203 [12]). This function controls the charging and the establishment of resources in the RAN and PS core network.
· PSS Server: Packet Switch Streaming server function as described in TS 26.234 [8]. It functionally contains media control and media delivery functions.
· BMSC.XYZ: it contains all BMSC sub-functions [TS 26.346, TS 23.246] except Interactive Announcement Functions (BMSC.IAF) and User Service Discovery/Announcement functions (BMSC.USD/A). 
Description of interfaces:

1 – This interface between the UE and the SSF is used to retrieve service selection information. It is based on HTTP.
Editor’s Note: It is FFS whether this interface is used for delivery of MSK, MBMS Delivery verification and any other purposes.
2 – Gm: This is a SIP based interface between the UE (IMS Client) and the P-CSCF. It is used to forward the SIP service request and response between UE and network.
3 – This RTSP based interface between the UE (PSS Client) and the PSS Adapter allows media flow control.

4 – This interface between the PSS Server and the UE is for delivery of streaming data. It is based on RTP and RTCP protocol.

5 – This interface between the BMSC.XYZ and the UE is for delivery of streaming and download data and traffic keys. It is based on (S)RTP, FLUTE and MIKEY protocols.

6 – Gmb: This interface sits between the BMSC.XYZ and the GGSN. The Gmb interface is for delivery of User specific signalling and MBMS bearer service specific signalling as described in 3GPP TS 23.246.

Editor’s Note: The User Specific signaling is defined in TS 23.246 and not in TS 26.346. Whether User Specific Signaling carried over this interface is to be defined in this present specification is FFS. 
7 – This interface between the PSS Adapter and the PSS Server allows control of the PSS Server. This interface is based on RTSP.

8 – This interface between the IM CN subsystem and the SCF is an ISC (IMS Service Control) interface based on SIP.. 

9 – This is a SIP interface between the IM CN subsystem and the PSS adapter. The interfaces 8 and 9 are used to setup, modify and teardown PSS sessions. 
NOTE: under certain conditions this interface between the SCF and the PSS adapter can be implemented as a direct interface (i.e. not going via the IM CN subsystem).
10 – This interface between the SSF and the BMSC.XYZ is according to TS 26.346. It may be used to carry USD over MBMS bearers. Other functions are FFS. 
11 – This interface between UE and GGSN is based on IGMP or MLD to activate multicast MBMS bearer service as defined in 3GPP TS 23.246, in case of broadcast mode, this interface is not used.
Editor’s Note: Whether the presence of this interface in the scope of the present specification is required or not is FFS.
12 – This is an ISC interface between the SDF and the IM CN subsystem.
13 – This interface between the UE and SCF is used for PSS and MBMS User Service and User Profile configuration. It is equivalent to the Ut interface in TISPAN IPTV. 
14 – This interface between the SCF and the BMSC.XYZ is used for security related functions and is FFS.
15 – This interface between the SCF and the PSS Server is FFS. 

16 – This interface between the UE to the BMSC.SnTF is used for MBMS Assocoated Delivery procedures [TS 26.346]. 

17 – This interface between the UE and the BMSC.KF is used for delivery of the MSK [TS 26.346]. 

18 – This interface between the UE and the BMSC.KF is used for Key Request Functions and is FFS. 
4.2.3
IMS based PSS and MBMS US procedures overview
Figure 3 describes the IMS based PSS and MBMS procedures from connection establishment to User Service Description retrieval.

Editor’s note: these charts and procedural step descriptions shall be updated once the architecture in the previous clause is agreed.
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Figure 3 Procedures overview - part 1
Step 1 to 3 are outside the scope of this specification. See clause 5.1.
Step 4, Service discovery, allows the Client to be informed of the available Service Providers. See clause 5.2.
Step 5, GBA/GAA bootstrapping procedures, authentifies the User for signalling outside IMS and generates the Long Term Key that will be used during content key management procedures. See clause 5.3
Step 6, Retrieval of User Service description, allow the client to obtain the service session information for the selected provider. See clause 5.4.
Figure 4 describes the IMS based PSS and MBMS procedures from session establishment to content key management.
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Figure 4 Procedures overview - part 2
Editor’s note: the names MCF and MDF will be replaced when the architecture is finalized.
Step 7, Session Establishment, allows the Client to initiate a PSS or MBMS User Service session to receive content. This session establishment involves the SCF and MCF of the AS. See clause 5.5.
Step 8, Policy and Charging Control, are procedures performed via the IMS core to setup relevant bearer QoS and charging functions. See clause 5.6
Step 9, Content Key Management, are necessary to generate and distribute the keys to allow secure delivery of content to the User. At this stage, the delivery session is established and content is delivered to the client. See clause 5.7
4.3 PSS & MBMS user profile
4.3.1 PSS and MBMS user profile description

The PSS and MBMS user profile data contains all information required to operate PSS and MBMS user services. This includes:

· Global preferences (e.g. language preference)

· Parental control level 

· List of subscribed TV channels

· Device capability profile

Editor's note: this list has to be extended if needed.
Editor's note 2: Not agreed. For further discussion
4.3.2 Location of PSS and MBMS user profile

PSS and MBMS user profile information may be stored in the following locations:

· Application Server functions. 
· In a stand-alone server associated with one or more Application Server functions.

· In the HSS as transparent data associated to these Application Server functions. 
The first and second options are recommended for data to be accessed by 3rd party application server functions. In the first and second case the Application Server function or the stand-alone server may exhibit the behaviour of an XDMS.
User data stored in the HSS can be accessed by Application Servers at the Sh reference point.

A subset of PSS and MBMS user-profile information may be accessed from the User Equipment at the Ut reference point.
For the purpose of personalized service selection, the SSF may need to access user data.

In the case when such user data is stored in the HSS, it can be accessed by the SSF at the Sh reference point when the SSF is in the same domain. 

On the contrary, when such user data is stored in the AS or in a stand alone server associated with one or more application servers or if the SSF in not in the same domain as the HSS, the user data can be accessed by the SSF using an interface that is out of scope for this release.

The SSF may also request notification of user data updates.
5
Streaming
5.1
Introduction

This clause specifies the procedures and protocols used for the IMS based initiation and control of streaming sessions on PSS or MBMS User Service. Clause 4.2.3 contains a high level description of the procedures and protocols detailed in the present clause.

In order for the UE to access the PSS and MBMS User Service using IMS, it must implement an IMS client that registers to the IMS CN Subsystem [24.229]. This assumes that the UE has attached to a network and established PS connectivity through a PDP context [23.060] 
and has successfully completed the P-CSCF discovery procedure [24.229]. Once the UE is registered to the IMS CN Subsystem, it can proceed to the Discovery of the PSS and MBMS User Service.

Editor’s note: The present clause should contain Stage 3 procedures definitions for all entities in the architecture i.e. UE, SDF, SSF etc.
5.2
Service Provider Discovery
5.2.1
Introduction

This clause specifies how the UE performs the PSS and MBMS Service Provider Discovery. This is equivalent to discovering the list of IMS PSI of the SDF and relative Service Providers. There are several means for the UE to acquire this information.

Editor’s note: we should try to reduce the number of options for this procedure.


· 
· 


· 




 

5.2.3
DHCP
Editor’s note: Under discussion to delete this clause.

In addition to acquiring its IP address from the DHCP server, in this mechanism the UE can acquire the list of PSS and MBMS User Service Providers and corresponding SDF PSIs using appropriate vendor class identifier DHCP options.
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Figure 6 Service Provider Discovery with DHCP

Editor’s note: the syntax for this method is TBD
5.2.4
DNS

In this case, the SDFs are discovered using the DNS SRV mechanism in accordance with RFC 2782 [TBD], with the following input parameters:

· Service: Defined as "pss-mbms-user-service ". 
Editor’s note: this is the symbolic name of the desired service; to be defined and registered with IANA.
· Protocol: Can take values "http" or "sip". Specifies the protocol to contain the particular service. 

· Domain name: the domain for which the returned records are valid; the value can be derived from the following:

· Domain from manual configuration.
· Domain from network attachment phase (DHCP server).
· Domain from IMS home domain.
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Figure 7 Service Provider Discovery with DNS
The output of the DNS SRV lookup is an ordered list of domain name, each pointing to a SDF server available within the specified Domain name.
5.2.5
Other

Alternatively, the SDF PSI may also be signalled to the UE by the following means:

· Manually provisioned in the UE,

· OMA Device Management [TBA], 

· SMS [TBA],

· SMS-CB [TBA],

· WAP-Push [TBA], 

· MBMS [TBA].

5.3
User Service Discovery
5.3.1
Introduction

This clause specifies how the UE performs the PSS and MBMS User Service Discovery. This is equivalent to discovering the address of the SSF.

Editor’s note: we should try to reduce the number of options for this procedure.

5.3.2
Subscribe/Notify

5.3.2.1. General description
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Service Discovery with Subscribe/Notify
1) The UE sends a SIP SUBSCRIBE message to the IM CN subsystem. It may indicate its capabilities in the message.
2) The IM CN subsystem forwards the request to the SDF, e.g. thanks to an iFC.

3) The SDF determines the proper service discovery information, e.g. according to the UE capabilities, the user's profile (Personalized Service Discovery). The user profile may be retrieved from the HSS or any other entity where it is stored.
4) The SDF sends a SIP 200 OK response to the IM CN subsystem, which forwards it to the UE.

5) The SDF sends a SIP NOTIFY message to the UE, with service discovery information that includes the SSF address.
Editor’s note: we need to check why TISPAN allows multiple SSFs in the response.
6) The IM CN subsystem relays the SIP NOTIFY message back to the UE, with the service discovery information related to PSS and MBMS user service.
7) The UE sends back a SIP 200 OK response to the IM CN subsystem.

8) The IM CN subsystem forwards the SIP 200 OK to the SDF.

Editor’s note: it is FFS whether 5.3.2 should be in an informative part.
5.3.2.2 Procedures at the UE

The UE shall generate a SUBSCRIBE request. The behaviour of the UE when processing a SUBSCRIBE request shall conform to 3GPP TS 24.229.

5.3.2.2.1 Subscription
When the UE intends to retrieve service attachment information from the SDF, it shall generate a SUBSCRIBE request for the "ua-profile" event package defined in draft-ietf-sipping-config-framework-15  and extended as described in draft-channabasappa-sipping-app-profile-type-02.
The contents of the SUBSCRIBE request shall be as follows:
· The value of the Request-URI shall be set to one of following:
· the PSI of the SDF which is retrieved using SDF Discovery procedures  in 5.2 Service Provider Discovery.

· or the public user identity of the end user (when the UE does not know the PSI of the SDF)

· The From and To header shall be set to the public user identity of the user.
· The Accept header shall include the content-type identifier that corresponds to the registered MIME type of XML documents representing PSS/MBMS profiles.

Editor's note: the MIME type needs to be defined.

· the Event header shall be set to the "ua-profile" event package.
· The Event parameters shall be set as follows:
· The "profile-type" parameter shall be set to "application".
· The "vendor", "model" and "version" parameter values shall be set to values specified by the implementer of the user equipment, as specified in 3GPP TS 24.229.
· The "appids" parameter shall be present and set to … 
Editor's note: it is FFS if the "appids" value " urn:org:etsi:ngn:applications:ims-iptv-service-discovery".  used in ETSI TISPAN 183.063 can be used or not.
The UE may include a SIP SUBSCRIBE message body associated with the appid …. in which case the message body includes the capabilities of the UE which is sent to the SDF.
Editor's note: list of UE capabilities regarding PSS or MBMS needs to be defined.

Upon receipt of a 2xx response to the SUBSCRIBE request, the UE shall store the information for the established dialog and the expiration time as indicated in the Expires header of the received response.

The UE shall automatically refresh the subscription, either 600 seconds before the expiration time if the initial subscription was for greater than 1 200 seconds, or when half of the time has expired if the initial subscription was for 1 200 seconds or less. If a SUBSCRIBE request to refresh a subscription fails with a non-481 response, the UE shall still consider the original subscription valid for the duration of the most recently known "Expires" value according to 3GPP TS 24.229. Otherwise, the UE shall consider the subscription invalid and start a new initial subscription according to 3GPP TS 24.229.
5.3.2.2.2 Receiving notifications
Upon receipt of a NOTIFY request on the dialog which was generated during subscription, the application within the UE shall parse the XML document contained in the message body.
The list of parameters shall be used for service selection information retrieval according to clause 5.4.
After all elements have been processed, the UE shall return a 200 OK response to the NOTIFY request.
Failure to perform subscription refresh does not imply that there is a loss of communication to SSF or SCF. The UE has an option to continue using the lists of parameters from the last NOTIFY.
After deregistration, the UE may keep stored information on per user basis. As for subscription refresh, the UE may use the stored information if initial subscription fails after a new registration.
5.3.2.3 Procedures at the SDF

The SDF addresses may be determined by the UE using any of the alternatives as defined in 5.2 Service Provider Discovery.
When the SDF receives a SUBSCRIBE request, if personalized information is required it shall perform user's identity verification as defined in 3GPP TS 24.229. After successful user identification if a User Profile is available it is possible to perform personalization of the body (Service Attachment Information) of the NOTIFY request.
Editor’s note: Meaning of “personalized information” unclear
The SDF shall examine the parameters specified in the SIP SUBSCRIBE body and shall then record UE capabilities information as part of the user profile data.

NOTE 1: The UE capabilities that are recorded as part of the user profile may be used by the SSF for personalization purposes.
Editor’s note: For further discussion
In case of successful subscription, the SDF shall generate a SIP 200 OK in response to the SUBSCRIBE request. The SDF shall then send a NOTIFY request immediately.

The contents of the NOTIFY request shall be as follows:
· The Event header shall be set to the "ua-profile" event package.
· The "effective-by" parameter for the event header shall be set to 0.
· The content type shall be set to …

Editor's note: whether the value of the content type is the same as defined in ETSI TISPAN 183 063 is FFS.
· The message body shall conform to the XML schema described in Annex O.
Editor's note: the content of the Notify needs to be defined
5.3.3
Third Party Register
Editor’s note: it is FFS whether the 3rd party register method can also be used for SSF discovery (“push mode” in TISPAN) 
Editor’s note: Under discussion (to delete or to keep)
5.4
User Authentication
5.4
User Service Description retrieval and Selection
Editor’s Note: Clause 5.4 mainly agreed, security issues need further review depending on the agreed security contributions   

5.4.1 User Service Description retrieval and Selection for PSS

5.4.1.1 Procedures at the UE

5.4.1.1.1 Procedure for Service Personalisation
For HTTP-based data retrieval, when sending the HTTP request to the SSFs, the UE may provide personalized information to enable a personalized answer. This shall be done by adding the following HTTP header to the request: X-3GPP-Intended-Identity to transmit the public identity.
The authentication shall follow TS 33.102, and may be performed either using the mechanisms specified in TS 33.222 or HTTP Digest access authentication, as described in TS 24.229.
The UE shall implement Transport Layer Security (TLS), as described in RFC 2246 [36].
5.4.1.1.4 Request of OMA BCAST ESG
In the pull model of unicast delivery of an OMA BCAST ESG, the HTTP protocol shall be used conforming to OMATS-BCAST_Service_Guide, clause 5.4.3.
5.4.1.1.6 Use of Service Selection information
The UE shall use parameters received from the SSF for session initiation.

Note: There is no restriction on the UE to use any parameter received from SSF also for other purposes than session initiation, e.g. to present SSF information to the user.

The UE may store a part of the EPG information covering certain period of time and refresh this information periodically This avoid the UE to contact the SSF every time the user needs to consult the EPG.
If the UE is unable to contact any discovered SSF, it shall not delete stored information.
5.4.1.2 Procedures at the SSF

5.4.1.2.1 Authentication and authorisation in case of personalized service selection information
In case of service selection personalisation the SSF shall authenticate the user.

The authentication shall follow TS 33.102, and may be performed either using the mechanisms specified in TS 33.222 or HTTP Digest access authentication as described in 24.229.
The SSF shall implement Transport Layer Security (TLS) as described in RFC 2246 [36].

An authentication proxy (AP) may exist between the UE and the SSF in which case the behaviour of the AP is assumed to conform to TS 24.423.
If an Authentication Proxy (AP) is provided in the path of the HTTP request, then the SSF receives an HTTP request from a trusted source (the AP) and the request contains an HTTP X-3GPP-Asserted-Identity header (TS 24.109) that includes an asserted identity of the user. In this case the SSF does not need to authenticate the user, but just provide authorization to access the requested resource.

If an HTTP X-3GPP-Asserted-Identity header (TS 24.109) is not present in the HTTP request or if the request is received from a non-trusted source, then the SSF needs to authenticate the user prior to providing personalise information by applying the following procedures:
On receiving an HTTP request that does not contain an Authorization header the SSF shall:

a) challenge the user by generating a 401 Unauthorized response that contains the proper Digest authentication parameters (e.g. realm), according to TS 24.229. Provisioning of credentials to authenticate the user is outside the scope of the present document; and

b) forward the 401 Unauthorized response to the sender of the HTTP request.
On receiving an HTTP request that contains an Authorization header, the SSF shall:

a) apply the authentication procedures defined in TS 24.229; and

b) authorize or deny authorization depending on the authenticated identity.
5.4.1.2.2 Procedure for Service Personalization
If the public user identity information is present in the query from the UE, the SSF shall extract it to customize/personalize the service information that is returned in the query response.

The SSF shall use the public user identity that is specified in the X-3GPP-Intended-Identity header or the X-3GPPAsserted-Identity header  if an authentication proxy is used to fetch the corresponding user profile associated with the user. For instance, the Parental Control (if present) should be used to remove unsuitable elements from the COD listings that are returned to the UE.
5.4.1.2.3 Delivery of OMA BCAST ESG

The procedure for retrieving OMA BCAST service selection information is employed to retrieve one or more Service Guide Delivery Descriptors (SGDD) and/or Service Guide Delivery Units (SGDU). The SGDD describes service level information as well as access information to the Service Guide fragments. The SGDU is the transport-independent network structure for encapsulating Service Guide fragments.

When the ESG SSF receives a HTTP POST request, if personalization headers are presents (in the form of key-value pairs) it shall use those headers in order to build a personalized response. For instance, the ESG SSF may use the provided user identity to retrieve the associated Parental Control Level in the user profile. This Parental Control Level would then be used to remove non suitable elements from the ESG data that are sent back. The provided user identity may also be used to retrieve a personalized ESG using the method in OMA-TS-BCAST_Service_Guide-V1_0, clause 5.4.3.3.The ESG SSF shall send an HTTP response conforming to OMA-TS-BCAST_Service_Guide-

V1_0, clause 5.4.3.1. The body of the HTTP response shall contain an XML document with SGResponse data, conforming to OMA-TS-BCAST_Service_Guide-V1_0, clause 5.4.3.1.1.
5.4.2 User service discovery/announcement for MBMS
Editor's note: the description of user service discovery/announcement for MBMS is FFS. 3GPP TS 26346 §5.2 may apply.
5.5
Streaming session initiation

5.5.1
General

The client shall use SIP to initiate and control PSS and MBMS streaming sessions. Once a PSS streaming session is established, the client shall use PSS (RTSP) protocols to perform media control.

Editor’s note: 5.5.2 about ICSI proposed by E///, for further discussion 
5.5.2

Media codecs and formats
PSS Media codecs and formats defined in TS 26.234 [8] are applicable to this specification for IMS initiated and controlled PSS services.
MBMS Media codecs and formats defined in TS 26.346 [11] are applicable to this specification for IMS initiated and controlled MBMS User service.
5.5.3
PSS Streaming Session initiation
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Figure 1 IMS PSS initiation
NOTE: This sequence is simplified and does not e.g. show session progress messages and the ACK message from the UE in response to the reception of 200 OK

Editor’s note: TCP connection in the figure needs to be subdivided (UE-PSS Adapter, PSS Adapter – PSS Server).
Editor’s note: General description of the signaling flows is needed.
5.5.4.1 UE
Editor’s note: ICSI for further discussion
The UE shall generate an initial INVITE request:

· The Request-URI is related to the PSS session that the user wants to activate. It shall be composed of a user part and a domain part, as follows:

· A user part containing the content identifier in a free string format.

· A domain part containing the content provider domain name, obtained from the SSF.

· The To header shall contain the same URI as in the Request-URI

· The From header shall indicate the public user identity of the user

· ICSI=streaming

An SDP Offer shall be included in the initial INVITE request, in accordance with media capabilities and policies available for the PSS session and with the parameters received from the SSF during service selection procedure.

The SDP offer shall contain a media description for the RTSP content control channel and one for the content delivery channel. The RTSP content control media description shall be carried by TCP. 
The SDP parameters for the RTSP content control channel shall be set as follows:
· a 'm' line for an RTSP stream of format: m=<media> <port> <transport> <fmt>
· The media field shall have a value of "application".
· The port field shall be set to a value of 9, which is the discard port. See RFC 4145 [13] and RFC4572 [14].

· The transport field shall be set to TCP or TCP/TLS. The former is used when RTSP runs directly on top of TCP and the latter is used when RTSP runs on top of TLS, which in turn runs on top of TCP.
· The <fmt> parameter shall be included and shall be set to 3gpp_rtsp.
· 
Editor’s note: the 3gpp_rtsp application format should have a new MIME subtype registered if there is no appropriate registered MIME subtype.

· An "a=setup" attribute shall be present and set to "active" indicating that the UE will initiate an outgoing TCP connection to the PSS Server [7][13].
· An "a= connection" attribute shall be present and set as "new" " indicating that the UE will establish a new outgoing TCP connection towards the PSS Server [7][13].
· a "c" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and IP address of the flow of the related RTSP content control (ex. c=IN IP4 <IP_ADDRESS>).

Example of RTSP ‘m’ line offer from the UE:

           m=application 9 TCP 3gpp_rtsp

           c=IN IP4 192.0.2.2

           a=setup:active

           a=connection:new

The 3gpp_rtsp application defines a set of RTSP parameters. An RTSP parameter is included in "a=fmtp" line of the SDP and is expressed in the form of parameter=value.

           a=fmtp:3gpp_rtsp <parameter name>=<value>

The "version" parameter sets the "version-number" representing the version of RTSP that will be used in the RTSP media stream.  The version number shall be "1.0" in this version of the specification. The RTSP version shall be included in all SDP offers and answers.  The same version shall be used by all entities.

           a=fmtp:3gpp_rtsp version=<version-number>

To exchange RTSP header fields within the SIP offer/answer, the RTSP media stream allows for attributes with the following format:

           a=fmtp:3gpp_rtsp h-<header-name>=<header-value>,

where "header-name" is the name of the RTSP header field being described and "header-value" is the value of the RTSP header field. The value of the header-name is case insensitive.  The value of the header-value is interpreted according to the rules of RTSP. The list of authorized headers in the SIP offer/answer is as follows:

· session: this is the RTSP session id as established by the PSS adapter to be used for further RTSP transactions.

· uri: this is the RTSP URI to be used in further RTSP transactions

· offset: this is a range value to be used in the first PLAY request by the UE.

·  “Supported” header filed with the following feature tags (see [8])
·  “3gpp-switch” feature-tag, section 5.5.4.2
· “3gpp-switch-req-sdp” feature-tag, section 5.5.4.3
· “3gpp-switch-stream” feature-tag, section 5.5.4.4
· Require (see [8])
· Pipelined-Requests (see [8])
· 3GPP-Adaptation (see [8])
UE, PSS Servers and PSS adapters shall support all these headers and feature tags.

For each media stream controlled by the RTSP content control channel the SDP offer shall include a content delivery channel media description set as defined in TS 26.234 clause 5.3.3 [8].
When receiving any SIP response, the UE shall examine the media parameters in the received SDP: the UE shall immediately setup the TCP connection carrying RTSP. The UE shall fetch the RTSP session ID from the SDP answer contained in the SIP response. This RTSP session ID shall be used for RTSP media control messages. 
After SIP session establishment, the UE can exchange RTSP messages to start to receive media streams. The UE shall send an RTSP PLAY message to the PSS adapter according to TS 26.234 [8]. In doing so it shall use using the h-session, h-offset and h-uri attributes received in the SDP answer. 
Note that if a domain address is used in the RTSP URL the UE shall not perform DNS lookup. The IP header for the RTSP PLAY message shall be set to the IP address from the connection line ("c=") in the SDP answer and the port from the media line ("m="). This port should be then set to 554 (well known RTSP port) because from the PSS server point of view the UE and PSS Adapter should form a consistent 3GPP RTSP client.
Editor’s note: h-offset and 554 for further discussion

5.5.4.2 IMS CN Subsystem

The IMS CN Subsystem forwards SIP requests and responses, and may perform session control as defined in 3GPP TS 23.228.
Editor’s note: better description needed. 

5.5.4.3 SCF 
The SCF receives the SIP INVITE with the SDP offer from the UE. After Service/Subscription control, and based on the Request-URI, the SCF selects a suitable PSS Adapter and forward the SIP INVITE to the selected PSS Adapter. 
Editor’s note: better description of Service/Subscription control
Once receiving a SIP 200 OK response from PSS Adapter, the SCF shall forward the response to UE.

5.5.4.4 PSS Adapter
5.5.4.4.1 Session setup

The PSS Adapter shall support the following RTSP methods for PSS Server session establishment and teardown control:

· DESCRIBE (PSS Adapter to PSS Server).

· SETUP (PSS Adapter to PSS Server).

· TEARDOWN (PSS Adapter to PSS Server).
Editor’s note: description why DESCRIBE needs to be supported
Upon receipt of a SIP INVITE message, PSS Adapter shall parse the message, construct the RTSP SETUP message accordingly, select a PSS Server and send the RTSP SETUP message to the selected PSS Server.
Editor’s note: Example with RTSP DESCRIBE needed
The PSS Adapter establishes the RTSP session with the PSS server. Once the session is established, the media components are setup based on the SDP description. 
Editor’s note: How to construct the RTSP SETUP message is FFS.
Editor’s note: The support for pipeline on PSS Adapter is FFS.
Editor’s note: “the media components are setup based on the SDP description.” needs clarification
When receiving a RTSP 200 OK response from PSS Server, PSS Adapter shall parse the response, construct a SIP 200 OK response with the final SDP, and send the SIP 200 OK response to SCF. The final SDP shall describe the established RTSP session (h-session, h-uri, h-offset) and the TCP connection.

Editor’s note: h-offset for further discussion
Editor’s note: How to construct the SIP 200 OK response is FFS.
5.5.4.4.2 Media control 
The PSS Adapter shall support the following media control RTSP methods: PLAY, PAUSE,.

Editor’s note: The support for other RTSP methods is for FFS.
Upon receipt of a RTSP message from an UE, the PSS Adapter shall match the RTSP session with the RTSP sessions once established with PSS Server according to the Session ID carried in the received RTSP message.  If there is a session match, PSS Adapter shall send the RTSP message to PSS Server on the matched RTSP session. If no session matches, PSS Adapter shall response with a RTSP error code 454 (Session Not Found).
When receiving a RTSP response message from a PSS Server, the PSS Adapter shall match the RTSP session with the RTSP sessions once established with UEs according to the Session ID carried in the received RTSP response message, and send the RTSP response message to UE on the matched RTSP session.
Editor’s note:polishing of the text needed 
5.5.4.5 PSS Server
The PSS Server shall support the RTSP methods as described in TS 26.234 [8].
Editor’s note: content of 5.5.4.5 nedds further discussion.
5.5.4 MBMS Streaming Session initiation
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Figure 8 MBMS Streaming Session Initiation
Editor’s note: B-TID in Figure to delete.

It is assumed that the UE has already received the MBMS USD containing the SDP and associated fragments for the service from the SSF before initiating the MBMS session.

Step 1, 2: UE initiates a SIP INVITE message to SCF, indicating which MBMS Streaming User Service the user has chosen. 

Step 3, 4: SCF responds UE with a SIP 200 OK message when the SIP INVITE is successfully handled. The SIP 200 OK contains an SDP files containing the Multicast address of the service. The UE then activates the MBMS bearers either using the MBMS Broadcast Service Activation procedure [4] or the MBMS Multicast Service Activation Procedure [4].
Step 5: The UE can start receiving the MBMS Streaming session data when transmitted by the BM-SC.UPF.
 

The UE shall generate an initial INVITE request:

· The Request-URI in the INVITE request shall be the well known PSI (Public Service Identifier) of the BC Service 

· The To header shall contain the same URI as in the Request-URI

· The From header shall indicate the public user identity of the user

· The SDP corresponding to the MBMS Streaming Session. See TS 26.346 clause 8.3.1 [11]

The SCF processes the SIP INVITE by running the user authorization procedures. See clause 5.4.

Once the IMS CN receives the SIP response, PCC procedures are performed as described in Clause 5.6.

Once the UE receives the SIP response, it can activate the corresponding MBMS User Service as described in the USDs. MBMS User Service reception initiation may correspond to the MBMS Broadcast Mode activations as described in TS 23.246 clause 8.12 [4] or the MBMS Multicast Mode activation procedure as described in TS 23.246 clause 8.2 [4].
5.6
Policy and charging control
5.6.1
General

For the purpose of the present specification, the policy and charging control is according to [12].

Service subscription control is performed by the SCF at registration and at PSS and MBMS session initiation. 

QoS control is different for PSS and MBMS User Services. See Clause 5.6.2.

5.6.2
QoS control

The P-CSCF is used as the Application Function in the PCC architecture. The PCRF decides how policy control of the QoS is performed for IMS initiated and controlled PSS and MBMS User Service.

In case of PSS, the PCRF shall use the SDP received from the P-CSCF during session establishment to calculate the proper QoS authorization and establish the relevant bearer. The way the QoS is enforced in this architecture is defined in [12].

In case of MBMS, the PCRF shall not initiate the establishment of a specific bearer. In this case the SDP in the SIP 200 OK Body only contains mandatory elements and the multicast address.
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Figure 1 PSS QoS Policy Control

NOTE: The sequence shown on Figure 1 is simplified and does not e.g. show session progress messages and the ACK message from the UE in response to the reception of 200 OK.

In Figure 1, the PSS case of QoS control is shown. The appropriate bearer for is allocated by the PCRF. Network initiated bearer control is shown in the sequence, but a UE initiated is also possible.
Editor’s note: Update of figure needed (no PDP Ctx. Activation from PCRF)
5.7
Media delivery and content switching

5.7.1
PSS content switching
The UE shall support the following RTSP methods for RTSP playback control:

· PLAY (UE to PSS Adapter).

· PAUSE (UE to PSS Adapter).

· GET_PARAMETER (UE to PSS Adapter).

· SET_PARAMETER (UE to PSS Adapter). 
· OPTIONS (UE to PSS Adapter ).

The PSS Adapter shall support the proxying of these RTSP methods towards the PSS Server.

Editor’s note: For discussion
UE, PSS Server and PSS adapter shall support fast content switching as described in [8].

Editor’s note: Need to check whether fast content switching is mandatory in PSS.   
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Figure 2 IMS PSS Content switching
NOTE: This sequence is simplified and does not e.g. show session progress messages and the ACK message from in response to the reception of 200 OK

The UE sends a PLAY request with the aggregated control URI of the new content in the “Switch-Stream” header field to the PSS adapter. The PSS Adapter sends the RTSP PLAY message to the PSS Server.

The PSS Server responses a RTSP 200 OK message to the PSS Adapter, PSS Adapter sends the RTSP 200 OK message to UE. 

The PSS server delivers the switched content streams to the UE.

The PSS Adapter should send a SIP INFO message to the SCF with content switching information. The content switching information may include the URIs of media steams before and after switching, and the mapping information of the URIs before and after switching.

The SCF may utilize the content switching information for statistic, charging etc. purpose, and may initiate a SIP re-INVITE request to the UE to adjust the QoS reservation if the transport resources changed before and after switching. 
In case of adding new media components, additional setup request for the new components are issued (see [8], clause 5.5.4.6).

Editor’s note: Description needed or just use reference TS 26.234?
In case content switching is carried out from one PSS server to another one switching authorization is carried out at the PSS adapter. 

Editor’s note: the switching from one PSS server to another is FFS. 
Editor’s note: How about switching authorization in case of keeping the PSS server. 
5.7.2
MBMS content switching
It is assumed that MBMS streaming reception is already active and a stream is delivered to the UE via MBMS. In case of MBMS content switching, the UE tunes into a new content channel e.g. in case of MBMS multicast mode the UE leaves a multicast channel and joins another one.

The UE should sent a SIP INFO Message to inform the SCF about which channel is being received unless the SCF prohibits it. A timer is started, when the channel switch is executed. After timer expiration the SIP INFO message is sent. 
Editor’s note: Signalling of  prohibition of channel info from the UE needs to be specified. 
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Figure 2 MBMS content switching
Editor’s note: Detailed description of SIP INFO message FFS.
5.7.3
Hybrid PSS - MBMS content switching
In the case of hybrid PSS-MBMS switching, it is distinguished between (a) switching from MBMS streaming to PSS streaming, (b) switching from PSS streaming to MBMS streaming. Furthermore, it needs to differentiate between (1) staying at the same content channel, (2) changing the content channel. Thus, four different hybrid switching cases are possible.

For case (a), according to clause 5.5.4 a MBMS streaming session was initiated and the UE is receiving the MBMS session from the BM-SC.UPF. 

In order to switch from MBMS to unicast reception of a stream via PSS e.g. for allowing trick play mode, a SIP Re-INVITE is issued by the UE. A SDP offer shall be included according to clause 5.5.3. The SDP offer for media delivery shall be identical to the previous SDP offer done for MBMS.

After receiving the 200 OK, the UE leaves the multicast channel and starts playback.
Editor’s note: Further alignment with timeshifting necessary.
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Figure 1 IMS Hybrid PSS-MBMS-to-PSS content switching
Editor’s note: Case (b) FFS.
5.8
Streaming session termination
5.8.1
PSS Streaming session termination
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Figure 3 IMS PSS  Session termination

NOTE: This sequence is simplified and does not e.g. show session progress messages and the ACK message from the UE in response to the reception of 200 OK

Assuming the streaming session is established, the session can be terminated by the UE or the SCF. Figure 3 describes the case of UE termination. In this case the UE closes the TCP connection carrying RTSP. Then it sends a SIP BYE to the SCF. The SCF forwards the SIP BYE to the PSS Adapter which in truns closes the RTSP session with the PSS server.
Editorial note: Termination by PSS adapter possible?
5.8.2
MBMS Streaming session termination
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Figure 3 MBMS Streaming Session Termination
Step 1: UE receives Streaming content from the BM-SC.UPF.
Step 1, 2: UE initiates a SIP BYE message to SCF, indicating which MBMS Streaming session to close. 

Step 3, 4: SCF responds UE with a SIP 200 OK message when the SIP BYE is successfully handled and session terminated. At this stage, the UE can stop receiving the MBMS Streaming session.

The UE may deactivate the according MBMS Bearer Service during steps 2 to 5 or after step 5. The deactivation is either according to the MBMS Broadcast Service deactivation [4] or the MBMS Multicast Mode deactivation procedure [4]. 

6
Download

Editor’s note: This section intends to detail procedure and protocols for initiation and control of download sessions on PSS or MBMS US. 

Editor's note:
This session is TBD, it is kept here just for consistency of discussion.
Annexes are only to be used where appropriate:
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