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FIRST CHANGE 
5 Streaming

Editor’s note: This section intends to detail procedure and protocols for initiation and control of streaming sessions on PSS or MBMS US. 
5.1 PSS session establishment
5.1.1 Procedures at the UE side
The UE shall generate an initial INVITE request:
· The Request-URI is related to the PSS session that the user wants to activate. It shall be composed of a user part and a domain part, as follows:

· A user part containing the content identifier in a free string format.

· A domain part containing the content provider domain name, obtained from the SSF.
· The To header shall contain the same URI as in the Request-URI

· The From header shall indicate the public user identity of the user
An SDP Offer shall be included in the initial INVITE request, in accordance with media capabilities and policies available for the PSS session and with the parameters received from the SSF during service selection procedure.
The SDP offer shall contain a media description for the RTSP content control channel and one for the content delivery channel. The RTSP content control media description shall be carried by TCP. 
The SDP parameters for the RTSP content control channel shall be set as follows:
· a 'm' line for an RTSP stream of format: m=<media> <port> <transport> <fmt>
· The media field shall have a value of "application".
· The port field shall be set to a value of 9, which is the discard port.
· The transport field shall be set to TCP or TCP/TLS. The former is used when RTSP runs directly on top of TCP and the latter is used when RTSP runs on top of TLS, which in turn runs on top of TCP.
· The fmt parameter shall be included and shall be set to iptv_rtsp (ex. m=application 9 tcp iptv_rtsp).
· An "a=setup" attribute shall be present and set to "active" as defined in 3GPP TS 24.229 (ex. a=setup:active).
· An "a= connection" attribute shall be present and set as "new" as defined in 3GPP TS 24.229 (ex. a=connection:new).
· a "c" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and IP address of the flow of the related RTSP content control (ex. c=IN IP4 <IP_ADDRESS>).

For each media stream controlled by the RTSP content control channel the SDP offer shall include a content delivery channel media description set as follows:
· the "m=" line indicates the type of the media, the transport protocol and the port of the related content delivery channel. It may also include a "fmt" parameter which shall indicate the format given by the SSF, a subset of them or the format offered by the UE if none is given by the SSF,
· the "c=" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and unicast address of the flow of the related content delivery channel,(ex. c=IN IP4 <IP_ADDRESS>)
· the "b=" line shall contain the proposed bandwidth. If the user has fetched the bandwidth required for this particular content delivery channel during service selection procedure, the bandwidth attribute at media level shall be set to this value. Otherwise, this attribute shall be set to a pre-configured value(ex. b=AS:15000)
· A "a=" line with a "recvonly" (ex. a=recvonly)
When receiving any SIP response, the UE shall examine the media parameters in the received SDP: the UE shall fetch the RTSP session ID from the SDP answer contained in the SIP response. This RTSP session ID shall be used for RTSP media control messages. 
After SIP session establishment, the UE can exchange RTSP messages to start to receive media streams.
5.1.2 Procedures at the SCF 
When receiving any SIP request, the SCF may examine the request to see if it is compatible with the user's subscription (e.g. parental control level). If the user is not allowed to initiate a session for the requested content, the SCF shall reply with appropriate, SIP error code 403 Forbidden, response.
The SCF shall select the appropriate PSS adapter and forward the SIP request to the appropriate PSS adapter by changing the "Request-URI" accordingly. The SCF shall not change the user-part of the TO header in order to keep the content-id in the INVITE request.
When receiving a 301 or 302 response from the PSS adapter, the SCF shall not forward this message to the UE.
The SCF may check if the PSS adapter indicated in the contact header are allowed destinations.

If allowed, The SCF shall use one of the PSS adapter URI indicated in the contact header of this response and use it as a destination for the redirected INVITE.
5.1.3 Procedures at the PSS adapter
Editor's note: FFS

5.1.4 Procedures at the PSS server

Editor's note: FFS
5.2 MBMS session establishment (multicast mode) 

Editor's Note: FFS

5.3 MBMS session establishment (MBMS broadcast mode)
Editor's Note: FFS
5.4 Content Key management
Editor's Note: FFS
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