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FIRST CHANGE

4
System description
4.1 Introduction
This clause describes the IMS initiated and controlled PSS and MBMS User Service system. It gives a description of the architecture, the role of each new and modified entity and interface. 
The description of the PSS system is in [9]. The description of the MBMS system is in [4].
4.2
Architecture
4.2.1
Non IMS 3GPP PSS and MBMS User Service architecture
Figure 1 describes the Non IMS PSS and MBMS User Service architecture.
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Figure 1 Non IMS PSS and MBMS User Service Architecture

The sources consist of all multimedia content in streaming or file form. E.g. live encoders processing in feeds from TV or Music Radio channels.

The PSS server performs control and streaming delivery functions on a Unicast access type.

The BM-SC performs control and streaming/download delivery functions in a hybrid Unicast/Multicast/Broadcast access type.

The core network and RAN enable the mobility, and provides IP connectivity over Unicast/Multicast/Broadcast bearers between the servers and the clients.

The PSS & MBMS client, located in the UE, performs service selection and initiation, receives and present the content to the user.

The PSS client interfaces to the PSS server transparently through the Packet Switch Network. The PSS client can discover the PSS services via multiple means like e.g. browsing. The session description protocol is SDP. The session control protocol is RTSP. The transport protocol is RTP. 

The MBMS client interfaces to the BM-SC via layer 3 protocols defined between the UE and the GGSN and the GGSN with the BM-SC (Gmb). 

The PSS and MBMS client interfaces via the Radio interface to the RAN and the CN.

The interface between the sources and the PSS server & BM-SC are outside the scope of the specifications.

4.2.2
IMS based PSS and MBMS User Service architecture
Figure 2 describes the IMS based PSS and MBMS User Service functional architecture. In addition to PSS and MBMS User Service functions, the IMS core and various functions are added.
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 Figure 2 IMS based PSS and MBMS functional architecture
In this figure, 

· Solid lines are standard interfaces. E.g. interface 4;
· Dotted lines are for interfaces for which the protocols in use out of the scope of this specification. E.g interface 10;
· Dashed lines are for standard interfaces that are FFS. E.g. interface 9.
Description of functional entities:

· IMS Core: The IMS core supports, user registration and authentication, mobility and roaming, control of multimedia sessions, QoS control, Policy control, charging and interworking with circuit switched. The element of the core IMS are not detailed here.

· UE: The UE contains an IMS/PSS/MBMS client, which performs service discovery and selection,, handles service initiation, modification and termination, receives and present the content to the user.

· SDF: Service Discovery Functions (SDF): this function provides an entry point to SSF for the client to attach to the service provided by the service provider.

· SSF: Service Selection Functions (SSF): these functions provide a list of available services and relevant Service Description information. it can be personalized to the client’s identity.

Editor’s Note: The relationship between the SSF functions and the MBMS User Service Discover / Announcement functions is FFS.
· SCF: Service Control Functions (SCF): it provides service logic and functions required to support execution of such logic. It does service authorization during session initiation and session modification, which includes checking PSS and MBMS user’s service subscription in order to allow or deny access to the service. It selects the relevant PSS and MBMS media functions
Editor’s Note: It is FFS whether SCF performs MBMS security functions (key management).
· BSF:  Bootstrapping Server Function (BSF) to perform GBA/GAA procedures with the UE.

· PSS-CF: PSS Control Function: provides control of the Media delivery function in FE-1 using RTSP. In case interface 9’ is present, it translates between SIP and RTSP signaling. In PSS-CF and SCF are integrated, both perform the SIP/RTSP translation.
· FE-1: is either a PSS Server or a PSS Delivery Function (FFS)

· FE-2: is either a BM-SC or a set of BM-SC sub-functions (FFS)
Description of interfaces:

1 – This interface between the UE and the SSF/SCF/SDF/BSF functional entities group is used for service selection. 
Editor’s Note: It is FFS whether this interface is used for delivery of MSK, MBMS Delivery verification and any other purposes.

2 – Gm: This is a SIP based interface between the UE (IMS Client) and the P-CSCF. It is used to forward the SIP service request and response between UE and network.
3 – This RTSP based interface between the UE (PSS Client) and the PSS-CF allows media flow control.

4 – This interface between the FE-1 and the UE is for delivery of streaming data. It is based on RTP and RTCP protocol.

5 – This interface between the FE-2 and the UE is for delivery of streaming data and keys. It is based on RTP and MIKEY protocols.

6 – Gmb: This interface sits between the FE-2 and the GSSN. The Gmb interface is for delivery of User specific signalling and MBMS bearer service specific signalling as described in detailed in 3GPP TS 23.246.

7 – This interface between the PSS-CF and the FE-1 allows control of the FE-1 delivery functions. This interface is based on RTSP.

8 – This interface between the IMS Core and the SSF/SCF/SDF/BSF functional entities group is an ISC (IMS Service Control) interface based on SIP (FFS). 

9 – This interface between the SSF/SCF/SDF/BSF functional entities group and the PSS-CF is used to setup, modify and teardown PSS sessions. 

Editor’s note: It is FFS whether it is a SIP based interface (9’) or other interface (9’’).

10 – This interface between the SSF/SCF/SDF/BSF function entities group and the FE-2 is FFS. 
11 – This interface between UE and GGSN is based on IGMP or MLD to activate multicast MBMS bearer service as defined in 3GPP TS 23.246, in case of broadcast mode, this interface is unnecessary.
4.2.3
IMS based PSS and MBMS US procedures overview
Figure 3 describes the IMS based PSS and MBMS procedures from connection establishment to User Service Description retrieval.

Editor’s note: these charts and procedural step descriptions shall be updated once the architecture in the previous clause is agreed.
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Figure 3 Procedures overview - part 1
Step 1 to 3 are outside the scope of this specification.
Step 4, Service discovery, allows the Client to be informed of the available Service Providers.
Step 5, GBA/GAA bootstrapping procedures, authentifies the User for signalling outside IMS and generates the Long Term Key that will be used during content key management procedures.

Step 6, Retrieval of User Service description, allow the client to obtain the service session information for the selected provider.

Figure 4 describes the IMS based PSS and MBMS procedures from session establishment to content key management.
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Figure 4 Procedures overview - part 2
Step 7, Session Establishment, allows the Client to initiate a PSS or MBMS User Service session to receive content. This session establishment involves the SCF and MCF of the AS.

Step 8, Policy and Charging Control, are procedures performed via the IMS core to setup relevant bearer QoS and charging functions.
Step 9, Content Key Management, are necessary to generate and distribute the keys to allow secure delivery of content to the User. At this stage, the delivery session is established and content is delivered to the client.
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