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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

 Introduction

eCall is an European-wide solution for automatically or manually initiated emergency voice calls. eCall will supplement E112 and 112 (TS12) emergency call with related data from the vehicle, e.g. highly accurate location information.  The expected benefit is that emergency services will made aware of accidents much more rapidly and will reach accident victims faster, with the potential to save many lives annually. 
According to reports from the European Commission, it is envisioned that eCall will be offered on all new vehicles in the EU by 2010.

It is expected that the eCall data will be sent either during the E112 call set-up or immediately following the establishment of the voice call or at any point later during the voice call. The integrity of the eCall data sent from the vehicle to the Public Safety Access Point has to be ensured. 
eCall is an European regional requirement. It shall not have an impact on the global circulation of terminals.


1
Scope
The European Union eCall requirements, recommendations and guidelines were developed by ETSI MSG and 3GPP SA WG1, with important additional work produced by DG eCall and the GSME.
Previous work in SA1, namely TR 22.967[2] ‘Transfer of Emergency Call Data – Issues to be considered’, examined the issues associated with the transmission of emergency call data from a vehicle to a PSAP. This analysis identified that the GSME prefered option be based on an in-band modem solution. 
The objective of this Technical Report is to document assessment of the suitability of existing 3GPP in-band modem solutions to satisfy the requirements for eCa
ll. In the interest of not duplicating work, the set of in-band solutions to be considered are those preferred by GSME,  unless significant improvements are available. The work assesses the suitability of existing 3GPP in-band solutions, e.g., CTM, to satisfy the requirements for eCall.  
If no existing 3GPP in-band solutions can be identified, then consideration will be given to the specification of an alternative in-band solution for eCall.  

2
References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TS 22.101 : “Service aspects; Service principles”.
[2] 
3GPP TR 22.967   “Transferring of emergency call data (“eCall”)”

[3]
3GPP TS 26.226    “Cellular Text Telephone Modem”
[4]
3GPP TS 26.230 “Cellular text telephone modem; Transmitter bit exact C-code”
[5]
3GPP TS 26.231
“Cellular text telephone modem; Minimum performance requirements”

3
Definitions, symbols and abbreviations
Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACEA
European Automobile Manufacturers Association

DG
Directorate-General ??? Driving Group ??
GSME
GSM Europe

EC
European Commission

eCall
Emergency Call defined under the eSafety initiative

ETSI
European Telecommunications Standards Institute
eSafety
GSM
Global System for Mobile communications

IVS
In Vehicle System

MSD
Minimum Set of incident Data

MSG
(ETSI TC) Mobile Standards Group
PSAP
Public Service Answering Point

SIM
Subscriber Identity Module

USIM
Universal Subscriber Identity Module

Further abbreviations are given in 3GPP TR 21.905 [1].




4
eCall MSD data transmission requirements
Based on input from external sources, like EC, eSafety and ETSI-MS,  SA1 has developed a set of requirements for the in-band modem solution for eCall, see TS 22.101 [1] and TR 22.967 [2]. 
Begin of Extract from TS 22.101 V8.5.0 [1], considering in addition the latest draft CR (S1-071003):

TS 22.101: 10.7
Transfer of data during emergency calls
Emergency calls may be supplemented with emergency related data [1]. Typically this data enables the accurate geographic location of a manually or automatically activated emergency calling device e.g. an in vehicle system (IVS), to be provided to the Public Safety Answering Point (PSAP).

-
The data may be sent prior to, in parallel with, or at the start of the voice component of an emergency call;

-
Should the PSAP request additional data then this may be possible during the established  emergency call; 

-
The realisation of the transfer of data during an emergency call shall minimise changes to the originating and  transit networks;

-
Both the voice and data components of the emergency call shall be routed to the same PSAP or designated emergency call centre.-
The transmission of the data shall be acknowledged and if necessary data shall be retransmitted

- 
A UE configured only to transfer data during emergency calls (e.g. eCall only UE) shall not generate signalling to the network besides what is needed to place an emergency call.

Additional national and regional requirements are as specified in Annex A

TS 22.101: A.27 
Requirements for the transfer of eCall Minimum Set of Data (MSD)

With the exception of the following specific requirements, considered necessary for the satisfactory operation of the eCall service, all existing TS12 emergency call requirements shall apply.

An eCall shall consist of a TS12 emergency call supplemented by a minimum set of emergency related data (MSD). The contents of the MSD e.g. vehicle identity, location information and other parameters, are defined by CEN/TC 278 WI 24977. 

-
An eCall may be initiated automatically, for example due to a vehicle collision, or manually by the vehicle occupants;

-
The Minimum Set of Data (MSD) sent by the In vehicle System (IVS) to the network shall not exceed 140 bytes; 

-
The MSD should typically be made available to the PSAP within 4 seconds measured from the time when end to end connection with the PSAP is established; 

-
Should the MSD component not be included in an eCall, or is corrupted or lost for any reason, then this shall not affect the associated TS12 emergency call speech functionality.

-    A call progress indication shall be provided to the user whilst the MSD transmission is in progress.

End of Extract from TS 22.101.

Begin of Extract from TR 26.967 V7.0.0 [2]:
TR 22.967: 4.1.2
Requirements received from European bodies

The following requirements are identified in a Liaison Statement received from ETSI MSG.

-
To send a fixed data block (MSD, Minimum Set of Data), which will not exceed 140 bytes, from the vehicle to the PSAP, at the same time that the emergency call is placed. 
-
The data needs to be acknowledged, hence there shall be return channel. 
-
The voice call need not be active during the transmission of the data
-
The MSD shall be delivered to the interface to the PSAP within a maximum of 4 seconds from when the MSD is available in the terminal.  

-
The acknowledgement shall be done at the transport layers and not the application layers, so that the system is compatible with a PSAP that has not yet implemented the eCall functionality.
-
The terminal shall be dual mode GSM/GPRS and UMTS (WCDMA) in order to ensure full European coverage during the lifetime of the car.
-
The solution shall seek minimal impact on all nodes involved in the transfer of information, that is, in the mobile network and the fixed network possibly used between the mobile network and the PSAP node.
-
3GPP should aim at including any required specification changes within the 3GPP Release 7 set of specifications.

-
The solution shall work on all European 3GPP networks (pan European solution, full roaming capability)
-
SIM/USIM shall be present owing to the fact that the SIM/USIM presence is already mandatory is several EU countries for Emergency Calls.
-
The eCall MSD is to be provided to the PSAP in addition to the location and other information associated with an E112 call as currently specified in 3GPP Technical Specifications.
-
Normal E112 functionality shall be available in the event of failure of the eCall function.

-
Supported by IP Multimedia Subsystem and UMTS Terrestrial Radio Access Network and Evolved UMTS Terrestrial Radio Access Network 

-
Solution should require minimal changes to 3GPP Technical Specifications for a satisfactory design
-
Include facility to disable MS ISDN and/or SIM/USIM when vehicle is deregistered or destroyed
TR 22.967:5
Security considerations

The data transferred from the vehicle to the PSAP should be secured using 3GPP TS 23.048 security structure.


End of Extract from TR 26.967.

5
Brief Description of the existing CTM in-band MODEM
The existing 3GPP standard for Global Text Telephony as specified in 3GPP TS 26.226 [3], TS 26.230 [4] and TS 26.231 [5] allows the robust and nearly error free transmisison of textual characters via de facto any voice chanel. It was developped to fulfil the lawful requirements for text telephony in emerency calls as set up by the United States of America. Details can be found in the Technical Specifications and the Reference C-Code.

Important in the context of eCall is that two software modules are specified, namely
ctm_transmitter.c and ctm_receiver.c that can be used as they are to convert textual characters into a sequence of MODEM tones and backwards. These conversions into MODEM tone sequences and back contain sophisticated technicques to make the transmission robust against voice codec distortion, radio channel errors, handover gaps and other impariments.

Most important features of this conversion are:
· Long Preamble (56 bit) to achieve a high robustness against false trigger by voice signals
· Forward Error Correction by a ¼ convolutional code for strong error correction
· Interleaving over about 1 second to achive robustness against frame losses
· Periodically inserted blank outs to overcome DTX schemes
· embedded re-snychronization scheme to combat handover gaps
· single sinewave MODEM tones of 5ms length each for robust transmission even via high compression Codecs, such as AMR 4.75.
· MODEM frequencies of 400, 600, 800 and 1000Hz to succeed also in extremely bandlimited voice channels.
As a result of these measures the text transmission via CTM is extremely robust and only few errors occur even under marginal radio conditions. Details can be found in 3GPP TS 26.231 [5]. 
The strong error protection and the long interleaving time have, however, also their price. The transmission capacity is limited to about 10 characters per second. The transmission time for longer character strings of length k can be approximated by T(k)  = 800ms + 100ms*k.

Due to the lawful requirements in USA de facto all 3GPP terminals include the CTM in their chip set.
6
Description of eCall via CTM
The transmission of the eCall data can be based on the ctm_transmitter and ctm_receiver as they are specified. 
Some minor precautions must be obeyed, since CTM was designed for the transmission of textual characters and not for fully binary data. These are described further down in detail.
In order to characterize the achievable performance of such an eCall transmission it is necessary to make also some assumptions on the eCall Protocol. 
It should be noted that these assumptions may provide a reasonable basis for the performance characterization, but they may not be part of the 3GPP specifications. The responsibility for the eCall Protocol is within CEN.
The following description assumes that the eCall data are structured in indexed blocks of a priori known version, index and size. If this is not the case – the decision is within the responsibility of CEN – then the eCall Protocol here may divide the full, unstructured MSD of 140 bytes in equal sized smaller blocks, e.g. of 28 byte length each.
6.1 Detailed Specification of one possible eCall Protocol

In the following the term “PSAP” refers to the eCall Protocol Handler inside the PSAP
and                   the term “IVS”     refers to the eCall Protocol Handler inside the IVS.

The eCall Protocol is a simple “pull” protocol.
The PSAP is the active partner, it can send one PSAP-Request(i) for one eCall block(i) at a time.

The IVS is the passive partner; it is only reacting on PSAP-Requests, not on its own initiative.
The IVS sends the requested eCall block(i) exactly one time per PSAP-Request(i), as often as requested.

The PSAP discloses the highest Version number it can handle in each of its PSAP-Requests.
The IVS determines the highest common Version number as the minimum of the PSAP-Request Version number and its own highest IVS-Version number.
The IVS discloses the highest common Version number in each of its IVS-Data responses.
Each PSAP-Request may disclose a different PSAP-Version number (e.g. due to call forwarding). 
The IVS shall determine the highest common Version number for each PSAP-Request again.

The IVS Content List that the IVS may send on PSAP-Request refers to that actual highest common Version number.
The PSAP may request any block at any time as often as necessary, provided it is available at the side of the IVS. 
In cases of uncertainty, i.e. when a block is specified as optional, the PSAP may examine the IVS Content list before.
6.1.1 PSAP-Handling in detail

The eCall data transfer starts always with a PSAP-Request (i), where i is the index of the requested eCall block. The PSAP knows exactly the length(i) of the requested block(i) and knows therefore the total transmission time, Ttrans(i).

The PSAP expects the response from the IVS to begin within a short time-out period of Tout.

The default value for Tout is [1000ms]. 
A PSAP may adapt this Tout during the eCall communication to reflect the round trip delay time PSAP – IVS – PSAP. Tout shall be minimized for fastest error recovery.

If no IVS-Data are received within Tout+Ttrans(i),
then the PSAP repeats the same PSAP-Request, maximal Nrep times.

The default value for Nrep is [3].
The PSAP may start the repetition as early as it is sure that no IVS-Data burst is coming.

If no IVS-Data are received after Nrep repetitions, 
then the IVS is declared as not-eCall-enabled and the eCall protocol is terminated.

This is important for backward compatibility to today’s emergency call handling.

If the requested IVS-Data(i) is received within Tout+Ttrans(i) and no errors can be detected, 
then the transfer of eCall sub-block (i) is successfully terminated.

If IVS-Data are received without detectable errors, 
   but the received index j is not corresponding to the requested index i,

then an error occurred, 
either
a) because the PSAP-Request(i) was disturbed by transmission errors and by chance (unlikely) 
    another valid PSAP-Request(j) was received by the IVS;
    The PSAP shall repeat PSAP-Request (i) in this case;
or:
b) because the requested sub-block(i) is not supported by the IVS-Version;
    In that case the IVS should have sent the IVS-Content list, which is sub-block(j=0).
    The PSAP shall not repeat this wrong PSAP-Request(i) in this case.


If the IVS-Data are received with detectable CRC errors,
then the PSAP repeats the PSAP-Request(i), maximally Nrep times.
If the transfer is then still not terminated successfully, 
then the eCall Protocol is declared as unsuccessful and no automatic repetition shall occur.
Note: The PSAP human operator may, however, restart the eCall protocol any time.

If the IVS-Data are received with detectable errors in the IVS-Header, 
e.g. if the received IVS-Version is higher than the PSAP-Version,
then the PSAP repeats the PSAP-Request(i), maximally Nrep times.
If the transfer is then still not terminated successfully, 
then the IVS-implementation is declared as faulty and the eCall protocol is terminated.

Note: The PSAP human operator may, however, restart the eCall protocol any time.

If the PSAP receives an IVS-Data burst without prior requesting one or 
if the PSAP receives a PSAP-Request, 
then the PSAP shall ignore these erroneous eCall bursts.

6.1.2 IVS Handling in detail

The IVS remains inactive, but monitoring its input from PSAP, until it receives a PSAP-Request (i).

If the PSAP-Request(i) does not contain detectable errors,
then the IVS sends the requested eCall block(i).
After that the IVS returns into its monitoring mode. 

If the PSAP-Request (i) contains detectable CRC errors,
then the IVS shall ignore it completely and go into monitoring again.

If the PSAP-Request (i) does not contain detectable CRC errors, 
but contains an index i to an eCall block that is not supported by the highest common Version,
or is not flagged as valid in the IVS content list,
then the IVS shall send the IVS Content list of the highest common version, i.e.  sub-block(j=0).

After that the IVS returns into its monitoring mode. 

The IVS takes the received PSAP-Version and its own highest available IVS-Version into account for each new PSAP-Request and determines the highest common Version again. 

All eCall blocks and the IVS Content list that the IVS may send refer always to this highest common version, which is then disclosed in the next IVS Data Header.
6.2. Detailed Specification of the eCall Transmission

The proposal here is based on the assumption that the existing CTM implementations in terminals shall be used without any modification. Especially the functions ctm_transmitter and ctm_receiver are used as they are. Some actions are needed to circumvent some peculiarities of the CTM specification.

6.2.1 Recoding of eCall data 7-to-8 prior to transmission

CTM is designed for the robust transmission of textual characters, but not for arbitrary binary data:

1. The characters 0x05 and 0x16 are reserved for CTM-internal purposes and have a special meaning within CTM (<INQUIRY>, <IDLE>). Thus these two characters must not be used for eCall transmission, because they cannot be transmitted by CTM.


2. CTM performs an UTF-8 re-coding of all input characters prior to transmission. 
As a consequence, characters in the range of [0xA0, 0xFF] are transmitted as 2 bytes.
Under the assumption of equal distribution of data values in the range of [0x00, 0xFF], 
this UTF-8 coding would increase the transmission time by the factor 1.375 and would make the transmission time data dependent.


In order to avoid these CTM intrinsic effects, the eCall data are re-coded by the eCall sender by using the following scheme: 56 input bits (7 bytes x 8 bit) are coded as 64 bits (8 bytes x 7 bit) that can be transmitted by CTM without problems. For this purpose, at any one time 7 input bits and one leading ‘0’-bit are combined to a new intermediate byte value. Then a constant offset of 0x20 is added to every intermediate byte in order to assure that only values in the range of [0x20, 0x9F] are finally obtained. In this way no CTM-reserved characters and no values in the range of [0xA0, 0xFF] occur in the recoded data. The 7-to-8-recoding is illustrated by the following figure:
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This 7-to-8 recoding leads to a marginal and constant increase in transmission time by factor 1.143. If an eCall data block is specified with a length unequal to a integer multiple of 7 bytes, then some dummy 0 bits are added in the last byte of the output stream.

For the same reason no eCall-Header byte, eCall-Index byte or eCall-CRC byte may take a value outside the range of  [0x20, 0x9F].

The eCall receiver reverts all this re-coding to gain the original eCall data back.
6.2.2 Definition of eCall packets for Transmission

Two different types of eCall packets are specified.

The first packet type is the PSAP-Request (n).
It is sent by the PSAP to the IVS in order to initiate the transmission of eCall data block n. 

The other kind of packet type is the IVS-Data (n).
It is sent by the IVS to the PSAP as a response to the PSAP-Request. 
IVS-Data (n) contains block n of the eCall data.

6.2.2.1 Definition of the PSAP-Request packet

PSAP-Request (n) is sent from the PSAP to the IVS in order to trigger the transmission of eCall data block (n). The length of the PSAP-Request packet is constantly 4 bytes. The following figure illustrates its structure:


[image: image4.emf] 
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Figure 46.2.2.1-1: Structure of PSAP-Request (n)

Detailed description of PSAP-Request (n)

· Byte #1 contains the PSAP-Request-header 
Values between 0x20 to 0x5F (64 values) are reserved.
The PSAP-Request Header identifies the packet as PSAP-originated 
and indicates in addition the eCall Versions the PSAP is able to operate on.
The value 0x20 represents the first version (0) of the eCall data definition.


· Byte #2 contains the index n of the requested eCall-data block.  
Up to 128 different data block indices can be coded  [0 …127].
Since the Request must not contain bytes outside the value range [0x20, 0x9F], 
a constant value of 0x20 is added to the index before transmission.


· Byte #3 and byte #4 contain a 12 bit CRC, see below.
Since the Request must not contain bytes outside the value range [0x20, 0x9F], 
a constant value of 0x20 is added to each part of the CRC before transmission.

6.2.2.2 Definition of the IVS-Data packet

IVS-Data (n) is sent from the IVS to the PSAP as a response to the PSAP- Request (n). 
Each IVS-Data (n) consists of the IVS-header, the index of the transmitted eCall data block, the data part, and a 28 bit (4-byte) CRC. The following figure illustrates its structure:
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Figure 6.2.2.2-1: Structure of IVS-Data (n)

Detailed description of IVS-Data (n):

· Byte #1 contains the IVS-Data Header 
Values between 0x60 to 0x9F (64 values) are reserved.
The IVS-Data Header identifies the packet as IVS-originated 
and indicates in addition the eCall Versions the IVS is able to operate on,
more precisely: the highest common version of PSAP and IVS.
The value 0x60 represents the first version (0) of the eCall data definition.


· Byte #2 contains the index n of the transmitted eCall data block.  
Up to 128 different data block indices can be coded [0 …127]
Since the IVS-Data must not contain bytes outside the value range [0x20, 0x9F], 
a constant value of 0x20 is added to the index before transmission.


· Bytes #2+1 to #2+k contain the k bytes of the 7-to-8 recoded eCall data block (n).


· Bytes #2+k+1 to #2+k+4 contain the 28-bit CRC in 4 parts of 7 bit each.
Since the IVS-Data must not contain bytes outside the value range [0x20, 0x9F], 
a constant value of 0x20 is added to each 7-bit part of the CRC before transmission. 


6.2.2.3 Definition of CRC checksums

The eCall protocol uses two different kinds of CRC checksums due to different reliability requirements. The IVS-Data packets are secured by a strong 28 bit CRC, while the PSAP-Request packets contain a weaker 12-bit CRC.

The following figure illustrates the structure of the 12-bit PSAP-Request CRC:
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The exact specification is found in literature.
Note: Undetected errors in a PSAP-Request are less severe for the overall eCall protocol, because the PSAP will in any case detect, if the correct eCall data packet is transmitted or nothing is transmitted and may request it again. So the strong CRC of the IVS-Data packet protects in addition indirectly also the weaker PSAP-Request. Therefore a 12-bit CRC is sufficient.

The following figure illustrates the structure of the 28-bit IVS-Data CRC:
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The exact specification is found in literature.

Undetected errors within the IVS Data may lead to severe consequences (e.g. wrong location, wrong Service Provider) and shall be avoided as much as reasonably possible. Therefore a strong 28-bit CRC is used.
In order to assure that the CRC bytes don’t contain values that CTM cannot transfer well, each CRC byte is increased by 0x20 before transmission.
By this way, all CRC bytes are in the allowed range of [0x20 ; 0x9F] prior to transmission. 
7
Performance Characterization of eCall via CTM
The performance of the eCall via CTM as described above can be summarized as show below. 
The performance values are based on the assumption that CTM is not modified at all. 
A second set of performance values are added in (), taking into account that minimal modification of CTM would improve the performance.
TheCall Protocol uses the CTM transmissin scheme as is, it adds the necessary data integrity and flexibility.


· a consequent PSAP-Pull-Protocol;
The PSAP has at any point in time full control when to retreive data. The IVS does never send on its own intiative, but only on request from the PSAP.
This request may be generated automatically or by manual trigger, this is implementation dependent.


· half-duplex data+voice communicaton, 
besides the normal full-duplex voice-only communication;
The emergency call starts as usual in full voice communication, until the PSAP decides to pull the emergency data from the IVS. This data transmission blocks the voice path as long as the transmision takes, but at any time only one direction. The opposite voice channel is unaffected.

· up to 64 (128) different Versions of eCall Specifications;
This number is proposed for practical reasons, but in principle no upper bound exists

· up to 127 (255) blocks of eCall data with 1 up to 28 (32) byte length each;
The maximum number of blocks is proposed for practical reasons, but in principle no upper bound exists. 

The maximum size for an individual block is limited in order to guarantee a minium performance under extreme bad radio conditions and in order to limit the time the voice channel is interrupted. In principle this is, however, no hard limitation. If larger blocks would be desireable, then the eCall protocol should break these automatically into smaller blocks to achieve the required robustness. 

· arbitrary and selective transmission of any of these blocks in any order;
This is a feature of the proposed eCall protocol.
Its not necessarily bound to the underlying eCall Transport layer.
It allows the PSAP to prioritize dataand it allows the IVS to selectively offer data.
It is not necessary to transmit unwanted data just to get to the point where wanted data are specified.

· multiple PSAPs during the emergency call;
It is possible at any point in the emerency call to forward the call to another PSAP and this may pull the data from the IVS completely independently of the PSAP(s) before, withotu any need to inter-PSAP communication

· extreme high reliability (~1-10^-8  ~ 99,999998%) of sucessfully transmitted data;
The individual eCall data blocks are protected against transmisison errors by a strong cyclic redundancy code that allows to detect potential transmission errors de facto always.

· high robustness (99.5% likelihood for successful transmission at the first time);
The underlying CTM ws designed for extreme high robustness. This is leverqaged here.
Even under severely degraded radio channels the eCall data are transmitted.

· coexistence of eCall and Global Text Telephony 
CTM as common basis for Global Text Telephony and eCall allows high implementation synergy.
 
The transmission time for an eCall data block of k bytes is approximtely: T(k)  = 1400ms + 100ms*k
The transmission time for one PSAP-Request is about 1.5s.
The transmission time for one eCall block of maximal length is about 4.6s.
The full-duplex voice communication is not longer than 4.6 seconds interrupted at a time.

Simulatons of eCall data transmission via the proposed eCall protocol, based on CTM ave been performed for  marginal GSM radio channels, such as 
C/I = 7dB for GSM_FR (mandatory Codec) or 
C/I = 4dB for FR_AMR (most reliable Codec), down to even 
C/I = 1dB for FR_AMR, were still a decent eCall performance can be achieved,
to evaluate the success probability and the time for transmission.

The results are provided exemplary for the 4 dB case in figure 7-1 below for one eCall block of 28 byte length. Note that the lower part of the figure is just a zoom into the 99%Similar performance evaluations were executed for UTRAN channels with Frame Error Rates of up to 3%, resulting in remarkably few transmission failures.

The backward compatibility of eCall-equipped In-Vehicle Systems with legacy PSAPs is exactly as today.
Emergency call setup and early handling by voice communication is exactly as today.

The compatibiltiy of legacy terminals with eCall-equipped PSAPs is only slightly degraded, 
when the PSAP tries to pull non-existent eCall data unsuccessfully.

The mobile network does not need any modification.
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Figures 7-1: Success Probability at C/I of 4dB in ideal frequency hopping 
                     for one eCall block of 28 byte
Note: The GSM_FR was simulated at 0 km/h speed (not 3km/h as the others), 
but with ideal frequency hopping that does not matter.

8
Analysis of eCall via CTM against the Requirements
The following paragraph analyses point by point the performance of eCall via CTM with respect to the  requirements given in [1]:
1. The data may be sent prior to, in parallel with, or at the start of the voice component of an emergency call

Analysis: Fulfilled.
Due to the nature of the in-band MODEM the outlined eCall protocol allows to send the eCall data after the establishment of the voice channel. The data may be transferred soon after the call has been established or at any time during the voice call.

It is, however, not possible to transfer the eCall data prior or in parallel to the call setup procedure.
2. Should the PSAP request additional data then this may be possible during the established emergency call

Analysis: Fulfilled.
The outlined eCall protocol allows to transmit eCall data in whole or parts at any time during the voice call, to the same PSAP or a second or further one.

3. The realisation of the transfer of data during an emergency call shall minimise changes to the originating and transit networks

Analysis:  Fulfilled.
The outlined eCall transmission is purely based on an extremely robust in-band MODEM technique that does not require any changes in existing networks. No limitations or additional requirements to existing networks are identified, neither for radio network planning, nor the number of transcoding stages in the voice path, nor the presence of  echo cancellers nor are analogue lines excluded.

4. The realisation of the transfer of data during an emergency call shall minimise changes to the originating and  transit networks

Analysis:  Fulfilled.
No changes to existing networks are needed to transfer eCall data according the outlined eCall protocol.

5. Both the voice and data components of the emergency call shall be routed to the same PSAP or designated emergency call centre

Analysis:  Fulfilled.
Due to the nature of the in-band transmission this requirement is always fulfilled, regardless how often the emergency call may be forwarded. The outlined protocol allows at any time for any receiver of the voice data also to retrieve the eCall data as often as needed.


6. The transmission of the data shall be acknowledged and if necessary data shall be retransmitted

Analysis:  Fulfilled.
The outlined eCall protocol is a pull protocol, where the PSAP requests an eCall data block and the IVS delivers on request. The automatic (or manually controlled) repetition of the request in case of not or incomplete received data ensures that this requirement is fulfilled.
 
7. An UE configured only to transfer data during emergency calls (eCall-only UE) shall not generate signalling to the network besides what is needed to place an emergency call

Analysis:  Fulfilled.
The outlined eCall protocol does not require any network signalling except the setup of the voice call.

8. With the exception of the following specific requirements, considered necessary for the satisfactory operation of the eCall service, all existing TS12 emergency call requirements shall apply

Analysis:  Fulfilled.
eCall via CTM does not require anything else than a successfully setup of the voice channel.

9. An eCall shall consist of a TS12 emergency call supplemented by a minimum set of emergency related data (MSD)

Analysis: Fulfilled.

10. The contents of the MSD e.g. vehicle identity, location information and other parameters, are defined by CEN/TC 278 WI 24977

Analysis:  Fulfilled.
The outlined eCall protocol would not set any limitations to the definition of the eCall data. It allows on the contrary a flexible specification of the eCall data beyond the envisaged limit of 140 bytes.

11. An eCall may be initiated automatically, for example due to a vehicle collision, or manually by the vehicle occupants

Analysis:  Fulfilled.
This is not restricted in any way by the outlined eCall protocol

12. The Minimum Set of Data (MSD) sent by the In vehicle System (IVS) to the network shall not exceed 140 bytes

Analysis: Fulfilled.
It is up to CEN/TC 278 WI 24977 to specify the eCall data. The outlined protocol does not set any limitation. It is, however necessary to take the limited transmission speed into account to achieve acceptable transmission times for a given emergency call scenario.

13. The MSD should typically be made available to the PSAP within 4 seconds measured from the time when end to end connection with the PSAP is established

Analysis: This requirement can not be fulfilled.

The transmission time for the requested eCall data depends on the amount of data the PSAP wants to get and the IVS is willing to deliver. The transmission of the vehicle location and other essential data, as defined up to today, will require a transmission time of about 5 seconds. 

For the transmission of in total 140 bytes about 30 seconds are necessary under “typical” i.e. good to decent radio channel conditions. 

For bad radio channel conditions, outside of the typical range of operation, longer transmission times may occur, although the underlying CTM is very robust. It is expected that the eCall transmission will be successful with high integrity of the transmitted data, as long as voice communication is possible. If the FR_AMR Codec is used on the radio channel, then it is more likely that the call establishment fails, or the voice call can not be maintained long enough than that eCall transmission will fail. 

Note: For a given specific emergency call the routing path and potential forwarding(s) of the emergency call are not known. Therefore no precise method could be identified to determine the exact point in time, when the end to end voice connection is established between IVS and the final PSAP. The outlined eCall protocol therefore uses the PSAP-triggered pull protocol to retrieve the eCall data from the IVS. The transmission times stated above consider the time where the voice path is blocked in this one direction from the IVS to the PSAP.

14. Should the MSD component not be included in an eCall, or is corrupted or lost for any reason, then this shall not affect the associated TS12 emergency call speech functionality

Analysis: Fulfilled.
The outlined pull protocol gives full control to the PSAP. The PSAP can at any time start, stop or continue the eCall data transfer. The IVS does not automatically degrade the voice communication.


15. A call progress indication shall be provided to the user whilst the MSD transmission is in progress

Analysis: Fulfilled.
The outlined eCall protocol allows the PSAP to talk to the victims of the accident during the transmission of the eCall data due to the half-duplex transfer of data in one direction and speech in the other direction.

The following paragraph analyses point by point the performance of eCall via CTM with respect to additional requirements given in TR 22.967 [2]:

16. The acknowledgement shall be done at the transport layers and not the application layers, so that the system is compatible with a PSAP that has not yet implemented the eCall functionality

Analysis: Fulfilled.
This requirement includes two important components: a) the acknowledgement for data security and b) the backward compatibility to existing PSAPs.
To a) The outlined eCall Protocol allows both, the automatic acknowledgement (in the case here the automatic re-request) and the PSAP-hand-administered acknowledgement. The decision which metod to use is up to he implementation inside the PSAP.
To b) The proposed pull protocol guarantees automatically that a PSAP that not yet implemented the eCall functionality does not perceive any degradation.
17. The terminal shall be dual mode GSM/GPRS and UMTS (WCDMA) in order to ensure full European coverage during the lifetime of the car.

Analysis: Fulfilled
The underlying CTM is independent of the radio technology

18. The solution shall seek minimal impact on all nodes involved in the transfer of information, that is, in the mobile network and the fixed network possibly used between the mobile network and the PSAP node.

Analysis: Fulfilled.
The underlying CTM does not require any changes to existing networks.

19. 3GPP should aim at including any required specification changes within the 3GPP Release 7 set of specifications

Analysis: 
Although this requirement is meanwhile outdated, it is not completely unrealistic to achieve a stable Technical Specification in 3GPP for eCall. CTM as is can be used as basis. Some minor modification so optimize the performance for eCall are possible, which do not require substantial effort. The eCall Protocol may be specified in 3GPP or in CEN, this decision is to be taken still. Also here the necessary effort is not substantial.

20. The solution shall work on all European 3GPP networks (pan European solution, full roaming capability) 
Analysis: Fulfilled.
It can be expected that the outlined eCall protocol would even work in other regions. IT is not even bound to a specific radio technology, but relies on the voice channel only.
  
21. SIM/USIM shall be present owing to the fact that the SIM/USIM presence is already mandatory is several EU countries for Emergency Calls.

Analysis: Fulfilled
The solution works with or without SIM/USIM.
  

22. The eCall MSD is to be provided to the PSAP in addition to the location and other information associated with an E112 call as currently specified in 3GPP Technical Specifications.

Analysis: Fulfilled
No interaction between the outlined solution and other procedures outside are visible.

23. Normal E112 functionality shall be available in the event of failure of the eCall function

Analysis: Fulfilled
The outlined eCall protocol allows full backward compatibility in all combination. In case the eCall function is not available in the IVS or the transmission is not successful then the normal voice communication is unaffected.

24. Supported by IP Multimedia Subsystem and UMTS Terrestrial Radio Access Network and Evolved UMTS Terrestrial Radio Access Network

Analysis: FFS
The outlined eCall Protocol may be used in IMS, but this requires further studies in detail.
It is not obvious that the underlying CTM can successfully be used on the IMS voice channel, considering the unspecified jitter management in MTSI. In addition it seems more attractive to use a parallel data channel, similar to the text telephony channel defined in MTSI.

25. Solution should require minimal changes to 3GPP Technical Specifications for a satisfactory design

Analysis: Fulfilled.
CTM can be used as is. Minor enhancements are possible and recommended, see also point 19.

26. The data transferred from the vehicle to the PSAP should be secured using 3GPP TS 23.048 security structure

Analysis: Fulfillable
This security aspect has not been taken into consideration so far, but it is an important aspect in order to ensure private data security. It is up to CEN to provide data encryption to the eCall data:
Regarding the identification of PSAP and IVS the normal voice call setup security should be sufficient.
 
 

The following points list additional considerations

27. The solution must be able to coexist with other services based on in band signalling, such as Text Telephony

Analysis: Fulfilled
The outlined proposal is based on CTM, which was developed for Global Text Telephony. The proposed introduction of a second preamble for eCall allows a simple and reliable differentiation between text messages and eCall data at receiver side. CTM as common basis for Global Text Telephony and eCall allows implementation synergies in mobiles and PSAPs. 
Note: on the log run the implementation of eCall based on CTM in PSAPs together with CTM for Global Text Telephony would make the current CTM/TTY converters in the mobile access network redundant for all emergency calls.
Analysis of eCall MSD data transmission requirements.
The existing 3GPP in-band cellular text modem (CTM) is specified in TS 26.226. The suitability of CTM is analysed for each individual requirement below:
SA1 has set the following requirements for eCall in TS 22.101

1 An  eCall may be initiated automatically, for example due to a vehicle collision, or manually by the vehicle occupants 
This requirement is implementation specific.  It is outside the scope of this TR. (It does not impact the assessment of CTM.)

2
The Minimum Set of Data (MSD) sent by the In vehicle System (IVS) to the network shall not exceed 140 bytes
This requirement is implementation specific. It is outside the scope of this TR. (It does not impact the assessment of CTM.)

3
It shall be possible for the PSAP to acknowledge receipt of the data 
The assumption is that the acknowledgment referred in the stage 1 specification is between the In Vehicle System and the PSAP. It is assumed that the transmission is reliable enough considering the nature of the eCall.
CTM is full duplex modem enabling data transfer in both directions simultaneously. Therefore, with CTM it is possible for the PSAP to acknowledge receipt of the data. 
Although standardised CTM itself does not specify acknowledgement protocol, it does not preclude such an acknowledgement protocol to be used.
There were some concerns expressed on the CTM ability to meet this  requirement:
· Because standardised CTM itself does not specify an acknowledgement protocol, it was seen that the reliability of the acknowledgement scheme cannot be judged considering the nature of the eCall.  
4
The MSD should typically be made available to the PSAP within 4 seconds of being sent to the network
The 4 second is considered as a guideline.  It includes the time required to transmit the MSD. The Mandatory part of the MSD should be delivered within the given time frame.
CTM data transmission rate is 83 bits/sec i.e. slightly more than 10 characters in second.

Considering that the mandatory part of the MSD consists of 29 bytes, the relevant information for eCall service is transmitted in 2.8 seconds. The acknowledgement message may be sent immediately to downlink when the mandatory part is received by PSAP.

Although the whole MSD of 140 bytes cannot be transmitted within 4 seconds, the relevant part consisting of critical information is transmitted within the given timeframe. 

There were some concerns expressed on the CTM ability to meet this requirement:

· Because even the mandatory part of the MSD will be delivered to the PSAP with errors in some cases, it was seen that CTM is not reliable enough considering the nature of eCall.

· Because even the mandatory part of the MSD cannot be transmitted error-free in some cases at first transmission time. Therefore, it was seen that CTM is not reliable enough considering the nature of eCall.
5
Should the MSD component not be included in an eCall, or is corrupted or lost for any reason, then this shall not affect the associated TS12 emergency call functionality
. 
This requirement is outside the scope of this TR. (It does not impact the assessment of CTM.)
4.2 
Conclusion on the analysis of eCall MSD data transmission requirements

TBD
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