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1. Answers to questions

SA3 would like to thank SA4 for their liaison on MBMS User Service finalization (S4-050141 = S3-050192). SA3 has reviewed the questions raised by SA4 in SA3 meeting #38 and SA3 has the following answers.
Question to SA3: Reference: TS 26.346 clause 5.2.2.3 and Annex C (IANA registrations)
SA3 is kindly asked to review Annex C (IANA registrations) of the attached TS 26.346. SA4 does not use MIME types from the vendor tree. SA3 is kindly asked to modify their SA3 MIME-Type proposals.

SA3 answer: SA3 has taken into account SA4 comment on MIME types and SA3 has updated TS 33.246 accordingly with CR S3-050290. However, according to RFC 3023 it is recommended to use the “+xml” extension on MIME types that contain XML data. Therefore, only the prefix containing the vendor branch was removed from TS 33.246.
Question to SA3: SA3 is kindly asked to review clause 5.2.2.3 “Service Protection Description” and provide definitions for the “confidentiality protection”, “integrity protection” and “UICC key management” xml attributes. 

SA3 answer: In their meeting SA3 has discussed and made modifications to the Service Protection Description parameters in clause 6.3.2.1A of TS 33.246. The modifications are implemented in CRs S3-050295 and S3-050296. SA3 would like to inform SA4 that these modifications affect also clause 5.2.2.3 of TS 26.346.

In particular SA3 would like to draw SA4’s attention to the following issues:

· MSK is identified by both Key Domain ID and MSK ID

· SA3 has removed “confidentiality protection” and “integrity protection” parameters  

· SA3 has introduced two new parameters for “SRTP authentication tag length” and “SRTP MKI length”. These RTP session specific parameters are present only in case the MBMS User Service includes RTP sessions

· The requested definition for attribute “UICC key management” is the following: The attribute UICC key management defines whether UICC based key management is required for the present MBMS User Service.

2. New questions

1)
Except for the domain name of the BM-SC and the UICC key management attribute which are common to the whole MBMS User Service in question, SA3 has assumed that the Service Protection Description parameters in clause 6.3.2.1A of TS 33.246 are specific to each RTP session / FLUTE channel due to flexibility reasons, i.e. sharing RTP sessions/ FLUTE channels between different MBMS User Services should be allowed. SA3 would like to ask SA4 to confirm the understanding. 

2)
When looking at the Service Protection Description in clause 5.2.2.3 of TS 26.346 the term RTP media flow was used. The actual meaning of RTP media flow was unclear to SA3. One explanation is in RFC 3388 where “a media flow comprises one or more RTP sessions”. Anyhow SA3 has assumed that RTP media flow in SA4 context is the same as RTP session. If this is not the case, it is needed to clarify the meaning of the term RTP media flow in order to provide a secure solution. 
SA3 has prepared CR in S3-050298 with these assumptions.
3. Actions

SA4 is kindly asked to take into account the answers from SA3 and provide feedback on the new questions.

4. Date of next 3GPP SA3 meetings:
28 June – 1 July 2005
TSG-SA3#39
Location: Montreal, Canada
13 – 16 September 2005
TSG-SA3#40
Location: TBD

