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5
Procedures and protocol

This clause defines the procedures and protocols that the MBMS User Services uses.

5.1
Introduction

This clause specifies the MBMS User service procedures and protocols.

5.2
User Service Discovery/Announcement
5.2.1
Introduction

User service discovery refers to methods for the UE to obtain a list of available MBMS user services or user service bundles along with information on the user services. Part of the information may be presented to the user to enable service selection.

User service announcement refers to methods for the MBMS service provider to announce the list of available MBMS user services and user service bundles, along with information on the user services, to the UE.

In order for the user to be able to initiate a particular service, the UE needs certain metadata information. The required metadata information is described in clause 5.2.2.

According to 3GPP TS 23.246 [4], in order for this information to be available to the UE operators/service providers may consider several service discovery mechanisms. User service announcement may be performed over a MBMS bearer or via other means. The download delivery method is used for the user service announcement over a MBMS bearer. The user service announcement mechanism based on the download delivery method is described in clause 5.2.3. Other user service announcement and discovery mechanisms by other means than the download delivery method are out of scope of the present document.

5.2.2
MBMS User Service Description metadata fragments

MBMS User Service Discovery / Announcement is needed in order to advertise MBMS Streaming and MBMS Download User Services and User Service Bundles in advance of, and potentially during, the User Service sessions described. The User Services are described by metadata (objects/files) delivered using the download delivery method as defined in clause 7 or using interactive announcement functions.

MBMS User Service Discovery/Announcement involves the delivery of fragments of metadata to many receivers in a suitable manner. The metadata itself describes details of services. A metadata fragment is a single uniquely identifiable block of metadata. An obvious example of a metadata fragment would be a single SDP file (RFC 2327 [14]).

The metadata consists of:

· a metadata fragment object describing details of a single or a bundle of MBMS user services;

· a metadata fragment object(s) describing details of MBMS user service sessions;

· a metadata fragment object(s) describing details of Associated delivery methods;

· a metadata fragment object(s) describing details of service protection;
· a metadata fragment object describing details of the FEC repair data stream.
Metadata management information consists of:

· a metadata envelope object(s) allowing the identification, versioning, update and temporal validity of a metadata fragment.
The metadata envelope and metadata fragment objects are transported as file objects in the same download session either as separate referencing files or as a single embedding file - see clause 5.2.3.6). A single metadata envelope shall describe a single metadata fragment, and thus instances of the two are paired. An service announcement sender shall make a metadata envelope instance available for each metadata fragment instance.  The creation and use of both an embedded envelope instance and a referenced envelope instance for a particular fragment instance is not recommended.
The metadata envelope and metadata fragment objects may be compressed using the generic GZip algorithm RFC 1952 [42] as content/transport encoding for transmission. Where used over an MBMS bearer, this shall be according to Download delivery content encoding using FLUTE - see clause 7.2.5.

NOTE 1:
It was agreed in principle at SA4#34 that MBMS user service description allows the association of delivery methods to one or more access systems. The specification text is FFS
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Figure 5: Simple Description Data Model

Figure 5 illustrates the simple data model relation between these description instances using UML [21] for a single User Service Bundle Description.

NOTE 2:
"N" means any number in each instance.

One MBMS User Service Bundle Description shall contain at least one User Service Description instances and may contain several. The User Service Bundle Description may refer to a single FEC Repair Stream Description.
One MBMS User Service Description instance shall include at least one delivery method description instance. The delivery method description shall refer to one session description instance.

The delivery method description may contain references to a service protection description and an associated delivery procedure description. Several delivery methods may reference the same service protection description, in case the same encryption keys are used across delivery methods.

If the associated delivery procedure description is present in the user service description instance, it may be referenced by one or more delivery methods.

If the service protection description is present in the user service description instance, it may be referenced by one or more delivery methods.

Multipart MIME may be used to concatenate the descriptions one file for transport.

5.2.2.1
Session Description

One or more session descriptions are contained in one session description object. The session description instance shall be formatted according to the Session Description Protocol (SDP) [14]. Each session description instance must describe either one Streaming session or one FLUTE Download session. A session description for a Streaming session may include multiple media descriptions for RTP sessions. The sessionDescriptionURI references the session description object. The session description is specified in clause 7.3 for the MBMS download delivery method and in clause 8.3 for the MBMS streaming delivery method.

5.2.2.2
Associated Delivery Procedure Description

The description and configuration of associated delivery procedures is specified in clause 9. The associatedProcedureDescriptionURI references the associated delivery procedure instance.

An associated delivery procedure description may be delivered on a dedicated announcement channel and updated on a dedicated announcement channel as well as in-band with an MBMS download session.

If an associated delivery procedure description for File-Repair operations is available, then the MBMS receiver may use the file repair service as specified in clause 9.3.

If an associated delivery procedure description for reception reporting is available, then the MBMS receiver shall provide reception reports as specified in clause 9.4.

5.2.2.3
Service Protection Description

The security description fragment contains the key identifiers and procedure descriptions for one delivery method. When different delivery methods use the same security description, the same security description document is referenced from the different delivery method elements.

The security description is reference by the protectionDescriptionURI of the deliveryMethod element. The security description fragment shall use the MIME type application/mbms-protection-description.

The security description contains key identifiers and the server address to request the actual key material. The key management servers are protected against overload situations like the associated delivery procedures. Associated delivery procedures are defined in clause 9.4.

The root element of the security description is the securityDescription element. It contains the key identities, which are required for one delivery method. Further the security description contains one or more key management server addresses (i.e. BM-SC).

The keyManagement element defines the list of key management servers (i.e. BM-SC). The MBMS UE must register with the key management server to receive key material.

The key management server is protected like the associated delivery procedures against overload conditions. The key management server shall be selected as defined in clause 9.3.3. The back-off time shall be determined as defined in clause 9.3.2.

The attribute confidentialityProtection defines whether a confidentiality protection scheme is used.

The attribute integrityProtection defines whether an integrity protection scheme is used.

The attribute uiccKeyManagement defines the UICC key management in the MBMS.

The element keyId contain the key identifications and the mapping to RTP media flows or FLUTE channels sessions. The identity element identifies the key as defined in clause 6.3.2.1 of 3GPP TS 33.246 [20]. The mediaFlow attribute specifies the RTP media flow or FLUTE channel. The value shall be of form <IP-destination-address>:<destination-port>. The mediaFlow element shall be present when more than one RTP media flow or FLUTE channel is defined in one session description element as defined in clause 5.2.2.1. When only one RTP media flow or one FLUTE channel is defined is the session description, then the mediaFlow attribute may not be present. The delivery method element defines the mapping between the RTP media flow or the FLUTE channel and the key identification.
The presence of the fecProtection element indicates that any MIKEY packet with an multicast destination IP address equal to any of the used destination address in the User Service Bundle Description instance’s delivery methods, are FEC protected and encapsulated in FEC source packets, see section 8.2.2.3. The attributes fecEncodingId, fecInstanceID, and fecOtiExtension specifies the FEC payload ID used in the source packet. All service protection descriptions referenced by a User Service Bundle Description instance shall use the same FEC parameters. 

XML schema for Security Description:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema elementFormDefault="qualified" 


targetNamespace="urn:3gpp:metadata:2004:securitydescription" 


xmlns="urn:3gpp:metadata:2004:securitydescription" 


xmlns:xs="http://www.w3.org/2001/XMLSchema">


<xs:element name="securityDescription">



<xs:element name="keyManagement" type=" keyManagementType" minOccurs="0" maxOccurs="1"/>



<xs:sequence>




<xs:element name="keyId" type="keyIdType" minOccurs="1" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="confidentialityProtection"








type="xs:boolean" use="optional" default="true"/>



<xs:attribute name="integrityProtection"








type="xs:boolean" use="optional" default="true"/>



<xs:attribute name="uiccKeyManagement"








type="xs:boolean" use="optional" default="true"/>


< xs:element name="fecProtection" type="fecProtectionType" minOccurs="0" maxOccurs="1"/>

</xs:element>


<xs:complexType name="keyManagementType">


<xs:sequence>



<xs:element name="serverURI" type="xs:anyURI" minOccurs="1" maxOccurs="unbounded"/>


</xs:sequence>



<xs:attribute name="waitTime" type="xs:unsignedLong" use="optional" default="0"/>



<xs:attribute name="maxBackOff" type="xs:unsignedLong" use="optional" default="0"/>


</xs:complexType>


<xs:complexType name="keyIdType">



<xs:attribute name="identity" type="xs:string" use="required"/>



<xs:attribute name="mediaFlow" type="xs:string" use="optional"/>


</xs:complexType>

<xs:complexType name="fecProtectionType">



<xs:attribute name="fecEncodingId" type="xs:unsignedLong" use="required" default="0"/>


<xs:attribute name="fecInstanceId" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="fecOtiExtension" type="xs:string" use="optional"/>

</xs:complexType>

</xs:schema>

Example of a security description:

<?xml version="1.0" encoding="UTF-8"?>

<securityDescription 


xmlns="www.example.com/3gppSecurityDescription" 


xmlns:xs="http://www.w3.org/2001/XMLSchema-instance"


confidentialityProtection="true" 


integrityProtection="true" 


uiccKeyManagement="true">


<keyManagement



waitTime="5"



maxBackOff="10">



<serverURI ="http://register.operator.umts/"/>



<serverURI ="http:// register2.operator.umts/"/>


</keyManagement>


<keyId identity="<someMSKidA>" mediaFlow=224.1.2.3:4002 />


<keyId identity="<someMSKidB>" mediaFlow=224.1.2.3:4004 />

<fecProtection



fecEncodingId="130"


fecInstanceId="0"



fecOtiExtension="1SCxWEMNe397m24SwgyRhg=="/>
</securityDescription>

5.2.2.4
XML-Schema for MBMS User Service Bundle Description 

The root element of the MBMS User Service Bundle description is the bundleDescription element. The element is of the bundleDescriptionType. The bundleDescription contains one or several userServiceDescription elements and optionally a reference to the FEC repair stream description. 
Each userServiceDescription element shall have a unique identifier. The unique identifier shall be offered as serviceId attribute within the userServiceDescription element and shall be of URN format. 

The userServiceDescription element may contain one or more name elements. The intention of a Name element is to offer a title of the user service. For each name elements, the language shall be specified according to XML datatypes (XML Schema Part 2 [22]).

The userServiceDescription element may contain one or more ServiceLanguage elements. Each serviceLanguage element represents the available languages of the user services. The language shall be specified according to XML datatypes (XML Schema Part 2 [22]).

Each userServiceDescription element shall contain at least one deliveryMethod element. The deliveryMethod element contains the description of one delivery method. The element shall contain one reference to a session description and may contain references to one associated delivery procedure and/or one service protection descriptions. The session description is further specified in clause 5.2.2.1.

The deliveryMethod element may contain a reference to an associated delivery procedure description. The description and configuration of associated delivery procedures is specified in clause 5.2.2.5.

The deliveryMethod element may contain a reference to a service protection description. The service protection description is specified in clause 5.2.2.3.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema elementFormDefault="qualified" 


targetNamespace="urn:3gpp:metadata:2004:userservicedescription" 


xmlns="urn:3gpp:metadata:2004:userservicedescription" 


xmlns:xs="http://www.w3.org/2001/XMLSchema">

    <xs:element name="bundleDescription" type="bundleDescriptionType"/>

    <xs:complexType name="bundleDescriptionType">



<xs:sequence>



<xs:element name="userServiceDescription" type="userServiceDescriptionType" 

            


minOccurs="1" maxOccurs="unbound"/>


</xs:sequence>


<xs:attribute name="fecDescriptionURI" type="xs:anyURI" use="optional"/>

</xs:complexType>


<xs:complexType name="userServiceDescriptionType">



<xs:sequence>




<xs:element name="name" type="nameType" minOccurs="0"







maxOccurs="unbounded"/>




<xs:element name="serviceLanguage" type="xs:language" minOccurs="0"







maxOccurs="unbounded"/>




<xs:element name="deliveryMethod" type="deliveryMethodType"







maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="serviceId" type="xs:anyURI" use="required"/>


</xs:complexType>


<xs:complexType name="deliveryMethodType">



<xs:attribute name="associatedProcedureDescriptionURI"








type="xs:anyURI" use="optional"/>



<xs:attribute name="protectionDescriptionURI" type="xs:anyURI"








use="optional"/>



<xs:attribute name="sessionDescriptionURI" type="xs:anyURI"








use="required"/>


</xs:complexType>


<xs:complexType name="nameType">



<xs:simpleContent>




<xs:extension base="xs:string">





<xs:attribute name="lang" type="xs:language" use="optional"/>




</xs:extension>



</xs:simpleContent>


</xs:complexType>

</xs:schema>

5.2.2.5
Example MBMS User Service Bundle Description Instances

The following User Service Bundle Description instance is an example of a simple fragment. This fragment includes only the mandatory elements.

<?xml version="1.0" encoding="UTF-8"?>
<bundleDescription

xmlns="www.example.com/3gppUserServiceDescription"

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<userServiceDescription


userServiceId="urn:3gpp:0010120123hotdog">



<deliveryMethod




sessionDescriptionURI="http://www.example.com/3gpp/mbms/session1.sdp"/>


</userServiceDescription>
</bundleDescription>
The following User Service Description instance is an example of a fuller fragment.

<?xml version="1.0" encoding="UTF-8"?>

<bundleDescription

xmlns="www.example.com/3gppUserServiceDescription"


xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"


fecDescriptionURI="http://www.example.com/3gpp/mbms/session1-fec.sdp">


<userServiceDescription


serviceId="urn:3gpp:1234567890coolcat">




<name lang="EN">something in english</name>




<name lang="DE">something in german</name>




<name lang="FR">something in french</name>




<name lang="FI">something in finnish</Name>




<serviceLanguage>EN</serviceLanguage>




<serviceLanguage>DE</serviceLanguage>




<deliveryMethod





sessionDescriptionURI="http://www.example.com/3gpp/mbms/session1.sdp"/>




<deliveryMethod





sessionDescriptionURI="http://www.example.com/3gpp/mbms/session2.sdp"  


  

associatedProcedureDescriptionURI=
         



"http://www.example.com/3gpp/mbms/procedureX.xml"/>




<deliveryMethod





sessionDescriptionURI="http://www.example.com/3gpp/mbms/session3.sdp"





associatedProcedureDescriptionURI=






"http://www.example.com/3gpp/mbms/procedureY.xml"/>




<deliveryMethod





sessionDescriptionURI="http://www.example.com/3gpp/mbms/session4.sdp"



</userServiceDescription>
</bundleDescription>
5.2.2.6 FEC Repair Stream Description

The streaming delivery method’s FEC has separate stream for repair data, which is described by the FEC Repair Stream Description. The FEC Repair Stream Description shall be done using SDP [14]. This SDP file is referenced by the bundleDescription element in the service description. The FEC Repair Stream described is common for all FEC protected packet flows within the MBMS User Service Bundle Description instance.
****************************** Next Change ****************************
5.5
MBMS Protocols
Figure 9 illustrates the protocol stack used by MBMS User services. The grey-shaded protocols and functions are outside of the scope of this specification. MBMS security functions and the usage of HTTP-digest and SRTP are defined in TS 33.246 [20].


[image: image3.wmf]RTP PayloadFormats

MIKEY

Key

Distribution

(MTK)

MBMS Security

MBMS Security

Key

Distribution

(MSK)

FLUTE

IP (Multicast)

UDP

Streaming

Codecs (Audio,

Video, Speech, etc.)

Download

3GPP file format,

Binary data, Still

images, Text, etc.

MBMS Bearer(s)

Service

Announcement &

Metadata (USD,

etc.)

Application(s)

FEC

HTTP

TCP

IP (unicast)

ptp Bearer

ptp File

Repair

Reception

Reporting

MIKEY

Associated-Delivery

Procedures

Registration

RTP/RTCP

UDP

Service

Announcement

& Metadata

(USD, etc.)

Associated-

Delivery

Procedures

ptm File

Repair

HTTP-digest

SRTP

FEC


Figure 9: Protocol stack view of the MBMS User Services 

****************************** Next Change ****************************
7.3.2.8
FEC capabilities and related parameters

A new FEC-declaration attribute is defined which results in, e.g.:

· a=FEC-declaration:0 encoding-id=128; instance-id=0

This attribute may be used on both session-level and media-level. Multiple instances are allowed to specify several different FEC declarations. The attribute is used on session level to define FEC declarations used by multiple media components. Each media component references an FEC declaration using the “a=FEC” attribute. On media level it is used to define FEC declarations which are only valid for a single media component. If FEC declarations on both session and media level use the same reference number (fec-ref) then the media level declaration takes precedence for that media component.  
This attribute is optional to use for the download delivery method as the information will be available elsewhere (e.g. FLUTE FDT Instances). If this attribute is not used, and no other FEC-OTI information is signalled to the UE by other means, the UE may assume that support for FEC id 0 is sufficient capability to enter the session.

A new FEC-declaration reference attribute is defined which results in, e.g.:

a=FEC:0

This is a media-level only attribute, used as a short hand to reference one of one or more 
FEC-declarations. 
The syntax for the attributes in ABNF - RFC 2234 [23] is:

sdp-fec-declaration-line = "a=FEC-declaration:" fec-ref SP fec-enc-id ";" [SP fec-inst-id]  CRLF

fec-ref = 1*3DIGIT (value is the SDP-internal identifier for FEC-declaration).

fec-enc-id = "encoding-id=" enc-id

end-id = 1*DIGIT (value is the FEC Encoding ID used).

fec-inst-id = "instance-id=" inst-id

inst-id = 1*DIGIT (value is the FEC Instance ID used).

sdp-fec-line = "a=FEC:" fec-ref CRLF


****************************** Next Change ****************************

8
Streaming delivery method

8.1 
Introduction

The purpose of the MBMS streaming delivery method is to deliver continuous multimedia data (i.e. speech, audio and video) over an MBMS bearer. This delivery method complements the download delivery method which consists of the delivery of files. The streaming delivery method is particularly useful for multicast and broadcast of scheduled streaming content. 

8.2 
Transport Protocol

RTP is the transport protocol for MBMS streaming delivery. RTP provides means for sending real-time or streaming data over UDP and is already used for the transport of PSS in 3GPP. RTP provides RTCP for feedback about the transmission quality. The transmission of RTCP packets in the downlink (sender reports) is allowed. In this version of the specification, RTCP RR shall be turned off by SDP RR bandwidth modifiers [Ref]. Note that in the context of MBMS detection of link aliveness is not necessary.

8.2.1 
RTP payload formats for media
The RTP payload formats and corresponding MIME types are aligned with those defined in PSS Rel-6 TS 26.234 as much as possible. For RTP/UDP/IP transport of continuous media the following RTP payload formats shall be used:

-
AMR narrow-band speech codec (see clause 10.2) RTP payload format according to RFC 3267 [33]. A MBMS client is not required to support multi-channel sessions;

-
AMR wideband speech codec (see clause 10.2) RTP payload format according to RFC 3267 [33]. A MBMS client is not required to support multi-channel sessions;

· Extended AMR-WB codec (see clause 10.3) RTP payload format according to [34];

· Enhanced aacPlus codec (see clause 10.3): RTP payload format and MIME types according to RFC 3640 [41], namely the Low Bit-Rate AAC or the High Bit-Rate AAC modes;

NOTE: RFC3640 was agreed at SA4#34 pending evidence of the benefits are shown at SA4#35

· H.264 (AVC) video codec (see clause 10.4) RTP payload format according to [35]. An MBMS client supporting H.264 (AVC) is required to support all three packetization modes: single NAL unit mode, non-interleaved mode and interleaved mode. For the interleaved packetization mode, an MBMS client shall support streams for which the value of the "sprop-deint-buf-req" MIME parameter is less than or equal to MaxCPB * 1000 / 8, inclusive, in which "MaxCPB" is the value for VCL parameters of the H.264 (AVC) profile and level in use, as specified in [TBD].
8.2.2 
FEC framework for streaming media
NOTE1: this scheme is intended to be generic. If the selected FEC scheme(s) doesn't fit, it can be modified


This section defines a generic mechanism for applying Forward Error Correction to streaming media. The mechanism consists of three components:

(i)
construction of an FEC source block from the source media packets belonging to one or several UDP packet flows related to a particular segment of the stream(s) (in time). The UDP flows include RTP, RTCP, SRTP and MIKEY packets.

(ii)
modification of source packets to indicate the position of the source data from the source packet within the source block

(iii)definition of repair packets, sent over UDP, which can be used by the FEC decoder to reconstruct missing portions of the source block.
The mechanism does not place any restrictions on the source data which can be protected together, except that the source data is carried over UDP. The data may be from several different UDP flows that are protected jointly.   
A receiver supporting the streaming delivery method shall support the packet format for FEC source packets and may also support the packet format for FEC repair packets. 

At the sender, the mechanism begins by processing original UDP packets to create:

(i) a stored copy of the original packets in the form of a source block and 

(ii) FEC source packets for transmission to the receiver

After constructing the source block from the original UDP payloads to be protected and their flow identity  (based on destination IP address and UDP port), the FEC encoder generates the desired amount of FEC protection data, i.e. encoding symbols. These encoding symbols are then sent using the FEC repair packet format to the receiver. The FEC repair packets are sent to a UDP destination port different from any of the original UDP packets’ destination port(s) as indicated by the signaling. 
The receiver recovers the original packets directly from the FEC source packets and buffers them at least the min-buffer-time to allow time for the FEC repair. The receiver uses the FEC source packets to construct a (potentially incomplete) copy of the source block, using the Source FEC Payload ID in each packet to determine where in the source block the packet shall be placed. In indication of the UPD flow (i.e. destination IP address and UDP port) the packet is part of is included in the source block with the UDP payload.
 If any FEC source packets have been lost, but sufficient FEC source and FEC repair packets have been received, FEC decoding can be performed to recover the FEC source block. The original packets UDP payload and UDP flow identity can then be extracted from the source block and provided to the upper layer. If not enough FEC source and repair packets were received, only the original packets that were received as FEC source packets will be available. The rest of the original packets are lost.  

Note that the receiver must be able to buffer all the original packets and allow time for the FEC repair packets to arrive and FEC decoding to be performed before media playout begins. The min-buffer-time parameter specified in clause 8.3.1.9 helps the receiver to determine a sufficient duration for initial start-up delay.
The Source and Repair FEC payload IDs are used to associate the FEC source packets and FEC repair packets, respectively, to a source block. The Source and Repair FEC payload ID formats are part of the definition of the FEC scheme. Each FEC scheme is identified by an FEC Encoding ID and, in the case of underspecified FEC schemes, FEC Instance ID, value(s). One FEC scheme for the streaming delivery method is specified in clause 8.2.2.6. Any FEC schemes using the packet formats defined in this specification shall be systematic FEC codes and may use different FEC payload ID formats for FEC source packets and FEC repair packets. 

The protocol architecture is illustrated in Figure 11 below.
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Figure 11: FEC mechanism for the streaming delivery method interaction diagram
Figure 11 depicts how one or more out of several possible packet flows of different types (Audio, video, text RTP and RTCP flows, MIKEY flow) are sent to the FEC layer for protection. The source packets are modified to carry the FEC payload ID and a new flow with repair data is generated. The receiver takes the source and repair packets and buffers them to perform, if necessary, the FEC decoding. After appropriate buffering received and recovered source packets are forwarded to the higher layers. The arrows in the figure indicate distinct data flows. 
8.2.2.1
Sending Terminal Operation (Informative)

It is assumed that the sender has constructed or received original data packets for the session. These may be RTP, RTCP, MIKEY or other UDP packets. The following procedures are based on the UDP payload and the identity of the UDP flow.
In order to FEC protect a sequence of original data packets, the sender constructs a source block as specified in section 8.2.2.6 to which the FEC algorithm is to be applied, and includes the original source packet data within FEC source packets. The following operations describe a possible way to generate compliant FEC source packet and FEC repair packet streams:

1. Each original packet is placed in the source block. In doing so, the Source FEC Payload ID information to be included in the FEC payload ID of the FEC source packet can be determined. In the source block the identity of the packet’s flow is marked using the Flow ID.  See Clause 8.2.2.5 and 8.2.2.7 for details. 

2. The FEC source packet is constructed according to Clause 8.2.2.3.  The identity of the original flow is maintained by the source packet through the use of the destination UDP port number and destination IP address, which has been advertised (for example using SDP), as carrying FEC source packets generated from an original stream of a particular protocol (e.g. RTP, RTCP, SRTP, MIKEY etc.). See Clause 8.2.2.11
3. The FEC source packet generated is sent according to UDP procedures defined in [UDP]. 

When a source block is complete, the FEC encoder generates encoding symbols and places these symbols into FEC repair packets, to be conveyed to the receivers.  These repair packets are sent using normal UDP procedures to a unique destination port to separate it from any of the source packet flows. 

8.2.2.2
Receiving Terminal Operation (Informative)

The following describes a possible receiver algorithm, when receiving an FEC source or repair packet:

1. If a FEC source packet (is received (as indicated by the UDP port on which was received)): 

a. The original source packet is reconstructed by removing the Source FEC Payload ID. The resulting packet is buffered to allow time for the FEC repair.  

b. The resulting packet is placed into the source block according to the information in the Source FEC Payload ID and the source block format described in 8.2.2.5. The UDP port the packet was received on is used to determine the Flow ID written into the source block. 
2. If an FEC repair packet is received (as indicated by the UDP port), the contained encoding symbols are placed into an FEC encoding block according to the Repair FEC Payload ID.

3. If at least one source packet is missing, then FEC decoding may be desirable.  The FEC decoder determines if the encoding block constructed in steps 1 and 2 contains enough symbols from the source and repair packets for decoding and, if so, performs the decoding operation.  

4. Any missing source packets that were reconstructed during the decoding operation are then buffered as normal received packets (see step 1a above). 

Note that the above procedure may result in that not all original packets are recovered, and they must simply be marked as being lost. 

Obviously, buffering and packet re-ordering are required to insert any reconstructed packets in the appropriate place in the packet sequence if that is necessary according to the used higher layer protocol (RTP, RTCP or MIKEY).  To allow receivers to determine the minimal start-up buffering requirement for FEC decoding, the min-buffer-time parameter indicates a minimum initial buffering time that is sufficient regardless of the position of the stream in which the reception starts.



8.2.2.3
Packet format for FEC source packets

The packet format for FEC source packets shall be used to encapsulate an original UDP packet.  As depicted in Figure 12, it consists of the original UDP packet, followed by the Source FEC payload ID.


	IP Header

	UDP Header

	Original UDP Payload


	Source FEC Payload ID


Figure 12: Structure of the FEC packet format for FEC source packets

The destination IP address and UDP port shall be set as indicated in the session control signalling. This ensures that the receiver can determine which protocols and FEC Payload ID formats are used for this flow. The remaining fields in the IP and UDP headers shall be set according to their specifications.  

The UDP payload shall consist of the original UDP Payload followed by the Source FEC Payload ID.

The Source FEC Payload ID consists of information required for the operation of the FEC algorithm.  Its construction is specified in section 8.2.2.7.
The FEC Source packets over IP and UDP are indicated to be used for a flow by using one of the SDP protocol identifiers “UDP/MBMS-FEC/RTP/AVP”, “UDP/MBMS-FEC/RTP/SAVP” depending on the upper layer protocol RTP/AVP or RTP/SAVP respectively. If MIKEY is FEC protected and encapsulated in source packets, then it is indicated in the security description using the fecProtection element and the destination IP address.  
8.2.2.4
Packet Format for Repair packets 

The packet format for FEC repair packets carries, as its payload, encoding symbols generated by the FEC encoding process. The format of a FEC repair packet is depicted in Figure 13.  The UDP payload consists of the Repair FEC Payload ID, and one or more encoding symbols. 


	IP Header

	UDP Header

	Repair FEC Payload ID

	Encoding symbols



Figure 13: RTP payload structure for repair RTP packets

The repair packet sent over IP and UDP is indicated in the SDP using the protocol identifier “UDP/MBMS-REPAIR”.







8.2.2.5
Structure of the FEC source block

This clause defines the layout of the FEC source block. 

The FEC source block shall contain at least one complete UDP packet payload (i.e. excluding the IP and UDP headers), and three octets indicating the UPD flow from which the packet was taken and the length of the UDP packet.  Note: this implies that no source UDP packet be larger than the length of the FEC source block minus 3.

Let

n
be the number of UDP packets in the source block.  n is determined dynamically during the source block construction process.

Ri
denote the octets of the UDP payload of the ith UDP packet to be added to the source block.

li
be the length of Ri in octets
Li
denote two octets representing the value of li in network byte order (high order octet first)
fi
denote an integer “flow ID” identifying the UPD flow from which the ith packet was taken
Fi
denote a single octet representing the value of fi
Si
be the smallest integer such that siT >= (li+3)
Pi
denote siT-( ln+3) zero octets. Note: Pi are padding octets to align the start of each UDP packet with the start of a symbol.   

T
be the source symbol size in bytes.  

Then, the source block is constructed by concatenating Fi ,Li, Ri, Pi for i = 1, 2, ... n.   and the source block size, S = sum {siT, i=1, …, n}. 

A UDP flow is uniquely defined by an IP source and destination address and UDP source and destination port value. The assignment of Flow ID values to UDP flows is described in Section 8.2.2.11 and 8.3.1.10.
8.2.2.5.1. FEC block Construction algorithm and example (informative)

When the original UDP packet is placed into the source block, the value of the UDP flow identifier,F, followed by the value if the UDP payload length, L, are first written as a single byte and two-byte value in network byte order (i.e. with high order byte first) respectively into the first available bytes in the source block, followed by the UDP packet payload itself (i.e. not including the IP/UDP headers).  Following this, if the next available byte is not the first byte of a new symbol, then padding bytes up to the next symbol boundary shall be included using the value 0 in each byte. As long as any source UDP packets remain to be placed, the procedure is repeated starting each UPD flow identifier at the start of the next encoding symbol.  

An example of forming a source block is given in figure 14 below. In this example, three UDP packets of lengths 25, 51 and 102 have been placed into a source block with symbol size T = 16 bytes.   The first two packets are from UDP flow 0 and the third from UDP flow 1. Each entry in Figure 14 is a byte and the rows correspond to the source symbols and are numbered from 0 to 12. Bi,j denotes the (j+1)th byte of the (i+1)th RTP packet.

	0
	25
	B0,0
	B0,1
	B0,2
	B0,3
	B0,4
	B0,5
	B0,6
	B0,7
	B0,8
	B0,9
	B0,10
	B0,11
	B0,12

	B0,13
	B0,14
	B0,15
	B0,16
	B0,17
	B0,18
	B0,19
	B0,20
	B0,21
	B0,22
	B0,23
	B0,24
	B0,25
	0
	0
	0

	0
	51
	B1,0
	B1,1
	B1,2
	B1,3
	B1,4
	B1,5
	B1,6
	B1,7
	B1,8
	B1,9
	B1,10
	B1,11
	B1,12

	B1,13
	B1,14
	B1,15
	B1,16
	B1,17
	B1,18
	B1,19
	B1,20
	B1,21
	B1,22
	B1,23
	B1,24
	B1,25
	B1,26
	B1,27
	B1,28

	B1,29
	B1,30
	B1,31
	B1,32
	B1,33
	B1,34
	B1,35
	B1,36
	B1,37
	B1,38
	B1,39
	B1,40
	B1,41
	B1,42
	B1,43
	B1,44

	B1,45
	B1,46
	B1,47
	B1,48
	B1,49
	B1,50
	B1,51
	0
	0
	0
	0
	0
	0
	0
	0
	0

	1
	102
	B2,0
	B2,1
	B2,2
	B2,3
	B2,4
	B2,5
	B2,6
	B2,7
	B2,8
	B2,9
	B2,10
	B2,11
	B2,12

	B2,13
	B2,14
	B2,15
	B2,16
	B2,17
	B2,18
	B2,19
	B2,20
	B2,21
	B2,22
	B2,23
	B2,24
	B2,25
	B2,26
	B2,27
	B2,28

	B2,29
	B2,30
	B2,31
	B2,32
	B2,33
	B2,34
	B2,35
	B2,36
	B2,37
	B2,38
	B2,39
	B2,40
	B2,41
	B2,42
	B2,43
	B2,44

	B2,45
	B2,46
	B2,47
	B2,48
	B2,49
	B2,50
	B2,51
	B2,52
	B2,53
	B2,54
	B2,55
	B2,56
	B2,57
	B2,58
	B2,59
	B2,60

	B2,61
	B2,62
	B2,63
	B2,64
	B2,65
	B2,66
	B2,67
	B2,68
	B2,69
	B2,70
	B2,71
	B2,72
	B2,73
	B2,74
	B2,75
	B2,76

	B2,77
	B2,78
	B2,79
	B2,80
	B2,81
	B2,82
	B2,83
	B2,84
	B2,85
	B2,86
	B2,87
	B2,88
	B2,89
	B2,90
	B2,91
	B2,92

	B2,93
	B2,94
	B2,95
	B2,96
	B2,97
	B2,98
	B2,99
	B2,100
	B2,101
	B2,102
	0
	0
	0
	0
	0
	0


Figure 14: Source block consisting of 3 source RTP packets of lengths 26, 52 and 103 bytes.

8.2.2.6
FEC scheme definition

This clause defines a FEC encoding scheme and is identified by the FEC encoding ID [TBA]. It utilized the method for forming FEC source block as defined in Clause 8.2.2.5. It defines two different FEC payload IDs, one for FEC source packets and another for FEC repair packets. 
NOTE: This clause will require some rewording after the final decision on the FEC scheme(s) 

8.2.2.7
Source FEC Payload ID 

The Source FEC payload ID is composed as follows:

	Source Block Number (SBN)
	Encoding Symbol ID (ESI)


Figure 15: Source FEC Payload ID

Source Block Number (SBN), (8 or 16 bits): The I-D of the source block the media packet belongs to.

Encoding Symbol ID (ESI), (8 or 16 bits): The starting symbol index of the source packet in the source block.

NOTE: The Source Block number could be 1 or 2 bytes and is independent of the FEC scheme – its length is a tradeoff decision between wrap-round resilience and overhead.  It would also be possible to allow both lengths and distinguish by SDP.  This needs to be decided.

NOTE: as far as we understand the 2 FEC proposals, the length of SBN and ESI is as follows:

	
	Raptor codes
	2D Reed-Solomon

	SBN
	1 or 2
	1 or 2

	ESI
	2
	1


8.2.2.8
Repair FEC payload ID 

The structure of the Repair FEC Payload ID is as follows:

	Source Block Number SBN 

	Encoding Symbol ID ESI 

	Source block length SBL 

	Encoding block length EBL 

	Symbol Length T


Figure 16: Repair FEC Payload ID

Source Block Number (SBN), (8 or 16 bits): The I-D of the source block the media packet belongs to.

Encoding Symbol ID (ESI), (8 or 16 bits): The starting symbol index of the source packet in the source block.

Source Block Length (SBL), (8, 16, or 32 bits): The number of source symbols in the source block.

Encoding Block Length (EBL), (not present, 8, 16, or 32 bits): The total number of symbols (source symbols of the source block plus encoding symbols generated from the source block) that are sent for the source block.  

Symbol Length (T), (not present, 8 or 16 bits): The length of a symbol in bytes. 

NOTE: The rest of this clause requires rewording after the FEC schemes supported have been selected.

NOTE: as far as we understand the 2 FEC proposals, the length of the various FEC payload ID fields is as follows:
	
	Raptor codes
	2D Reed-Solomon

	SBN
	1 or 2
	1 or 2

	ESI
	2
	1

	SBL
	2
	1

	EBL
	0
	1

	T
	2 (*)
	1


the (*) in the above table denotes fields that could probably be of zero length here, and conveyed in SDP.

8.2.1.9
Hypothetical FEC Decoder

This clause specifies the hypothetical FEC decoder and its use to check packet stream and MBMS receiver conformance.

The hypothetical FEC decoder uses the packet stream, the transmission time of each packet, the initial buffering delay, and the SDP for the stream as inputs. The packet stream from the beginning of the FEC source block until the end of the stream shall comply with the hypothetical reference decoder as specified below when the initial buffer delay equals to the value of the min-buffer-time parameter. 
The maximum buffer size for MBMS streaming is 1 Mbytes. The default hypothetical FEC decoding buffer size is equal to 1M
bytes. 

For the packet stream, the buffer occupancy level of the hypothetical FEC decoding buffer shall not exceed the value of the buf-size
 parameter, when it is present in the SDP, or the default FEC decoding buffer size, when the buf-size parameter is not present in the SDP. The output of the hypothetical FEC decoder shall comply with the RTP payload and decoding specifications of the media format.

The hypothetical FEC decoder operates as follows:

1) The hypothetical FEC decoding buffer is initially empty.

2) Each FEC source packet and FEC repair packet,  starting from the first packet in transmission order, is inserted to a FEC source block at its transmission time. The FEC source block generation is done as specified in clause 8.2.2.5. The FEC source block resides in the hypothetical FEC decoding buffer. 

3) When both the last FEC source packet and the last FEC repair packet of an FEC source block are transmitted, any elements of the FEC source block that are not original UDP packets (e.g. FEC repair packets and potential padding bytes) are removed from the hypothetical FEC decoding buffer. 

4) Original UDP packets are not removed from the hypothetical FEC decoding buffer before the signaled initial buffering delay has expired. Then, the first original UDP packet in sequence number order is output and removed from the hypothetical FEC decoding buffer immediately. Each succeeding original UDP packet is output and removed when the following conditions are true:

i.
The following time (in seconds) since the removal of the previous packet has elapsed:

8 * (size of the previous original UDP packet including UDP/IP header in bytes) / (1000 * (value of “b=AS
” SDP attribute for the stream))

ii.
All the packets in the same FEC source block as the original UDP packet have been transmitted. 

An MBMS client shall be capable of receiving a packet stream that complies with the hypothetical FEC decoder. Furthermore, in the case of RTP packets, when an MBMS client complies with the requirements for the media decoding of the packet stream, it shall be able to de-packetize and decode the packet stream and output decoded data at the correct rate specified by the RTP timestamps of the received packet stream.
8.2.2.10
FEC encoding procedures

NOTE: Here the exact procedures of the FEC scheme is to be defined. A reference to the detailed annex will be put when the FEC scheme is decided..

8.2.2.11
Signalling
The signalling for streaming FEC consists of several components:

· If several user services are bundled together they are indicated as a sequence of services in the User Service Bundle Description. See section 5.2.2.4
· A separate SDP describing the FEC repair stream and all the flow Ids. Referenced from the User Service Bundle Description. See section 5.2.2.6 and 8.2.2.13
· SDP protocol identifiers and attributes to indicate the usage of the source packet format, how the FEC payload ID is configured and other FEC parameters such as minimal buffering delay, for the RTP/RTCP streams. See section 8.2.2.12
· Security description extensions to indicate usage of FEC source packet format, and the FEC parameters. See section 5.2.2.3 and 8.2.2.12.

· 
· 


 The user service description contains either a single service or several bundled services. All of the streaming delivery methods and security descriptions that are present in within the bundleDescription element must be considered when configuring the FEC operations. This includes RTP, RTCP and MIKEY flows. A receiver intending to perform FEC decoding to cover for packet losses shall receive all the flows that are indicated to be sent as FEC source packets, even if the flows are in a service currently not played out. A receiver intending to use FEC shall also receive the FEC repair stream as described by the FEC Repair Stream Description. The delivery method’s session description, and the security description both carry the FEC source packet configuration information: FEC encoding ID, FEC instance ID, and FEC OTI information. The FEC repair packet stream is configured using the similar methods as for the source packets, with the addition of the Flow ID information and buffer delay parameter. 
8.2.2.12
SDP for FEC source packet streams

To indicate the presence of the FEC layer between IP/UDP and, RTP or SRTP a SDP protocol identifier is used. Instead of the normal RTP/AVP and RTP/SAVP protocol identifiers, UDP/MBMS-FEC/RTP/AVP’ and ‘UDP/MBMS-FEC/RTP/SAVP’ are defined respectively. Both these protocol identifiers shall use the FMT space rules that are used for RTP/AVP and RTP/SAVP respectively, i.e. payload types used in the RTP session is listed. The protocol identifiers are defined in Appendix C1.
The FEC parameters, FEC encoding ID, FEC instance ID and FEC-OTI-Extension information are signalled using the mechanism defined in 8.3.1.9. The “a=FEC” SDP attribute shall be used to indicate the single definition that is used for each media component.
For MIKEY messages the service protection description is used to indicate when FEC source packet shall be used, see section 5.2.2.3. The FEC parameter used is also defined in the service protection description. As all MIKEY packets from all user services arrive on the same port, the receiver must use the destination address to separate FEC protected packets from not FEC protected packets. This requires that all MIKEY packets sent to a specific destination address are either FEC protected or not. Note that it is not possible to mix protected and non-protected packets within a single stream as there is no mechanism to determine whether they are protected or not. 
8.2.2.13
SDP for FEC repair packet streams
The repair packet stream is indicated in SDP using a media block with the protocol identifier “UDP/MBMS-REPAIR”. The media type shall be “application”. The FEC parameters, FEC encoding ID, FEC instance ID, FEC-OTI-Extension information and repair parameters (min-buffer-time) are signalled using the mechanisms defined in 8.3.1.9. 
· 
· 
· 
· 
· 
A single FEC declaration shall be indicated using the “a=FEC” attribute. 
The mapping of the FEC source block flow ID (see 8.2.2.5) to the destination IP address and UDP port are done using the SDP attribute “a=mbms-flowid” defined in section 8.3.1.10.
8.2.1.14
Signalling example for FEC

This section contains a complete signalling example for a session using FEC with a Service description, a SDP for the streaming delivery method, a SDP for the FEC repair stream, and a security description. 
The top element is the security description that 
<?xml version="1.0" encoding="UTF-8"?>

<bundleDescription

xmlns="www.example.com/3gppUserServiceDescription"

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"


fecDescriptionURI="http://www.example.com/3gpp/mbms/session1-fec.sdp">


<userServiceDescription


userServiceId="urn:3gpp:0010120123hotdog">



<deliveryMethod




sessionDescriptionURI="http://www.example.com/3gpp/mbms/session1.sdp"




protectionDescriptionURI="http://www.example.com/3gpp/mbms/sec-descript"/>


</userServiceDescription>


</bundleDescription>

The security description has the URI: http://www.example.com/3gpp/mbms/sec-descript 
<?xml version="1.0" encoding="UTF-8"?>

<securityDescription 


xmlns="www.example.com/3gppSecurityDescription" 


xmlns:xs="http://www.w3.org/2001/XMLSchema-instance"


confidentialityProtection="true" 


integrityProtection="true" 


uiccKeyManagement="true">


<keyManagement



waitTime="5"



maxBackOff="10">



<serverURI =http://register.operator.umts/ />



<serverURI ="http:// register2.operator.umts/" />


</keyManagement>


<keyId identity="<someMSKidA>" mediaFlow=FF1E:03AD::7F2E:172A:1E24:4002/>


<keyId identity="<someMSKidB>" mediaFlow=FF1E:03AD::7F2E:172A:1E24:4004/>


<fecProtection



fecEncodingId="130"



fecInstanceId="0"



fecOtiExtension="1SCxWEMNe397m24SwgyRhg=="/>

</securityDescription>

An example of how the SDP http://www.example.com/3gpp/mbms/session1.sdp could look for a session containing two media streams that are FEC protected. In this example we have assumed an audiovisual stream, using 56 kbps for video and 12 kbps for audio. In addition another 300 bits/second of RTCP packets from the source is used for the each of the sessions. Hence, the total media session bandwidth is 56+12+0.3+0.3 = 68.6 kbps. 

v=0
o=ghost 2890844526 2890842807 IN IP4 2001:210:1:2:240:96FF:FE25:8EC9
s=3GPP MBMS Streaming SDP Example
i=Example of MBMS streaming SDP file
u=http://www.infoserver.example.com/ae600
e=ghost@mailserver.example.com
c=IN IP6 FF1E:03AD::7F2E:172A:1E24

t=3034423619 3042462419

b=AS:62
b=TIAS: 60500
a=maxprate: 25
a=source-filter: incl IN IP6 * 2001:210:1:2:240:96FF:FE25:8EC9
a=FEC-declaration:0 encoding-id=130; instance-id=0
a=FEC-OTI-extension:0 1SCxWEMNe397m24SwgyRhg==
m=video 4002 UDP/MBMS-FEC/RTP/AVP 96
b=TIAS:55000
b=RR:0

b=RS:300

a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10
a=framesize:96 176-144
a=FEC:0
a=maxprate:15



m=audio 4004 UDP/MBMS-FEC/RTP/AVP 98 
b=TIAS:11500
b=RR:0

b=RS:300

a=rtpmap:98 AMR/8000

a=fmtp:98 octet-align=1
a=FEC:0
a=maxprate:10




The FEC stream used to protect the above RTP sessions and a MIKEY key stream has the below SDP (http://www.example.com/3gpp/mbms/session1-fec.sdp):

v=0
o=ghost 2890844526 2890842807 IN IP6 2001:210:1:2:240:96FF:FE25:8EC9
s=3GPP MBMS Streaming FEC SDP Example
i=Example of MBMS streaming SDP file
u=http://www.infoserver.example.com/ae600
e=ghost@mailserver.example.com
c=IN IP6 FF1E:03AD::7F2E:172A:1E24
t=3034423619 3042462419

b=AS:15
a=FEC-declaration:0 encoding-id=131; instance-id=0
a=FEC-OTI-extension:0 1SCxWEMNe397m24SwgyRhg==
a=mbms-repair: 0 min-buffer-time=2600
a=source-filter: incl IN IP6 * 2001:210:1:2:240:96FF:FE25:8EC9
m=application 4006 UDP/MBMS-REPAIR *
b=AS:15
a=FEC:0 
a=mbms-apid: 1=FF1E:03AD::7F2E:172A:1E24/4002, 2=FF1E:03AD::7F2E:172A:1E24/4003, 3=FF1E:03AD::7F2E:172A:1E24/4004, 4=FF1E:03AD::7F2E:172A:1E24/4005, 5=FF1E:03AD::7F2E:172A:1E24/2269
8.3 
Session description

SDP is provided to the MBMS client via a discovery/announcement procedure to describe the streaming delivery session. The SDP describes one or more RTP session part of the MBMS streaming session. The SDP shall be a correctly formed SDP according to [14].

8.3.1
SDP Parameters for MBMS streaming session

The semantics of a Session Description of an MBMS streaming session shall include the parameters:

· The sender IP address;

· The number of media in the session;

· The destination IP address and port number for each and all of the RTP sessions in the MBMS streaming session;

· The start time and end time of the session;

· The protocol ID (i.e. RTP/AVP);

· Media type(s) and fmt-list;

· Data rate using existing SDP bandwidth modifiers;

· Mode of MBMS bearer per media; 

· FEC configuration and related parameters;

· Service-language(s) per media;

· QoE Metrics (defined in 8.3.1.1).

8.3.1.1
Sender IP address

There shall be exactly one IP source address per media description within the SDP. The IP source address shall be defined according to the source-filter attribute (“a=source-filter:”) [15] for both IPv4 and IPv6 sources, with the following exceptions:

1. Exactly one source address may be specified by this attribute such that exclusive-mode shall not be used and inclusive-mode shall use exactly one source address in the <src-list>. 

2. There shall be exactly one source-filter attribute per complete MBMS streaming session SDP description, and this shall be in the session part of the session description (i.e., not per media). 

3. The * value shall be used for the <dest-address> subfield. 

8.3.1.3
Destination IP address and port number for channels

Each RTP session part of a MBMS streaming session is defined by two parameters:
· IP destination address

· Destination port number(s).

The IP destination address shall be defined according to the “connection data” field (“c=”) of SDP [14]. The destination port number shall be defined according to the <port> sub-field of the media announcement field (“m=”) of SDP [14]. Multiple ports using "/" notation shall not be used. The RTCP port, if used, shall be RTP port +1. 

8.3.1.4

Media Description

The media description line shall be used as defined in SDP [14] for RTP. The <media> part indicates the type of media, audio, video, or text. The usage of RTP and any applicable RTP profile shall be indicated by using the <proto> field of the ‘m-line’. The one or more payload types that are being used in this RTP session are enumerated in the <fmt> part. Each payload type is declared using the "a=rtpmap" attribute according to SDP [14] and use the "a=fmtp" line when required to describe the payload format parameters.

8.3.1.5
Session Timing Parameters

A MBMS streaming session start and end times shall be defined according to the SDP timing field (“t=”) [14]. 

8.3.1.6
Mode of MBMS bearer per media

The MBMS bearer mode declaration attribute defined in Clause 7.3.2.7 may be used. 

8.3.1.7
Service-language(s) per media

The existing SDP attribute “a=lang” is used to label the language of any language-specific media. The values are taken from RFC 3066 which in turn takes language and (optionally) country tags from ISO639 and 3661 (e.g. "a=lang:EN-US"). These are the same tags used in the User Service Description XML.


8.3.1.8
Bandwidth specification

The bit-rate required by the MBMS streaming session and its media components shall be specified using both the "AS" bandwidth modifier and the "TIAS" bandwidth modifier combined with "a=maxprate" [31] on media level in the SDP. On session level the "TIAS" bandwidth modifier combined with "a=maxprate" may be used. Where the session level expresses the aggregated peak bit-rate, which may be lower than the sum of the individual media streams. 

The bandwidth required for RTCP is specified by the "RR" and "RS" bandwidth modifiers [32] on media level for each RTP session. The "RR" modifier shall be included and set to 0 to specify that RTCP receiver reports are not used. The bandwidth used for RTCP sender reports shall be specified using the "RS" bandwidth modifier. 

8.3.1.9
FEC Parameters

The FEC encoding ID and instance ID is provided using the "a=FEC-declaration" attribute defined in Clause 7.3.2.8. Any OTI information for that FEC encoding ID and instance ID is provided with below defined FEC OTI attribute.

The FEC OTI attribute must be immediately preceded by the "a=FEC-declaration" attribute (and so can be session-level and media-level). The fec-ref maps the oti-extension to the FEC-declaration OTI it extends. The purpose of the oti-extension is to define FEC code specific OTI required for RTP receiver FEC payload configuration, exact contents are FEC code specific and need to be specified by each FEC code using this attribute.

The syntax for the attributes in ABNF [23] is:

      sdp-fec-oti-extension-line = "a=FEC-OTI-extension:" fec-ref SP oti-extension CRLF

      fec-ref = 1*3DIGIT (the SDP-internal identifier for the associated FEC-declaration).

      oti-extension
=
base64

      base64

=
*base64-unit [base64-pad]

      base64-unit
=
4base64-char

      base64-pad
=
2base64-char "==" / 3base64-char "="

      base64-char
=
ALPHA / DIGIT / "+" / "/"

To provide the FEC repair packets with additional, non FEC specific parameters, a session and media level SDP attribute is defined. 

sdp-fec-parameter-line = “a=mbms-repair: 0*1SP fec-ref  SP parameter-list CRLF
parameter-list = parameter-spec *(1*SP parameter-spec)

parameter-spec = name “=” value;
name = 1*(ALPHA / DIGIT)

value = 1*(safe) ; safe defined in RFC 2327
Currently one FEC non code-specific parameter is defined:
min-buffer-time: This FEC buffering parameter specifies the minimum receiver buffer time (delay) needed to ensure that FEC repair has time to happen regardless of the FEC source block of the stream from which the reception starts. The value is in milliseconds and represents the wallclock time between the reception of the first FEC source or repair packet of a FEC source block, whichever is earlier in transmission order, and the wallclock time when media decoding can safely start.

The parameters name and value is defined in ABNF as follows:

Min-buffer-time-parameter-name = “min-buffer-time”

Min-buffer-time-parameter-value = 1*8DIGIT ;Wallclock time in milliseconds.

The FEC declaration and FEC OTI information utilized in a specific source or repair packet is indicated using the FEC-ref number in the a=fec lines as described in clause 8.2.2.12 and 8.2.2.13.
8.3.1.10 FEC Flow ID attribute

To indicate the mapping between destination IP address and UDP port number and FEC source block flow IDs, the “a=mbms-flowid” SDP attribute is defined. Each flowID that may be used in source block within the bundled sessions shall be included. It is a media level attribute that shall be present in any SDP media block using the “UDP/MBMS-REPAIR” protocol identifier. 
The syntax for the attributes in ABNF [23] is:


Sdp-mbms-flowid-attr = "a=mbms-flowid:" *WSP flow-id-spec *("," *WSP flow-id-spec) CRLF

flow-id-spec = flowID "=" address-spec "/" port-spec


address-spec = multicast-address ; As defined by RFC 3266

port-spec
= 1*5DIGIT
8.3.2
SDP Example for Streaming Session

Here is a full example of SDP description describing a FLUTE session:

v=0
o=ghost 2890844526 2890842807 IN IP4 192.168.10.10
s=3GPP MBMS Streaming SDP Example
i=Example of MBMS streaming SDP file
u=http://www.infoserver.example.com/ae600
e=ghost@mailserver.example.com
c=IN IP6 FF1E:03AD::7F2E:172A:1E24
t=3034423619 3042462419

b=AS:77

a=mbms-mode:broadcast 1234

a=source-filter: incl IN IP6 * 2001:210:1:2:240:96FF:FE25:8EC9

a=FEC-declaration:0 encoding-id=130; instance-id=0
a=FEC-OTI-extension:0 1SCxWEMNe397m24SwgyRhg==



m=video 4002 UDP/MBMS-FEC/RTP/AVP 96
b=TIAS:62000

b=RR:0

b=RS:600

a=maxprate:17

a=rtpmap:96 H264/90000
a=fmtp:96 profile-level-id=42A01E; packetization-mode=1; sprop-parameter-sets=Z0IACpZTBYmI,aMljiA==



m=audio 4004 UDP/MBMS-FEC/RTP/AVP 98
b=TIAS:15120

b=RR:0

b=RS:600

a=maxprate:10

a=rtpmap:98 AMR/8000

a=fmtp:98 octet-align=1




a=FEC:0
**************************** Next Change ****************************
Annex <C> (informative):
IANA registration
This clause provides the required IANA registration.

C.1
Registration of SDP Protocol Identifiers for Source packet
This specification defines two new SDP protocol identificators for source packets. As the registration rules requires these to be registered by an RFC, there will be an RFC referencing the definitions here. 

Protocol identifier “UDP/MBMS-FEC/RTP/AVP” identifies a protocol combination of UDP[7], FEC source packets (see section 8.2.2.3), RTP [6] using the AVP profile [78]. This protocol identifier shall use the FMT space rules that are used for RTP/AVP.
Protocol identifier “UDP/MBMS-FEC/RTP/SAVP” identifies a protocol combination of UDP [7], FEC source packets (see section 8.2.2.3), and RTP [6] using the SAVP profile [77]. This protocol identifier shall use the FMT space rules that are used for RTP/AVP.



































C.2
Registration of SDP Protocol identifier for repair packets


































This specification defines one new SDP protocol identificator for FEC repair packets. As the registration rules requires these to be registered by an RFC, there will be an RFC referencing the definitions within this specification. 

Protocol identifier “UDP/MBMS-REPAIR” identifies a protocol combination of UDP [7], FEC repair packets (see section 8.2.2.4). The FMT string is not used and shall be set to “*”.
C.3
Registration of MIME type "application/simpleSymbolContainer"

The MIME Type “application/simpleSymbolContainer” denotes that the message body is a simple container of encoding symbols for the file repair procedure (clause 9.3.5.2 File Repair Response Message Format for Carriage of Repair Data).

NOTE: The detailed IANA registration information of this content type is tbd.

C.4
Registration of MIME type "application/mbms-user-service-description-parameter"

The MIME Type “application/mbms-user-service-description-parameter” denotes that the message body is a user service description instance (see clause 5.2.4).

NOTE: The detailed IANA registration information of this content type is tbd.

C.5
Registration of MIME type "application/mbms-envelope"

The  MIME Type “application/mbms-envelope” denotes that the message body is a metadata envelope (see clause 5.2.4).

NOTE: The detailed IANA registration information of this content type is tbd.

C.6
Registration of MIME type "application/mbms-protection-description"

The MIME-Type “application/mbms-protection-description” denotes that the message body is an MBMS protection description parameter (see clause 5.2.2.3).

NOTE: The detailed IANA registration information of this content type is tbd.

C.7
Registration of MIME type "application/mbms-associated-procedure-parameter"

The MIME-Type “application/mbms-associated-procedure-parameter” denotes that the message body contains the associated procedure parameters (see clause 9.2).

NOTE: The detailed IANA registration information of this content type is tbd.

 C.8
Registration of MIME type "application/vnd.3gpp.mbms-msk+xml"

The MIME-Type “application/vnd.3gpp.mbms-msk+xml” denotes that the message body contains the MSK request parameters (see TS 33.246 [20]).

NOTE: The detailed IANA registration information of this content type is tbd.

C.9
Registration of MIME type "application/vnd.3gpp.mbms-register+xml"

The MIME-Type “application/vnd.3gpp.mbms-register+xml” denotes that the message body contains the MBMS User Service Registration parameters (see TS 33.246 [20]).

NOTE: The detailed IANA registration information of this content type is tbd.

C.10
Registration of MIME type "application/vnd.3gpp.mbms-deregister+xml"

The MIME-Type “application/vnd.3gpp.mbms-deregister+xml” denotes that the message body contains the MBMS User Service Deregistration parameters (see TS 33.246 [20]).

NOTE: The detailed IANA registration information of this content type is tbd.




































































































































































































�PAGE \# "'Page: '#'�'"  ��Sentence doesn’t seem to mean anything.


�PAGE \# "'Page: '#'�'"  ��This could only be avoided if we assign another destination port for MIKEY packets that are FEC protected.
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