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*************************** Start of Changes ***************************

4.4
Functional Entities to support MBMS User Services
Figure 3 depicts the MBMS network architecture showing MBMS related entities involved in providing MBMS user services.
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Figure 3: MBMS network architecture model

MBMS User Service architecture is based on an MBMS receiver on the UE side and a BM-SC on the network side.

The use of the Gmb and Gi interface in providing IP multicast traffic and managing MBMS bearer sessions is described in detailed in TS 23.246 [4].

Details about the BM-SC functional entities are given in figure 4.
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 Figure 4: BM-SC sub-functional structure

The Session and Transmission function is further subdivided into the MBMS Delivery functions and the Associated Delivery functions.

The BM-SC and UE may exchange service and content related information either over point-to-point bearers or MBMS bearers whichever is suitable. To that end the following MBMS procedures are provided:

· User Service Discovery / Announcement providing service description material to be presented to the end-user as well as application parameters used in providing service content to the end-user

· MBMS-based delivery of data/content  from the BM-SC to the UE over IP multicast.

· The data/content is optionally confidentiality and/or integrity protected

· The data/content is optionally protected by an forward error correction code

· Key Request and Registration procedure for receiving keys and key updates.

· Key distribution procedures whereby the BM-SC distributes key material required to access service data and delivered content. 

· Associated Delivery functions are invoked by the UE in relation to the MBMS data transmission. The following associated delivery functions are available:

· File repair for download delivery method used to complement missing data.

· Delivery verification and reception statistics collection procedures

The interfaces between internal BM-SC functions are outside the scope of this specification.

A “Proxy and Transport function” may be located between the “Session and Transmission Function” and the GGSN. The “Proxy and Transport function” is transparent to the “Session and Transmission function”.

****************************** Next Change ***************************

4.4.3
MBMS Session and Transmission Function
The MBMS Session and Transmission function transfers the actual MBMS session data to the group of MBMS UEs. The MBMS Session and Transmission function interacts with the GGSN through the Gmb Proxy function to activate and release the MBMS transmission resources. 

The function contains the MBMS delivery methods, which use the MBMS bearer service for distribution of content. Further this function contains a set of Associated-Delivery Functions, which may be invoked by the UE in relation to the MBMS data transmission (e.g. after the MBMS data transmission). 

The BM-SC Session and Transmission function is further described in later clauses of this specification as well as in TS 23.246 [4].

MBMS user services data may be integrity and/or confidentiality protected as specified within TS 33.246 [20], and protection is applied between the BM-SC and the UE. This data protection is based on symmetric keys, which are shared between the BM-SC and the UEs accessing the service.
MBMS user services may also be protected against packet loss between BM-SC and UE using a forward error correction code.
****************************** Next Change ***************************

7.2.1
Fragmentation of Files

Fragmentation of files shall be provided by a blocking algorithm (which calculates source blocks from source files) and a symbol encoding algorithm (which calculates encoding symbols from source blocks).


7.2.2
Symbol Encoding Algorithm

The "Compact No-Code FEC scheme" [12] (FEC Encoding ID 0, also known as "Null-FEC") shall be supported. 


The MBMS forward error correction code, as defined in Annex B, shall be supported.

7.2.3
Blocking Algorithm

In the case of the Compact No-Code FEC scheme [12] (FEC Encoding ID 0), then the "Algorithm for Computing Source Block Structure" described within the FLUTE specification [9] shall be used.
In the case of the MBMS forward error correction, then the algorithm defined in Annex B shall be used.
****************************** Next Change ***************************

7.2.7
Signalling of Parameters with Basic ALC/FLUTE Headers 

FLUTE and ALC mandatory header fields shall be as specified in [9, 10] with the following additional specializations:

· The length of the CCI (Congestion Control Identifier) field shall be 32 bits and it is assigned a value of zero (C=0).

· The Transmission Session Identifier (TSI) field shall be of length 16 bits (S=0, H=1, 16 bits).

· The Transport Object Identifier (TOI) field should be of length 16 bits (O=0, H=1).  

· Only Transport Object Identifier (TOI) 0 (zero) shall be used for FDT Instances.

· The following features may be used for signalling the end of session and end of object transmission to the receiver: 

-
The Close Session flag (A) for indicating the end of a session. 

-
The Close Object flag (B) for indicating the end of an object.

In FLUTE the following applies:

· The T flag shall indicate the use of the optional “Sender Current Time (SCT)” field (when T=1). 

· The R flag shall indicate the use of the optional “Expected Residual Time (ERT)” field (when R=1). 

· The LCT header length (HDR_LEN) shall be set to the total length of the LCT header in units of 32-bit words.

· For "Compact No-Code FEC scheme" [12], the FEC Payload ID shall be set according to [13] such that a 16 bit SBN (Source Block Number) and then the 16 bit ESI (Encoding Symbol ID) are given. 
****************************** Next Change ***************************

7.2.9
Signalling of Parameters with FDT Instances

The FLUTE FDT Instance schema [9] shall be used. In addition, the following applies to both the session level information and all files of a FLUTE session.

The inclusion of these FDT Instance data elements is mandatory according to the FLUTE specification: 

· Content-Location (URI of a file);

· TOI (Transport Object Identifier of a file instance);

· Expires (expiry data for the FDT Instance).

Additionally, the inclusion of these FDT Instance data elements is mandatory:

· Content-Length (source file length in bytes);

· Content-Type (content MIME type);

· Other FEC Object Transmission Information specified by the FEC Scheme in use
· NOTE: The FEC Object Transmission Information elements used are dependent on the FEC scheme, as indicated by the FEC Encoding ID.
· FEC-OTI-Maximum-Source-Block-Length;

· FEC-OTI-Encoding-Symbol-Length;

· FEC-OTI-Max-Number-of-Encoding-Symbols;

NOTE: FLUTE [9] describes which part or parts of an FDT Instance may be used to provide these data elements.

These optional FDT Instance data elements may or may not be included for FLUTE in MBMS:

· Complete (the signalling that an FDT Instance provides a complete, and subsequently unmodifiable, set of file parameters for a FLUTE session may or may not be performed according to this method).

· 
· Content-Encoding.
NOTE: the values for each of the above data elements are calculated or discovered by the FLUTE sender.

****************************** Next Change ***************************

9.3.3          Identification of Missing Data from an MBMS Download

The session description and (in-band) the MBMS download delivery protocol, FLUTE, provide the client with sufficient information to determine the source block and encoding symbol structure of each file. From this a client is able to determine which source symbols should have been transmitted but have not been received. The client is also able to determine the number of symbols it has received for each source block of each file, and thus the number of further symbols required to decode the block
Thus, an MBMS client is able to identify any source symbols lost in transmissionand the number (and ESI values where appropriate) of required source and repair symbols that would complete the reconstruction of a source block (of a file).

****************************** Next Change ***************************

9.3.5.2             File Repair Response Message Format for HTTP Carriage of Repair Data

The file repair response message consists of HTTP header and file repair response payload (HTTP payload).

The HTTP header shall provide:

· HTTP status code, set to 200 OK

· Content type of the HTTP payload (see below)

· Content transfer encoding, set to binary

The Content-Type shall be set to “application/simpleSymbolContainer”, which denotes that the message body is a simple container of encoding symbols as described below.

This header is as follows:

HTTP/1.1 
200 OK

Content-Type: application/simpleSymbolContainer

Content-Transfer-Encoding: binary

Note, other HTTP headers [18] may also be used but are not mandated by this mechanism.

Encoding symbols are included in the response in groups. Each group shall contain the same number of encoding symbols except the last, which may contain fewer repair symbols than the other groups. Each group of encoding symbols of the file repair response payload shall be preceded by an FEC Payload ID coded according to the FEC scheme used for the original file delivery session.The FEc Payload ID identifies all the symbols in the group in the same way that the FEC Payload ID of an FEC source or repair packet identifies all the symbols in the packet. The file repair response payload is constructed by including each FEC Payload ID and Encoding Symbol group one after another (these are already byte aligned). The order of these pairs in the repair response payload may be in order of increasing SBN, and then increasing ESI, value; however no particular order is mandated.

A single HTTP repair response message shall contain, at the most, the same number of symbols as requested by the respective HTTP repair request message.

The UE and file repair server already have sufficient information to calculate the length of each encoding symbol and each FEC Payload ID. All encoding symbols are the same length; with the possible exception of the last encoding symbol in the repair response, which may be shorter. All FEC Payload IDs are the same length for one file repair request-response as a single FEC Instance is used for a single file.













****************************** End of changes ***************************
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