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1 Introduction

At SA4 meeting #34 in Lissabon Digital Fountain and Vodafone presented contribution S4-050037 [1] about stream bundling. The resolution was to continue work along these lines. At the ad-hoc meeting in Sophia-Antipolis Ericsson and Digital Fountain presented a detailed proposal S4-AHP210 [2]. In response to this document, NEC made a request for further clarification on the gains of stream bundling. Nokia produced during the meeting a contribution S4-AHP245 [3] that commented upon the Ericsson, Digital Fountain proposal [2], and made a counter proposal. 

This contribution intends to provide answers to NEC’s request on further details on the gains of stream bundling. It will also motivate why the Ericsson and Digital Fountain proposal is superior to a proposal along the lines of Nokia [3] or the original contribution [1].. Specification text for the Ericsson and Digital Fountain proposal is available in contribution [5] and the proposal to adopt this bundling proposal is presented there.

2 Definitions

stream: A stream of packets sent to a specific multicast address and port, can in the setting of the streaming delivery method be a stream of either RTP, RTCP or MIKEY packets.

media stream: The stream of media packets, i.e. all the RTP packets making up a single media.

multi-media session: A combination of media streams and their RTCP traffic that together form a multi-media presentation, for example the combination of audio, video and timed text. Also necessary key-manangement streams are included in this definition.

Protection period: The period of time for which all source packets belong to the same source block and thus are repaired using the same repair data. Length of this period effects the minimal buffering time when joining a session. Note that in case of interleaving of source blocks within the stream, as specified in Nokia’s Reed-Salomon FEC specification [6], the protection period becomes the period a source block is interleaved over.

3 Use Cases

We believe that too much focus of the stream bundling has been put on the bundling of several multi-media sessions together, instead of the bundling of all the streams making up a single multi-media session. Therefore we will start with describing these two different use cases.

A. Bundling of a single multi-media session. This use cases consist that one applies FEC protection over all the RTP, RTCP and MIKEY key-management streams part of a single multi-media presentation. A typical case for a security protected smulti-media session would consist of one audio stream and one video stream. Thus the different UDP flows would be 5; audio RTP, audio RTCP, video RTP, video RTCP and the MIKEY flow (consisting of two sub flows, one for audio and one for video). 

B. Bundling of multiple multi-media sessions. This use case bundles several complete and independent multi-media sessions together. This is done when multiple multi-media flows can be fit onto the same radio bearer to fully utilize that bearer. However this forces a receiver to receive all the independent multi-media session on that radio bearer. 

Bundling Motivation

3.1 Overview

This section summarizes the pro and cons of the two use cases in the Ericsson and Digital Fountain’s proposal. For use case A (Bundling of single multi-media session):

Pro:

· Increases FEC efficiency by increasing the amount of data in the protection period and especially by avoiding really small source blocks for the FEC code to work on. Further details in section 4.2.

· Reduces bandwidth with equal or better reliability for the RTCP synchronization information. Further details in section 4.2.

· Reduces bandwidth with equal or better reliability for the MIKEY key-management flow. Further details in section 4.2.

Cons:

· None

For use case B (Bundling of multiple multi-media sessions) the picture is somewhat different:

Pro:

· Zero time for switching between the different multi-media sessions part of the same bundle.

· Increases FEC efficiency by increasing the amount of data in the protection period and especially by avoiding really small source blocks for the FEC code to work on. Further details in section 4.2.

· Reduces bandwidth with equal or better reliability for the RTCP synchronization information. Further details in section 4.2.

· Reduces bandwidth with equal or better reliability for the MIKEY key-management flow. Further details in section 4.2.

Cons:

· Requires reception of all multi-media flows part of the bundle. Which introduces overhead when dedicated bearers are used, for example in cells with few users when using multicast mode.

· Increased processing requirement, as the FEC decoder operations recovers data for all the bundled multi-media sessions. 

Based on this summary, we have come to the conclusion that we expect use case A (bundling of a the streams within a single multi-media session) to be very commonly used in fact so commonly that we could replace the current FEC framework. Use case B is a more limited case that is only motivated in certain deployment scenarios, for example mobile-TV where several TV channels are distributed using broadcast mode. 

3.2 The FEC code gains from bundling

One of  main benefits of bundled stream is the improved performance of the FEC, especially for media streams with lower bandwidth requirements, like audio. When multiple small streams are jointly protected by the FEC, there is a gain in efficiency due to that sum of the streams repair data can be used to repair any of the streams source packets. That way higher levels of redundancy is achieved for the same FEC overhead. 

That is a gain for the FEC independent on the actuall FEC code. The amount of gain do however vary with how the FEC efficiency varies with the amount of data within the protection period. But the gain is there for both codes (Reed-Solomon and Raptor) due to that both codecs has better efficiency for amount of datas that are larger than what the low-bit rate streams generate by themselves in the discussed protection periods. 

Stream bundling does also not increase the requirement on the largest amount of data needed to be possible to protect for streaming. That is limited by the MBMS bearer and the protection period as all bit-rate could be used to transport a single media. Both FEC codes under discussion are capable of handling the current maximum bit-rate of 256 kbit/s and the discussed protection periods of up to 30 seconds. 

The FEC bundling also results in a fate sharing between the streams bundled together. If each stream is FEC protected independently this can result in that one of two streams are correctly received and the other not. With bundled streams either both or none is repaired. This provided a more consistent service behavior. 

3.2.1 Simulation assumptions

Simulations are performed to show the behavior under three different cases:

A. A single multi-media session with FEC protection that totals 64 kbit/s

B. A single multi-media session with FEC protection that totals 256 kbits/s

C. 4 multi-media sessions of equal media bit-rate with FEC protection totals 256 kbits/s

The multi-media session consist of the simplified case of two RTP media streams, for audio and video. In addition there is an RTCP stream for each RTP media stream and a single MIKEY key stream. For each case we simulate both separate FEC protection and FEC protection as a single stream. 

The RTCP streams are each sending  RTCP packets 120 bytes in size each protection period. The MIKEY stream is  MIKEY messages of 120 bytes in size per protection period. When FEC protection is applied to each stream separately, then RTCP and MIKEY packets are not protected. The number of RTCP and MIKEY packets in each protection period depends on the BLER: 1% BLER 2 packets, 5% BLER 3 packets, and for 10% BLER 4 packet per stream.

Note: These simulations were based on sending two RTCP streams and one MIKEY stream, whereas in general, two MIKEY streams would be used. If two MIKEY streams were included the effect is to show marginally greater gains through the bundling of the audio and video streams. 

The audio media stream rate is 12.8 kbps for (A and C) and 38.4kbit/s for (B) using 200 byte packets.

For the simulations with separate FEC protection, we first find the amount of protection required for the audio stream alone, in order to achieve Mean Time Between FEC Block Losses of 3600s or greater. To this we add the bitrate used for RTCP and MIKEY. The remaining bandwidth is used for video media and FEC for the video media. We vary the share to determine the maximum source video data rate possible with Mean Time Between FEC Block losses 3600s or greater.

For the simulations with combined FEC protection, then the audio, video, RTCP and MIKEY are all protected as a single block. We fix the audio, RTCP and MIKEY bitrates and again vary the source video bit-rate to determine the maximum possible with Mean Time Between FEC Block losses 3600s or greater.

The video uses480 byte packets. The bit-rate not spent on media, RTCP or MIKEY is used for FEC repair data. 

Protection periods of 5 and 20 seconds combined with the three different BLERs 1%, 5% and 10% are simulated. 

3.2.2 Simulation Results

Case A: 64kbit/s audio/video session 

The following two tables show the video source bandwidth that can be supported when audio and video streams are FEC protected separately with Reed-Solomon and Raptor codes respectively for different BLER and protection periods.. The ‘source’ columns give the source media rate and the ‘bearer’ columns the source media plus FEC repair data. Note that the figures provided for source rates are the first rate tested where the Mean Time Between FEC Block Losses was greater than 3600s, and thus are only accurate to the step size - ~1%.

	Reed-Solomon 64kbit/s
	Audio source
	Audio+FEC
	RTCP+MIKEY
	Video bearer
	Video source

	1%
	5s
	12.8
	14.3
	1.2
	48.5
	40.9

	
	20s
	12.8
	13.6
	0.3
	50.1
	46.5

	5%
	5s
	12.8
	16.6
	1.7
	45.6
	29.1

	
	20s
	12.8
	14.8
	0.4
	48.7
	38.5

	10%
	5s
	12.8
	20.2
	2.3
	41.5
	18.6

	
	20s
	12.8
	17.2
	0.6
	46.3
	30.1


	Raptor 64kbit/s
	Audio source
	Audio+FEC
	RTCP+MIKEY
	Video bearer
	Video source

	1%
	5s
	12.8
	14.8
	1.2
	48.0
	41.4

	
	20s
	12.8
	13.6
	0.3
	50.1
	46.5

	5%
	5s
	12.8
	16.9
	1.7
	45.4
	32.0

	
	20s
	12.8
	14.8
	0.4
	48.7
	40.4

	10%
	5s
	12.8
	20.2
	2.3
	41.5
	23.1

	
	20s
	12.8
	17.2
	0.6
	46.3
	33.4


The next two tables show the source video rate that can be supported when audio, video, MIKEY and RTCP streams are protected together and the increase in throughput compared to separate protection.

	Reed-Solomon 64kbit/s
	Audio source
	RTCP+MIKEY
	Total source
	Video source
	Increase

	1%
	5s
	12.8
	0.58
	55.9
	42.5
	3.9%

	
	20s
	12.8
	0.14
	59.9
	47.0
	1.0%

	5%
	5s
	12.8
	0.58
	47.4
	34.0
	16.7%

	
	20s
	12.8
	0.14
	53.4
	40.5
	5.1%

	10%
	5s
	12.8
	0.58
	39.4
	26.0
	39.8%

	
	20s
	12.8
	0.14
	46.4
	33.5
	11.4%


	Raptor 64kbit/s
	Audio source
	RTCP+MIKEY
	Total source
	Video source
	Increase

	1%
	5s
	12.8
	0.58
	56.4
	43.0
	4.0%

	
	20s
	12.8
	0.14
	60.4
	47.5
	2.1%

	5%
	5s
	12.8
	0.58
	47.9
	34.5
	7.9%

	
	20s
	12.8
	0.14
	53.9
	41.0
	1.4%

	10%
	5s
	12.8
	0.58
	40.9
	27.5
	19.0%

	
	20s
	12.8
	0.14
	47.9
	35.0
	4.9%


Case B: 256kbit/s audio/video session 

The following two tables show the video source bandwidth that can be supported when audio and video streams are FEC protected separately with Reed-Solomon and Raptor codes respectively for different BLER and protection periods.. The ‘source’ columns give the source media rate and the ‘bearer’ columns the source media plus FEC repair data. Note that the figures provided for source rates are the first rate tested where the Mean Time Between FEC Block Losses was greater than 3600s, and thus are only accurate to the step size - ~1%.

	Reed-Solomon 256kbit/s
	Audio source
	Audio bearer
	RTCP+MIKEY
	Video bearer
	Video source

	1%
	5s
	38.4
	43.0
	1.2
	211.8
	196.2

	
	20s
	38.4
	40.7
	0.3
	215.0
	204.7

	5%
	5s
	38.4
	49.2
	1.7
	205.1
	166.1

	
	20s
	38.4
	43.8
	0.4
	211.8
	184.5

	10%
	5s
	38.4
	56.8
	2.3
	196.9
	122.4

	
	20s
	38.4
	49.2
	0.6
	206.3
	147.6


	Raptor 256kbit/s
	Audio source
	Audio bearer
	RTCP+MIKEY
	Video bearer
	Video source

	1%
	5s
	38.4
	43.0
	1.2
	211.8
	196.2

	
	20s
	38.4
	40.7
	0.3
	215.0
	206.8

	5%
	5s
	38.4
	47.6
	1.7
	206.7
	170.2

	
	20s
	38.4
	43.8
	0.4
	211.8
	186.5

	10%
	5s
	38.4
	54.5
	2.3
	199.2
	140.4

	
	20s
	38.4
	49.2
	0.6
	206.3
	160.2


The next two tables show the source video rate that can be supported when audio, video, MIKEY and RTCP streams are protected together.

	Reed-Solomon 256kbit/s
	Audio source
	RTCP+MIKEY
	Total source
	Video source
	Saving

	1%
	5s
	38.4
	0.58
	235.5
	196.6
	0.2%

	
	20s
	38.4
	0.14
	241.6
	203.0
	-0.8%

	5%
	5s
	38.4
	0.58
	209.6
	170.6
	2.8%

	
	20s
	38.4
	0.14
	222.1
	183.6
	-0.5%

	10%
	5s
	38.4
	0.58
	185.9
	146.9
	20.0%

	
	20s
	38.4
	0.14
	200.5
	162.0
	9.8%


	Raptor 256kbit/s
	Audio source
	RTCP+MIKEY
	Total source
	Video source
	Saving

	1%
	5
	38.4
	0.58
	237.7
	198.7
	1.3%

	
	20
	38.4
	0.14
	245.9
	207.4
	0.3%

	5%
	5
	38.4
	0.58
	213.9
	175.0
	2.8%

	
	20
	38.4
	0.14
	226.5
	187.9
	0.7%

	10%
	5
	38.4
	0.58
	188.0
	149.0
	6.2%

	
	20
	38.4
	0.14
	207.0
	168.5
	5.2%


Note that a number of effects contribute to these results as well as the effect of protecting multiple streams together, including:

· Source media rates for quoted above are the maximum rate tested where the Mean Time Between Block Losses was greater than 3600s and thus are only accurate within the media rate step size used for the tests, which is approximately 1% of the media rate.

· The protection period given, 5s and 20s, is a target not an absolute number. The exact protection period must always correspond to an integer number of source media packets and so varies, sometimes as much as 2%.

· In the specific case of Reed-Solomon with separate protection of the streams and fixed packet sizes, then the symbol size can be matched to the packet payload size, avoiding any padding overhead. In practice, packet sizes will not be fixed, and so this effect overestimates the performance of Reed-Solomon for the separate protection case

Case C: 4 x 64kbit/s video sessions

The following table shows the media rate that can be supported for each of 4 video streams, according to the simulation assumptions of AHP-247. For each of Reed-Solomon and Raptor codes, the table shows the media rate achievable for a single video stream within a 64kbit/s channel, compared with the media rate that can be achieved for four video streams bundled within a 256kbit/s channel. The increase column shows the percentage increase in media rate which is achieved by bundling the streams.

All media rates are based on a Mean Time Between FEC block Losses of 3600s.

	
	
	Reed-Solomon
	Raptor

	
	
	Separate
	Bundled
	Increase
	Separate
	Bundled
	Increase

	1%
	5s
	56.8
	59.4
	4.5%
	55.8
	59.0
	5.7%

	
	20s
	60.4
	61.0
	1.0%
	60.4
	61.4
	1.6%

	5%
	5s
	47.0
	52.0
	10.6%
	46.4
	51.8
	11.5%

	
	20s
	53.7
	54.8
	2.0%
	53.7
	56.0
	4.3%

	10%
	5s
	39.5
	45.5
	15.2%
	38.4
	44.8
	16.5%

	
	20s
	47.0
	48.8
	3.7%
	46.8
	50.0
	6.8%


Based on this we can conclude that there is a significantly increased FEC efficiency allowing for reduced FEC overhead when performing bundling . This is especially evident for the lower bandwidth streams and when the protection period is short. In these cases the gain is from 4% to 40% depending on the BLER. In the case of higher bit-rate streams the gain is less but still present in most cases. The cases where bundling provides slightly reduced media bit-rate is due to that the bundling actuall includes packets with variable sizes and requires padding which is not present in the non-bundled video streams due to the simulation simplifications. Looking at the raptor code results that uses smaller symbol sizes and thus have less padding and negative impact due to padding, it is clearly shown that bundling also in these cases provides improvements. Finally we can conclude that there are also potential for FEC efficiency gains between bundling a single 64 kbps multi-media session and several. 

3.3 Gains from including RTCP and MIKEY

Including RTCP and MIKEY into the FEC protected domain has quite some gain. The problem with both MIKEY and RTCP is that both are needed before decoding can commence properly when a receiver joins a multi-media session. 

MIKEY is crucial if the stream is security protected. Without the MTK carried within the MIKEY message decryption is impossible and all received RTP packets for that stream are useless. So when joining a session orwhen the MTK changes during a session, playout is prevented until a successful reception is achieved. When the key is received decryption can be done until the key is changed. One also needs to be aware that each MTK is only for a single media, thus one MTK per media part of the multi-media session must be received before all media can be correctly decrypted. The different MTKs are transmitted on the same MIKEY flow (same destination address and port) as sub-flows and identified using the master key index (MKI).

Reception of RTCP is important to be able to achieve synchronization between audio, video and timed text. Due to the nature of RTCP, an RTCP sender report packet must be received for each of the media before synchronization can be done. Strating playout without the synch information can be done, but requires implementation support to be able to adjust this later when synchronization is achieved. It will also lower the quality of the received session.

So one of the properties of both MIKEY and RTCP in the scope of MBMS is that it is important to receive them initially, and then subsequent packets are mostly useless (unless they contain an update which happens rarely). For all type of sessions that allows users to join at any time in these session, there is need to repeat the RTCP and MIKEY information through out the session. To provide true random access capability the information must be available within each FEC protection period as this is the minimum joining delay from a FEC protected media stand point. If they are repeated less often then every protection period, this information will be the limiting factor for how quickly a receiver can join a session. Thus one likes to ensure a significiantly high probability of receiving these packets within the first protection period, while spending as few bits on them as possible. 

This can be achieved by including them in the FEC source block and send FEC protection data instead of repeating these packets. With FEC protection, a single copy of the RTCP and MIKEY packets per media stream and protection period is sufficient to provide the same reliability as a numerous repetitions of each of the packets. Also using FEC protection information common between media, RTCP and MIKEY allows this FEC overhead to be optimally utilized.

In the below table is calculated the probability of still having a loss of RTCP or MIKEY for an multi-media session with encrypted audio and video streams after the number of repetitions for the provided uniformly distributed and independent packet loss rates. Probabilities of failure in the joining which is less than 1E-4 is marked with green. Probabilities between 1E-3 and 1E-4 is marked in orange. 
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In the 5th column the accumulated size in bytes is given, provided that the RTCP and MIKEY packets are around the expected size of 120 bytes, which includes IPv4 and UDP. The bit-rate columns provided what this amount of data corresponds in bits/second if sent over a period of 5 or 20 seconds. If one compares this to using FEC to protect this amount of data, the amount of extra FEC protection data to send in a bundle when running at 35% FEC overhead is only 269 bits/s for 5 second protection periods and 67 bits/s for a 20 second protection periods. As been shown by Nokia in their simulations [4] a 35% FEC overhead provides very low probabilities of FEC decoding failure even at 10% BLER. 

Protecting the RTCP and MIKEY flows with the same FEC calculations as the media also results in that MIKEY and RTCP reception failiure only occurs also when media is badly damaged, in many case so badly damanged that the loss of any decryption keys or RTCP information did not really matter. 

So in conclusion including the RTCP and MIKEY flows in the bundle of packets to be protected by the FEC code provides a number of benefits:

· Very significantly improved bit-efficiency than simply repeating the packets.

· Failure of reception only when also media will be severly damaged. 

3.4 Terminal Considerations

There might also be concerns how the stream bundling effects the receiving terminals complexity and memory requirement. Therefore we provide an analysis of the effects on the terminal.

For use case A bundling of a single multi-media session results in the following complexity related changes:

· The FEC efficiency improvement reduces the amount of FEC data to handle, which may result in slightly increased media bit-rates. 

· More data in each source block, however full utilized source blocks are anyway required to be handled by the receiver if the full bit-rate was spent on a single media stream. Thus no increase in the requirements

There are no changes in the amount of data to receive as no unused data is received. Also the FEC decoding operation will not be substantially changed by doing the bundling. So in summary no substantial change regarding complexity or memory requirements

For use case B bundling of multiple multi-media sessions will result in the following complexity related changes:

· Reception of more data than will be played out. This requires one to receive and store in the source block also source packets for non-played out multi-media sessions. However this still doesn’t require higher complexity capabilities from the terminal than what a single multi-media session utilizing the same amount of bit-rate as the complete bundle. 

· FEC decoding needs to be performed on the complete source block containg data for all streams. The amount of FEC decoding necessary to recover missing packets may be more complex as there is more packets to recover for the same packet loss rate, compared to the non-bundled case with fewer packets.

· There will be an increased number of UDP flows in the session to receive. This will increase the number of ROHC context needed to be kept in memory.

In this use case the bundling will incur data handling and computational overhead when compared to what would be required for a non-bundled stream. This is the trade off one has to make to receive the gain in FEC efficiency and zero switching delay within the bundle that it provides. 

4 Answers to Comments

4.1 NEC comments

From the minutes of the SA4’s 7th ad-hoc meeting:

NEC commented that although the proposal was agreed in principle there was still a need to understand the gains because the mux of video + several languages improves performances but

· Increases decoding complexity in the terminal

· Decreases capacity when ptp is used (when only a few users are present)
The usage of a multi-media session consisting of one video stream and multiple audio streams which are language alternatives to each other will result in overhead. This overhead comes in two forms, bit-rate and processing. The bit-rate can’t be avoided also without the bundling, unless the different alternatives are transmitted onto different radio-bearers. In fact stream bundling should not occur for streams going over different radio bearers.  However the bundling can actually reduce the bit-rate overhead for language alternatives as the total bit-rate needed for FEC protection will be lower for the bundled streams than for individual protected streams. 

The second cost is processing. The receiver will need to receive and at least buffer the alternatives during a protection period. In addition to this there is an increase in the processing required when packet loss occurs as the source block to recover will usually be larger.

4.2 Nokia Comments

Nokia had some comments on S4-AHP210 [2] in their contribution S4-AHP245 [3]:

1. Security issues due to that FEC decoding is performed before verification of integrity protection.

2. “MIKEY packets should not be protected in the FEC bundle.” This is motivated by that erroneous FEC decoding can result in useless MIKEY messages, and that there already exist a mechanism for reliability for MIKEY messages through repetitions.

3. For streams in a bundle a common key can be used, thus saving bandwidth.

In regards to comment nr 1: We acknowledge that from a theorethical stand point, this represents a DOS threat. However that attack is not viable in the 3GPP networks and if one likes to perform a DoS attack on the service there are signficiantly cheaper way of accomplishing that. This has been confirmed by SA3 that has performed a security analysis [7], that shows there are no practical security differencies between having the FEC before or after the integrity protection. 

In regards to comment number 2: We do not understand how Nokia can come to the stated conclusion. As MIKEY has internal integrity protection, it is impossible that any erroneous keys are delivered to the application. We have also showed in section 4.3 of this contribution that there are significant bandwidth gains by using the FEC instead of repetitions.

In regards to comment number 3: Here Nokia has missed one important requirement of SRTP.  Different SRTP sessions MUST use unique SRTP master keys, otherwise the security properties are severly damaged. Therefore there must be one MIKEY sub-stream per SRTP session. Therefore a scheme of repeating the MIKEY messges 4 times would result in a total MIKEY bandwidth 1.5 kbit/s for two media streams in a single multi-media session and a protection period of 5 seconds, instead of the 260 bits/s that MIKEY and 35% FEC overhead would result in.

5 Comments on the Proposal in S4-AHP245

The basic of the proposal Nokia have in [3] is that the bundling is applied over RTP and RTCP. MIKEY streams are repeated and not included in the bundle. The de-multiplexing of the different streams in the source block is done using the RTP Payload Type field and the RTCP Packet Type field. 

The major issue with this is that the RTCP Packet Type field is statically assigned to different well defined packet types. It can’t be used to dynamically re-assigned the numbers to identify both packet type and destination IP and Port. That would result in that a customized, non-standards compliant implementation would need to be used. That would also be vulnerable to the deployment on any new RTCP packet types. Thus sacrificing both the standards compliancy, simple reuse of RTP/RTCP between applications and compability with future RTCP extensions.

There is also an issue of where to put the FEC payload ID field in the RTCP. If it is simply added in the beginning or end of the RTCP packet, then the removal would need to happen prior to the processing of the RTCP packet the first time, otherwise the RTCP packet validation would fail. If placed in a new packet type, there would be issues with registration, and an 8 bytes additional overhead.

In the design of the Ericsson Digital Fountain proposal it was also considered to do the bundling above the RTP layer. However the proposal was dismissed due to the layering issues. That is due to that Nokia’s proposal requires one to add layers on several different heights in the protocol stack which processes, and inserts packets.

Comparing that to the Ericsson Digital Fountain proposal where all FEC operations happen at the same height in the stack. 
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Figure 1 - Comparing protocol stack compostion for Ericsson Digital Fountain vs. Nokia Proposal

6 Conclusions

We can conclude in the contribution that:

· There are significant FEC code efficiency gains from bundling multiple media streams.

· Bit-rate savings are substantial when including MIKEY and RTCP in the bundled streams.

· More consistent service behaviour is achieved when including RTCP and MIKEY in the bundle.

· Stream bundling of a single multi-media session is possible without any disadvantages.

· Stream bundling of multiple multi-media sessions can provide gains but have some cost and can only be recommended in certain cases.

· Stream bundling does not significiantly increase the required capabilities when it comes to memory storage and processing power compared to non-bundled single sessions utilizing a fixed size bearer.

The above conclusions shows that there clear benefits of defining and including stream bundling in TS 26.346 according to the Ericsson and Digital Fountain proposal [5].
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