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1. Introduction

There is currently a placeholder within 26.346 to allow specification of “User service announcement using Interactive Announcement Function”. The agreement at SA4 #34 was to include specification text for transmission via HTTP and SMS, as well as a note to exclude other bearers from definition.

Document S4-AHP211 from Bamboo MediaCasting, Ericsson, Vodafone, Panasonic and Nokia populates this section with general mandatory and optional requirements for delivery via interactive delivery method but does not define delivery via SMS in adequate detail to be a viable delivery method. The purpose of this document is to propose three possible solutions to the issue of MBMS user service announcement via SMS.

Please note that a document virtually identical to this was presented at the Sophia Antipolis PSM SWG #7 meeting. The document was postponed due to delegates wishing to discuss the solutions with SMS experts offline.

2. Technical Solutions

The three solutions documented here are not exhaustive. However, they do reuse existing methods of encapsulation of application information into SMS format and reference existing specifications for this purpose.

2.1.  Solution based on 23.040 [1]

23.040 [1] is the technical realisation of the short message service (SMS) and contains all possible options that can be used with SMS. The options that are used in this solution are the application port addressing to allow the SMS contents to be delivered transparently to the user directly to the MBMS client, the user data encoding field to define that this is not text, but information to be encoded in UTC-8, and the concatenated SMS fields to explicitly allow SMS concatenation. One issue with this proposal is the need to register the MBMS user service announcement via SMS application port with IANA.

The following text is an example of how this solution could be specified:

5.2.4.1
User Service Announcement via SMS

User service announcements via SMS are formatted according to 23.040 [1]. The TP-UD field shall be used to define the SMS as containing an MBMS service announcement.

The TP-UD field shall include the Application Port Addressing 16 bit address IE as specified in [1]. The destination application port shall be port XXXXX as allocated by IANA.

The TP-UD field shall contain the UTC-8 encoding of the user service announcement message as created by the BM-SC.

The BMSC shall use a SMPP connection(s) to the SMSC(s) to initiate the delivery of the user service announcement message to the subscriber.

Concatenated SMS may be used as specified in [1].

2.2.  Solution based on 23.048 [2]

23.048 [2] is the specification of the Security mechanisms for the (U)SIM application toolkit. The specification defines a secure method of delivering configuration data, bypassing the user, from a sending application to a receiving application. Two issues with this solution are that the interface between the receiving entity and the receiving application is proprietary, thus raising the issue of how to route the OTA SMS messages to the MBMS client, and that the overhead spent on security is non-trivial and is unnecessary for MBMS.

Solutions to these issues are proposed below along with and example of how this solution could be specified:

5.2.4.1
User service announcement using SMS

User service announcement messages may be transported to the UE using SMS.

User service announcements using SMS are formatted as with the (U)SIM toolkit specification [2] with the exceptions as detailed below.

The TP-UD field shall include the Application Port Addressing 16 bit address IE as specified in [1]. The “MBMS user service announcement via SMS” destination application port shall be port XXXXX as allocated by IANA. This supersedes the statement in [2] that “the interface between the Receiving Entity and Receiving Application are proprietary and therefore outside the scope of the present document.”

The Security Parameter Indication (SPI) shall be coded to reduce the security parameters as far as possible to reduce overhead. For example: no RC, CC or DS and no Ciphering.

2.3.  Solution based on OMA OTA

OMA have specified a push OTA protocol in a series of specifications. This protocol can be used over low capacity bearers such as SMS and concatenated SMS and also over bearers such as HTTP. The solution to use SMS as a bearer for OTA information is defined in WAP-235-PushOTA-20010425-a [3]. This solution runs Wireless Session Protocol (WSP) over the SMS bearer. This solution is a full specification for delivering OTA application information and as in the solution based on 23.040 it explicitly allows application port routing.

The following text is an example of how this solution could be specified:

5.4.2.1
User service announcement using SMS

User service announcements may be transported to the UE using SMS.

User service announcements using SMS are formatted as with the OMA Push OTA specification [3].

OTA-WSP shall be used over the SMS bearer. Application port addressing shall be used as specified in [3]. The destination application port shall be port XXXXX.

Concatenated SMS may be used as specified in [1].

Note: it may be useful to investigate OMA Push OTA using HTTP as the bearer to supplement the existing text on delivery via HTTP.

3. Proposal

The proposal of this document is to agree that explicit definition of user service announcement via SMS is necessary for a good user experience and an efficient delivery method. Also it is proposed that one of the solutions detailed in section 2 shall be selected as the agreed solution for user service announcement via SMS, at which point a corresponding CR to 26.346 shall be presented.
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