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< Text cut >

6.2
Streaming delivery method

6.2.1 
Introduction

The purpose of the MBMS streaming delivery method is to deliver continuous multimedia data (i.e. speech, audio and video) over an MBMS bearer. This delivery method complements the download delivery method which consists of the delivery of files. The streaming delivery method is particularly useful for multicast and broadcast of scheduled streaming content. 

[Editor’s note: a figure should be added here describing the streaming delivery method protocol stack]
6.2.2 
The Data Protocol

RTP is the transport protocol for MBMS streaming delivery. RTP provides means for sending real-time or streaming data over UDP and is already used for the transport of PSS in 3GPP. The RTP payload formats and corresponding MIME types should be aligned to the ones defined in PSS Rel-6 [26.234]. RTP provides RTCP for feedback on the transmission quality. The transmission of RTCP packets in the downlink (sender reports) is allowed. In the context of MBMS 3GPP Rel-6, RTCP RR shall be turned off by SDP RR bandwidth modifiers [Ref]. Note that in the context of MBMS detection of link aliveness is not necessary.

[Editor’s note: for Rel-6 it was agreed that RTCP feedback could be useful in future releases]

6.2.2.1 
FEC mechanism for RTP

The generic mechanism for systematic FEC of RTP streams consists of two RTP payload formats, one for FEC source packets, one for FEC protection data, and their related signaling. In addition a FEC algorithm definition is needed including source block construction, definition of one or more FEC payload ID (FPID) and Object Transmission Information (OTI).  A receiver supporting this delivery method shall support the FEC payload format for source RTP packets and shall support the payload format for FEC symbols.  The two RTP payload formats interact to create the FEC mechanism. The concept of the protection mechanism is briefly discussed below.  More details can be found in the following subsections.  

Figure 11 depicts the interaction between the different protocol implementations of a sender and receiver. On the sender side, an original RTP packet has been created. The original packet consists of an RTP payload and the RTP header including the RTP header fields specified by the payload (timestamp, payload type, marker bit). An original packet has been processed to generate the RTP header fields, i.e. assigned SSRC and sequence number, CRSRC list, etc. If the packet were sent without FEC protection it would be forwarded for RTP processing. RTP processing is defined here as the activities that the RTP stack performs to gather RTCP statistics (bytes and packet sent) and optionally perform padding, i.e. operations that are dependent on the packet size. For original RTP packets that are going to be FEC protected, the RTP packet is encapsulated into the FEC payload format for source RTP packets. This encapsulation consists of the addition of a FEC payload ID field prior to the original payload. The RTP header is maintained with the exception of the substitution of the original RTP payload type (indicating the type of media) to the FEC source payload type, so to identify the use of the FEC source payload format. The FEC payload ID data is provided by the FEC encoder. The completed FEC source RTP packet is forwarded for RTP processing thus ensuring correct RTCP statistics.

In addition of being scheduled for transmission, a copy of the complete RTP packet is also processed by the FEC encoder. The FEC encoder starts with mirroring the de-capsulation operation that will be performed by the receiver after the reception of a source packet. The FEC de-capsulation implements the steps necessary to reconstruct the original RTP packet that would have been sent had it not been FEC protected. More precisely, the de-capsulation substitutes the payload type value of the FEC payload format with the payload type value of the source payload format, and removes the FEC payload ID field. The FEC decoder takes this reconstructed original RTP packet and places it into its encoding source block in accordance with the FEC payload ID data, see section 6.2.2.1.5.

After processing all original RTP packets to be protected, the FEC encoder generates the desired amount of FEC protection data, i.e. encoding symbols. These encoding symbols are packetized in the FEC protection data payload format and sent to the receiver as RTP packets. The protection data RTP packets shall be sent using an SSRC different from the source RTP packet’s SSRC, but within the same RTP session.  Doing so avoids non-continuous sequence numbering spaces for both the FEC protection and the source media RTP packet streams. 
The receiver forwards the received source packets directly to the media receiver buffer, after reception and de-capsulation of the FEC source payload format as discussed above. A copy of  (or reference to) the reconstructed original RTP packet is also processed by the FEC decoder. The FEC decoder places the original RTP packet into the source block in accordance with the source packet's FEC payload ID. When receiving protection data packets, the receiver depacketizes the encoding symbols and uses them if necessary to decode missing portions of the source block. If any source RTP packets have been lost, and sufficient source and protection data packets have been received, FEC decoding can be performed. If complete original RTP packets are recovered, they are forwarded to the media receiver buffer, and for further media processing. 

Note that the RTP receiver buffer, must have enough depth to buffer all the original packets and allow time for the protection packets to arrive and decode missing packets before any of these packets are consumed by the media decoder. 

The FEC payload ID (Source and Protection) are used to associate the source RTP packets and protection RTP packets, respectively, to a source block. The FEC payload ID are part of the definition of the FEC scheme and is identified by the FEC encoding ID and instance ID for underspecified FEC encoding IDs. One FEC encoding ID for the streaming delivery method is specified in section 6.2.2.1.6. Any FEC encoding IDs using the defined RTP payload formats shall  be a systematic FEC code and may use two different FEC payload IDs. If two FEC payload ID is used, the FEC Encoding ID shall define which FEC payload ID format shall be used in the source and protection data RTP payload format respectively. 
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Figure 11: FEC mechanism for RTP interaction diagram
6.2.2.1.1 Sending Terminal Operation
A sender may send RTP packets that are not FEC protected (original RTP packets), and shall then use the original PT assigned to payload format and bypass the below defined operation. Original RTP packets that are going to be FEC protected shall use the below procedure. 

A sender performs the following operations:

1. Start with an original RTP packet complete with RTP header and payload, including profile specific extensions, and variable sized fields as CSRC list and extension headers. 

2. The sender reserves the position and the amount of space needed for the original RTP packet information in the FEC code's source block. In doing so, the FPID information can be determined.  See Section 6.2.2.1.6 for details.

3. The source RTP packet is created by inserting the FPID after the RTP header and before the payload header. 

4. To allow the receiver to identify the original RTP payload type and indicate that the FPID is present, the RTP PT is changed from its original value to the value that indicate the combination of original payload format and the inserted FPID.

5. The source RTP packet generated is forwarded for RTP processing where RTCP statistics are gathered. 

6. After RTP processing, a copy of the packet being sent to the receiver(s) is processed to reconstruct the original RTP packet. In particular, the FPID is removed, and the RTP payload type (that indicated the insertion of the FPID in the original RTP packet) is replaced with the original PT.

7. The resulting RTP packet is placed in the correct source block and in the position determined in step 2 above.

8. When a source block is complete, the FEC encoder generates encoding symbols and places these symbols into protection RTP packets, to be conveyed using normal RTP mechanisms. The SSRC for the protection packets are used in these transmissions.
6.2.2.1.2 Receiving Terminal Operation

A receiver operates as follows, when receiving a packet:

1. If an RTP packet is not FEC encapsulated as indicated by the payload type, it is forwarded to the receiver buffer and the operation ends.

2. If a source RTP packet with a payload type that indicates that it is FEC encapsulated is received: 

a. The FPID is removed from the RTP packet and stored.

b. The RTP payload type is replaced with the original PT based on the received PT.

c. The original packet is forwarded to RTP receiving entity, in Figure 11 the receiver buffer. A copy is forwarded together with the FPID to the FEC decoder. As an alternative, a reference to the receiver buffer together with the FPID may be used.

d. FEC decoder places the RTP packet into the source block according to the FPID.

3. If a protection RTP packet is received as indicated by the payload type, the encoding symbols it contains are depacketized and passed on to the FEC decoder.  

4. If all source packets have been received no FEC decoding is necessary.

5. If some source RTP packets are missing as detected by the gaps in the sequence number space, then the FEC decoder determines if it has received enough source and protection packets to decode and performs the decoding operation.  

6. Any missing source RTP packets that were reconstructed during the decoding operation can be forwarded directly to the RTP receiving entity, i.e. receiver buffer. 

It should be understood that the RTP receiving entity will require some form of buffering and packet re-ordering so to insert any reconstructed packets into their appropriate sequencing.  The amount of buffering depends primarily on the media decoder implementation, and its tolerance to do decoding on reordered packets, and the (maximum) size of the source block. For media requiring decoding in order, the minimal delay can be directly derived as the maximum time duration represented by the RTP packets allowed in each source block. To allow receivers to determine the minimal buffering requirement, the repair RTP packets payload formats has a parameter "min-buffer-time" as defined in 6.2.2.1.7.1.

6.2.2.1.3 RTP Payload format for source RTP packets

The FEC payload format for source RTP packets shall be used to add a FEC payload ID field to an original RTP packet that is going to be FEC protected. This enables the FEC sender and receiver to correctly place the source (original) information into its FEC encoding and decoding process respectively. The FEC algorithm specific addressing of any source information is provided in the FEC payload ID. This payload format is identified by the media type defined in section 6.2.2.1.7.2.
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Figure 12: Principle of FEC payload format for source RTP packets

Figure 12 depicts the layout of a FEC payload packet.  Into the original RTP packet and between the RTP header and the RTP payload (including any payload specific headers), the FEC payload ID is inserted.  In addition, the Payload Type field in the RTP header shall be changed to indicate the presence of the Source FEC Payload ID. No other changes to the RTP header shall be done.  This forms the RTP packet to be sent over the wire. For the FEC calculation, however, the reconstructed original RTP packet, is used in the source block as source information. 

The reconstruction of the original RTP packet is done in two simple steps:

1. Replace the RTP header payload type (PT) field with the original payload type value as indicated by the "opt" parameters value for the actually present PT.

2. Remove the source FEC payload ID by placing the RTP payload part directly after the RTP header.  

The precise structure and length of the Source FEC payload ID depends on the FEC scheme employed. The FEC scheme and its necessary information is defined in section 6.2.2.1.6 and indicated by out-of-band methods as defined in section 6.2.2.1.7.2.  

6.2.2.1.4
RTP Payload Format for Protection Data

The RTP payload format for protection data carries encoding symbols generated by the FEC encoding process as payload. The basic format for a protection RTP packet is depicted in Figure 13.  The RTP header is followed by the Repair FEC Payload ID, which are the RTP payload header for one or more encoding symbols. Those encoding symbols fill the rest of the packet. The RTP payload format is identified by the media type (application/rtp-mbms-fec-symbols) defined in Section 6.2.2.1.7.1. 
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Figure 13: RTP payload structure for repair RTP packets

The RTP header information for the protection RTP packet is set as follows:


Marker bit: 
The marker bit shall be set 1 for the last protection RTP packet sent for each source block, and otherwise set to 0. 

Timestamp: 
The timestamp rate shall be 10 kHz and shall be set to a time corresponding to the packet's transmission time. The timestamp value has no use in the actual FEC protection process and is only set to a value to produce reasonable resolution for arrival measuring and jitter calculation.

Sequence number: Is set in accordance with RFC 3550 [2]. The sequence number is primarily used to detect losses of the protection RTP packets. All protection RTP packets for a source block shall be sent in consecutive order, and be complete before starting the transmission of the next source block. 

Payload type (PT): Is dynamically allocated using an out-of-band signalling mechanism. The PT is used to determine the FEC parameters for the payload. The FEC encoding ID, FEC instance ID, and any additional FEC object transmission information is all determined through the PT.

SSRC: 
One SSRC is used per source SSRC. The SSRC used by the protection payload format shall be different the one used by the source RTP packets. The binding of the source SSRC to the repair SSRC shall be performed using the RTCP SDES CNAME, which shall be identical for the two SSRCs. 

The FEC Payload ID is of a fixed in size for a given PT, as the PT defines the FEC scheme employed and its parameters (if any). A FEC encoding ID and its FEC payload ID is defined in 6.2.2.1.6.

6.2.2.1.5 A Structure of the FEC source block

Editor's Note: Other methods may be defined by the selected FEC code.
This section defines the method for forming the FEC source block that is utilized by the FEC encoding ID specified in the Section 6.2.2.1.6. 

How to reconstruct the original RTP packets that are to be included in a source block from source RTP packets are described in Section 6.2.2.1.3. Let L be the length in bytes of an original RTP packet that is to be added to the source block. The source symbol size is T bytes and shall be whole bytes. When the original RTP packet is placed into the source block the value of L is first written as a two-byte value, followed by the packet.  If the 2 byte RTP packet length indicator and source RTP packets with size L do not align with a encoding symbol boundary, then padding up to the next boundary shall be done using the value 0 in each byte. As long as any source RTP packets remain to be placed, the procedure is repeated starting writing the RTP packet size in the next encoding symbol.  

An example of forming a source block follows, where the symbol size T is 16 bytes.   Initially the source block contains K = 0 source symbols.  If the first source RTP packet is 26 bytes in length then 26 is written into the first two bytes of source symbol K = 0 of the source block followed by the 26 bytes of the RTP packet.  The packet then spans U = ceil((2+26)/16) = 2 source symbols. The last 4 bytes of source symbol K+U–1 = 1 are filled with zeroes to the next source symbol boundary, and the number of source symbols K in the source block is updated to K+U = 2.  If the second original RTP packet is 52 bytes in length then 52 is written into the first two bytes of source symbol K = 2 of the source block followed by the 52 bytes of the RTP packet.  The packet then spans U = ceil((2+52)/16) = 4 source symbols.  The last 10 bytes of source symbol K+U–1 = 5 are filled with zeroes to the next source symbol boundary, and K is updated to K+U = 6.  If the third original RTP packet is 103 bytes in length then 103 is written into the first two bytes of source symbol K = 6 of the source block followed by the 103 bytes of the RTP packet.  The packet then spans U = ceil((2+103)/16) = 7 source symbols.  The last 7 bytes source symbol K+U–1 = 12 are filled with zeroes to the next source symbol boundary, and K is updated to K+U = 13.  If the third original RTP packet is the last of the source block then the number of source symbols in the source block is K = 13.  The source block for this example is illustrated in Figure 2, where each entry is a byte and the rows correspond to the source symbols and are numbered from 0 to 12.

	26
	B0,0
	B0,1
	B0,2
	B0,3
	B0,4
	B0,5
	B0,6
	B0,7
	B0,8
	B0,9
	B0,10
	B0,11
	B0,12
	B0,13

	B0,14
	B0,15
	B0,16
	B0,17
	B0,18
	B0,19
	B0,20
	B0,21
	B0,22
	B0,23
	B0,24
	B0,25
	0
	0
	0
	0

	52
	B1,0
	B1,1
	B1,2
	B1,3
	B1,4
	B1,5
	B1,6
	B1,7
	B1,8
	B1,9
	B1,10
	B1,11
	B1,12
	B1,13

	B1,14
	B1,15
	B1,16
	B1,17
	B1,18
	B1,19
	B1,20
	B1,21
	B1,22
	B1,23
	B1,24
	B1,25
	B1,26
	B1,27
	B1,28
	B1,29

	B1,30
	B1,31
	B1,32
	B1,33
	B1,34
	B1,35
	B1,36
	B1,37
	B1,38
	B1,39
	B1,40
	B1,41
	B1,42
	B1,43
	B1,44
	B1,45

	B1,46
	B1,47
	B1,48
	B1,49
	B1,50
	B1,51
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	103
	B2,0
	B2,1
	B2,2
	B2,3
	B2,4
	B2,5
	B2,6
	B2,7
	B2,8
	B2,9
	B2,10
	B2,11
	B2,12
	B2,13

	B2,14
	B2,15
	B2,16
	B2,17
	B2,18
	B2,19
	B2,20
	B2,21
	B2,22
	B2,23
	B2,24
	B2,25
	B2,26
	B2,27
	B2,28
	B2,29

	B2,30
	B2,31
	B2,32
	B2,33
	B2,34
	B2,35
	B2,36
	B2,37
	B2,38
	B2,39
	B2,40
	B2,41
	B2,42
	B2,43
	B2,44
	B2,45

	B2,46
	B2,47
	B2,48
	B2,49
	B2,50
	B2,51
	B2,52
	B2,53
	B2,54
	B2,55
	B2,56
	B2,57
	B2,58
	B2,59
	B2,60
	B2,61

	B2,62
	B2,63
	B2,64
	B2,65
	B2,66
	B2,67
	B2,68
	B2,69
	B2,70
	B2,71
	B2,72
	B2,73
	B2,74
	B2,75
	B2,76
	B2,77

	B2,78
	B2,79
	B2,80
	B2,81
	B2,82
	B2,83
	B2,84
	B2,85
	B2,86
	B2,87
	B2,88
	B2,89
	B2,90
	B2,91
	B2,92
	B2,93

	B2,94
	B2,95
	B2,96
	B2,97
	B2,98
	B2,99
	B2,100
	B2,101
	B2,102
	0
	0
	0
	0
	0
	0
	0


Figure 2 – Source block consisting of 3 source RTP packets of lengths 26, 52 and 103 bytes.

6.2.2.1.6
FEC Encoding ID definition

This section defines a FEC encoding scheme and is identified by the FEC encoding ID XXX. It utilized the method for forming FEC source block as defined in Section 6.2.2.1.5. It defines two different FEC payload IDs, one for source RTP packets and another for FEC encoding symbols that are used with the corresponding RTP payload formats. 
Editor’s Note: This section requires some rewording after the final decision on the FEC schemes to be supported.
6.2.2.1.6.1
FEC Payload ID for Source symbols

The Source FEC payload ID is composed as follows:

	Source Block Number (SBN)
	Encoding Symbol ID (ESI)


Source Block Number (SBN), (8 or 16 bits): The I-D of the source block the media packet belongs to.

Encoding Symbol ID (ESI), (8 or 16 bits): The starting symbol index of the source packet in the source block.

Editor’s Note: The Source Block number could be 1 or 2 bytes and is independent of the FEC scheme – its length is a tradeoff decision between wrap-round resilience and overhead.  It would also be possible to allow both lengths and distinguish by SDP.  This needs to be decided.
Editor’s Note: For your information, as far as we understand the various FEC proposals, the length of SBN and ESI is as follows:
	
	DF
	Siemens
	NEC
	Bamboo
	Nokia

	SBN
	1 or 2
	1 or 2
	1 or 2
	1 or 2
	1 or 2

	ESI
	2
	2
	2
	2
	1


6.2.2.1.6.2
FEC payload ID for Repair symbols

The structure of the Repair FEC Payload ID is as follows:

	Source Block Number SBN 

	Encoding Symbol ID ESI 

	Source block length SBL 

	Encoding block length EBL 

	Symbol Length T


Source Block Number (SBN), (8 or 16 bits): The I-D of the source block the media packet belongs to.

Encoding Symbol ID (ESI), (8 or 16 bits): The starting symbol index of the source packet in the source block.

Source Block Length (SBL), (8, 16, or 32 bits): The number of source symbols in the source block.

Encoding Block Length (EBL), (not present, 8, 16, or 32 bits): The total number of symbols (source symbols of the source block plus encoding symbols generated from the source block) that are sent for the source block.  

Symbol Length (T), (not present, 8 or 16 bits): The length of a symbol in bytes. 

Editor’s note: The rest of this section requires rewording after the FEC schemes supported have been selected.

Editor’s note: For your information, as far as we understand the various FEC proposals, the length of the various FEC payload ID fields is as follows:
	
	DF
	Siemens
	NEC
	Bamboo
	Nokia

	SBN
	1 or 2
	1 or 2
	1 or 2
	1 or 2
	1 or 2

	ESI
	2
	2
	2
	2
	1

	SBL
	2
	4
	2
	2
	1

	EBL
	0
	4 (*)
	2 (*)
	2 (*)
	1

	T
	2 (*)
	2 (*)
	2 (*)
	2 (*)
	1


Editor’s note: the (*) in the above table denotes fields that could probably be of zero length here, and conveyed in SDP.
6.2.2.1.6.3
FEC encoding procedures

Editor's note: Here the exact procedures of the FEC scheme is to be defined. Information that needs IANA registration  also needs to be indicated.
6.2.2.1.7
Signalling

The two different RTP payload formats requires each a media type to identify them and define their respective set of parameters. 

6.2.2.1.7.1
Registration of media type application/rtp-mbms-fec-symbols 

This media type represents the RTP payload format defined in Section 6.2.2.1.4.

Type name: application

Subtype name: rtp-mbms-fec-symbols

Required parameters: 

FEID: 
The FEC Encoding ID used in this instantiation. Expressed either as an integer or a string without white space.

min-buffer-time: The minimum RTP receiver buffer time need to ensure that FEC repair has time to happen. The value is in milliseconds. The min-buffer-time shall be the maximum time allowed for the sender between sending the first and the last packet, source or repair, belonging to the same source block.

Optional parameters:

FIID: 
The FEC Instance ID used in this instantiation. Expressed either as an integer or a string without white space. Parameter shall be present for all FEC encoding IDs that are not fully specified.

FOTI: 
The additional FEC object transmission information if any that the FEC instantiation uses as defined by the FEID and FIID. The content is expected to be binary data but is not necessarily so, however it shall always be BASE64 encoded in the parameter value.

Encoding considerations:

The binary parameter FOTI shall be encoded using BASE 64 [5]. The RTP payload format is a binary one, however as it is restricted to usage over RTP, no special considerations are needed.

Restrictions on usage:

This format is only defined for transfer over RTP [RFC3550].

Security considerations:

This format carries protection data and instructions used in FEC decoding. Thus alteration or insertion of packets can cause wide spread corruption of recovered data. Thus authentication and integrity protection of the format is appropriate. See also section 7 of RFC 3452.

Interoperability considerations:

The greatest interoperability issue with this format is that it virtually supports any systematic FEC encoding scheme. Thus the issue is to ensure that both sender and receiver are capable of using the same FEC codes.

Published specification:

3GPP Technical specification TS 26.346

Applications which use this media type:

MBMS terminals capable of receiving the MBMS streaming delivery method.

Additional information:

Magic number(s): N/A

File extension(s): N/A

Macintosh File Type Code(s): N/A

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)

Intended usage:

COMMON

Author:

3GPP SA4

Change controller:

3GPP TSG SA

6.2.2.1.7.2
Registration of media type audio, video, or text/rtp-mbms-fec-tag 

This media type represents the RTP payload format defined in Section 6.2.2.1.3.

Type name: audio, video, or text

Subtype name: rtp-mbms-fec-tag

Required parameters:

opt: 
The original payload type (OPT) of the media that is tagged by this instantiation of the format. This is an unsigned integer which range depends on the RTP profile in use, but commonly 0-127.

rate:
An integer value, equal to the RTP timestamp rate value for the payload type specified by "opt". 

 FEID:     The FEC Encoding ID used in this instantiation. Expressed either as an integer or a string without white space.

Optional parameters:

FIID: 
The FEC Instance ID used in this instantiation. Expressed either as an integer or a string without white space. Parameter shall be present for all FEC encoding IDs that are not fully specified.

FOTI:    The additional FEC object transmission information if any that the FEC instantiation uses as defined by the FEID and FIID. The content is expected to be binary data but is not necessarily so, however it shall always be BASE64 encoded in the parameter value. 

Encoding considerations:

This format is a binary one, however as it is restricted to usage over RTP, no special considerations are needed. 

Restrictions on usage:

This type is only defined for transfer over RTP [RFC3550].

Security considerations:

This format carries source data and instructions used in FEC decoding. Thus alteration or insertion of packets can cause wide spread corruption of recovered data. Thus authentication and integrity protection of the format is appropriate. See also section 7 of RFC 3452.

Interoperability considerations:

The greatest interoperability issue with this format is that it supports any FEC encoding that follows the rules of RFC 3452. Thus the issue is to ensure that both sender and receiver are capable of using the same FEC codes.

Published specification:

3GPP Technical specification TS 26.346

Applications which use this media type:

MBMS terminals capable of receiving streaming media.

Additional information:

Magic number(s): N/A

File extension(s): N/A

Macintosh File Type Code(s): N/A

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)

Intended usage:

COMMON

Author:

3GPP SA4

Change controller:

3GPP TSG SA

6.2.2.1.4 6.2.2.1.7.3 
Mapping the Media types to SDP

The information carried in the MIME media type specification has a specific mapping to fields in the Session Description Protocol (SDP) [6], which is commonly used to describe RTP sessions.  When SDP is used to specify sessions employing the FEC payload format, the mapping is as follows:

· The Media type (application, audio, video, or text) goes in SDP "m=" as the media name.

· The Media subtype (payload format name) goes in SDP "a=rtpmap" as the encoding name.  The RTP clock rate in "a=rtpmap" SHALL be 10000 for application/rtp-mbms-fec-symbols, and according to the rate parameter for audio/rtp-mbms-fec-tag, video/rtp-mbms-fec-tag, or text/rtp-mbms-fec-tag.

· Any remaining parameters go in the SDP "a=fmtp" attribute by copying them directly from the MIME media type string as a semicolon separated list of parameter=value pairs.

These payload formats is only intended to be used in declarative SDP use cases and no offer/answer negotiation procedures is defined. 

6.2.2.1.7.4 Example

An example of how an SDP could look for a session containing two media streams that are FEC protected. In this example we have assumed an audiovisual stream, using 56 kbps for video and 12 kbps for audio. We further assume that we send redundant packets for the video part at 6 kbps and redundant packets for the audio part at 3 kbps. Hence, the total media session bandwidth is 56+6+12+3 = 77 kbps. In addition another 1200 bits/second of RTCP packets from the source is used for the both sessions.

The FEC encoding symbols payloads does also declare that the minimal required buffering time for either of the streams are 2.6 seconds. As the value is defined as a limitation on the sender side, further buffering to handle jitter in the transmission is also likely to be required. 

v=0
o=ghost 2890844526 2890842807 IN IP4 192.168.10.10
s=3GPP MBMS Streaming SDP Example
i=Example of MBMS streaming SDP file
u=http://www.infoserver.example.com/ae600
e=ghost@mailserver.example.com
c=IN IP4 224.1.2.3
t=3034423619 3042462419

b=AS:77

m=video 4002 RTP/AVP 97 96 100
b=AS:62

b=RR:0

b=RS:600

a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10
a=framesize:96 176-144

a=rtpmap: 97 rtp-mbms-fec-tag/90000

a=fmtp:97 opt=96; FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="
a=rtpmap: 100 rtp-mbms-fec-symbols/10000

a=fmtp:100 FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="; min-buffer-time=2600
m=audio 4004 RTP/AVP 99 98 101
b=AS:15

b=RR:0

b=RS:600

a=rtpmap:98 AMR/8000

a=fmtp:98 octet-align=1

a=rtpmap: 99 rtp-mbms-fec-tag/8000

a=fmtp: 99 opt=98;FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="
a=rtpmap: 101 rtp-mbms-fec-symbols/10000

a=fmtp:101 FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="; min-buffer-time=2600
6.2.3 
Session description

SDP is provided to the MBMS client via a discovery/announcement procedure to describe the streaming delivery session.
6.2.3 
Session control

[Editor’s note: the need or not for a session control (like e.g. RTSP) is currently not agreed]

[Editor’s note: reporting of QoE metrics is felt useful by PSM and is FFS]
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