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1. Introduction

Various proposals for MBMS data protection have employed so far a two-stage approach to selection of FEC schemes and their parameters. First, radio link coding scheme and additional protection at the RLC layer (retransmissions or outer coding) are chosen in such a way that resulting SDU BLER is low (usually 1%, sometimes 10%). The application-level FEC is then used to compensate for this residual data loss, as well as for the losses caused by cell change and congestion.

In [1] it was argued, however, that restricting SDU loss rates to small values might lead to decrease of the overall channel capacity. This was demonstrated by comparing two UTRAN channels with the same power but different OVSF codes. We will consider the case of the MBMS messaging service over GPRS network and also demonstrate that sometimes the combination of protection methods providing the maximum channel throughput may involve high SDU losses.

The paper proposes a practical procedure that should enable an MBMS service provider to define a combination of protection methods and their respective parameters that would maximize the overall capacity of the MBMS channel.

2. Data Protection Strategy

Defining a complete data protection scheme involves making a number of decisions, each of which affects both channel throughput and the rate of data losses. We assume that parameters of the application-level FEC are chosen at the final stage in such a way that ensures required probability of successful decoding under predefined reception conditions. The resulting channel capacity will be determined by the combination of the following factors:

· Coding scheme used at the radio link

· Factors affecting propagation of losses from the RLC to IP layer (SDU size, number of time slots used in transmission)

· Protection measures used at the RLC layer (retransmissions or outer coding)

· Efficiency of the application-level FEC

· Minimum C/I value, for which p-t-m transmission should succeed with a required probability

· Additional factors (cell congestion, mobility, etc)

3. Handling of Link Layer Losses

Data loss at the link layer is the most significant factor affecting the MBMS channel throughput. This is especially true for the GPRS network, because the size of RLC blocks in this case is much smaller than that of the SDU, and the losses tend to propagate to the IP layer in an exponential manner.

3.1
Propagation of Packet Losses

Relation of PDU and SDU loss rates in p-t-m MBMS channels has been studied analytically, for instance, in [2] and [3]. In [4] a very good analysis is provided that is based on the simulation of the GPRS protocol stack.

Usually it is assumed that there is no correlation between losses of the n radio blocks, into which SDU is segmented. In such case the SDU BLER can be obtained theoretically by:

BLERSDU  = 1 - (1 - BLERPDU) n
Our experiments show, however, that this is generally true only when transmission is performed on one time slot. In the case of multiple time slots used for transmission a very strong correlation among packets transmitted in the same time frame is observed, and the value for the SDU BLER is much closer to

BLERSDU  = 1 - (1 - BLERPDU) n/k

where k is the number of time slots.

In any case, the exponential dependency of the SDU BLER on the SDU size both limits the SDU size and requires that PDU BLER would not exceed 1-2%.
3.2
Protection at the RLC Layer

Alternatives for additional data protection at the RLC layer including outer FEC coding and repetition schemes were studied in [5] in combination with different GPRS and EGPRS coding schemes. It should be noted that FEC coding at the RLC layer is more efficient than application-level FEC for combating link losses because it effectively prevents propagation of losses discussed above. Unfortunately, implementation issues may preclude the use of such methods.

On the other hand, repetition schemes are inherently very inefficient. The critical factor that determines whether a repetition scheme or a stronger FEC at the application layer provide greater throughput is the minimal value of C/I, for which the p-t-m service should be available. 

3.3
Possibility of High SDU Losses

Theoretical capacity of an erasure channel with packet loss probability p is (1-p) times the channel data rate. That means that a coding scheme using no RLC repetitions and a strong application-level FEC may outperform a scheme with 2 repetitions as long as the SDU error rate at the minimum C/I value, for which the p-t-m service is provided, does not exceed 50%.

Using, for example, the Fig.2 in [4], which shows LLC FER as function of C/I and LLC size for the TU-3iFH radio model, as a reference, we can conclude that an MCS-1 coding scheme without repetitions may outperform an MCS-1 scheme with 2 repetitions for the C/I values above 9db (even if additional overhead induced by packet headers is taken into consideration). For instance, for C/I = 10db, LLC size = 300b, we have LLC FER = 20%. Assuming header size of 40b and efficiency of application-level FEC of 95% we will get a channel throughput of 8.8kbps * (260/300) * 0.8 * 0.95 = 5.8kbps. On the other hand, the scheme with MCS-1 and 2 repetitions can only provide channel capacity below 4.4kbps even under ideal conditions. 

If high SDU loss rates are to be considered, the issue of efficiency of a chosen application-level FEC method becomes critical. In particular, efficiency of the regular RS code with a block size limited due to complexity considerations is very sensitive to the level of losses. Our simulations of transmission of a 1Mb message using RS code with a block size of 255 packets showed that at 20% SDU loss its capacity was about 90% of the theoretical maximum, while at 50% SDU loss it dropped to about 78%. 

On the other hand, more advanced FEC methods, like LDPC codes, or 2D Product RS code, offer efficiency well above 90%.

4.
Procedure for Selection of Data Protection Scheme 

We propose a following procedure for a service provider who wishes to maximize the MBMS channel throughput.

1) Define system parameters:

· Minimum C/I value, for which reception of the p-t-m transmission should be possible.

· Estimated loss rate caused by mobility and cell congestion.

· FEC method used at the application layer.

2) Consider alternatives for the link layer data protection, which are combinations of radio coding schemes, additional protection schemes at the RLC layer, and SDU sizes.

3) For each alternative calculate the SDU BLER, then anticipated channel capacity, factoring in additional losses incurred by cell congestion and mobility, FEC efficiency, and header overhead.

4) Choose protection scheme providing maximum channel throughput, then calculate parameters of the application-level FEC.

5. 
Conclusion

We have shown that for maximizing the MBMS channel throughput a systematic approach to selection of data protection schemes on different layers is needed and proposed a procedure that should facilitate such selection.

Under certain conditions a maximum channel throughput may be achieved in the presence of high level of SDU losses, which are compensated by the strong application-level FEC. In such case efficiency of the chosen FEC method becomes a critical factor.
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