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1 Introduction
At the SA4 meetings nr 28 and 29 it was discussed how to protect PSS-transported continuous media for Digital Rights Management (DRM) purposes. The 29th SA4 meeting in Tampere resulted in a working assumption where OMA DRM version 2 [1] would be used for key management. The RTP payloads would be confidentiality protected using the principles described in [2] and [3]. The working assumption also included optional integrity protection using SRTP. 

This contribution proposes specification text that implements these working assumptions. It defines one new RTP payload for confidentiality protection, with an associated MIME type for signaling of necessary parameters within SDP. Furthermore, it defines how to utilize SRTP for integrity protection and the necessary key management functions based on the availability of OMA DRM version 2. 

The specification includes one new Annex for TS 26.234 specifying the functionality and other necessary changes, plus a small addition to TS 26.244. The proposed changes to TS 26.234 are attached, based on draft version 0.4.0. The changes to TS 26.244 are presented in a change request (S4-040269) containing the necessary additions.

2 Proposal

Ericsson proposes that SA4:
· approve the attached specification text for inclusion in TS 26.234.
· approve the CR with changes to TS 26.244 provided in S4-040269.
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