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1 Introduction 

At the SA4#26 meeting in Suresnes first information on the RTP retransmission work in the IETF was provided and it was recommended to include support this tool into release 6 of PSS [3]. The contribution was focussed on the various causes of potential packet loss in PSS and how RTP retransmission would be beneficial to recover from these losses. 

At the time of this initial contribution the RTP retransmission draft in the IETF was in its 7th revision and shortly before IETF AVT working group last call. In the meantime the draft has made significant progress at the IETF. The IETF AVT working last call is closed,  the draft is currently under evaluation at the IETF area directors and a RFC is expected  to be published soon. Currently there is some discussion within the AVT group on handling potential IPRs on the draft. This issue is expected to be resolved soon.

It is the firm believe of the authors of this contribution (which happen to be also the authors of the RTP retransmission draft) that this work will be finalised in the IETF by the completion of 3GPP release 6. 

This contribution provides further details on the last (9th) revision of the RTP retransmission draft [1]. Different implementation options in the draft are explained and guidelines for an implementation into PSS Rel-6 are provided.  Finally it is proposed to include the RTP retransmission  feature into PSS Rel-6.

2 Terminology

stream: in this document the term stream refers to a flow of RTP packets coming from a given source, e.g. MPEG4 and AMR encoded media content coming from a file or a real-time encoder.  Typically a flow of packets has a common synchronisation source value (SSRC), sequence number and timestamp spaces.  Different streams may belong to the same (SSRC-multiplexing) or different sessions (session multiplexing).

retransmission stream: a flow of RTP packets which are retransmissions of RTP packets send in the original stream. 

original stream: the original flow of RTP packets to which the retransmission packets relate to.

associated stream: if the user decides to set up a retransmission stream for the original media, there must be an unique retransmission stream for each original stream.  These two streams are said to be associated, i.e. the associated stream if the original stream is the retransmission stream and vice versa.

CNAME
: RTCP carries in its header a persistent transport-level identifier for an RTP source called the canonical name or CNAME, Section 6.5.1 of [4]. Since the SSRC identifier may change if a conflict is discovered or a program is restarted, receivers require the CNAME to keep track of each participant. Receivers may also require the CNAME to associate multiple data streams from

a given participant in a set of related RTP sessions, for example to synchronize audio and

video.

SSRC1: The source of a stream of RTP packets, identified by a 32-bit numeric SSRC identifier carried in the RTP header so as not to be dependent upon the network address. All packets from a synchronization source form part of the same timing and sequence. number space, so a receiver groups packets by synchronization source for playback. Examples of synchronization sources include the sender of a stream of packets derived from a signal source such as a microphone or a camera, or an RTP mixer.
3 RTP retransmission in PSS Release 6

The intention of the following section is to provide useful for information for inclusion of the RTP retransmission mechanism into TS26.234. Some parts of this information should be considered to be included in the normative or informative sections of TS26.234.  

Section 3.1 elaborates on an important option in the RTP retransmission draft and section 3.2 provides implementation guidelines and recommendations for the inclusion into PSS.

3.1 Options in the RTP retransmission draft 

The RTP retransmission payload format enables two different mechanisms for the multiplexing of the retransmission stream with original stream, namely session-multiplexing and SSRC-multiplexing. In the case of session-multiplexing the retransmission stream is sent in another RTP session to the client, whereas in the case of SSRC-multiplexing  the retransmission stream is send in the same RTP session (same port, IP address) but multiplexed with the original stream using the SSRC identifier. 

The choice criterion between one of these two options is whether multicast or unicast communication is desired.  For small group multicast applications
 it is session-multiplexing that shall be used.  For unicast applications SSRC-multiplexing is recommended.

The rationale is as follows: In multicast scenarios it is important that participants have the choice to subscribe/unsubscribe to the different media and its associated retransmission streams.  This can be accomplished by making the different streams available under different IP multicast addresses (a.k.a. layered multicast, see [1] and [4]).  Receivers with reduced capabilities (buffer, codec bitrate, etc.) are thus able to browse through the available layers and choose those which fit them best without forcing other session participants to choose a low resolution codec or refrain to set up a retransmission stream.  This would not be possible with SSRC-multiplexing, where the multicast stream (set up under a unique IP multicast address) contains both original and retransmission streams .  For these reasons original and associated retransmission streams shall be multicast onto different RTP sessions using different IP multicast addresses.  Details on RTP multicast can be found in [4]

In unicast applications the situation is different since the receiver negotiates which options (encoding rate, codec, retransmissions yes/no) it chooses to receive itself independent of other receivers possibly retrieving the same content.  In this case it is recommended that the streams are multiplexed onto one RTP session using different SSRCs.  This also minimises port usage at the server.

Although the draft allows for both options in unicast applications we propose to mandate for RTP retransmission in PSS only the implementation of the SSRC multiplexing option.  This restriction is proposed to achieve maximum interoperability and minimum complexity at the server and client. 

In the rest of this document, we will focus in our descriptions only on the SSRC multiplexing option.

3.2 Implementation Guidelines and Recommendations

The information in the following sections is largely taken from the RTP retransmission draft [1] and is presented here only for completeness.  

3.2.1 SDP Description for SSRC-multiplexing

In the following an example of an SDP description for a session containing video is presented:

v=0

o=mascha 2980675221 2980675778 IN IP4 host.example.net

c=IN IP4 192.0.2.0

m=video 49170 RTP/AVPF 96 97

a=rtpmap:96 MP4V-ES/90000

a=rtcp-fb:96 nack

a=fmtp:96 profile-level-id=8;config=01010000012000884006682C2090A21F

a=rtpmap:97 rtx/90000

a=fmtp:97 apt=96;rtx-time=3000

In this example the retransmission stream is associated to an original MPEG4 Elementary Stream (PT=96) through the SDP attribute "apt" (associated payload type) specified in [1].

Note that the two multiplexed streams use different payload types.  However this cannot be used to resolve the stream association since several original streams may share the same payload type value, as it is the case for static payload type formats.

3.2.2 RTSP signalling

In this section some details of the interaction with RTSP are described.  In general the RTSP methods PLAY and PAUSE do not have effect on the retransmission stream; retransmissions are triggered independently by retransmission requests. 

In the case of SSRC multiplexing the "m" line contains both streams and only one RTSP "control" attribute is needed to control both.  Both media streams are set up or torn down at the same time using the SETUP and TEARDOWN RTSP methods.  

3.2.3 Association of an retransmission stream to its original stream

In general, a receiver receiving multiple original and retransmission streams needs to associate each retransmission stream with its original stream.  Depending on whether session-multiplexing or SSRC-multiplexing is used,  the receiver uses a different procedure to identify the associated retransmission stream. However in the following section we concentrate only on the SSRC multiplexing case.

In general a sender MUST use the same CNAME for an original stream and its associated retransmission stream. 

In order to find the associated retransmission stream the receiver should first of all look for two streams that have the same CNAME in the session.  In some cases, the CNAME may not be enough to determine the association as multiple original streams in the same session may share the same CNAME.  For example, in the same video session there may be multiple video streams mapping to different SSRCs and still using the same CNAME and possibly the same payload type (PT) values.  Each (or some) of these streams may have an associated retransmission stream.

In this case, in order to find out the association between original and retransmission streams having the same CNAME, the receiver SHOULD use a matching retransmission to identify original streams SSRC:  The SSRC association can generally be resolved when the receiver receives a retransmission packet matching a retransmission request sent earlier by the receiver.  Upon reception of a retransmission packet whose original sequence number has been previously requested, the receiver can derive that the SSRC of the retransmission packet is associated to the sender SSRC from which the packet was requested.

However, this mechanism only works if the receiver does not have two outstanding retransmission requests for the same sequence number from two different original streams
.  Thus, in order to avoid ambiguity in the unicast case, the receiver MUST NOT have two outstanding requests for the same packet sequence number in two different original streams before the association is resolved.  In multicast, this ambiguity cannot be completely avoided, because another receiver may have requested the same sequence number from another stream (possibly having same payload type value) at another point in time.  Therefore, SSRC-multiplexing MUST NOT be used in multicast sessions.

3.2.4 Retransmission requests 

RTCP feedback is necessary to inform the sender  which packets have been correctly received and which packets have been lost and shall be retransmitted.  The RTP retransmission payload format [1] recommends the use of the general NACK/ACK messages and the timing rules defined in the “Extended RTP profile for RTCP based feedback (AVPF)” [ 2]. 

AVPF is supported in the draft PSS Rel-6 specification as an optional RTP profile. In addition the draft PSS Rel-6 specification allows to use other reporting mechanisms than those in RTP/AVPF [2], for example the RLE Loss Report blocks from [6].  The feedback mechanisms provided by AVPF and RLE loss report blocks are considered to be sufficient to ensure a working retransmission functionality.

Retransmission requests (in any given form) are generally embedded into RTCP Receiver Reports.  Retransmission requests shall be issued by the receiver as part of the original stream RTCP traffic.  The reason being that the receiver identifies the packet losses by gaps in the SN space.  Retransmission requests shall not be issued as part of the RTCP traffic of the retransmission stream, this would (among other issues) delay the detection of retransmission packet losses, as retransmissions shall be less frequent than original packets.

PSS [5] specifies that the RTCP Receiver Reports shall cover up a certain time interval to account for RTCP packet losses.  A PSS server may limit the report blocks size using SDP signalling. For best utility the client should report in every packet and provide redundancy by reporting also on past RTCP intervals. In cases where the size restriction prevents the client from reporting on all the RTP packets, the client shall first remove the number of redundant reports. Only if this action is not enough to reduce the RTCP reports to satisfactory sizes, thinning should be applied.  

3.2.5 Example implementation of RTP retransmission in PSS

After the first transmission of a packet, the server shall store the sent RTP packet for a preset amount of time, i.e. the buffering time.  Optionally it is possible that the server communicates this buffering time via the "rtx-time" parameter (see [1], SDP section) to the client. 

The client detects original/retransmission packet losses by a gap in the sequence number space of the corresponding original/retransmission stream (SSRC-multiplexing
) or session (session-multiplexing).  Upon detection of a gap, the client shall wait some amount of time before issuing a negative acknowledge for that SN.  This accounts for re-ordering that typically takes place in a packet network and so avoids spurious retransmissions.  The amount of time that a client shall wait may be based on past observations of the packet re-ordering in the session.  

 A negative acknowledgement shall be sent only for the original stream.  If it would also be sent in the retransmission stream it would be impossible for client to detect the lost packet original SN and timestamp estimate as retransmissions have not necessarily subsequent original SNs or timestamps.  

In an enhanced client implementation a client might perform selective retransmission requests. For this purpose several parameters and estimates should be evaluated at the client, if available: 

· The timestamp of  the lost packet. This can be obtained by a linear interpolation of the previous and subsequent received packet timestamps. This interpolation is generally consider to be approximate enough.  

· The round-trip-time (RTT).  A simple RTT value can be obtained by measuring the delay between a retransmission request and the retransmission itself.  If a more reliable method is needed, a standardised method for RTT measurement is described in [6].  However, this assumes the implementation of additional RTCP extended report blocks. 

· The buffer level at the client. 

· The rtx-time parameter of the server. 

· Estimated importance of the lost packet.

· Current network QoS.

To save resources a retransmission request should be dropped if the above parameters indicate that a packet retransmission is not useful or possible.

Furthermore, a negative acknowledgement for a given SN might be sent several times using timers at the client; this is called multiple retransmissions.  Since retransmissions are conveyed in the retransmission stream and negative acknowledgements shall not be sent for the retransmission stream, the client must use timers to schedule negative acknowledgements for lost retransmissions.  The client shall set a timer for each negative-acknowledged packet to account for a possible retransmission or retransmission request loss.  This timer shall approximate the time a needed to retransmit a packet: from retransmission request at client until the retransmission arrives at the client.  Upon expiration of this timer, the SN is added to the  loss report vector to be included in the current feedback message.  The use of timers is optional, but is recommended as this mechanism speeds up the detection of lost retransmissions.  

In general the server shall carry out the requested retransmissions upon reception of negative acknowledgements for packets that are still stored in the retransmission buffer.  It is recommended that the sender performs a retransmission judgement before sending the requested packet to avoid useless retransmissions.  The server may use the RTT (Round-Trip Time) estimation provided by the RTCP Sender and Receiver Reports (SR, RR),  in the decision making process (see [3] for details).  

Other parameters used for this judgement may comprise the total amount of buffering available at the client, the link characteristics or the priority of the packets.  The latter is specially appropriate for progressive encodings like MPEG4.  

4 Conclusion and recommendation

It is proposed to support the RTP retransmission scheme provided by the IETF draft “RTP retransmission payload format” [1] in PSS Rel-6. The support for this feature should be considered optional at the server and at the client. 

This proposal should be the agreed working assumption from this SA#29 meeting under the condition that the process of publication of the RFC on RTP retransmission is finalized before completion of PSS release 6.

Detailed specification text to be included in the Rel-6 draft of TS26.234 will be provided at SA4#30. In order to draft such text comments and feedback on the options and implementation guidelines described in this document are appreciated. 
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� Largely taken from [4].


�  See [2] for details on small group multicast.


�  Note that since the initial packet sequence numbers are random, the probability of having two outstanding requests for the same packet sequence number is very small.


� Note that different SSRC implies different SN spaces.





