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Introduction

This contribution summarises a current drawback in PSS with regard to aliveness detection with RTCP reports.   A solution is presented, which enables a PSS server to detect client’s aliveness in a optimised way. The proposal is for Rel-6.

Problem

To begin with, let us explain a problem in detecting clients’ aliveness by quoting from TS 26.234 v5.4.0: 

In the wireless environment, connection may be lost due to fading, shadowing, loss of battery power, or turning off the terminal even though the PSS session is active. In order for the server to be able to detect the client’s aliveness, the PSS client should send “wellness” information to the PSS server for a defined interval as described in the RFC2326.
As we can see above, it is recommended that the client send a feedback with an interval with either RTCP or RTSP OPTIONS.  RTCP is preferred to RTSP OPTIONS according to TS26.234 v5.4.0.    
The current Rel-5 specification defines the bandwidth allocated to an RTCP flow. Resulting from this bandwidth the client and server can calculate the minimum interval between the RTCP reports. However it is not possible for the server to calculate or even estimate the maximum interval between RTCP reports. The current Rel-5 PSS specification leaves it completely up to the client how much of the bandwidth allocated to RTCP it will use or, in other words, how frequent it sends RTCP reports.

Proposal

We propose to introduce a new SDP attribute.  The new attribute “max-int” indicates the maximum interval at which the client should send RTCP receiver reports or any other RTCP report for detecting clients’s aliveness.   Since “a=” line can be extended, it still holds compliance with SDP.  

Fig. 1 shows an example of a SDP description using the “max-int” attribute of 3000 which indicates that the server expects the client to send every report within 3000 msec.
v=0

o=user 1 1 IN IP4 133.168.188.1

s=Panasonic stream
c=IN IP4 0.0.0.0

b=AS:56

a=control:rtsp://server/test.3gp
a=range:npt=0-150.2

t=0 0

m=audio 0 RTP/AVP 97

b=AS:12

a=rtpmap:97 AMR/8000

a=control:trackID=1

a=fmtp:97 octet-align=1

a=range:npt=0-150.2

a=max-int:3000
m=video 0 RTP/AVP 98

b=AS:44

a=rtpmap:98 MP4V-ES/90000

a=control:trackID=4

a=fmtp:98 profile-level-id=8; config=01010000012000884006682C2090A21F

a=range:npt=0-150.2

a=max-int:3000

Fig. 1 SDP Example
In 3GPP PSS  RTCP reports are generally transmitted unreliable and RTCP reports can be lost at any time. Therefore the server may terminate a session if it receives no RTCP report within a factor of the interval spcified by max-int.
Proposed Text

The proposed text is shown in the following page.

5.3.3.2
Additional SDP fields

The following Annex G-related media level SDP fields are defined for PSS:

- 
"a=X-predecbufsize:<size of the hypothetical pre-decoder buffer>"
This gives the suggested size of the Annex G hypothetical pre-decoder buffer in bytes.

-
"a=X-initpredecbufperiod:<initial pre-decoder buffering period>" 
This gives the required initial pre-decoder buffering period specified according to Annex G. Values are interpreted as clock ticks of a 90-kHz clock. That is, the value is incremented by one for each 1/90 000 seconds. For example, value 180 000 corresponds to a two second initial pre-decoder buffering.

-
"a=X-initpostdecbufperiod:<initial post-decoder buffering period>"
This gives the required initial post-decoder buffering period specified according to Annex G. Values are interpreted as clock ticks of a 90-kHz clock.

-
"a=X-decbyterate:<peak decoding byte rate>" 
This gives the peak decoding byte rate that was used to verify the compatibility of the stream with Annex G. Values are given in bytes per second.
If none of the attributes "a=X-predecbufsize:", "a=X-initpredecbufperiod:", "a=X-initpostdecbufperiod:", and "a=x-decbyterate:" is present, clients should not expect a packet stream according to Annex G. If at least one of the listed attributes is present, the transmitted video packet stream shall conform to Annex G. If at least one of the listed attributes is present, but some of the listed attributes are missing in an SDP description, clients should expect a default value for the missing attributes according to Annex G.

The following media level SDP fields are defined for PSS:

- 
"a=framesize:<payload type number> <width>-<height>"
This gives the largest video frame size of H.263 streams.
· "a=max-int:<maximum feedback interval>"
This gives the maximum interval in milliseconds at which the client should send RTCP receiver reports or any other RTCP report for detecting endpoint aliveness.  
The frame size field in SDP is needed by the client in order to properly allocate frame buffer memory.  For MPEG-4 visual streams, the frame size shall be extracted from the “config” information in the SDP. For H.263 streams, a PSS server shall include the “a=framesize” field at the media level for each stream in SDP, and a PSS client should interpret this field, if present. Clients should be ready to receive SDP descriptions without this attribute.

If this attribute is present, the frame size parameters shall exactly match the largest frame size defined in the video stream. The width and height values shall be expressed in pixels.
The maximum interval is needed by the server in order to properly check clients’s aliveness and terminate an unused session which may occupy unnecessary resources.  If present, clients shall send RTCP receiver reports or any other RTCP report within the maximum interval.  The server may terminate the session if it receives no report within a factor of the interval. 

A.1
SDP

This clause gives some background information on SDP for PSS clients.

Table A.1 provides an overview of the different SDP fields that can be identified in a SDP file. The order of SDP fields is mandated as specified in RFC 2327 [6].

Table A.1: Overview of fields in SDP for PSS clients

	Type
	Description
	Requirement according to [6]
	Requirement according to the present document

	Session Description

	V
	Protocol version
	R
	R

	O
	Owner/creator and session identifier
	R
	R

	S
	Session Name
	R
	R

	I
	Session information
	O
	O

	U
	URI of description
	O
	O

	E
	Email address
	O
	O

	P
	Phone number
	O
	O

	C
	Connection Information
	R
	R

	B
	Bandwidth information
	AS
	O
	O

	
	
	RS
	ND
	O

	
	
	RR
	ND
	O

	One or more Time Descriptions (See below)

	Z
	Time zone adjustments
	O
	O

	K
	Encryption key
	O
	O

	A
	Session attributes
	control
	O
	R

	
	
	range
	O
	R

	One or more Media Descriptions (See below)

	

	Time Description

	T
	Time the session is active
	R
	R

	R
	Repeat times
	O
	O

	

	Media Description

	M
	Media name and transport address
	R
	R

	I
	Media title
	O
	O

	C
	Connection information
	R
	R

	B
	Bandwidth information
	AS
	O
	R

	
	
	RS
	ND
	R

	
	
	RR
	ND
	R

	K
	Encryption Key
	O
	O

	A
	Attribute Lines
	control
	O
	R

	
	
	range
	O
	R

	
	
	fmtp
	O
	R

	
	
	rtpmap
	O
	R

	
	
	X-predecbufsize
	ND
	O

	
	
	X-initpredecbufperiod
	ND
	O

	
	
	X-initpostdecbufperiod
	ND
	O

	
	
	X-decbyterate 
	ND
	O

	
	
	framesize
	ND
	R (see note 5)

	
	
	max-int
	ND
	R

	Note 1: R = Required, O = Optional, ND = Not Defined

Note 2: The "c" type is only required on the session level if not present on the media level.

Note 3: The "c" type is only required on the media level if not present on the session level.

Note 4: According to RFC 2327, either an 'e' or 'p' field must be present in the SDP description. On the other hand, both fields will be made optional in the future release of SDP. So, for the sake of robustness and maximum interoperability, either an 'e' or 'p' field shall be present during the server's SDP file creation, but the client should also be ready to receive SDP content containing neither 'e' nor 'p' fields.

Note 5: The "framesize" attribute is only required for H.263 streams.


The example below shows an SDP file that could be sent to a PSS client to initiate unicast streaming of a H.263 video sequence.

EXAMPLE:
v=0
o=ghost 2890844526 2890842807 IN IP4 192.168.10.10
s=3GPP Unicast SDP Example
i=Example of Unicast SDP file
u=http://www.infoserver.com/ae600
e=ghost@mailserver.com
c=IN IP4 0.0.0.0

t=0 0

a=range:npt=0-45.678
m=video 1024 RTP/AVP 96

b=AS:128
a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10
a=control:rtsp://mediaserver.com/movie.3gp/trackID=1
a=framesize:96 176-144
a=recvonly
a=max-int: 3000

A.2.2.2
Detecting link aliveness

In the wireless environment, connection may be lost due to fading, shadowing, loss of battery power, or turning off the terminal even though the PSS session is active. In order for the server to be able to detect the client’s aliveness, the PSS client should send “wellness” information to the PSS server for a defined interval as described in the RFC2326. There are several ways for detecting link aliveness described in the RFC2326, however, the client should be careful about issuing “PLAY method without Range header field” too close to the end of the streams, because it may conflict with pipelined PLAY requests. Below is the list of recommended ”wellness” information for the PSS clients and servers in a prioritised order. 

1.
RTCP

2.
OPTIONS method with Session header field

NOTE:
Both servers and clients can initiate this OPTIONS method.

The client should send the same wellness information in ‘Ready’ state as in ‘Playing’ and ‘Recording’ states, and the server should detect the same client’s wellness information in ‘Ready’ state as in ‘Playing’ and ‘Recording’ states. In particular, the same link aliveness mechanism should be managed following a ‘PAUSE’ request and response.

If “max-int” is present in a a-line of SDP, clients shall send RTCP reports within the maximum interval to assist the server in detecting client’s aliveness.
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