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1 Overall Description:

3GPP SA4 reviewed the presentation of the ISMA content protection (ISMACryp) specification at their meeting in May 2003.  In general the proposal was well received, and 3GPP is interested in the specification.  

A liaison from OMA was also received at the meeting, and OMA and 3GPP expect to work together on the file format for content protection, with 3GPP taking the lead on file format issues.

3GPP is concerned that only “encrypt then packetize” is currently defined by ISMA, and we feel that we may also need “packetize then encrypt”.  There is a particular issue with the storage of AMR voice data and its streaming which suggests this need.  However, we think that a solution similar to “hint tracks containing encrypted packetized media” could be added to the family of solutions in a compatible way.  We understand the implications on the client – two different places where de-cryption my occur, and the need to protect de-packetization if it operates on un-encrypted media.

2 Actions:

In order to progress further 3GPP SA4 would like to review the actual specification, and we believe that OMA would like to also.  OMA liaisons and documents are not public;  we understand the concern over the public nature of 3GPP documents but would like to request that a way be found for 3GPP members to review the specification.  We suggest that ISMA liaise the specification to OMA and make it available in some way for SA4 members.

3 Date of Next TSG-SA4 Meetings:

TSG-SA4 Meeting #27 
7th – 11th July 2003, Munich, Germany

TSG-SA4 Meeting #28
1st – 5th Septemer 2003, Location TBD.
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