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ISMA has completed a draft of its content protection specification, which is now being provided on demand to people outside ISMA for review, prior to settling the specification.

The specification, as previously reported, focuses on content protection and authentication.  There is provision for information about key-management, but no normative key-management protocol is specified.  Similarly, though the file format could contain use-rights information, this is not yet covered either.

The specification provides both a framework and specific instances of definitions, for content protection.  For example, the specification identifies the cryptographic transform in use, and then proceeds to define only one;  this leaves open the possibility of others.

The content protection specification covers both files and streaming;  enhancements to the MP4 (3GP) file format are defined to identify protected content, and RTP payload formats defined for protected versions of the current ISMA payloads.  Within the framework it is possible to define other payloads, for example for AMR.

We note that OMA does have specifications in key management and usage-rights, and that 3GPP, ISMA, and OMA might usefully share specifications and resources, in order to reduce overlap, reduce workload for each body, and achieve greater industry synergy.

The accompanying powerpoint slides give an overview of the current status.  Interested members are urged to contact ISMA directly if they would like to review the specification.  Please see http://www.isma.tv/resources/techspecs/review/.
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